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[bookmark: _Toc186959538][bookmark: _Toc178071433]4.3.3.2	UE or network requested PDU Session Modification (non-roaming and roaming with local breakout)
The UE or network requested PDU Session Modification procedure (non-roaming and roaming with local breakout scenario) is depicted in figure 4.3.3.2-1.


Figure 4.3.3.2-1: UE or network requested PDU Session Modification (for non-roaming and roaming with local breakout)
1.	The procedure may be triggered by following events:
1a.	(UE initiated modification) The UE initiates the PDU Session Modification procedure by the transmission of an NAS message (N1 SM container (PDU Session Modification Request (PDU session ID, Packet Filters, Operation, Requested QoS, Segregation, 5GSM Core Network Capability, Number Of Packet Filters, [URSP rule enforcement reports], [Always-on PDU Session Requested], [Requested Non-3GPP Delay Budget], [non-3GPP device connection information])), PDU Session ID, UE Integrity Protection Maximum Data Rate, [Port Management Information Container]) message. Depending on the Access Type, if the UE was in CM-IDLE state, this SM-NAS message is preceded by the Service Request procedure. The NAS message is forwarded by the (R)AN to the AMF with an indication of User location Information. The AMF invokes Nsmf_PDUSession_UpdateSMContext (SM Context ID, N1 SM container (PDU Session Modification Request)).
	When the UE requests specific QoS handling for selected SDF(s), the PDU Session Modification Request includes Packet Filters describing the SDF(s), the requested Packet Filter Operation (add, modify, delete) on the indicated Packet Filters, the Requested QoS and optionally a Segregation indication. The Segregation indication is included when the UE recommends to the network to bind the applicable SDF(s) on a distinct and dedicated QoS Flow e.g. even if an existing QoS Flow can support the requested QoS. The network should abide by the UE request, but is allowed to proceed instead with binding the selected SDF(s) on an existing QoS Flow.
NOTE 1:	Only one QoS Flow is used for traffic segregation. If UE makes subsequent requests for segregation of additional SDF(s), the additional SDF(s) are multiplexed on the existing QoS Flow that is used for segregation.
	The UE shall not trigger a PDU Session Modification procedure for a PDU Session corresponding to a LADN when the UE is outside the area of availability of the LADN.
	The PS Data Off status, if changed, shall be included in the PCO in the PDU Session Modification Request message.
	For a PDU Session which was established in the EPS, when the UE moves from EPS to 5GS for the first time, the UE includes an Always-on PDU Session Requested indication in the PDU Session Modification Request message if it wants to change the PDU Session to an always-on PDU Session.
	If UE supports to report URSP rule enforcement to network, when the UE associates a newly detected application to an existing PDU Session based on URSP evaluation result and the matched URSP rule included the Indication for reporting URSP rule enforcement, the UE may initiate PDU Session Modification procedure to provide URSP rule enforcement report as described in clause 6.6.2.4 of TS 23.503 [20].
	When PCF is deployed, the SMF shall further report the PS Data Off status to PCF if the PS Data Off event trigger is provisioned, the additional behaviour of SMF and PCF for 3GPP PS Data Off is defined in TS 23.503 [20].
	The 5GSM Core Network Capability is provided by the UE and handled by SMF as defined in clause 5.4.4b of TS 23.501 [2].
	The UE Integrity Protection Maximum Data Rate indicates the maximum data rate up to which the UE can support UP integrity protection. It is set as defined in TS 23.501 [2].
	The Number Of Packet Filters indicates the number of supported packet filters for signalled QoS rules as described in clause 5.17.2.2.2 of TS 23.501 [2].
	When it moves from EPS to 5GS for the first time, a UE that supports EAS re-discovery as described in clause 6.2.3.3 of TS 23.548 [74], may indicate so in the PCO.
	When it moves from EPS to 5GS for the first time, a UE that hosts the EDC functionality shall indicate in the PCO its capability to support the EDC functionality (see clause 5.2.1 of TS 23.548 [74]).
	Port Management Information Container may be received from DS-TT and includes DS-TT port related management information as defined in clause 5.28.3 of TS 23.501 [2].
	If the UE supports QoS differentiation of traffic for Non-3GPP Device Identifier and when the UE determines that QoS differentiation is required as described in clause 5.52 of TS 23.501 [2], the UE includes the Non-3GPP Device Identifier and user plane address in the non-3GPP device connection information within the PDU Session Modification Request.
Editor's note:	Details on how non-3GPP device connection information is included within PDU Session Modification Request are to be defined in stage 3.
1b.	(PCF initiated SM Policy Association Modification) The PCF performs a PCF initiated SM Policy Association Modification procedure as defined in clause 4.16.5.2 to notify SMF about the modification of policies. This may e.g. have been triggered by a policy decision or upon AF requests, e.g. Application Function influence on traffic routing as described in step 5 in clause 4.3.6.2 or AF to provide Port management information Container.
	If QoS Monitoring is requested by the AF, the PCF generates the QoS Monitoring policy for the corresponding service data flow and provides the policy in the PCC rules to the SMF in this step.
	If Periodicity is provided by the AF, the PCF provides the Periodicity information in the PCC rules. Based on operator's local policies, the PCF sends to the SMF an indication in the PCC Rule to perform N6 Traffic Parameter Measurements for N6 Jitter and, if not received from the AF, also UL and/ or DL Periodicity measurements.
	The PCF may provision a PDU Set Control Information and Protocol Description as described in clause 6.1.3.27.4 of TS 23.503 [20], clauses 5.37.5, 5.37.9.2, and 5.37.9.4 of TS 23.501[2], and On-path N6 Signaling Information (as described in clause 5.37.9 in TS 23.501[2] and clause 6.3.1 of  TS 23.503 [20])  within PCC Rules based on the information provided by the AF and/or the local operator policies.
	The PCF may provision a Data Burst Handing Information and DL Protocol Description as described in clause 6.3.1 of TS 23.503 [20] and clauses 5.37.8.3, 5.37.9.2, and 5.37.9.4 of TS 23.501[2]), and On-pathN6 Signaling Information (as described in clause 5.37.9 in TS 23.501[2] and clause 6.3.1 of TS 23.503 [20]) within PCC Rules based on the information provided by the AF and/or the local operator policies.
1c.	(SMF requested modification) The UDM updates the subscription data of SMF by Nudm_SDM_Notification (SUPI, Session Management Subscription Data). The SMF updates the Session Management Subscription Data and acknowledges the UDM by returning an Ack with (SUPI).
1d.	(SMF requested modification) The SMF may decide to modify PDU Session. This procedure also may be triggered based on locally configured policy or triggered from the (R)AN (see clause 4.2.6 and clause 4.9.1). It may also be triggered if the UP connection is activated (as described in Service Request procedure) and the SMF has marked that the status of one or more QoS Flows are deleted in the 5GC but not synchronized with the UE yet. It may also be triggered to update QoS profile in the NG RAN and PDU Set information marking in the PSA UPF upon completion of mobility procedure as defined in clause 5.37.5.3 of TS 23.501 [2].
	If interworking with TSN deployed in the transport network is supported and either the UPF supports CN-TL or NG-RAN supports AN-TL (see clause 4.4.8 of TS 23.501 [2]), the procedure may be triggered due to reception of Status group from TN CNC.
	The SMF may decide to modify PDU Session to send updated ECS Address Configuration Information to the UE as defined in clause 6.5.2 of TS 23.548 [74].
	The SMF may decide to modify PDU Session to send updated DNS server address to the UE as defined in clause 6.2.3.2.3 of TS 23.548 [74].
	The SMF may decide to modify PDU Session to send the EAS rediscovery indication to the UE as defined in clause 6.2.3.3 of TS 23.548 [74].
	If the SMF receives one of the triggers in step 1b ~ 1d, the SMF starts SMF requested PDU Session Modification procedure.
1e.	(AN initiated modification) (R)AN shall indicate to the SMF when the AN resources onto which a QoS Flow is mapped are released irrespective of whether notification control is configured. (R)AN sends the N2 message (PDU Session ID, N2 SM information) to the AMF. The N2 SM information includes the QFI, User location Information and an indication that the QoS Flow is released. The AMF invokes Nsmf_PDUSession_UpdateSMContext (SM Context ID, N2 SM information).
	(AN initiated notification control) If notification control is configured for a GBR QoS Flow, (R)AN sends a N2 message (PDU Session ID, N2 SM information) to SMF when the (R)AN decides the QoS targets of the QoS Flow cannot be fulfilled or can be fulfilled again, respectively. The N2 SM information includes the QFI and an indication that the QoS targets for that QoS Flow cannot be fulfilled or can be fulfilled again, respectively. When QoS targets cannot be fulfilled, the N2 SM information indicates a reference to the Alternative QoS Profile matching the values of the QoS parameters that the NG-RAN is currently fulfilling as specified in clause 5.7.2.4 of TS 23.501 [2]. If the QoS Flow has a TSCAI including Capability for BAT adaptation and without Burst Arrival Time, the N2 SM information can also include a BAT offset as described in clause 5.27.2.5 of TS 23.501 [2]. The AMF invokes Nsmf_PDUSession_UpdateSMContext (SM Context ID, N2 SM information). If the PCF has subscribed to the event, SMF reports this event to the PCF for each PCC Rule for which notification control is set in step 2.
1f.	(AMF initiated modification) If the UE supports CE mode B and use of CE mode changes from restricted to unrestricted or vice versa in the Enhanced Coverage Restriction information in the UE context in the AMF and the UE has already established PDU sessions, then the AMF shall trigger a PDU session modification to the SMFs serving the UE's PDU sessions when the AMF determines that NAS-SM timer shall be updated due to the change of Enhanced Coverage Restriction and include the extended NAS-SM indication only if use of CE mode B is now unrestricted in the Enhanced Coverage Restriction information in the UE context in the AMF.
	If the AMF, based on configuration, is aware that the UE is accessing over a gNB using GEO satellite backhaul and GEO Satellite ID needs to be updated to the SMF, the AMF may, based on configuration, include the latest GEO Satellite ID as described in clause 5.43.2 of TS 23.501 [2].
1g.	(AMF initiated modification) the AMF informs the SMF of updates of the NWDAF ID(s) used for UE related Analytics and corresponding Analytics ID(s). Also, If the PCF request notification of SM Policy Association and there is any PDU Session established to that DNN, S-NSSAI [PCF binding information, notification of SM Policy Association establishment Indication].
1h.	(AMF initiated modification) When the AMF determines that the S-NSSAI is to be replaced with an Alternative S-NSSAI (as described in clause 5.15.19 of TS 23.501 [2]), the AMF invokes Nsmf_PDUSession_UpdateSMContext Request (SM Context ID, S-NSSAI, Alternative S-NSSAI) to the SMF of the PDU session associated with the S-NSSAI.
	(AMF initiated modification) When the AMF determines that the S-NSSAI is subject to area restriction, e.g. when the S-NSSAI is configured with an NS-AoS, or when the S-NSSAI is present in the Partially Allowed NSSAI, the AMF invokes Nsmf_PDUSession_UpdateSMContext Request (SM Context ID, S-NSSAI, Slice Area Restriction indication) to the SMF indicating that the PDU Session is subject to area restriction for the S-NSSAI. If the S-NSSAI is replaced with the Alternative S-NSSAI, the AMF checks the area restriction only for the Replaced S-NSSAI for this PDU Session.
	Based on the extended NAS-SM timer indication, the SMF shall use the extended NAS-SM timer setting for the UE as specified in TS 24.501 [25].
2.	The SMF may need to report some subscribed event to the PCF by performing an SMF initiated SM Policy Association Modification procedure as defined in clause 4.16.5.1. This step may be skipped if PDU Session Modification procedure is triggered by step 1b or 1d. If dynamic PCC is not deployed, the SMF may apply local policy to decide whether to change the QoS profile.
	The PCF may make policy control decisions based on the awareness of URSP rule enforcement, as described in clause 6.1.1.5 in TS 23.503 [20].
	Steps 2a to 7 are not invoked when the PDU Session Modification requires only action at a UPF (e.g. gating).
2a.	The SMF may update the UPF with N4 Rules related to new or modified QoS Flow(s).
NOTE 2:	This allows the UL packets with the QFI of a new or modified QoS Flow to be transferred.
	If the SMF initiated the PDU Session Modification procedure in step 1b due to PCF initiated SM Policy Association Modification that adds one or more PCC Rule(s) with a TSC Assistance Container and if interworking with TSN deployed in the transport network is supported, the SMF may instruct the UPF to assign or remove a distinct N3 tunnel end point address for the QoS Flow(s) assigned with a TSC Assistance Container.
	If the SMF initiated the PDU Session Modification procedure in step 1d due to reception of Status group from TN CNC, the SMF includes a TL-Container with a set-request to the N4 Session Modification request that is sent to the UPF, as described in clause 5.28a.2 of TS 23.501 [2].
	If the SMF initiated the PDU Session Modification procedure in step 1b due to PCF initiated SM Policy Association Modification that adds one or more PCC Rule(s) with UL and/or DL Periodicity, the SMF composes the TSCAI with the periodicity information.
	If the SMF initiated the PDU Session Modification procedure in step 1b due to PCF initiated SM Policy Association Modification that adds one or more PCC Rule(s) with an indication to perform N6 Traffic Parameter measurements (e.g. the N6 Jitter range associated with the DL Periodicity, and the UL/DL periodicity), the SMF instructs the UPF to perform N6 Traffic Parameter measurement associated with the DL Periodicity for the QoS Flow, as described in clause 5.37.8.2 of TS 23.501 [2].
	If N6 Traffic Parameter measurements are requested and DL Periodicity is received in the PCC Rule, the SMF shall include the DL Periodicity as well as the indication of N6 Traffic Parameter measurement in the request to the UPF, see clause 5.8.5.11 of TS 23.501 [2].
	If the PCC Rule includes a Protocol Description and PDU Set QoS parameters for DL and the SMF decides to enable PDU Set Identification and marking for PDU Set based Handling by PSA UPF, the SMF should provide the Protocol Description information, On-path N6 Signaling Information (if available), and PDU Set Marking indication to the UPF and request the UPF to mark the PDU Set Information in each PDU belonging to the PDU Sets as described in clause 5.37.5.2, 5.37.9, and 5.8.5.4 of TS 23.501 [2].
	If the SMF decides to enable End of Data Burst marking by PSA UPF, the SMF should request the UPF to mark End of Data Burst as described in clause 5.37.8.3 of TS 23.501 [2]. The SMF may instruct the UPF to identify and mark the Data Burst Size as described in clause 5.37.10.1 of TS 23.501 [2]. If the PCC Rule includes a Protocol Description, and/or On-path N6 Signaling Information, the SMF should provide the Protocol Description information and/or On-path N6 Signaling Information to the UPF.
	If the PDU Set information marking has been activated in the UPF for a QoS flow, the SMF may request the UPF to stop the marking of the PDU Set information based on the indication from the RAN or PCF, e.g. if the Target RAN does not support the PDU Set based handling as described in clause 5.37.5.3 of TS 23.501 [2].
If the SMF decides using on-path N6 signalling method Media over QUIC (MoQ) and the PSA UPF supports the MoQ relay functionality, then the SMF indicates the UPF to return the MoQ relay address via the N4 session management request procedures as described in clause 5.37.9.2 of TS 23.501 [2].
	If the PCF initiated SM Policy Association Modification that adds one or more PCC Rule(s) with PDU Set Control Information, the SMF performs PDU Set based QoS handling, see clause 5.37.5 of TS 23.501 [2].
	If redundant transmission has not been activated to the PDU session and the SMF decides to perform redundant transmission for the QoS Flow, the SMF indicates to the UPF to perform packet duplication and elimination for the QoS Flow.
	If redundant transmission has been activated on the PDU Session and the SMF decides to stop redundant transmission, the SMF indicates the UPF to release the CN Tunnel Info which is used as the redundancy tunnel of the PDU Session and also indicates the UPF to stop packet duplication and elimination for the corresponding QoS Flow(s).
NOTE 3:	The method to perform elimination and reordering on RAN/UPF based on the packets received from the two GTP-U tunnels is up to RAN/UPF implementation. The two GTP-U tunnels are terminated at the same RAN node and UPF.
	If redundant transmission has not been activated to the PDU Session and the SMF decides to perform redundant transmission for the QoS Flow with two I-UPFs between the PSA UPF and the NG-RAN, the SMF sends a N4 Session Establishment Request message to the I-UPFs including UL CN Tunnel Info of the PSA UPF and a request to allocate CN Tunnel Info.
	SMF may make use of Redundant Transmission Experience analytics provided by NWDAF, when SMF takes a decision whether to perform redundant transmission, or stop redundant transmission if it had been activated, as described in clause 6.13 of TS 23.288 [50].
	If the AMF initiated the PDU Session Modification procedure in step 1h due to network slice replacement with the Alternative S-NSSAI and if the SMF determines that the PDU Session is retained, the SMF sends N4 Session Modification request message to the UPF to replace the S-NSSAI with the Alternative S-NSSAI, as described in clause 5.15.19 of TS 23.501 [2].
2b.	The UPF(s) respond to the SMF. If redundant transmission has not been activated to the PDU session and the SMF indicated the UPF to perform packet duplication and elimination for the QoS Flow in step 2a, the UPF allocates an additional CN Tunnel Info. The additional CN Tunnel Info is provided to the SMF.
	If redundant transmission has not been activated to the PDU Session and the SMF decides to perform redundant transmission for the QoS Flow with two I-UPFs in step 2a, the UPFs allocate CN Tunnel Info. The CN Tunnel Info of each I-UPF is provided to the SMF.
	If interworking with TSN deployed in the transport network is supported and the UPF supports CN-TL and received a TL-Container with a set-request from the SMF/CUC in step 2a (see clause 4.4.8 of TS 23.501 [2]), the UPF/CN-TL includes a TL-Container with a set-response to the N4 Session Modification response, as described in clause 5.28a.2 of TS 23.501 [2].
	If requested by SMF in step 2a, the PSA UPF will initiate N4 Session Level reporting for N6 Traffic Parameter Measurement Report as described in clause 4.4.2.2. If N6 Traffic Parameter(s) are available then the response to the SMF in this step may include the N6 Traffic Parameter(s) (e.g. the N6 Jitter range associated with the DL Periodicity, and the UL/DL periodicity) for the QoS Flow (see clause 5.37.8.2 of TS 23.501 [2]). The SMF composes the TSCAI with the received N6 Traffic Parameters.
If the SMF has requested in step 2a the PSA UPF to provide the MoQ relay address, then the UPF returns the MoQ relay address via the N4 Session Establishment/Modification Response as described in clause 5.37.9.2 of TS 23.501 [2].
3a.	For UE or AN initiated modification or AMF initiated modification, the SMF responds to the AMF through Nsmf_PDUSession_UpdateSMContext Response ([N2 SM information (PDU Session ID, QFI(s), QoS Profile(s), [Alternative QoS Profile(s)], Session-AMBR], [CN Tunnel Info(s)]), N1 SM container (PDU Session Modification Command (PDU Session ID, QoS rule(s) and associated UL Protocol Description(s) (if available), QoS rule operation, QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s), Session-AMBR, [Always-on PDU Session Granted], [Port Management Information Container], [Non-3GPP QoS Assistance Information Container]))). See clause 5.7 of TS 23.501 [2] for the QoS Profile, Alternative QoS Profile and QoS rule and QoS Flow level QoS parameters. Alternative QoS Profile is only valid for AN initiated modification.
	If the PDU Session Modification was requested by the UE to modify a PDU Session to an always-on PDU Session, the SMF shall include an Always-on PDU Session Granted indication in the PDU Session Modification Command to indicate whether the PDU Session is to be changed to an always-on PDU Session or not via the Always-on PDU Session Granted indication in the PDU Session Modification Command.
	The N2 SM information carries information that the AMF shall provide to the (R)AN. It may include the QoS profiles and the corresponding QFIs to notify the (R)AN that one or more QoS flows were added, or modified. It may include only QFI(s) to notify the (R)AN that one or more QoS flows were removed. The SMF may indicate for each QoS Flow whether redundant transmission shall be performed by a corresponding redundant transmission indicator. If the SMF decides to activate redundant transmission in step 2a, the SMF includes the allocated additional CN Tunnel Info in the N2 SM information. If the SMF decides to perform redundant transmission for new QoS Flow with two I-UPFs in step 2a, the SMF includes the allocated CN Tunnel Info of the two I-UPFs in the N2 SM information. If the PDU Session Modification was triggered by the (R)AN Release in step 1e the N2 SM information carries an acknowledgement of the (R)AN Release. If the PDU Session Modification was requested by the UE for a PDU Session that has no established User Plane resources, the N2 SM information provided to the (R)AN includes information for establishment of User Plane resources. For Network Slice Replacement if the SMF determines that the PDU Session is to be retained, the S-NSSAI in N2 SM information is set to Alternative S-NSSAI.
-	If the SMF has received a Requested Non-3GPP Delay Budget for a QoS flow from the PEGC, the SMF may adjust the dynamic CN PDB signalled to the NG-RAN as defined in clause 5.44.3.4 of TS 23.501 [2].
	If redundant transmission has been activated on the PDU Session and the SMF decides to stop redundant transmission in step 2a, the SMF indicates the (R)AN to release the AN Tunnel and stop packet duplication and elimination associated with the redundancy tunnel of the PDU Session.
	The N1 SM container carries the PDU Session Modification Command that the AMF shall provide to the UE. It may include the QoS rules and associated UL Protocol Description(s) (if available), QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s) and corresponding QoS rule operation and QoS Flow level QoS parameters operation to notify the UE that one or more QoS rules were added, removed or modified. If the PCF provides the PCC rules with Protocol Description for UL in step 2, based on operator policy, the SMF may additionally provide the Protocol Description for UL with the associated QoS rule as described in clause 5.37.5.1 of TS 23.501 [2].
	For the AMF initiated the PDU Session Modification procedure in step 1h due to network slice replacement, and if the SMF determines that the PDU Session is to be retained, the SMF includes the Alternative S-NSSAI in the PDU Session Modification Command to the UE and a cause value indicating that the S-NSSAI of the PDU Session is replaced with the Alternative S-NSSAI.
	If the AMF initiated the PDU Session Modification procedure in step 1h due to network slice replacement and if the PDU Session is SSC mode 3 and if the SMF determines that the PDU Session is to be re-established on the Alternative S-NSSAI, the SMF includes the Alternative S-NSSAI in the PDU Session Modification Command to the UE and a cause value indicating that a PDU Session re-establishment on the Alternative S-NSSAI is required. The UE re-establishes a new PDU Session on the Alternative S-NSSAI, as described in clause 5.15.19 in TS 23.501 [2]. If the PDU Session is SSC mode 1 or SSC mode 2, the SMF may initiate release of the PDU Session as described in clause 4.3.4.2.
	If port number and a Port Management Information Container have been received from PCF in Step 2 and the port number matches the port number assigned for the DS-TT port for this PDU session, then SMF includes the Port Management Information Container in the N1 SM container.
	The SMF may need to send transparently through NG-RAN the PDU Session Modification Command to inform the UE about changes in the QoS parameters (i.e. 5QI, GFBR, MFBR) that the NG-RAN is currently fulfilling after the SMF receives QoS Notification Control as defined in clause 5.7.2.4 of TS 23.501 [2]. When the SMF sends on the PDU Session Modification Command transparently through NG-RAN, the N2 SM information is not included as part of the Namf_Communication_N1N2MessageTransfer.
	If the UE indicated in the PCO that it supports the EDC functionality, the SMF may indicate to the UE either that the use of the EDC functionality is allowed for the PDU Session or that the use of the EDC functionality is required for the PDU Session (see clause 5.2.1 of TS 23.548 [74]).
	Based on the S-NSSAI and DNN for PIN, the SMF may provide the UE with per QoS-flow Non-3GPP QoS Assistance Information in the N1 SM container.
	If SMF receives the indication indicating that the PDU Session is subject to area restriction for the S-NSSAI, and if SMF has not subscribed before, the SMF subscribes to "UE mobility event notification" event for reporting UE presence in Area of Interest by providing the S-NSSAI as an indicator for the Area Of Interest (see clauses 5.6.11 and 5.3.4.4 of TS 23.501 [2]).
	If SMF does not receive the indication indicating that the PDU Session is subject to area restriction for the S-NSSAI, and if the SMF has subscribed the "UE mobility event notification" event in the AMF before, the SMF may unsubscribe "UE mobility event notification" event in the AMF.
3b.	For SMF requested modification, the SMF invokes Namf_Communication_N1N2MessageTransfer ([N2 SM information] (PDU Session ID, QFI(s), QoS Profile(s), [Alternative QoS Profile(s)], Session-AMBR, [CN Tunnel Info(s)], QoS Monitoring indication, QoS Monitoring reporting frequency, QoS monitoring parameter), [TSCAI(s)], TL-Container(s), [ECN marking for L4S indicator(s)]), N1 SM container (PDU Session Modification Command (PDU Session ID, QoS rule(s) and associated UL Protocol Description(s) (if available), QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s), QoS rule operation and QoS Flow level QoS parameters operation, Session-AMBR))).
-	For each QoS Flow, the SMF may at most request one of the following to the NG-RAN:
-	ECN marking for L4S indicator at NG-RAN in the case of ECN marking for L4S in RAN as described in clause 5.37.3 of TS 23.501 [2]; or
-	Congestion information monitoring as described in clauses 5.45.3 and 5.37.4 of TS 23.501 [2]; or
-	provide information for ECN marking for L4S at UPF in the case of ECN marking for L4S by PSA UPF as described in clause 5.37.3 of TS 23.501 [2].
-	In the case of non-3GPP access, where the 5G-AN corresponds to an N3IWF or TNGF:
-	For each QoS Flow, the SMF may request the following to the N3IWF or TNGF:
-	ECN marking for L4S at N3IWF or TNGF in the case of ECN marking for L4S in non-3GPP access as described in clause 5.37.3 of TS 23.501 [2].
	If the SMF initiated the PDU Session Modification procedure in step 1b due to PCF initiated SM Policy Association Modification that adds one or more PCC Rule(s) with a TSC Assistance Container and if interworking with TSN deployed in the transport network is supported, the SMF may instruct the NG-RAN to assign or remove a distinct N3 tunnel end point address for the QoS Flow(s) assigned with a TSC Assistance Container.
	The SMF may indicate for each QoS Flow whether redundant transmission shall be performed by a corresponding redundant transmission indicator. If the SMF decides to activate redundant transmission in step 2a, the SMF includes the allocated additional CN Tunnel Info in the N2 SM information. If the SMF decides to perform redundant transmission for new QoS Flow with two I-UPFs in step 2a, the SMF includes the allocated CN Tunnel Info of the two I-UPFs in the N2 SM information.
	If redundant transmission has been activated on the PDU Session and the SMF decides to stop redundant transmission in step 2a, the SMF indicates the (R)AN to release the AN Tunnel and stop packet duplication and elimination associated with the redundancy tunnel of the PDU Session.
	The SMF indicates the request for QoS Monitoring for the QoS Flow according to the information received from the PCF in step 1b, or based on SMF local policy, e.g. when the RAN rejected the creation of a specific QoS Flow. In the case of receiving the QoS Monitoring indication, the RAN enables the RAN part of UL/DL packet delay measurement for the QoS Flow and the QoS Monitoring reporting frequency is used by RAN to determine the packet delay measurement frequency of the RAN part. In the case of receiving a congestion information request, RAN initiates reporting of UL and/or DL QoS Flow congestion information to PSA UPF as defined in clause 5.45.3 of TS 23.501 [2]. The TSCAI is defined in clause 5.27.2 of TS 23.501 [2].
	If the SMF initiated the PDU Session Modification procedure in step 1d due to reception of Status group from TN CNC, the SMF includes a TL-Container with a set-request to the N2 SM information, as described in clause 5.28a.2 of TS 23.501 [2].
	The SMF indicates EAS rediscovery indication to the UE, if that initiated the PDU Session Modification procedure in step 1d as defined in clause 6.2.3.3 of TS 23.548 [74].
	If the UE is in CM-IDLE state and an ATC is activated, the AMF updates and stores the UE context based on the Namf_Communication_N1N2MessageTransfer and steps 4, 5, 6 and 7 are skipped. When the UE is reachable e.g. when the UE enters CM-CONNECTED state, the AMF forwards the N1 message to synchronize the UE context with the UE.
	If the PCF provides the PCC rules with Protocol Description for UL in step 2, based on operator policy, the SMF may provide the Protocol Description(s) for UL with the associated QoS rule(s) as described in clause 5.37.5.1 of TS 23.501 [2].
3c.	For SMF requested modification due to updated SMF-Associated parameters from the UDM, the SMF may provide the SMF derived CN assisted RAN parameters tuning to the AMF. The SMF invokes Nsmf_PDUSession_SMContextStatusNotify (SMF derived CN assisted RAN parameters tuning) towards the AMF. The AMF stores the SMF derived CN assisted RAN parameters tuning in the associated PDU Session context for this UE.
3d.	For SMF requested modification due to updated NWDAF ID, the SMF informs the AMF of updates of the NWDAF ID(s) used for UE related Analytics and corresponding Analytics ID(s).
4.	The AMF may send N2 ([N2 SM information received from SMF], NAS message (PDU Session ID, N1 SM container (PDU Session Modification Command))) Message to the (R)AN.
5.	The (R)AN may issue AN specific signalling exchange with the UE that is related with the information received from SMF. For example, in the case of a NG-RAN, an RRC Connection Reconfiguration may take place with the UE modifying the necessary (R)AN resources related to the PDU Session or if only N1 SM container is received in step 4 from AMF, RAN transports only the N1 SM container to the UE.
	The (R)AN may consider the updated CN assisted RAN parameters tuning to reconfigure the AS parameters.
	As part of this, the N1 SM container is provided to the UE. If the N1 SM container includes a Port Management Information Container then the UE provides the container to DS-TT.
	If new DNS server address is provided to the UE in the PCO, the UE can refresh all EAS(s) information (e.g. DNS cache) bound to the PDU Session, based on UE implementation as described in clause 6.2.3.2.3 of TS 23.548 [74].
	If EAS rediscovery indication is provided to the UE, the UE can trigger EAS rediscovery procedure as defined in clause 6.2.3.3 of TS 23.548 [74].
6.	The (R)AN may acknowledge N2 PDU Session Request by sending a N2 PDU Session Ack (N2 SM information (List of accepted/rejected QFI(s), AN Tunnel Info, PDU Session ID, Secondary RAT usage data, TL-Container(s), BAT offset, Periodicity, established QoS Flows status (active/not active) (for one of the following: congestion information monitoring, ECN marking for L4S at PSA UPF, ECN marking for L4S at NG-RAN, ECN marking for L4S at N3IWF or TNGF), PDU Set Based Handling Support Indication), User location Information) Message to the AMF. In the case of Dual Connectivity, if one or more QFIs were added to the PDU Session, the Master RAN node may assign one or more of these QFIs to a NG-RAN node which was not involved in the PDU Session earlier. In this case the AN Tunnel Info includes a new N3 tunnel endpoint for QFIs assigned to the new NG-RAN node. Correspondingly, if one or more QFIs were removed from the PDU Session, a (R)AN node may no longer be involved in the PDU Session anymore and the corresponding tunnel endpoint is removed from the AN Tunnel Info. The NG-RAN may reject QFI(s) if it cannot fulfil the User Plane Security Enforcement information for a corresponding QoS Profile, e.g. due to the UE Integrity Protection Maximum Data Rate being exceeded. When receiving the request for QoS Monitoring, the (R)AN may indicate its rejection to perform QoS Monitoring, e.g. due to the (R)AN load condition. The (R)AN may reject the addition or modification of a QoS Flow, e.g. due to handling of the UE-Slice-MBR as described in clause 5.7.1.10 of TS 23.501 [2]. If the (R)AN rejects the addition or modification of a QoS Flow, the SMF is responsible of updating the QoS rules and QoS Flow level QoS parameters associated to that QoS Flow in the UE accordingly. 5G-AN includes the PDU Set Based Handling Support Indication in N2 SM information as defined in clause 5.37.5.3 of TS 23.501 [2]
	If the PLMN has configured secondary RAT usage reporting, the NG-RAN node may provide RAN Usage Data Report. The User Location Information shall include the serving cell's ID and if Dual Connectivity is activated for the UE, the PSCell ID.
	If the redundant transmission has not been activated to the PDU session and the SMF indicates to the RAN that one of the QoS Flow shall perform redundant transmission, the RAN includes an additional AN tunnel info in N2 SM information.
	If interworking with TSN deployed in the transport network is supported and the NG-RAN supports AN-TL and received a TL-Container with a set-request from the SM/CUC in step 3b (see clause 4.4.8 of TS 23.501 [2]), the NG-RAN/AN-TL includes a TL-Container with a set-response to the N2 SM information, as described in clause 5.28a.2 of TS 23.501 [2].
	If the NG-RAN has determined a BAT offset and optionally a periodicity as described in clause 5.27.2.5 of TS 23.501 [2], the NG-RAN provides the BAT offset and optionally the periodicity in the N2 SM information.
7.	The AMF forwards the N2 SM information and the User location Information received from the AN to the SMF via Nsmf_PDUSession_UpdateSMContext service operation. The SMF replies with a Nsmf_PDUSession_UpdateSMContext Response.
	If the N2 SM information indicates failure of whole N2 SM request (i.e. no part of the N2 SM request is successful in (R)AN), the SMF assumes that the NAS PDU, if provided in step 3, was not forwarded by NG-RAN to UE, as described in TS 38.413 [10]. In this case, if the PDU Session modification is UE triggered the SMF shall reject the PDU session modification by including a N1 SM container with a PDU Session Modification Reject message (see clause 8.3.3 of TS 24.501 [25]) in the Nsmf_PDUSession_UpdateSMContext Response in step 7b. Step 8 is skipped in this case.
	Otherwise, the SMF assumes that the NAS PDU was sent to UE successfully. If the (R)AN rejects QFI(s), the SMF is responsible of updating the QoS rules and QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s) in the UE accordingly, i.e. the SMF shall trigger a separate NAS PDU Session Modification procedure after step 11 to align the SM context of this PDU Session in UE.
8.	The SMF may update N4 session of the UPF(s) that are involved by the PDU Session Modification by sending N4 Session Modification Request message to the UPF (see NOTE 3).
	The SMF may update the UPF with N4 Rules related to new, modified or removed QoS Flow(s), unless it was done already in step 2a.
NOTE 4:	This allows the DL packets of the new or modified QoS Flow to be transferred.
	If an additional AN Tunnel Info is returned by RAN in step 6, the SMF informs the UPF about this AN Tunnel Info for redundant transmission. In the case of redundant transmission with two I-UPFs, the SMF provides AN Tunnel Info to two I-UPFs. If CN Tunnel Info of two I-UPFs is allocated by the UPFs in step 2b, the SMF also provides the DL CN Tunnel Info of two I-UPFs to the UPF (PSA).
	If the QoS Monitoring is enabled for the QoS Flow, the SMF provides the N4 rules containing the QoS Monitoring policy generated according to the information received in step 1b to the UPF via the N4 Session Modification Request message as defined in clause 5.45 of TS 23.501 [2].
	If port number and a Port Management Information Container have been received from PCF in Step 2 and the port number matches the port number of the NW-TT port for this PDU session, then SMF includes the Port Management Information Container in the N4 Session Modification Request. If the N4 Session Modification Request includes a Port Management Information Container, then UPF also includes a Port Management Information Container in the N4 Session Modification Response.
	If SMF decides to enable ECN marking for L4S by PSA UPF, a QoS Flow level ECN marking for L4S indicator shall be sent by SMF to PSA UPF over N4 as described in clause 5.37.3.3 of TS 23.501 [2].
	If the N2 SM information includes the PDU Set Based Handling Support Indication and there are PCC Rules with PDU Set QoS parameters for DL, SMF configures PSA UPF to activate PDU set identification and marking for the QoS flow as described in clause 5.37.5.3 of TS 23.501 [2].
9.	The UE acknowledges the PDU Session Modification Command by sending a NAS message (PDU Session ID, N1 SM container (PDU Session Modification Command Ack, [Port Management Information Container])) message.
10.	The (R)AN forwards the NAS message to the AMF.
11.	The AMF forwards the N1 SM container (PDU Session Modification Command Ack) and User Location Information received from the AN to the SMF via Nsmf_PDUSession_UpdateSMContext service operation. The SMF replies with a Nsmf_PDUSession_UpdateSMContext Response.
	If the SMF initiated modification is to delete QoS Flows (e.g. triggered by PCF) which do not include QoS Flow associated with the default QoS rule and the SMF does not receive response from the UE, the SMF marks that the status of those QoS Flows is to be synchronized with the UE.
	If interworking with TSN deployed in the transport network is supported, for any QoS Flow including a TSC Assistance Container, the SMF/CUC derives the merged stream requirements as described in Annex M of TS 23.501 [2]. If AN-TL and CN-TL are supported, the SMF/CUC uses the information provided in the get-responses stored during the PDU Session Establishment procedure to derive the merged stream requirements. The SMF/CUC interacts with the CNC deployed in the transport network and provides the merged stream requirements in the Talker and Listener groups to the TN CNC. The TN CNC uses the merged stream requirements as input to select respective path(s) and calculate schedules in TN.
	Based on the processing results, the TN CNC provides a Status group that contains the merged end station communication-configuration back to the SMF/CUC.
12.	The SMF may update N4 session of the UPF(s) that are involved by the PDU Session Modification by sending N4 Session Modification Request (N4 Session ID) message to the UPF. For a PDU Session of Ethernet PDU Session Type, the SMF may notify the UPF to add or remove Ethernet Packet Filter Set(s) and forwarding rule(s).
NOTE 5:	The UPFs that are impacted in the PDU Session Modification procedure depends on the modified QoS parameters and on the deployment. For example in the case of the session AMBR of a PDU Session with an UL CL changes, only the UL CL is involved. This note also applies to the step 8.
13.	If the SMF interacted with the PCF in step 1b or 2, the SMF notifies the PCF whether the PCC decision could be enforced or not by performing an SMF initiated SM Policy Association Modification procedure as defined in clause 4.16.5.1. If the trigger for 5GS Bridge/Router information available is armed and the SMF received a Port Management Information Container from either UE or UPF, then SMF provides the Port Management Information Container and the port number of the related port to the PCF in this step, as described in clause 5.28.3.2 of TS 23.501 [2]. If the trigger for 5GS Bridge/Router information available is armed and the SMF received the User Plane node Management Information Container from UPF, then the SMF provides the User Plane node Management Information Container to the PCF as described in clause 5.28.3.2 of TS 23.501 [2]. If trigger for Notification on BAT offset is armed and the SMF received BAT offset and/or Periodicity from the RAN, then the SMF provides the BAT offset and/or Periodicity to the PCF as described in clause 5.27.2.5 of TS 23.501 [2].
	SMF notifies any entity that has subscribed to User Location Information related with PDU Session change.
	If step 1b is triggered to perform Application Function influence on traffic routing by step 5 in clause 4.3.6.2, the SMF may reconfigure the User Plane of the PDU Session as described in step 6 in clause 4.3.6.2.
	If interworking with TSN deployed in the transport network is supported and if the Status group from TN CNC to SMF/CUC in step 11 includes InterfaceConfiguration and if the AN-TL/CN-TL are supported, the SMF/CUC initiates a PDU Session Modification procedure as in step 1d.
NEXT CHANGE (3)
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Figure 4.15.6.6-1: Setting up an AF session with required QoS procedure
1.	The AF sends a request to reserve resources for an AF session using Nnef_AFsessionWithQoS_Create request message (UE address, AF Identifier, Flow description information or External Application Identifier, QoS Reference or individual QoS parameters, Alternative Service Requirements (as described in clause 6.1.3.22 of TS 23.503 [20]), DNN, S-NSSAI) to the NEF. Optionally, QoS monitoring requirements, Indication of ECN marking for L4S, Data Burst Size Marking Support Indication, Time to Next Burst Support Indication, PDU Set QoS Parameters (as described in clause 5.7.7 of TS 23.501 [2]) and Protocol Description (as described in clause 5.37.5, 5.37.8.3 and other (sub)clauses in clause 5.37 of TS 23.501 [2]), and/or On-path N6 Signaling Information (see clause 5.37.9 of TS 23.501 [2]) can be included in the AF request. For a Multi-modal service, the AF may provide a Multi-modal Service ID together with Multi-modal Service Requirements information for each data flow, as described in clause 6.1.3.27.3 of TS 23.503 [20]. Optionally, a period of time or a traffic volume for the requested QoS can be included in the AF request. The AF may, instead of a QoS Reference, provide one or more of the following individual QoS parameters: Requested 5GS Delay (optional), Requested Priority (optional), Requested Guaranteed Bitrate, Requested Maximum Bitrate, Maximum Burst Size and Requested Packet Error Rate. The AF may also provide an Averaging Window value for deriving such parameters for GBR QoS Flows. Regardless of whether the AF request is formulated using a QoS Reference or individual QoS parameters, the AF may also provide one or more of the following parameters that describe the traffic characteristics: flow direction, Burst Arrival Time at UE (uplink) or UPF (downlink), Periodicity, Time domain, Survival Time, Capability for BAT adaptation or BAT Window, Periodicity Range. The AF may also provide an RT Latency Indication. The optional Alternative Service Requirements provided by the AF shall either contain QoS References or Requested Alternative QoS Parameter Set(s) in a prioritized order as described in clause 6.1.3.22 of TS 23.503 [20]. Optionally, Packet Delay Variation requirements can be included in the AF request as described in clause 6.1.3.26 of TS 23.503 [20]. Optionally, the AF may provide QoS duration and QoS inactivity interval in order to indicate PCF the time period when the QoS should be applied.	Comment by LTHBM0: Looks good enough
NOTE 1:	For multi-modal flows related to multiple UEs, multiple UE-specific AF requests are used and the AF provided information to NEF is the same as single UE case (as defined in clause 5.37.2 of TS 23.501 [2]).
2.	The NEF authorizes the AF request that contains a single UE address and may apply policies to control the overall amount of QoS authorized for the AF. If the authorisation is not granted, all steps (except step 5) are skipped and the NEF replies to the AF with a Result value indicating that the authorisation failed. The NEF assigns a Transaction Reference ID to the Nnef_AFsessionWithQoS_Create request.
	The NEF determines whether to invoke the TSCTSF or to directly contact the PCF based on operator configuration. This determination may use the presence of a QoS Reference or individual QoS parameters in the AF request. The determination may also use the AF identifier or the presence of AF provided parameters that describe the traffic characteristics in the AF request.
NOTE 2:	The determination can also be based on an SLA between operator and application provider, e.g. using the DNN/S-NSSAI for the AF session according to the SLA.
	If the NEF determines not to invoke the TSCTSF, then steps 3, 4, 5, 6, 7, 8 are executed, otherwise, steps 3a, 3b, 4a, 4b, 5, 6a, 7a, 7b, 8 are executed.
3.	If the NEF determines to contact the PCF directly without invoking the TSCTSF, the NEF uses the UE address to discover the PCF from the BSF. The NEF forwards received parameters to the PCF in the Npcf_PolicyAuthorization_Create request. Any optionally received period of time or traffic volume mapped and forwarded as sponsored data connectivity information (as defined in TS 23.503 [20]).
	If the AF is considered to be trusted by the operator, the AF uses the Npcf_PolicyAuthorization_Create request message to interact directly with PCF to request reserving resources for an AF session.
3a.	If the NEF determines to invoke the TSCTSF, the NEF forwards received parameters in the Ntsctsf_QoSandTSCAssistance_Create request message to the TSCTSF. Any optionally received period of time or traffic volume is mapped and forwarded as sponsored data connectivity information (as defined in TS 23.503 [20]).
	If the AF is considered to be trusted by the operator, the AF uses the Ntsctsf_QoSandTSCAssistance_Create request message to interact directly with TSCTSF to request reserving resources for an AF session.
	A TSCTSF address may be locally configured (a single TSCTSF per DNN/S-NSSAI) in the NEF, PCF and trusted AF. Alternatively, the NEF uses the AF Identifier to determine the DNN/S-NSSAI and uses the DNN/S-NSSAI to discover the TSCTSF from the NRF.
3b.	The TSCTSF determines whether it has an AF session with a PCF for the given UE address. In this case the TSCTSF sends a Npcf_PolicyAuthorization_Update request message to the PCF and forwards the received parameters after executing the adjustment and mapping actions described below.
	If the TSCTSF does not have an AF-session for a given UE address, the TSCTSF discovers the PCF and a Npcf_PolicyAuthorization_Create request message to the PCF.
	If the TSCTSF receives a Requested 5GS Delay, the TSCTSF calculates a Requested PDB by subtracting the UE-DS-TT Residence Time (either provided by the PCF or pre-configured at TSCTSF) from the Requested 5GS Delay and sends the Requested PDB to the PCF instead of the Requested 5GS Delay. If the TSCTSF receives any of the following parameters: flow direction, Burst Arrival Time, Periodicity, Time domain, Survival Time, Capability for BAT adaptation or BAT Window, Periodicity Range from the NEF, the TSCTSF determines the TSC Assistance Container and sends it to the PCF instead of these parameters.
4.	For requests received from the NEF in step 3, the PCF determines whether the request is authorized and notifies the NEF if the request is not authorized.
	If the request is authorized, the PCF derives the required QoS parameters of the PCC rule based on the information provided by the NEF and determines whether this QoS is allowed (according to the PCF configuration) and notifies the result to the NEF. If the AF is considered to be trusted by the operator, the PCF sends the Npcf_PolicyAuthorization_Create response message directly to AF.
	If the PCF receives the individual QoS parameters instead of QoS Reference, the PCF determines a 5QI that matches the individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20]. It also sets the GBR and MBR for the PCC rule according to the requested values. The PCF may use the Requested Priority from the AF to determine Priority Level as defined in clause 5.7.3.3 of TS 23.501 [2]. Requested individual QoS parameter values supersede default values for the 5QI.
	If the PCF receives the RT Latency Indication described in clause 6.1.3.22 of TS 23.503 [20], the PCF executes Uplink-Downlink Transmission Coordination as described in clause 5.37.7 of TS 23.501 [2] and the associated QoS monitoring for the two correlated QoS Flows as described in clause 6.1.3.27.2 of TS 23.503 [20].
	If the PCF receives PDU Set QoS parameters described in clause 5.7.7 of TS 23.501 [2], the PDU Set QoS parameters are applied as described in clause 6.1.3.22 of TS 23.503 [20].
	If the PCF receives an explicit indication (i.e. Indication of ECN marking for L4S) as described in clause 6.1.3.22 of TS 23.503 [20], PCF decides that the service data flow supports ECN marking for L4S. PCF then indicates to the SMF to enable ECN marking for L4S for that QoS flow.
	In addition, if the Alternative Service Requirements are provided, the PCF derives the Alternative QoS parameter set(s) in the same way from the one or more QoS Reference parameters or the Requested Alternative QoS Parameter Set(s) contained in the Alternative Service Requirements keeping the same prioritized order (as defined in clause 6.1.3.22 of TS 23.503 [20]).
NOTE 3:	The PCF derived Alternative QoS parameter set(s) for the PCC rule are subsequently used to establish Alternative QoS Profile(s). The Alternative QoS Profile parameters provided to the NG-RAN are specified in clause 5.7.1.2a of TS 23.501 [2].
	For multi-modal flows, the PCF derives the required QoS parameters in the PCC rules and generates the QoS monitoring requirements policy for each media flow, based on the information provided by the NEF.
	If the PCF determines that the SMF needs updated policy information, the PCF issues a Npcf_SMPolicyControl_UpdateNotify request with updated policy information about the PDU Session as described in the PCF initiated SM Policy Association Modification procedure in clause 4.16.5.2.
4a.	For requests received from the TSCTSF in step 3b, the PCF determines whether the request is authorized and notifies the TSCTSF if the request is not authorized.
	If the request is authorized, the PCF derives the required QoS parameters of the PCC rule in the same way it is described in step 4 based on the information provided by the TSCTSF and determines whether this QoS is allowed (according to the PCF configuration) and notifies the result to the TSCTSF.
	If the PCF determines that the SMF needs updated policy information, the PCF issues a Npcf_SMPolicyControl_UpdateNotify request with updated policy information about the PDU Session as described in the PCF initiated SM Policy Association Modification procedure in clause 4.16.5.2.
	If the PCF receives a subscription for the 5GS Bridge/Router information from the TSCTSF, if the PCF does not have the 5GS Bridge/Router information for the PDU Session, the PCF uses the PCF initiated SM Policy Association Modification procedure as described in clause 4.16.5.2 to subscribe for 5GS Bridge/Router information event from the SMF. Once the PCF has the 5GS Bridge/Router information, the PCF notifies the TSCTSF for the 5GS Bridge/Router information (including the UE-DS-TT Residence Time).
4b.	The TSCTSF sends a Ntsctsf_QoSandTSCAssistance_Create response message (Transaction Reference ID, Result) to the NEF. Result indicates whether the request is granted or not.
	If the AF is considered to be trusted by the operator, the TSCTSF sends the Ntsctsf_QoSandTSCAssistance_Create response message directly to AF.
5.	The NEF sends a Nnef_AFsessionWithQoS_Create response message (Transaction Reference ID, Result) to the AF. Result indicates whether the request is granted or not.
6.	The NEF shall send a Npcf_PolicyAuthorization_Subscribe message to the PCF to subscribe to notifications of Resource allocation status and may subscribe to other events described in clause 6.1.3.18 of TS 23.503 [20].
6a.	The TSCTSF shall send a Npcf_PolicyAuthorization_Subscribe message to the PCF to subscribe to notifications of Resource allocation status and may subscribe to other events described in clause 6.1.3.18 of TS 23.503 [20].
	The TSCTSF that receives Capability for BAT adaptation or BAT Window in step 3a shall subscribe to notification on BAT offset via sending a Npcf_PolicyAuthorization_Subscribe request message to the PCF.
7.	When the event condition is met, e.g. that the establishment of the transmission resources corresponding to the QoS update succeeded or failed, the PCF sends Npcf_PolicyAuthorization_Notify message to the NEF notifying about the event.
	If the AF is considered to be trusted by the operator, the PCF sends the Npcf_PolicyAuthorization_Notify message directly to AF.
7a.	When the event condition is met, e.g. that the establishment of the transmission resources corresponding to the QoS update succeeded or failed, the PCF sends Npcf_PolicyAuthorization_Notify message to the TSCTSF notifying about the event.
7b.	The TSCTSF sends Ntsctsf_QoSandTSCAssistance_Notify message with the event reported by the PCF to the NEF.
	If the AF is considered to be trusted by the operator, the TSCTSF sends the Ntsctsf_QoSandTSCAssistance_Notify message directly to AF.
8.	The NEF sends Nnef_AFsessionWithQoS_Notify message with the event reported by the PCF to the AF.
The AF may send Nnef_AFsessionWithQoS_Revoke request to NEF in order to revoke the AF request. The NEF authorizes the revoke request and triggers the Ntsctsf_QoSandTSCAssistance_Delete and/or Npcf_PolicyAuthorization_Delete service operations for the AF request.
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4.15.6.6a	AF session with required QoS update procedure


Figure 4.15.6.6a-1: AF session with required QoS update procedure
1.	For an established AF session with required QoS, the AF may send a Nnef_AFsessionWithQoS_Update request message (AF Identifier, Transaction Reference ID, [Flow description information], [QoS Reference or individual QoS parameters], [Alternative Service Requirements (as described in clause 6.1.3.22 of TS 23.503 [20])]) to NEF for updating the reserved resources. Optionally, Indication of ECN marking for L4S, Data Burst Size Marking Support Indication, Time to Next Burst Support Indication, PDU Set QoS Parameters (as described in clause 5.7.7 of TS 23.501 [2]) and Protocol Description (as described in clause 5.37.5, 5.37.8.3, 5.37.9.2, 5.37.9.4, and other (sub)clauses in clause 5.37 of TS 23.501 [2]), and/or On-pathN6 Signaling Information (see clause 5.37.9 of TS 23.501 [2]) can be included in the AF request. For a Multi-modal service, the AF may provide/update Multi-modal Service Requirements information of the existing data flows as described in clause 6.1.3.27.3 of TS 23.503 [20]. Optionally, a period of time or a traffic volume for the requested QoS can be included in the AF request. The Transaction Reference ID provided in the AF session with required QoS update request message is set to the Transaction Reference ID that was assigned, by the NEF, to the Nnef_AFsessionWithQoS_Create request message. The AF may, instead of a QoS Reference, provide one or more of the following individual QoS parameters: Requested 5GS Delay (optional), Requested Priority (optional), Requested Guaranteed Bitrate, Requested Maximum Bitrate, Maximum Burst Size and Requested Packet Error Rate. The AF may also provide an Averaging Window. Regardless whether the AF request is formulated using a QoS Reference or individual QoS parameters, the AF may also provide one or more of the following parameters that describe the traffic characteristics: flow direction, Burst Arrival Time at UE (uplink) or UPF (downlink), Periodicity, Time domain, Survival Time, Capability for BAT adaptation or BAT Window, Periodicity Range. The optional Alternative Service Requirements provided by the AF shall either contain QoS References or Requested Alternative QoS Parameter Set(s) in a prioritized order as specified in clause 6.1.3.22 of TS 23.503 [20]. Optionally, Packet Delay Variation requirements can be included in the AF request as described in clause 6.1.3.26 of TS 23.503 [20].
2.	The NEF authorizes the AF request of updating AF session with required QoS and may apply policies to control the overall amount of QoS authorized for the AF. If the authorisation is not granted, all steps (except step 5) are skipped and the NEF replies to the AF with a Result value indicating that the authorisation failed.
3.	The NEF shall contact the same NF type (i.e. TSCTSF or PCF) as with the initial Nnef_AFsessionWithQoS_Create request during the establishment procedure in clause 4.15.6.6. If the NEF determined not to invoke the TSCTSF, then steps 3, 4, 5, 6, 7 are executed, otherwise, steps 3a, 3b, 4a, 4b, 5, 6a, 6b, 7 are executed. If the Nnef_AfsessionWithQoS_Update adds any parameters that would require the NEF to invoke TSCTSF while the NEF determined not to invoke the TSCTSF for the initial Nnef_AFsessionWithQoS_Create request, the NEF shall reject the Nnef_AFsessionWithQoS_Update request with a cause value indicating the reason of failure.
	If the NEF does not invoke the TSCTSF, the NEF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Update request and forwards received parameters to the PCF. Any optionally received period of time or traffic volume is mapped and forwarded as sponsored data connectivity information (as defined in TS 23.503 [20]).
	If the AF is considered to be trusted by the operator, the AF uses the Npcf_PolicyAuthorization_Update request message to interact directly with PCF to update the reserving resources for an AF session.
3a.	If the NEF decided to contact the TSCTSF when the session was established, the NEF forwards received parameters in the Ntsctsf_QoSandTSCAssistance_Update request message to the TSCTSF. Any optionally received period of time or traffic volume is mapped and forwarded as sponsored data connectivity information (as defined in TS 23.503 [20]).
	If the AF is considered to be trusted by the operator, the AF uses the Ntsctsf_QoSandTSCAssistance_Update request message to interact directly with TSCTSF to update the reserving resources for an AF session.
3b.	The TSCTSF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Update request and forwards the received parameters after executing the adjustment and mapping actions described in step 3b of clause 4.15.6.6.
4.	The PCF processes the Npcf_PolicyAuthorization_Update request according to the actions described in step 4 of clause 4.15.6.6.
4a.	The PCF processes the Npcf_PolicyAuthorization_Update request according to the actions described in step 4a of clause 4.15.6.6. If the PCF has received a request to unsubscribe for 5GS Bridge/Router information Notification, the PCF uses the PCF initiated SM Policy Association Modification procedure as described in clause 4.16.5.2 to unsubscribe for 5GS Bridge/Router information event from the SMF.
4b.	The TSCTSF sends a Ntsctsf_QoSandTSCAssistance_Update response message (Transaction Reference ID, Result) to the NEF. Result indicates whether the request is granted or not.
	If the AF is considered to be trusted by the operator, the TSCTSF sends the Ntsctsf_QoSandTSCAssistance_Update response message directly to AF.
5.	The NEF sends a Nnef_AFsessionWithQoS_Update response message (Transaction Reference ID, Result) to the AF. Result indicates whether the request is granted or not.
6.	The PCF sends Npcf_PolicyAuthorization_Notify message to the NEF when the modification of the transmission resources corresponding to the QoS update succeeded or failed, or when an Alternative Service Requirement is being applied.
	If the AF is considered to be trusted by the operator, the PCF sends the Npcf_PolicyAuthorization_Notify message directly to AF.
6a.	The PCF sends Npcf_PolicyAuthorization_Notify message to the TSCTSF when the modification of the transmission resources corresponding to the QoS update succeeded or failed, or when an Alternative Service Requirement is being applied.
6b.	The TSCTSF sends Ntsctsf_QoSandTSCAssistance_Notify message with the event reported by the PCF to the NEF.
	If the AF is considered to be trusted by the operator, the TSCTSF sends the Ntsctsf_QoSandTSCAssistance_Notify message directly to the AF.
7.	The NEF sends Nnef_AFsessionWithQoS_Notify message with the event reported by the PCF to the AF.
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[bookmark: _Toc186960290]5.2.5.3.2	Npcf_PolicyAuthorization_Create service operation
Service operation name: Npcf_PolicyAuthorization_Create
Description: Authorize the request and optionally determines and installs SM Policy Control Data according to the information provided by the NF Consumer or provides Port Management Information Container for ports on DS-TT or NW-TT, or User plane node Management Information Container.
Inputs, Required: UE (IP or MAC) address, identification of the application session context.
Inputs, Optional: GPSI(s) or SUPI(s) if available, Internal Group Identifier, DNN if available, S-NSSAI if available, Media type, Media format, bandwidth requirements, sponsored data connectivity information if applicable, flow description information as described in clause 6.1.3.6 of TS 23.503 [20], AF Application Identifier, AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, emergency indicator, ASP Identifier, resource allocation outcome, AF Application Event Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, AF Transaction Id, Early and/or late notifications about UP path management events, temporal validity condition, spatial validity condition, Information for EAS IP Replacement in 5GC, Indication for EAS Relocation, AF indication for simultaneous connectivity over source and target PSA at edge relocation, EAS Correlation indication, Common EAS IP address, Traffic Correlation ID, FQDN(s), Indication of considering N6 delay as described in clause 5.6.7 in 23.501 [2], Background Data Transfer Reference ID, priority sharing indicator as described in clause 6.1.3.15 of TS 23.503 [20], pre-emption control information as described in clause 6.1.3.15 of TS 23.503 [20], Port Management Information Container and related port number, User plane node Management Information Container, TSN AF parameters provided by the TSN AF to the PCF as described in clause 6.1.3.23 of TS 23.503 [20], TSCTSF parameters provided by the TSCTSF to the PCF as described in clause 6.1.3.23a and clause 6.1.3.23b of TS 23.503 [20], QoS Monitoring parameter(s) as defined in clause 5.45 of TS 23.501 [2], Reporting frequency, Target of reporting and optional an indication of direct event notification as described in clause 6.1.3.21 of TS 23.503 [20], QoS Reference or individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20], RT Latency Indication as described in clause 6.1.3.22 of TS 23.503 [20], Alternative Service Requirements (containing one or more QoS Reference parameters or Requested Alternative QoS Parameter Sets in a prioritized order), TSC Assistance Container, MPS for Data Transport Service indicator as described in clause 6.1.3.11 of TS 23.503 [20], Packet Delay Variation requirements as described in clause 6.1.3.26 of TS 23.503 [20], SFC Identifier(s), Metadata, Header Handling Control information as described in clause 5.6.17 of TS 23.501 [2], Periodicity as described clauses 6.1.3.22 and 6.3.1 of TS 23.503 [20], PDU Set QoS Parameters as described in clause 5.7.7 of TS 23.501 [2], Protocol Description (as described in clause 5.37.5, 5.37.8.3, 5.37.9.2, 5.37.9.4, and other (sub)clauses in clause 5.37 of TS 23.501 [2]) and/or On-path N6 Signaling Information (see clause 5.37.9 of TS 23.501 [2]), Data Burst Handing Information as described in clause 6.3.1of TS 23.503 [20], Indication of ECN marking for L4S as described in clause 6.1.3.22 of TS 23.503 [20], Data Burst Size Marking Support Indication as described in clause 6.1.3.27.5 of TS 23.503 [20], Time to Next Burst Support Indication as described in clause 6.1.3.27.5 of TS 23.503 [20], Notification Target Address for PMIC/UMIC UPF event, Correlation ID for PMIC/UMIC UPF event, Multi-Modal Service ID together with Multi-modal Service Requirements information for each data flow as described in clause 6.1.3.27.3 of TS 23.503 [20], QoS duration, QoS inactivity interval as described in clause 6.1.3.22 of TS 23.503 [20].
NOTE 1:	When only one DNAI and corresponding routing profile ID(s) and the Indication for EAS Relocation are available, the presented DNAI is the target DNAI as defined in clause 6.3.7 of TS 23.548 [74].
NOTE 2:	A dedicated Notification Target Address for PMIC/UMIC UPF event and Correlation ID for PMIC/UMIC UPF event are provided by the event consumer over Npcf_PolicyAuthorization as the corresponding events are reported by the UPF and not by the PCF. Providing such information indicates that the consumer of the Npcf_PolicyAuthorization (TSN AF, TSCTSF) supports PMIC/UMIC via Nupf event reporting.
Outputs, Required: Success or Failure (reason for failure, e.g. as defined in clauses 6.1.3.16 and clause 6.1.3.10 of TS 23.503 [20]).
Outputs, Optional: The service information that can be accepted by the PCF.
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[bookmark: _Toc186960291]5.2.5.3.3	Npcf_PolicyAuthorization_Update service operation
Service operation name: Npcf_PolicyAuthorization_Update
Description: Provides updated information to the PCF.
Inputs, Required: Identification of the application session context.
Inputs, Optional: Media type, Media format, bandwidth requirements, sponsored data connectivity information if applicable, flow description information as described in clause 6.1.3.6 of TS 23.503 [20], AF Application Identifier, AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, resource allocation outcome, AF Application Event Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, AF Transaction Id, Early and/or late notifications about UP path management events, temporal validity condition, spatial validity condition, Information for EAS IP Replacement in 5GC, Indication for EAS Relocation, AF indication for simultaneous connectivity over source and target PSA at edge relocation, Indication of considering N6 delay as described in clause 5.6.7 of TS 23.501 [2], Background Data Transfer Reference ID, priority sharing indicator as described in clause 6.1.3.15 of TS 23.503 [20], pre-emption control information as described in clause 6.1.3.15 of TS 23.503 [20], Port Management Information Container and related port number, User plane node Management Information Container, TSN AF parameters provided by the TSN AF to the PCF as described in clause 6.1.3.23 of TS 23.503 [20], TSCTSF parameters provided by the TSCTSF to the PCF as described in clause 6.1.3.23a and clause 6.1.3.23b of TS 23.503 [20], QoS Reference or individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20], Alternative Service Requirements (containing one or more QoS Reference parameters or Requested Alternative QoS Parameter Sets in a prioritized order), TSC Assistance Container, QoS Monitoring parameter(s) as defined in clause 5.45 of TS 23.501 [2], Reporting frequency, Target of reporting and optional an indication of direct event notification as described in clause 6.1.3.21 of TS 23.503 [20], MPS for Data Transport Service indicator as described in clause 6.1.3.11 of TS 23.503 [20], Packet Delay Variation requirements as described in clause 6.1.3.26 of TS 23.503 [20], SFC Identifier(s), Metadata, Header Handling Control information as described in clause 5.6.17 of TS 23.501 [2], Periodicity as described clauses 6.1.3.22 and 6.3.1 of TS 23.503 [20], PDU Set QoS Parameters as described in clause 5.7.7 of TS 23.501 [2], Protocol Description (as described in clause 5.37.5, 5.37.8.3, 5.37.9.2, 5.37.9.4, and other (sub)clauses in clause 5.37 of TS 23.501 [2]) and/or On-path N6 Signaling Information (see clause 5.37.9 of TS 23.501 [2]), Data Burst Handing Information as described in clause 6.3.1of TS 23.503 [20], Data Burst Size Marking Support Indication as described in clause 6.1.3.27.5 of TS 23.503 [20], Time to Next Burst Support Indication as described in clause 6.1.3.27.5 of TS 23.503 [20], Notification Target Address for PMIC/UMIC UPF event, Correlation ID for PMIC/UMIC UPF event, updated information for Multi-modal Service Requirements as described in clause 6.1.3.27.3 of TS 23.503 [20].
NOTE:	When only one DNAI and corresponding routing profile ID(s) and the Indication for EAS Relocation are available, the presented DNAI is the target DNAI as defined in clause 6.3.7 of TS 23.548 [74].
Outputs, Required: Success or Failure (reason for failure, e.g. as defined in clause 6.1.3.16 of TS 23.503 [20]).
Outputs, Optional: The service information that can be accepted by the PCF.
Provides updated application level information and communicates with Npcf_SMPolicyControl service to determine and install the policy according to the information provided by the NF Consumer. Updates an application context in the PCF.
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[bookmark: _Toc186960377]5.2.6.9.2	Nnef_AFsessionWithQoS_Create service operation
Service operation name: Nnef_AFsessionWithQoS Create
Description: The consumer requests the network to provide a specific QoS for an AF session for a UE or a list of UEs.
Inputs, Required: AF Identifier, UE address (i.e. IP address or MAC address and only applicable for a single UE AF session), a list of UE addresses (as described in clause 4.15.6.13, and only applicable for a Multi-member AF session). Flow description information as described in clause 6.1.3.6 of TS 23.503 [20] or External Application Identifier, QoS Reference or individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20].
NOTE 1:	In this Release, when a list of UE addresses is provided, the Flow description information is common for all UE addresses in the list. Further details are described in clause 4.15.6.13.2.
Inputs, Optional: Time period, traffic volume, Alternative Service Requirements (containing one or more QoS Reference parameters or Requested Alternative QoS Parameter Sets in a prioritized order), QoS Monitoring parameter(s) as defined in clause 5.45 of TS 23.501 [2], Reporting frequency, Target of reporting and optional an indication of direct event notification as described in clause 6.1.3.21 of TS 23.503 [20], DNN if available, S-NSSAI if available.
Only applicable for a single UE AF session: flow direction, Burst Arrival Time at UE (uplink) or UPF (downlink), Periodicity as described in clause 5.27.2 or clause 5.37.8.2 of TS 23.501 [2], Time domain, Survival Time, BAT Window or Capability for BAT adaptation, Packet Delay Variation requirements as described in clause 6.1.3.26 of TS 23.503 [20], Periodicity Range, RT Latency Indication as described in clause 6.1.3.22 of TS 23.503 [20], PDU Set QoS Parameters as described in clause 5.7.7 of TS 23.501 [2], Protocol Description (as described in clause 5.37.5, 5.37.8.3, 5.37.9.2, 5.37.9.4, and other (sub)clauses in clause 5.37 of TS 23.501 [2]) and/or On-path N6 Signaling Information (see clause 5.37.9 of TS 23.501 [2]), Indication of ECN marking for L4S as described in clause 6.1.3.22 of TS 23.503 [20], Data Burst Size Marking Support Indication as described in clause 6.1.3.27.5 of TS 23.503 [20], Time to Next Burst Support Indication as described in clause 6.1.3.27.5 of TS 23.503 [20], QoS duration, QoS inactivity interval, Multi-Modal Service ID together with Multi-modal Service Requirements information for each data flow as described in clause 6.1.3.27.3 of TS 23.503 [20].
Only applicable for a Multi-member AF session: Consolidated Data Rate Threshold, a list of UE addresses subject to Consolidated Data Rate monitoring.
NOTE 2:	If Consolidated Data Rate Threshold is provided, the QoS Monitoring parameter(s) indicates the Guaranteed Bitrate shall be provided.
NOTE 3:	When the AF request is for Consolidated Data Rate monitoring is set for event reporting, the QoS Flow data rate reporting for the list of UEs provided to the AF by the NEF only when the Consolidated Data Rate threshold is exceeded.
NOTE 4:	When the Consolidated Data Rate threshold is provided, it applies to the list of UE addresses by default. However, if the list of UE addresses subject for Consolidated Data Rate monitoring is also provided, then such list has to be the subset of the list of UE addresses.
Outputs, Required: Transaction Reference ID, result (result as described in clause 4.15.6.13 if a list of UE is targeted).
Output (optional): None.
[bookmark: _Toc36192355][bookmark: _Toc45193468][bookmark: _Toc47593100][bookmark: _Toc51835187][bookmark: _Toc178072267]NEXT CHANGE (8)
[bookmark: _Toc186960380]5.2.6.9.5	Nnef_AFsessionWithQoS_Update service operation
Service operation name: Nnef_AFsessionWithQoS Update
Description: The consumer requests the network to update the parameters for an AF session for a UE or a list of UEs.
Inputs, Required: Transaction Reference ID.
Inputs, Optional: Flow description information (as described in clause 6.1.3.6 of TS 23.503 [20]) or External Application Identifier, QoS Reference or individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20], time period, traffic volume, Alternative Service Requirements (containing one or more QoS Reference parameters or Requested Alternative QoS Parameter Sets in a prioritized order), QoS Monitoring parameter(s) as defined in clause 5.45 of TS 23.501 [2], Reporting frequency, Target of reporting and optional an indication of direct event notification as described in clause 6.1.3.21 of TS 23.503 [20].
Only applicable for a single UE AF session: flow direction, Burst Arrival Time at UE (uplink) or UPF (downlink), Periodicity as described in clause 5.27.2 or clause 5.37.8.2 of TS 23.501 [2], Time domain, Survival Time, Packet Delay Variation requirements as described in clause 6.1.3.26 of TS 23.503 [20], BAT Window or Capability for BAT adaptation, Periodicity Range, PDU Set QoS Parameters as described in clause 5.7.7 of TS 23.501 [2], Protocol Description (as described in clause 5.37.5, 5.37.8.3, 5.37.9.2, 5.37.9.4, and other (sub)clauses in clause 5.37 of TS 23.501 [2]) and/or On-path N6 Signaling Information (see clause 5.37.9 of TS 23.501 [2]), Data Burst Size Marking Support Indication as described in clause 6.1.3.27.5 of TS 23.503 [20], Time to Next Burst Support Indication as described in clause 6.1.3.27.5 of TS 23.503 [20], updated information for the Multi-modal Service Requirements information as described in clause 6.1.3.27.3 of TS 23.503 [20].
Only applicable for a Multi-member AF session: a list of UE addresses (as described in clause 4.15.6.13), Consolidated Data Rate Threshold, a list of UE addresses subject to Consolidated Data Rate monitoring.
NOTE 1:	In this Release, when a list of UE addresses is provided, the Flow description information is common for all UE addresses in the list. Further details are described in clause 4.15.6.13.2.
NOTE 2:	If Consolidated Data Rate Threshold is provided, the QoS Monitoring parameter(s) indicates the Guaranteed Bitrate shall be provided.
NOTE 3:	When the AF request is for Consolidated Data Rate monitoring is set for event reporting, the QoS Flow data rate reporting for the list of UE addresses is provided to the AF by the NEF only when the Consolidated Data Rate threshold is exceeded.
NOTE 4:	When the Consolidated Data Rate threshold is provided, it applies to the list of UE addresses by default. However, if the list of UE addresses subject for Consolidated Data Rate monitoring is also provided, then such list has to be the subset of the list of UE addresses.
NOTE 5:	If AF wants to terminate the Consolidated Data Rate monitoring, AF does not include the Consolidated Data Rate threshold in the AF request.
Outputs, Required: Success or Failure. Failure Cause in case of Failure, Transaction Reference ID if a list of UE is targeted.
Output (optional): None.
NEXT CHANGE (9)—merged from S2-2411413 
[bookmark: _Toc186960563][bookmark: _Toc178072435][bookmark: _Toc170198342][bookmark: _Toc47593169][bookmark: _Toc51835256][bookmark: _Toc45193537]5.2.7.3.2	Nnrf_NFDiscovery_Request service operation
Service operation name: Nnrf_NFDiscovery_Request
Description: provides the IP address or FQDN of the expected NF instance(s) and if present in NF profile, the Endpoint Address(es) of NF service instance(s) to the NF service consumer or SCP.
Inputs, Required: one or more target NF service Name(s), NF type of the target NF, NF type of the NF service consumer.
If the NF service consumer intends to discover an NF service producer providing all the standardized services, it provides a wildcard NF service name.
Inputs, Optional:
-	S-NSSAI and the associated NSI ID (if available), DNN, target NF/NF service PLMN ID (or realm in the case of network specific identifier type SUCI/SUPI, see clause 4.17.5a), NRF to be used to select NFs/services within HPLMN or Credentials Holder, Serving PLMN ID (or PLMN ID and NID in the case of SNPN, see clause 4.17.5a), the NF service consumer ID, preferred target NF location, TAI.
NOTE 1:	For network slicing the NF service consumer ID is a required input.
-	FQDN for the S5/S8 interface of the SMF+PGW-C, to discover the N11/N16 interface of the SMF+PGW-C in the case of EPS to 5GS mobility.
-	If the target NF stores Data Set(s) (e.g. UDR, BSF): SUPI, GPSI, IMPI, IMPU, Data Set Identifier(s). (UE) IPv4 address, IP domain or (UE) IPv6 Prefix.
NOTE 2:	GPSI is relevant for BSF.
NOTE 3:	If the request includes a subscriber identifier the NRF may need to use the association between the supplied subscriber identifier and the appropriate NF Group ID as described in clause 6.3.1 of TS 23.501 [2] to determine the applicable set of NF instances for the response.
NOTE 4:	The (UE) IPv4 address or (UE) IPv6 Prefix is provided for BSF discovery: in that case the NRF looks up for a match within one of the Range(s) of (UE) IPv4 addresses or Range(s) of (UE) IPv6 prefixes provided by BSF(s) as part of the invocation of Nnrf_NFManagement_NFRegister operation. The NRF is not meant to store individual (UE) IPv4 addresses or (UE) IPv6 prefixes.
-	If the target NF is UDM or AUSF, the request may include the UE's Routing Indicator, or the UE's Routing Indicator and Home Network Public Key identifier.
-	If the target UDM or NF is AUSF, the request may include the UE's HNI: PLMN ID in the case of PLMN, PLMN ID + NID in the case of SNPN. Optionally, some NFs may additionally include a Home Network Identifier in the form of a realm e.g. in the case of access to an SNPN using credentials owned by CH with AAA Server or in the case of SNPN Onboarding using a DCS with AAA Server.
-	If the target NF is NSSAAF, the request may include Home Network Identifier in the form of a realm e.g. in the case of access to an SNPN using credentials owned by CH with AAA Server or in the case of SNPN Onboarding using credentials from a DCS with AAA Server.
-	If the target NF is AMF and the consumer NF is MB-SMF for broadcast service, the request includes TAI(s) (see clause 7.3 of TS 23.247 [78]).
-	If the target NF is AMF and the consumer NF is other than MB-SMF, the request may include:
-	AMF region, AMF Set, GUAMI and Target TAI(s).
-	If the target NF is UDR or UDM or AUSF or PCF or BSF, the request may include UDR Group ID or UDM Group ID or AUSF Group ID or PCF Group ID or BSF Group ID respectively.
NOTE 5:	It is assumed that the corresponding NF service consumer is either configured with the corresponding Group ID or it received it via earlier Discovery output.
-	If the target NF is UDM, the request may include SUPI, GPSI, Internal Group ID and External Group ID.
-	If the target NF is UPF, the request may include SMF Area Identity, UE IPv4 Address/IPv6 Prefix, supported ATSSS steering functionality, supported MoQ Relay functionality, the supported UPF event exposure service, the supported Event IDs that can be subscribed, supported operator configurable UPF capabilities, support of NAT information exposure functionality and support of IP or MAC filter-based packet detection functionality. And if UPF can expose NAT information, the UE IPv4 address/IPv6 Prefix seen by the DN (e.g. a Public IP address).
NOTE 6:	If UE's IPv4 address or IPv6 Prefix is provided for UPF discovery, then the NRF looks up for a match within one of the Range(s) of IPv4 addresses or IPv6 prefixes provided by UPF in the NF profile at the invocation of Nnrf_NFManagement_NFRegister operation. The NRF is not meant to store the UE's individual IPv4 addresses or IPv6 prefixes.
NOTE 7:	Discovering UPF at PDU Session Establishment time and creating the N4 association assumes full connectivity between SMF and UPFs.
-	If the target NF is CHF, the request may include SUPI or GPSI as specified in TS 32.290 [42].
-	If the target NF is PCF or SMF, the request may include the MA PDU Session capability to indicate that a NF instance supporting MA PDU session capability is requested.
-	If the target NF is PCF, the request may include the DNN replacement capability to indicate that a NF instance supporting DNN replacement capability is preferred.
-	If the target NF is PCF or SMF, the request may include the slice replacement capability to indicate that a NF instance supporting slice replacement capability is preferred.
-	If the target NF is PCF, the request may include the 5G ProSe Capability as specified in TS 23.304 [77].
-	If the target NF is PCF, the request may include the V2X capability as specified in TS 23.287 [73].
-	If the target NF is PCF, the request may include the A2X capability as specified in TS 23.256 [80].
-	If the target NF is PCF, the request may include the URSP delivery in EPS capability.
-	If the target NF is PCF, the request may include the Ranging/SL Positioning Capability as specified in TS 23.586 [88].
-	If the target NF is NWDAF, the request may include:
-	Analytics ID(s) (possibly per service).
-	TAI(s).
-	Analytics aggregation capability and/or Analytics metadata provisioning capability.
-	A Real-Time Communication Indication per Analytics ID, NF Set ID and NF Type of the NF data sources.
-	Roaming exchange capability if data/analytics exchange between PLMNs is needed.
-	The S-NSSAI(s), Area(s) of Interest of the Trained ML Model required and NF consumer information when the target is an NWDAF containing MTLF.
-	For HFL, required FL capability type (i.e. FL server, FL client, if available) and Time period of interest when the target is an NWDAF containing MTLF with HFL capability. When the target is an NWDAF containing MTLF with HFL client capability, NF Set ID(s) of data source and NF type(s) where data can be collected as input for local model training may be included.
-	Required VFL capability type (i.e. VFL server, VFL client, if available) and optional Time period of interest when the target is an NWDAF containing MTLF with VFL capability. When the VFL capability type indicates VFL client, the NWDAF also includes the VFL interoperability indicator, per Analytics ID and optionally supported Feature IDs.
-	If the target NF is NWDAF containing MTLF with ML Model Accuracy checking capability, it includes ML Model Accuracy checking capability for ML model Accuracy Monitoring (see clause 5.2 of TS 23.288 [50]).
-	If the target NF is NWDAF containing AnLF with Analytics Accuracy checking capability, it includes Analytics Accuracy checking capability for Analytics Accuracy Monitoring (see clause 5.2 of TS 23.288 [50]).
	Details about NWDAF discovery and selection are described in clause 6.3.13 of TS 23.501 [2].
NOTE 8:	Analytics metadata provisioning capability is only applicable when NF service consumer is NWDAF.
NOTE 9:	NF consumer information such as vendor ID is defined in stage 3.
-	If target NF is ADRF, the request may include:
-	Data and analytics storage and retrieval capability.
-	ML model storage and retrieval capability.
	Details about ADRF discovery and selection are described in clause 6.3.20 of TS 23.501 [2].
-	If the target NF is HSS, the request may include IMPI and/or IMPU and/or HSS Group ID.
-	If the NF service consumer needs to discover NF service producer instance(s) within an NF instance, the request includes the target NF Instance ID and NF Service Set ID of the producer.
-	If the NF service consumer needs to discover NF service producer instance(s) in an equivalent NF Service Set within an NF Set, the request includes the identification of the equivalent NF service Set and NF Set ID of producer.
NOTE 10:	TS 29.510 [37] specifies the mechanism to identify equivalent NF Service Sets.
-	If the NF service consumer needs to discover NF service producer instance(s) in the NF Set, the request includes the target NF Set ID of the producer.
-	If the target NF is SMF, the request may include:
-	the UE location (TAI); or
-	information about the location or serving scope of SMF (operator specific information, e.g. geographical location, data centre) considering UE location; or
-	TAI list.
-	If the target NF is P-CSCF, the request may include UE location information, UE IP address/IP prefix, Access Type.
-	If the target NF is NEF, the request may include Event ID(s) provided by AF and optional AF identification as described in clause 6.2.2.3 of TS 23.288 [50]. The request may also include required AF's VFL capability type (i.e. VFL client, if available), optional Time Period of Interest, per Analytics ID, VFL interoperability indicator, per Analytics ID, optionally supported Feature IDs and Service Area. When the consumer is an AF, the request may include an External Identifier, External Group Identifier, or a domain name. If the target NF is local NEF, the request may include the parameters of list of supported TAI or list of supported DNAI additionally.
-	If the target NF is SMF, the request may include the Control Plane CIoT 5GS Optimisation Indication or User Plane CIoT 5GS Optimisation Indication.
-	If the target NF is a NSACF, the request may include the S-NSSAI(s) of the PLMN or SNPN where the NSACF is located , the NSAC Service Area Identifier and NSACF service capability. Details about NSACF discovery and selection are described in clause 6.3.22 of TS 23.501 [2].
-	If the target NF is SCP, the request may include information about:
-	SCP domain(s).
-	Remote PLMN reachable through SCP.
-	Endpoint addresses or Address Domain(s) (e.g. IP Address or FQDN ranges) accessible via the SCP.
-	NF sets of NFs served by the SCP.
-	If the target NF is MB-SMF, the request may include UE location (i.e. TAI), MBS Session ID and Area Session ID. Details about MB-SMF discovery and selection are described in TS 23.247 [78].
-	If the target NF is 5G DDNMF, the request may include SUPI, IP Address or FQDN of 5G DDNMF.
-	If the target NF is DCCF, the request may include TAI(s), NF type of the NF data sources, NF Set ID of the NF data sources, support for relocation of data subscription. Details about DCCF discovery and selection are described in clause 6.3.19 of TS 23.501 [2].
-	If the target NF is EASDF, the request may include S-NSSAI, DNN, N6 IP address of the PSA UPF, Supported DNS security protocols, location as per NF profile and DNAI(if exist). Details about EASDF discovery and selection are described in clause 6.3.23 of TS 23.501 [2].
-	If the target NF is AMF, the request may include the support of SNPN Onboarding to indicate whether the target NF instance supports SNPN Onboarding or not.
-	If the target NF is SMF, the request may include the support of User Plane Remote Provisioning to indicate whether the target NF instance supports User Plane Remote Provisioning or not as described in clause 5.30.2.10.4.3 of TS 23.501 [2].
-	If the target NF is NEF, the request may include the support of UAS NF functionality, the capability to support Multi-member AF session with required QoS and the capability to support member UE selection assistance functionality.
-	If the target NF is NSSAAF, the request may include SUPI or Internal Group ID.
-	If the target NF is DCSF, the request may include IMPU of calling party, SIP URI or Tel URI of called party.
-	If the target NF is MF, the request may include the list of required data channel media capabilities or MF location information as specified in TS 23.228 [55].
-	If the target NF is IMS AS, the request may include the list of supported IMS DC events.
-	If the target NF is MRF or MRFP, it includes the list of required IMS media services (as defined in TS 23.228 [55]).
-	If the target NF is in another PLMN or domain, the request may include an indication of "support of the indirect communication with delegated discovery with NF selection at target domain feature" and/or an indication of "support of indirect communication without delegated discovery with NF selection at target domain feature".
Outputs, Required:
-	One of the following:
-	A set of NF instance profiles; or
-	an indication that "indirect communication with delegated discovery with NF selection at target domain is requested"; or
-	an indication that "indirect communication without delegated discovery with NF selection at target domain is requested" together with a set of NF instance profiles;
-	a validity period for the discovery result.
The set of NF instance profiles shall contain per NF Instance: NF type, NF instance ID, FQDN or IP address(es) of the NF instance and if applicable, a list of services instances, where each service instance has a service name, a NF service instance ID and optionally Endpoint Address(es)
Endpoint Address(es) may be a list of IP addresses or an FQDN for the NF service instance.
NOTE 11:	SCPs does not have any service instances.
Outputs, Optional: Per NF instance, other information in the NF profile listed in clause 6.2.6 of TS 23.501 [2] related to the NF instance, such as:
-	NF load information.
-	NF capacity information.
-	NF priority information.
-	If the target NF stores Data Set(s) (e.g. UDR): Range(s) of SUPIs, range(s) of GPSIs, range(s) of external group identifiers, Data Set Identifier(s). If the target NF is BSF or P-CSCF: Range(s) of (UE) IPv4 addresses or Range(s) of (UE) IPv6 prefixes, Range(s) of SUPIs, range(s) of GPSIs.
NOTE 12:	Range of SUPI(s) is limited in this release to a SUPI type of IMSI as defined in TS 23.003 [33].
-	If the target NF is UDM, UDR, PCF, BSF or AUSF, they can include UDM Group ID, UDR Group ID, PCF Group ID, BSF Group ID, AUSF Group ID respectively.
-	If the target NF is HSS, it can include HSS Group ID.
-	For UDM and AUSF, Routing Indicator, or Routing Indicator and Home Network Public Key identifier.
-	If the target NF is AMF, it includes list of GUAMI(s). In addition, it may include list of GUAMI(s) for which it can serve as backup for failure/maintenance.
-	If the target NF is CHF, it includes primary CHF instance and the secondary CHF instance pair(s), if configured in CHF instance profile.
-	For the UPF Management: UPF Provisioning Information as defined in clause 4.17.6.
-	S-NSSAI(s) and the associated NSI ID(s) (if available).
-	Information about the location or serving scope of the target NF (operator specific information, e.g. geographical location, data centre).
-	TAI(s).
-	PLMN ID.
-	If the target is PCF or SMF, it includes the MA PDU Session capability to indicate if the NF instance supports MA PDU session or not.
-	If the target is PCF, it includes the DNN replacement capability to indicate if the NF instance supports DNN replacement or not.
-	If the target NF is NWDAF, it may include:
-	Analytics ID(s) (possibly per service).
-	NF Set ID and NF Type of the NF data sources, if available, NWDAF Serving Area information.
-	Analytics aggregation capability and/ or Analytics metadata provisioning capability, if such capability is provided by the NWDAF.
-	Supported Analytics Delay per Analytics ID.
-	If the target NF is NWDAF, it may also include the ML model Filter information parameters S-NSSAI(s) and Area(s) of Interest for the trained ML model(s) per Analytics ID(s) and ML Model Interoperability indicator per Analytics ID(s), if available (see clause 5.2 of TS 23.288 [50]).
-	If the target NF is NWDAF with FL capability, it may also include FL capability information per analytics ID containing FL capability type (i.e. FL server and/or FL client, if available) and Time interval supporting FL, if available (see clause 5.2 of TS 23.288 [50]).
-	If the target NF is NWDAF with the VFL capability, it may include VFL capability information per Analytics ID containing VFL capability type (i.e. VFL server, VFL client, or both, if available) and optional Time interval supporting VFL, if available. When the VFL capability type indicates VFL client, the NWDAF also includes the VFL interoperability indicator, per Analytics ID and optionally supported Feature IDs (see clause 5.2 of TS 23.288 [50]).
	Details about NWDAF specific information are described in clause 6.3.13 of TS 23.501 [2].
NOTE 13:	The Supported Analytics Delay is provided for an Analytics ID only when the NRF had received Real-Time Communication Indication for this Analytics ID in the NWDAF discovery request.
-	If the target is a trusted AF, it includes one or multiple combination(s) of the S-NSSAI and DNN corresponding to the AF. In addition, it may include supported Application Id(s), Event ID(s) supported by the AF and Internal-Group Identifier.
-	NF Set ID.
-	NF Service Set ID.
-	If the target NF is SMF, it may include the SMF(s) Service Area.
NOTE 14:	If neither SMF Service Area nor serving scope of SMF is provided, the AMF assumes that the SMF can serve the whole PLMN.
-	If the target NF is P-CSCF, it includes P-CSCF FQDN(s) or IP address(es) and optional Access Type(s) associated with each P-CSCF.
-	If the target NF is NEF, it may include Event ID(s) provided by AF and/or it may include AF's VFL capability type (i.e. VFL client, if available) and optional Time Period of Interest, per Analytics ID, VFL interoperability indicator, per Analytics ID, optionally supported Feature IDs, Service Area and/or it includes one or multiple combination(s) of the S-NSSAI and DNN corresponding to the untrusted AF served by the NEF.
-	SCP domain the NF belongs to.
NOTE 15:	Only one SCP domain is registered in NF profile for an NF.
-	If the target is SCP:
-	SCP domain(s).
-	Remote PLMNs reachable through SCP.
-	Endpoint addresses or Address Domain(s) (e.g. IP Address or FQDN ranges) accessible via the SCP.
-	NF sets of NFs served by the SCP.
-	If the target NF is 5G DDNMF, it may include IP Address or FQDN of 5G DDNMF.
-	If the target NF is MB-SMF, it may include the MBS Session ID(s), Area Session ID(s), corresponding MBS service area(s) as described in TS 23.247 [78].
-	If the target NF is DCCF, it includes DCCF serving area information, NF type of the NF data sources, NF Set ID of the NF data sources, support for relocation of data subscription. Details about DCCF specific information are described in clause 6.3.19 of TS 23.501 [2].
-	If an indication that "indirect communication with delegated discovery with NF selection at target domain is requested" or an "indication that "indirect communication without delegated discovery with NF selection at target domain is requested" is provided, optionally:
-	an indication that the reply applies to all NF types; and/or
-	the address of an SCP where to send the request.
-	If the target NF is UPF with MoQ Relay functionality, it may include IP address(es) of MoQ Relay in the UPF.
See clause 4.17.4 and 4.17.5 for details on the usage of this service operation.
NEXT CHANGE (all new text)(10) from S2-2411705
[bookmark: _Toc178072686]Annex X (normative):
Transmission of media related information for end-to-end encrypted traffic
[bookmark: _CRJ_1][bookmark: _Toc178072687]X.1	Use of connect-udp
When the traffic is UDP and encrypted end-to-end, the UPF may be configured by the SMF to establish a connection to an HTTP/3 AS proxy using connect-udp according to RFC 9298 [xx], acting as an HTTP/3 client configured to use a UDP proxy.
When an uplink packet is received at the UPF and the packet matches an N4 rule with On-path N6 connection information, if not already established, the UPF sets up a connection using the On-path N6 connection information received from SMF. UPF may use the same or different QUIC connections for different UEs depending on implementation.
The AS may then provide media related information (as defined in clause 5.37.9 of TS 23.501 [2]) together with the UDP media packets within datagrams (as defined in clause 5.37.9.3, and 5.37.9.4 of TS 23.501 [2]).




Figure X.1.1-1: Use of connect-udp for transmission of media related information
1. An AF uses Nnef_AFsessionWithQoS or Npcf_PolicyAuthorization_Create service operation that may provide QoS information and On-path N6 Signaling Information indicating support for connect-udp protocol to set up On-path N6 connection and deliver media related information, together with the corresponding AS proxy address. If the AF also includes Protocol Description indicating the use of UDP-Option to deliver media related information, the UDP media packets and media related information carried in UDP-Option are delivered over On-path N6 connection.
2. The PCF issues the corresponding PCC rules with the On-path N6 Signaling Information for the impacted PDU sessions as defined in clause 6.1.3.27 of TS 23.503 [3]. The Protocol Description may be also included as described in clause 5.37.9.4 of 23.501 [2].
3. Based on the received PCC rules and/or on local policies, the SMF configures the PSA UPF with N4 rules including the following information:
-	In the uplink direction, PDR rules are used to detect the UDP traffic subject to usage of connect-UDP and linked to FAR rules with the On-path N6 connection information. 
-	In the downlink direction, PDR rules are used to detect the UDP traffic flows. The Protocol Description in the PDR may optionally indicate the use of UDP-Option. QER rules are used to associate the PDRs with proper QoS related marking (e.g. including PDU set marking as defined in clause 5.37.5 and clause 5.37.9 of TS 23.501 [2]),   
4. The SMF configures UE, NG-RAN and UPF with the QoS information derived from the PCC rules as defined in clause 4.3.3.2
5. The UE starts sending end-to-end traffic subject to usage of connect-udp
6. UPF matches this traffic with PDR rules linked to FARs with On-path N6 connection information.
7. If a corresponding QUIC connection with a corresponding AS proxy is not already set up, the UPF establishes it. 
8. The UPF sends a HTTP/3 Connect request with connect-udp to the AS proxy using the Connect-UDP address of the AS proxy in the N4 rule, and the target address and port are the destination IP address and port of the received uplink packet. If UPF decides to use the same QUIC connection for different UEs, it opens a different QUIC stream for each UE and sends the CONNECT request to the AS proxy over the corresponding stream. If the traffic is carried over QUIC, UPF may offer the AS proxy to use the Forwarded Mode in draft-ietf-masque-quic-proxy [yy] and negotiate (as defined in TS 33.501) the security to be used for the exchange of media related information. In the case where the same QUIC connection is used for different UEs, different Connection ID to Virtual Connection ID mappings are used for different end-to-end connections in the Forwarded Mode, as described in draft-ietf-masque-quic-proxy [yy]. If the UPF is configured with Protocol Description for using UDP-Option in outer UDP datagram for transferring media related information, UPF offers the AS proxy to use the connect-udp in tunnel mode and negotiate (as defined in TS 33.501) the security to be used for the exchange of media related information carried in the UDP-Option, as described in [ss].
9. The AS proxy responds to the HTTP Connect and agrees on the associated security for the exchange of media related information using DL HTTP datagram, Forwarded Mode datagram if accepting the proposed Forwarded Mode, or UDP-Option in outer UDP datagram if accepting the proposed UDP-Option (as defined in clause 5.37.9.3, and 5.37.9.4 of TS 23.501 [2]).
Editor’s Note:	Security aspects of the transmission of media related information will be specified by SA3.
10. The AS proxy inserts media related information together with the DL UDP media packets within HTTP datagrams in tunneled mode (as specified in TS 29.561 [63]) or within Forwarded Mode datagrams resulting from a packet transform when using the forwarded mode, as specified in draft-ietf-masque-quic-proxy [yy] and in TS TS 29.561 [63] for the 3GPP specific packet transform. Alternatively, the AS proxy inserts media related information using UDP-Option, as specified in TS 29.561 [63], in outer UDP datagram together with the DL UDP media packets within inner UDP datagram.
11. The UPF extracts the UDP media packets and media related information from the HTTP datagrams in tunneled mode or obtains them through a packet transform in the Forwarded Mode, as specified in draft-ietf-masque-quic-proxy [yy]. When UDP-options is indicated in the Protocol Description obtains the UDP media packets from the inner UDP datagram and the media related information from the UDP-options in the outer UDP datagram, respectively.
12. The UPF sends the UDP media packets to the NG-RAN, adding the media related information in the GTP-U extension header, as specified clause 5.37 of TS 23.501 [2].
[bookmark: _CRE_0]END OF CHANGES
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