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#### 5.2.6.1 General

The following table shows the NEF Services and Service Operations:

Table 5.2.6.1-1: NF Services provided by the NEF

|  |  |  |  |
| --- | --- | --- | --- |
| Service Name | Service Operations | OperationSemantics | Example Consumer(s) |
| **Nnef\_EventExposure** | Subscribe | Subscribe/Notify | AF, NWDAF |
|  | Unsubscribe |  | AF, NWDAF |
|  | Notify |  | AF, NWDAF |
| **Nnef\_PFDManagement** | Fetch | Request/Response | SMF |
|  | Subscribe | Subscribe/Notify | SMF |
|  | Notify |  | SMF |
|  | Unsubscribe |  | SMF |
|  | Create | Request/Response | AF |
|  | Update | Request/Response | AF |
|  | Delete | Request/Response | AF |
| **Nnef\_EASDeployment** | Create | Request/Response | AF |
|  | Update | Request/Response | AF |
|  | Delete | Request/Response | AF |
|  | Subscribe | Subscribe/Notify | SMF |
|  | Unsubscribe |  | SMF |
|  | Notify |  | SMF |
| **Nnef\_ECSAddress** | Create | Request/Response | AF |
|  | Update | Request/Response | AF |
|  | Delete | Request/Response | AF |
|  | Subscribe | Subscribe/Notify | SMF |
|  | Unsubscribe |  | SMF |
|  | Notify |  | SMF |
| **Nnef\_TrafficInfluenceData** | Subscribe | Subscribe/Notify | SMF |
|  | Unsubscribe |  | SMF |
|  | Notify |  | SMF |
| **Nnef\_ParameterProvision** | Update | Request/Response | AF |
|  | Create | Request/Response | AF |
|  | Delete | Request/Response | AF |
|  | Get | Request/Response | AF |
| **Nnef\_Trigger** | Delivery | Request/Response | AF |
|  | DeliveryNotify | Subscribe/Notify | AF |
| **Nnef\_BDTPNegotiation** | Create | Request/Response | AF |
|  | Update | Request/Response | AF |
|  | Notify |  | AF |
| **Nnef\_TrafficInfluence** | Create | Request/Response | AF |
|  | Update | Request/Response | AF |
|  | Delete | Request/Response | AF |
|  | Get | Request/Response | AF |
|  | Notify | Subscribe/Notify | AF |
|  | AppRelocationInfo | Subscribe/Notify | AF |
| **Nnef\_ChargeableParty** | Create | Request/Response | AF |
|  | Update | Request/Response | AF |
|  | Notify | Request/Response | AF |
| **Nnef\_AFsessionWithQoS** | Create | Request/Response | AF |
|  | Notify | Request/Response | AF |
|  | Update | Request/Response | AF |
|  | Revoke | Request/Response | AF |
| **Nnef\_MSISDN-less\_MO\_SMS** | Notify | Notify | AF |
| **Nnef\_ServiceParameter** | Create | Request/Response | AF |
|  | Update | Request/Response | AF |
|  | Delete | Request/Response | AF |
|  | Get | Request/Response | AF |
| **Nnef\_APISupportCapability** | Subscribe | Subscribe/Notify | AF |
|  | Unsubscribe | Subscribe/Notify | AF |
|  | Notify | Subscribe/Notify | AF |
| **Nnef\_NIDDConfiguration** | Create | Request/Response | AF |
|  | TriggerNotify | Subscribe/Notify | AF |
|  | UpdateNotify | Subscribe/Notify | AF |
|  | Delete | Request/Response | AF |
| **Nnef\_NIDD** | Delivery | Request/Response | AF |
|  | DeliveryNotify | Subscribe/Notify | AF |
|  | GroupDeliveryNotify | Notify | AF |
| **Nnef\_SMContext** | Create | Request/Response | SMF |
|  | Delete | Request/Response | SMF |
|  | DeleteNotify | Subscribe/Notify | SMF |
|  | Delivery | Request/Response | SMF |
| **Nnef\_AnalyticsExposure** | Subscribe | Subscribe/Notify | AF |
|  | Unsubscribe |  | AF |
|  | Notify |  | AF |
|  | Fetch | Request/Response | AF |
| **Nnef\_UCMFProvisioning** | Create | Request/Response | AF |
|  | Delete | Request/Response | AF |
|  | Update | Request/Response | AF |
| **Nnef\_ECRestriction** | Get | Request/Response | AF |
|  | Update | Request/Response | AF |
| **Nnef\_ApplyPolicy** | Create | Request/Response | AF |
|  | Update | Request/Response | AF |
|  | Delete | Request/Response | AF |
| **Nnef\_Location** | LocationUpdateNotify | Notify | AF |
| **Nnef\_TimeSynchronization** | ConfigUpdate | Request/Response | AF |
|  | ConfigCreate | Request/Response | AF |
|  | ConfigDelete | Request/Response | AF |
|  | ConfigUpdateNotify | Subscribe/Notify | AF |
|  | CapsSubscribe | Subscribe/Notify | AF |
|  | CapsUnsubscribe | Subscribe/Notify | AF |
|  | CapsNotify | Subscribe/Notify | AF |
| **Nnef\_ASTI** | Create | Request/Response | AF |
|  | Update | Request/Response | AF |
|  | Delete | Request/Response | AF |
|  | Get | Request/Response | AF |
|  | UpdateNotify | Subscribe/Notify | AF |
| **Nnef\_AMPolicyAuthorization** | Create | Request/Response | AF |
|  | Update | Request/Response | AF |
|  | Delete | Request/Response | AF |
|  | Notify | Subscribe/Notify | AF |
|  | Subscribe |  | AF |
|  | Unsubscribe |  | AF |
| **Nnef\_AMInfluence** | Create | Request/Response | AF |
|  | Update | Request/Response | AF |
|  | Delete | Request/Response | AF |
|  | Notify | Subscribe/Notify | AF |
| **Nnef\_UEId** | Get | Request/Response | AF, V-NEF |
|  | UeIdMappingGet | Request/Response | GMLC |
|  | UeIdMappingCreate | Request/Response | AF |
|  | UeIdMappingUpdate | Request/Response | AF |
|  | UeIdMappingDelete | Request/Response | AF |
| **Nnef\_SMService** | MoForwardSm | Request/Response | SMS-SC |
| **Nnef\_PDTQPolicyNegotiation** | Create | Request/Response | AF |
|  | Update | Request/Response | AF |
|  | Notify |  | AF |
| **Nnef\_MemberUESelectionAssistance** | Subscribe | Subscribe/Notify | AF |
|  | Unsubscribe |  | AF |
|  | Notify |  | AF |
| **Nnef\_AF\_request\_for\_QoS** | Create | Request/Response | AF |
|  | Notify | Request/Response | AF |
|  | Update | Request/Response | AF |
|  | Revoke | Request/Response | AF |
| **Nnef\_DNAIMapping** | Subscribe | Subscribe/Notify | AF, NWDAF |
|  | Unsubscribe |  | AF, NWDAF |
|  | UpdateNotify |  | AF, NWDAF |
| **Nnef\_UEAddress** | Get | Request/Response | AF |
| Subscribe | Subscribe/Notify | AF |
| Unsubscribe | AF |
| Notify | AF |

\* \* \* Next Change \* \* \*

##### 5.2.26.2.1 General

**Service description:** This service can expose UPF related information to other NFs. There are several operations for this service:

- Notifying events on the PDU Session to the NFs.

- Allow consumer NFs to subscribe and unsubscribe for an Event ID on UPF.

The following events can be notified to a NF consumer:

- QoS Monitoring. This event provides QoS Flow level performance information and can be used for direct event notification of QoS Monitoring reports to a different NF than the SMF as defined in clause 5.8.2.18 of TS 23.501 [2], or it may be for UPF Data collection by NWDAF for analytics (see TS 23.288 [50]) as described in clause 4.15.4.5.

 Subscription to this event is always indirect via SMF. The subscription specifies the type of measurement that is being requested. A combination of the information listed below can be requested.

 UPF and SMF interact using Session Reporting Rules as defined in clause 5.8.5.11 of TS 23.501 [2].

 The event notification may contain following information:

- QoS monitoring result for the QoS monitoring parameter(s) defined in clause 5.45 of TS 23.501 [2], e.g. UL packet delay, DL packet delay, or round trip packet delay.

- Indication of QoS Flow associated with the default QoS Rule (if requested by SMF, see clause 4.15.4.5.1).

- User Data Usage Measures or User Data Usage Trends. These events provide information about traffic matching Event Filter Information (see below) for a user's PDU Session or for each PDU Session served by the UPF. It can be used for UPF Data Collection by NWDAF for analytics (see TS 23.288 [50]) as described in clause 4.15.4.5.

 SMF shall use Service Based Interface subscription service operation to subscribe this UPF event. Other direct consumers can subscribe directly to UPF under the conditions defined in clause 5.8.2.17 of TS 23.501 [2]. The subscription request contains the Type of Measurement that is being requested, the Target of Event Reporting and the Event Filter Information (which describes the target traffic) and the required Granularity of Measurement. The Target of Event Reporting can be either a specific PDU Session or "any UE". The Event Filter Information may contain one or more of the following parameters: DNN, S-NSSAI, either Application ID(s) or Traffic Filtering Information. The Granularity of Measurement can indicate per data flow, per application, or per PDU Session. A combination of the information listed below for User Data Usage Measures can be requested.

 For User Data Usage Measures, the event notification may contain following event related information:

- Volume Measurement: measurements of data volume exchanged (UL, DL and/or overall) and/or number of packets exchanged (UL, DL and/or overall) determined for the requested Granularity of Measurement.

- Throughput Measurement: measurements of data throughput (UL and DL) determined for the requested Granularity of Measurement.

- Application related Information: URL(s) and/or Domain information (domain name and protocol) detected for the target traffic. This Type of Measurement requires that Application Id(s) or Traffic Filtering Information is provided (i.e. this measurement is not possible to be applied for all traffic handled by the UPF).

 For User Data Usage Trends, the event notification may contain following event related information:

- Throughput Statistic Measurement (average and/or peak throughput) over the measurement period determined for the requested Granularity of Measurement.

 For User Data Usage Measures and User Data Usage Trends, if the subscription is targeting any UE, the UPF shall perform the requested measurements for every PDU Session that matches the Event Filter Information and send the information per PDU Session, including the DNN and S-NSSAI and optionally, the sampling ratio achieved by the UPF. When the subscription requests that information is provided per data flow, the notification includes the Packet Filter Set and the Applications Identifier, if available.

NOTE 1: If the Target of Event Reporting is "any UE", care needs to be taken with regards to load and major signalling impacts and it is expected that the subscription request contains Event Filter Information and appropriate Event Reporting Information (like Sampling ratio and Partitioning criteria, see Table 4.15.1-1) in order to minimize the UPF performance impact of the per PDU Session measurement.

NOTE 2: The UPF can combine information for different PDU Sessions into one notification message (see TS 29.564 [93]).

- TSC management information (UMIC, PMIC, NW-TT port number) as defined in clause 5.8.5.14 of TS 23.501 [2].

 TSC management information event can be the result of an implicit subscription of the PCF on behalf of the TSNAF/TSCTSF via the Npcf\_SMPolicyControl service as described in clause 5.28 of TS 23.501 [2].

- UE NAT mapping. This event supports the NF consumer to subscribe this UPF event to obtain the public UE IP address and port number with the parameters of private UE address, an IP address(es) of the remote end, DNN and S-NSSAI associated with the AF ID, as well as the IP domain. as defined in clause 5.8.2.17 of TS 23.501[2].

If the consumer of UPF service is NWDAF and the target of UE is any UE, according to the Analytic ID from consumer, the NWDAF can decide which kind of information should be collect from UPF and event ID to use. Subscription may be performed directly towards UPF or via SMF as described in clause 5.8.2.17 of TS 23.501 [2]. The UPF collects the data according to the event ID and exposes the related information directly regardless of whether the subscription has been relayed by the SMF.

\* \* \* Next Change \* \* \*

##### 5.2.26.2.3 Nupf\_EventExposure\_Subscribe service operation

**Service operation name:** Nupf\_EventExposure\_Subscribe

**Description:** This service operation is used by an NF to subscribe or modify a subscription to UPF event exposure notifications e.g. for the purpose of UPF data collection on a specified PDU Session or for all PDU Sessions of one UE or any UE.

**Input, Required:** NF ID, Target of Event Reporting (but only a specific UE address (i.e. IP address) or "any UE" is allowed), (set of) Event ID(s) defined in clause 5.2.26.2.1, Notification Target Address (+ Notification Correlation ID), Event Reporting Information defined in Table 4.15.1-1 (TS 29.564 [93] defines the possible parameters).

**Input, Optional:** Subscription Correlation ID (in the case of modification of the event subscription), Expiry time, DNN, S-NSSAI, either Application ID(s) or Traffic Filtering Information, Type of Measurement, Granularity of Measurement, Reporting suggestion information, UE private IP address, IP domain, an IP address(es) of the remote end, port number..

**Output, Required:** When the subscription is accepted: Subscription Correlation ID (required for management of this subscription), Expiry time (required if the subscription can be expired based on the operator's policy).

**Output, Optional:** First corresponding event report is included, if available (see clause 4.15.1). Notification Target Address (+ Notification Correlation ID) is used to correlate Notifications sent by UPF with this subscription.

\* \* \* Next Change \* \* \*

#### 5.2.6.36 Nnef\_UEAddress service

##### 5.2.6.36.1 General

See clause 6.2.8.2.4.3 and 6.2.8.2.4.x of TS 23.288 [50].

##### 5.2.6.36.2 Nnef\_UEAddress\_Get operation

**Service operation name:** Nnef\_UEAddress\_Get

**Description:** Get the UE IP address (i.e. IPv4 address or IPv6 prefix).

**Inputs, Required:** GPSI, AF Identifier.

**Inputs, Optional:** None.

**Outputs, Required:** Result, UE address (i.e. IPv4 address or IPv6 prefix).

**Outputs, Optional:** None.

##### 5.2.6.36.3 Nnef\_UEAddress\_Susbscribe operation

**Service operation name:** Nnef\_UEAddress\_Subscribe

**Description:** The NF consumer subscribes for the immediate notifications of the NATed UE IP public address and Port number corresponding to Private UE IP address. See 6.2.8.2.4.x of TS 23.288 [50].

**Inputs, Required:** Private UE IP address, AF Identifier, IP address(es) of remote end.

**Inputs, Optional:** Port number(s) of remote end.

**Outputs, Required:** When the subscription is accepted: Subscription Correlation ID.

**Outputs, Optional:** None.

##### 5.2.6.36.4 Nnef\_UEAddress\_UnSusbscribe operation

**Service operation name:** Nnef\_UEAddress\_UnSubscribe

**Description:** Provided by the NEF for NF consumers to explicitly unsubscribe the notification of NATed UE IP public address and Port number.

**Inputs, Required:** Subscription Correlation ID (reference of the subscription)

**Inputs, Optional:** None

**Outputs, Required:** Result Indication.

**Outputs, Optional:** None.

##### 5.2.6.36.5 Nnef\_UEAddress\_Notify service operation

**Service operation name:** Nnef\_ UEAddress\_Notify

**Description:** NEF notifies NF consumer(s) about NATed UE IP public address and Port number, when receives notification from UPF. See 6.2.8.2.4.x of TS 23.288 [50]

**Inputs, Required:** Notification Correlation ID, NATed UE IP public address and Port number.

**Inputs, Optional:** None.

**Outputs, Required:** Result Indication.

**Outputs, Optional:** None.

\* \* \* End of Change \* \* \*