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	Reason for change:
	The UE Policy Association indicator in UDM is set to “enabled” by the operator, it was agreed at last SA2 meeting that the AF does not have control on whether there is a need to establish a UE Policy Association or not, but rather the operator decides whether there are services that require UE Polciies to be sent to the UE and set the indicator accordingly.

The AF, in this scenario offers some package to users that require to provision UE Policies to route the service provided by the application over a PDU Session with the required capabilities, such as DNN or S-NSSAI and operator has a business agreement with the ASP that owns the AF.

The UE Policy Association indicator in UDM is set to “disabled” by the operator as well when thre are no services that requires to have UE policies provisioned at the UE. Before setting the indicator to “disabled”, the operator needs to ensure that there are no UE Policies stored in the UE.

From rev1 to rev2
· AM Policy Association management is also described for completeness.
· Clarifications that no service specific parameters may be stored in UDR as the UDM does not authorize the service specific parameters if the Service Type for e.g., AF influence on URSP Rule is disabled.
· Clarify that no list of PSIs is stored in UDR when there is no PSIs stored in the UE.



	
	

	Summary of change:
	The UE Policy Association indicator may be set to “enabled" when it is required to provision UE Policies to the UE, that is either there are service specific parameters provisioned by the AF, via NEF, in UDR for this SUPI as part of the UDR DataSet “Application Data” and Data Subset “Service Specific Information” for a SUPI or for an Internal-Group-Id or the operator policies in the PCF that indicates that UE Policies are available for a SUPI or both.

The UE Policy Association indicator may be set to “disabled” in the UDM when the UE is not longer subscribed to any service that requires sending UE policies to the UE. Before setting the indicator to “disabled”, the operator needs to ensure that there are no UE Policies stored for any of these services in the UE.
From rev1 to rev2
· AM Policy Association management is also described for completeness.
· Clarifications that no service specific parameters may be stored in UDR as the UDM does not authorize the service specific parameters if the Service Type for e.g., AF influence on URSP Rule is disabled.
· Clarification that the PCF removes the list of PSIs from UDR when no PSIs are stored in the UE.
· Changes over changes are shown but will be removed once discussed in the SA2 meeting.
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********************* First Change *********************
[bookmark: _CR5_2_6_4_4][bookmark: _CR5_2_6_4_5][bookmark: _Hlk154071588]6.1.2.2.x 	Handling of the UE Policy Association 
In the non-roaming scenario, the establishment of the UE Policy Association is determined as follows, the AMF checks first the UE Policy Association indicator received from UDM to establish or not to the establish the UE Policy Association based on its value. If the UE Policy Association indicator is not received from UDM, the AMF establishes the UE Policy Association if the UE Policy Container is received from the UE. If no UE Policy Association indicator is received from the UDM and no UE Policy Container is received from the UE, then the AMF determines to establish the UE Policy Association or not as indicated by the local configuration.
In the roaming scenario, the operator policies in the AMF to indicate whether to establish a UE Policy Association for a roaming user is considered first then the AMF follows the same steps as described in the non-roaming case.
The UE Policy Association indicator for a SUPI is part of Access and Mobility Subscription data in UDM as described in clause 5.2.3.3.1 of TS 23.502 [3]. The operator sets it value to “enabled” or “disabled” via the provisioning system. 
NOTE 1: 	The operator can use the UE Policy Association indicator  to “enabled” when it is required to provision UE Policies to the UE or to “disabled” when the UE is no longer subscribed to any service that requires sending UE policies to the UE. 
NOTE 2:  A possible trigger to set the UE Policy Association indicator to “enabled” is that either there are service specific parameters for e.g., a SUPI in UDR or UE Policies are available for e.g., a SUPI provisioned in the PCF. Before setting the indicator to “disabled”, the operator needs to ensure that there are no UE Policies stored for any of these services in the UE, by revoking the authorization for the service specific information, for Service Type “AF guidance for URSP”, for all of the AFs with active authorizations, as defined in clause 4.15.6.7a of TS 23.502 [3] or by setting the configuration in PCF to remove the UE Policies in the UE if any or both. the PCF updates the UDR Data Subset Policy Set Entry to indicate the list of PSIs is empty.

[bookmark: _Toc19197326][bookmark: _Toc27896479][bookmark: _Toc36192647][bookmark: _Toc37076378][bookmark: _Toc45194824][bookmark: _Toc47594236][bookmark: _Toc51836867]********************* Next Change *********************
6.1.2.2.y 	Handling of the AM Policy Association 
In the non-roaming scenario, the establishment of the AM Policy Association is determined as follows, the AMF checks first the AM Policy Association indicator received from UDM, to establish or not, the AM Policy Association based on its value. If no AM Policy Association indicator is received from the UDM then the AMF determines to establish the AM Policy Association or not as indicated by the local configuration.
In the roaming scenario, the operator policies in the AMF to indicate whether to establish an AM Policy Association for a roaming user is considered first then the AMF follows the same steps as described in the non-roaming case.
The AM Policy Association indicator for a SUPI is part of Access and Mobility Subscription data in UDM as described in clause 5.2.3.3.1 of TS 23.502 [3]. The operator sets it value to “enabled” or “disabled” via the provisioning system. 
NOTE 1: 	The operator can set the AM Policy Association indicator to “enabled” when it is required to provide AM Policies to the AMF or to “disabled” when there is no AM Policies to be provided to the AMF. If the AF requests to store “AM influence information" into UDR, the NEF authorizes the AF request when the AM Policy Association Indicator is set to “enabled”. The “AM influence information” is not provided to the AMF when the AM Policy Association Indicator is set to “disabled”.
********************* Next Change *********************
[bookmark: _Toc19197364][bookmark: _Toc27896517][bookmark: _Toc36192685][bookmark: _Toc37076416][bookmark: _Toc45194866][bookmark: _Toc47594278][bookmark: _Toc51836907][bookmark: _Toc162425482]6.2.1.3	Policy control subscription information management
The PCF may request subscription information at PDU Session establishment, PDU Session modification, during AM Policy Association Establishment procedure and during the UE Policy Association Establishment procedure.
The PCF may receive notifications on changes in the subscription information. Upon reception of a notification, the PCF shall make the policy control decisions necessary to accommodate the change in the subscription and shall update the SMF and/or the AMF if needed.
NOTE 1:	How the PCF provisions/retrieves information related with policy control subscription data is defined in TS 23.501 [2].
The policy control subscription profile information provided by the UDR during the UE Policy Association Establishment procedure using Nur service for Data Set "Policy Data" and Data Subset "UE context policy control data" is described in Table 6.2-1:
[bookmark: _CRTable6_21]Table 6.2-1: UE context policy control subscription information
	Information name
	Description
	Category

	Subscriber categories
	List of category identifiers associated with the subscriber
	Optional

	Tracing Requirements
	Tracing requirements as defined in TS 32.421 [18]
	Optional

	PEI
	The Permanent Equipment Identifier of the UE.
	Optional

	Ossie
	Identifies the operating system supported by UE.
	Optional

	Indication of UE support for ANDSP
	Indicates the UE support for ANDSP.
	Optional

	Indication of URSP Provisioning Support in EPS
	Indicates the UE support for URSP Provisioning in EPS.
	Optional

	S-NSSAI subscription information
	Contains the list of subscribed S-NSSAIs, its associated subscribed DNNs. For each DNN, it includes the Allowed PDU Session types, the Allowed SSC modes, LBO roaming allowed indication and the ATSSS information (NOTE 1).
	Optional

	Subscriber spending limits control
	Indicates whether the PCF must enforce UE policies based on subscriber spending limits.
	Optional

	Subscriber spending limits information
	List of policy counter identifiers and statuses of these policy counters relevant for UE policy control.
	Optional

	CHF address
	The address of the Charging Function and optionally the associated CHF instance ID and CHF set ID (see clause 6.3.1.0 of TS 23.501 [2]).
	Optional

	Restricted Status
	Indicates that the UE has a status of Restricted, lists its accompanying reason(s) and the Time stamp of when this status was stored (NOTE 2).
	Optional

	Indication of UE capability of reporting URSP rule enforcement to network
	Indicates the UE support for reporting URSP rule enforcement to network.
	Optional

	NOTE 1:	ATSSS information is defined in Table 5.2.3.3.1-1 of TS 23.502 [3] and Indicates whether MA PDU Session establishment is allowed.
NOTE 2:	Accompanying reason is according to Exception IDs defined in Table 6.7.5.1-1 of TS 23.288 [24]. For example, Unexpected UE location.



NOTE 2:	S-NSSAI subscription information can be part of UE context policy control subscription information and Session Management Subscription data/Slice Selection Subscription data. UDR implementation and the provisioning system are responsible for keeping the consistency of this information when both Data Sets are stored in the same UDR. The provisioning system is responsible for keeping the consistency of this information when both Data Sets are stored in different UDRs.
The policy control subscription profile information provided by the UDR at PDU Session establishment, using Nur service for Data Set "Policy Data" and Data Subset "PDU Session policy control data" is described in Table 6.2-2.
[bookmark: _CRTable6_22]Table 6.2-2: PDU Session policy control subscription information
	Information name
	Description
	Category

	Allowed services
	List of subscriber's allowed service identifiers.
	Optional

	Subscriber categories 
	List of category identifiers associated with the subscriber.
	Optional

	Subscribed GBR
	Maximum aggregate bitrate that can be provided across all GBR QoS Flows for the DNN and S-NSSAI.
	Optional

	ADC support
	Indicates whether application detection and control can be enabled for a subscriber.
	Optional

	Subscriber spending limits control
	Indicates whether the PCF must enforce session management related policies based on subscriber spending limits.
	Optional

	Subscriber spending limits information
	List of policy counter identifiers and statuses of the policy counters relevant for session management related policy control.
	Optional

	IP index information
	Information that identifies the IP Address allocation method during PDU Session establishment.
	Optional

	Background Data Transfer Reference ID(s)
	Reference ID(s) for Background Data Transfer Policies that apply to the UE.
	Optional

	Local routing indication
	Indication on whether AF influence on traffic routing is allowed or not allowed.
	Optional

	Service Function Chaining influence indication
	Indication on whether AF influence on Service Function Chaining is allowed or not allowed.
	Optional

	Subscribed UE-Slice-MBR(s)
	List of maximum aggregated uplink and downlink MBRs to be shared across all GBR and Non-GBR QoS Flows related to the same S-NSSAI according to the subscription of the user. There is a single uplink and a single downlink value per S-NSSAI.
	Conditional (NOTE 2)

	Restricted Status
	Indicates that the UE has a status of Restricted, lists its accompanying reason(s) and the Time stamp of when this status was stored (NOTE 3).
	Optional

	Charging related information
	This part defines the charging related information in the policy control subscription profile.
	

	Default charging method
	Default charging method for the PDU Session (online / offline).
	Optional

	CHF address
	The address of the Charging Function and optionally the associated CHF instance ID and CHF set ID (see clause 6.3.1.0 of TS 23.501 [2]).
	Optional

	Usage monitoring related information
	This part includes a list of usage monitoring profiles associated with the subscriber. Each usage monitoring profile is logically associated with a particular operator offer, and includes the following elements.
	

	Monitoring key
	An identifier to a usage monitoring control instance that includes one or more PCC rules.
	Conditional (NOTE 1)

	Usage monitoring level
	Indicates the scope of the usage monitoring instance (PDU Session level or per Service).
	Optional

	Start date
	Start date and time when the usage monitoring profile applies.
	Optional

	End date
	End date and time when the usage monitoring profile applies.
	Optional

	Volume limit
	Maximum allowed traffic volume.
	Optional

	Time limit
	Maximum allowed resource time usage.
	Optional

	Reset period
	Time period to reset the remaining allowed consumed usage for periodic usage monitoring control (postpaid subscriptions).
	Optional

	MPS subscription data
	This part defines the MPS subscription information in the policy control subscription profile.
	

	MPS priority
	Indicates subscription to MPS priority service; priority applies to all traffic on the PDU Session.
	Conditional (NOTE 1)

	IMS signalling priority
	Indicates subscription to IMS signalling priority service; priority only applies to IMS signalling traffic.
	Conditional (NOTE 1)

	MPS priority level
	Relative priority level for multimedia priority services.
	Conditional (NOTE 1)

	MCS priority
	Indicates subscription to MCS priority service; priority applies to all traffic on the PDU Session.
	Conditional (NOTE 1)

	MCS priority level
	Relative priority level for MCS services.
	Conditional (NOTE 1)

	NOTE 1:	The information is mandatory if the specific part is included in the subscription information (e.g. the monitoring key is mandatory if the usage monitoring information part is included).
NOTE 2:	The information is used in PCF as described in clause 6.2.1.9 when the monitoring of the UE-Slice-MBR for an S-NSSAI is performed at the PCF. There may be a UE-Slice-MBR value for each S-NSSAI, if applicable.
NOTE 3:	Accompanying reason is according to Exception IDs defined in Table 6.7.5.1-1 of TS 23.288 [24]. For example, Unexpected UE location.



NOTE 3:	Subscribed UE-Slice-MBR can be part of the Access and Mobility Subscription data as described in clause 5.2.3.3.1 of TS 23.502 [3] and can be part of the PDU Session policy control subscription information as described in Table 6.2-2. UDR implementation and the provisioning system are responsible for keeping the consistency of this information when both Data Sets are stored in the same UDR. The provisioning system is responsible for keeping the consistency of this information when both Data Sets are stored in different UDRs.
[bookmark: _CRTable6_23]Table 6.2-3: Remaining allowed usage subscription information
	Information name
	Description
	Category

	Remaining allowed usage related information
	This part includes a list of Remaining allowed usage associated with the subscriber.
	

	Monitoring key
	An identifier to a usage monitoring control included one or more PCC rules.
	Conditional (NOTE 1)

	Usage monitoring level
	Iindicates the scope of the usage monitoring (PDU Session level or service level).
	Optional

	Volume usage
	Remaining allowed traffic volume.
	Optional

	Time usage
	Remaining allowed resource time usage.
	Optional

	NOTE 1:	The information is mandatory if the specific part is included in the subscription information (e.g. the monitoring key is mandatory if the usage monitoring information part is included).



The Allowed services may comprise any number of service identifiers allowed for the subscriber in the PDU Session. The PCF maps those service identifiers into PCC rules according to local configuration and operator policies.
The Subscriber category may comprise any number of identifiers associated with the subscriber (e.g. gold, silver, etc.). Each identifier associates operator defined policies to the subscriber that belong to that category.
The Usage monitoring related information may comprise any number of usage monitoring control instances associated with the subscriber. In each usage monitoring control instance is mandatory to include the Monitoring key. The Reset period only applies to usage monitoring control instances that periodically reset the allowed usage (e.g. daily, monthly, etc.). If the Reset period is not specified, the usage monitoring control instance ends when the allowed data is consumed or when the End date is reached. The usage monitoring related information is used by the PCF instead of the respective information for the subscriber category.
The policy subscription profile may be extended with operator-specific information. Operator-specific extensions may be added both to any specific part of the policy control subscription information (e.g. to the subscriber category part), or as a new optional information block.
Handling of operator specific policy data by the PCF is out of scope of this specification in this release.
The latest list of PSIs and list of PSIs for the VPLMN ID(s) and its content delivered to the UE provided by the UDR during the UE Policy Association Establishment procedure using Nudr service for Data Set "Policy Data" and Data Subset "Policy Set Entry" is described in Table 6.2-4. 
NOTE:	No list of PSIs and no list of PSIs for the VPLMN ID(s) is stored in UDR when no PSIs are installed in the UE.
[bookmark: _CRTable6_24]Table 6.2-4: Policy Set Entry
	Information name
	Description
	Category

	Policy Set Entry
	List of PSIs and content for each PSI. Content may be Access Network Discovery & Selection Policy Information or UE Route Selection Policy information or both.
The list of tuples (PLMN ID, list of PSIs associated with the PLMN ID) may also be included.
	Optional



The network slice specific policy control information is per S-NSSAI information stored by the UDR and updated by the PCF during PDU Session Establishment or Modification procedure using Nudr service for Data Set "Policy Data" and Data Subset "Network Slice Specific Control Data" is described in Table 6.2-5:
[bookmark: _CRTable6_25]Table 6.2-5: Network slice specific policy control information
	Information name
	Description
	Category

	Maximum Slice Data Rate for UL (per S-NSSAI)
	The maximum uplink data rate for the specific network slice.
	Optional
(NOTE 2)

	Maximum Slice Data Rate for DL (per S-NSSAI)
	The maximum downlink data rate for the specific network slice.
	Optional
(NOTE 2)

	Remaining Maximum Slice Data Rate for UL (per S-NSSAI)
	The remaining maximum uplink data rate for the specific network slice (NOTE 1).
	Optional
(NOTE 3)

	Remaining Maximum Slice Data Rate for DL (per S-NSSAI)
	The remaining maximum downlink data rate limited for the specific network slice (NOTE 1).
	Optional
(NOTE 3)

	NOTE 1:	The initial value is set to the Maximum Slice Data Rate for UL/DL value.
NOTE 2:	The information is only used for limitation of data rate per network slice with assistance of the NWDAF.
NOTE 3:	The information is only used for limitation of data rate per network slice with PCF based monitoring.



The policy control subscription profile information is per SUPI information, provided by the UDR using Nudr service for Data Set "Policy Data" and Data Subset " Access and Mobility policy control data" is described in Table 6.2-6:
[bookmark: _CRTable6_26]Table 6.2-6: Access and Mobility policy control subscription information
	Information name
	Description
	Category

	Subscriber spending limits control
	Indicates whether the PCF must enforce Access and Mobility management related policies based on subscriber spending limits.
	Optional

	Subscriber spending limits information
	List of policy counter identifiers and statuses of these policy counters relevant for access and mobility related policy control.
	Optional

	CHF address
	The address of the Charging Function and optionally the associated CHF instance ID and CHF set ID (see clause 6.3.1.0 of TS 23.501 [2]).
	Optional

	Restricted Status
	Indicates that the UE has a status of Restricted, lists its accompanying reason(s) and the Time stamp of when this status was stored (NOTE 1).
	Optional

	NOTE 1:	Accompanying reason is according to Exception IDs defined in Table 6.7.5.1-1 of TS 23.288 [24]. For example, Unexpected UE location.



[bookmark: _CR6_2_1_4]The 5G VN group specific policy control information is per group information stored by the UDR and updated by the PCF during PDU Session Establishment or Modification procedure using Nudr service for Data Set "Policy Data" and Data Subset "5G VN Group Specific Control Data" is described in Table 6.2-7:
Table 6.2-7: 5G VN Group specific policy control information
	Information name
	Description
	Category

	Maximum Group Data Rate for UL
	The maximum uplink data rate for the specific 5G VN group (see clause 6.1.5). (NOTE 1)
	Optional

	Maximum Group Data Rate for DL
	The maximum downlink data rate for the specific 5G VN group (see clause 6.1.5). (NOTE 1)
	Optional

	Remaining Maximum Group Data Rate for UL
	The remaining maximum uplink data rate for the specific 5G VN group (NOTE 1).
	Optional

	Remaining Maximum Group Data Rate for DL
	The remaining maximum downlink data rate for the specific 5G VN group (NOTE 1).
	Optional

	NOTE 1:	The initial value is set to the Maximum Group Data Rate for UL/DL value (as part of the 5G VN group data stored at the UDR subscription data) as described in clause 6.1.5 and/or operator policies.




********************* End of Changes *********************
