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Abstract of the contribution: This contribution proposes new solution for KI#2.
1	Discussion
As per KI#2 description specified in TS 23.700-63 following aspects need to be studied:
-	Identify the specific use case and scenarios that require optimizing the procedures related to UPF data collection with enhancements on UPF direct or indirect subscription;
-	Whether and how the consumer NF can directly or indirectly contact the UPF for its subscription;
-	How to authorize the consumer NF for directly subscribing to UPF event exposure service(s), and how to update/release the subscription;
-	How to support the UPF relocation when some NFs have subscribed the direct or indirect subscription of UPF information;
-	Which Event ID(s) can be subscribed/requested directly or indirectly to the UPF exposure service;
-	Whether there are use cases that require other enhancements on UPF exposure services.

2 	Proposal
[bookmark: _Hlk513714389][bookmark: _Hlk91782779]It is proposed to adopt the following changes to TR 23.700-63.
*** Start of the change***
[bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc157447963][bookmark: _Toc157448170]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	
	Key Issues

	Solutions
	Key Issue #1
	Key Issue #2
	Key Issue #3

	Solution #1: Provisioning of information for header handling
	
	
	x

	Solution #2: UPF provision and selection based on new UPF functionality #2
	x
	
	

	Solution #3: Selection on UPF with extended user plane capabilities
	x
	
	

	Solution #4: Selection of UPF providing specific user plane functionalities
	x
	
	

	Solution #5: Direct subscription of UPF event exposure service for TSC management
	
	x
	

	Solution #6: UPF selection based on the status of the supported functionalities
	x
	
	

	Solution #7: Translating SUPI/GPSI to NATed IP address
	
	x
	

	Solution #X
	
	X
	




*** Next change (all new text) ***
6.X	Solution #X: UPF Discovery and Direct Subscription to UPF for AF
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686][bookmark: _Toc157447965][bookmark: _Toc157448172]6.X.1	Description
[bookmark: _Toc500949101]When an AF needs to subscribe to UPF event exposure service, the current Rel-18 procedure as described in clause 4.15.3.2.3 of TS 23.502 [2] is as follows. 
· AF (who knows the UE’s GPSI) requests Nnef_EventExposure service to NEF
· NEF sends the request Nudm_EventExposure to UDM
· UDM finds the serving SMF corresponding to the request from NEF, and invokes Nsmf_EventExposure to UPF
· SMF then finally sends Nupf_EventExposure Subscribe message to relevant UPF
Furthermore, if the AF is unaware of UE’s GPSI, it needs to query using UE’s IP address, which further requires many additional steps. Also, each of the entities involved in the Event Exposure subscription call flow need to store the context of the relevant subscription, thus optimizations are needed in order to efficiently find the serving UPF for the corresponding target application flow for the AF.
AF can utilize the already established user plane between the UE and the application server (which is controlled by the same authority as the AF) to find the serving UPF for the corresponding session.
AF and operator need to have some service agreement in order for the UPF to detect particular header/protocol in the user plane packets of the UE’s application flow that contain information related to subscribing the serving UPF by AF. AF may provide its AF ID, along with notification address, Event IDs etc. in order to subscribe for particular UPF event exposure service. UPF may check its configured information to see if the AF request is valid and the AF is authorized or not in order to subscribe for UPF event exposure service.
Once the packet with relevant Header/tag is detected for a UE’s application flow, corresponding AF (which had service agreement with the operator) can be notified of the UPF’s address and optionally particular UE’s private address in order for the AF to directly subscribe for the UPF event exposure service via NEF.
This solution provides procedure to efficiently discovering the serving UPF for an Application flow and subscription to UPF services without 
[bookmark: _Toc92875663][bookmark: _Toc93070687][bookmark: _Toc157447966][bookmark: _Toc157448173]6.X.2	Procedures
6.X.2.1	General call flow


Figure 6.X.2-1
1. UPF/SMF/PCF are pre-configured by the AF to detect certain headers/protocol type in user plane. 

NOTE:	The policy/configuration may be stored for Any UE, and may require the use of some aspects of Solution#1. In addition to just detecting the header/tag UPF may also be configured to detect and process the content of the payload of the packet containing the relevant header/tag.
2. UE and the application server (same authority of the AF) have an established application flow between them.

3. The AF decides to subscribe UPF event exposure service for the particular UE.

4. AF (via the application server) sends user plane packet to UE with specific header/tag information
The headers (or the contents in payload) may indicate to UPF information related to AF ID, notification address etc.

5. Based on the UPF configuration (in Step 1), UPF detects the specific header related to UPF discovery present in UE’s flow. The contents of the packet may be in a format of request, containing AF ID, notification address etc.
EN: The exact format of header/ information in packet is to be determined by Stage-3.
Case A:	If the configured action of the UPF (configuration done in Step 1) in case the header/tag is detected, is to notify the AF regarding serving UPF ID, Steps 6a, 7a, 8a are performed.

Case B:	Else if configured action of the UPF (configuration done in Step 1) is to implicitly subscribe to AF event exposure, UPF proceeds with Step 6b.

6a.   UPF based on the header information in Step 5, notifies the AF of the UPF ID and/or optionally UE’s private IP address. UPF may utilize either the Header/Tag Insertion to notify the the 
 
7a.   AF to NEF: AF after knowing the serving UPF ID, subscribes via NEF for UPF event exposure. The request includes relevant Event IDs, Event Filters etc. 

8a.   If not already present in NEF, NEF receives the UPF profile from NRF for the UPF indicated by serving UPF ID, and directly subscribes for the UPF event exposure service for the relevant event, without the need for performing serving UPF discovery

6b.	UPF and other NFs behaviour in Step 6b is described in detail in clause 6.X.2.3


6.X.2.2	UPF discovery by utilizing Header information and Subscription via CP
This clause describes the details of case A as mentioned in clause 6.X.2.1. This case is an extension to the contents of the report that are notified to AF upon a header/tag detection.
Suppose in Step 1, UPF is configured to detect header X in UE’s data traffic. UPF action may be further defined to drop the packet/process the packet contents instead of forwarding it to UE
Now the application flow is assumed to be established between UE and Application server. Application server sends a user plane packet with the Header/Tag X. Once the UPF detects that packet, based on it’s configured action, the it notification report sent to AF as done in Solution#1 is extended to include UPF ID (or some other reference ID) of the serving UPF.fies the UPF ID to the AF.
This notification can be done via control plane as done in Solution#1
· UPF sends the N4 session report to SMF,
·  SMF notifies the NEF about the header detection including information of the serving UPF, and.
·  NEF notifies the AF the serving UPF information for the AF session.
· Or UPF uses Nupf_EventExposure Notify to inform serving UPF information (i.e. its own UPF ID etc.) to AF.
Second option is to perform this notification by inserting relevant header/tag information in user plane traffic and including information related to UPF in the contents, i.e. the configured action of UPF in Step 1 would be to detect Header/Tag X info and insert Header/Tag Y info.
Once the AF gets the information of the serving UPF for the AF session, it subscribes to UPF event exposure service, by including the relevant received UPF ID in the Nnef request along with the relevant Event ID (s) that the AF wants to subscribe to., and NEF then can directly subscribe to UPF (identified by the UPF ID) for event exposure. In case AF is internal, AF directly subscribes to UPF (without NEF).

6.X.2.3	UPF Discovery and subscription by utilizing Header information
This clause describes the details of case B as mentioned in clause 6.X.2.1.
For this case, instead of AF being notified about the serving UPFAF, AF is implicitly subscribed to UPF event exposure when the particular header/tag is detected in UE’s application traffic.
AF may include the relevant information (e.g. Event ID, notification target etc.) as the payload contents of the packet, or particular header/tag may implicitly map to particular info (e.g. Header X = 01 maps to Subscribe, Header X = 02 maps to Unsubscribe) based on SLA between AF and operator.
In case the AF request for Event subscription needs to be authorized, AF may further include Authenticate token in the packet contents and UPF may contact the NEF which can perform authorization of AF request.
NOTE: 	It is assumed that AF may have obtained an authorization token beforehand from the NEF and included it in the contents of packet. In case AF is internal, this task may be done by NRF as done when a general consumer NF subscribes for event exposure services.
In case the authorization of relevant Event needs to be coordinated by other NFs (e.g. PCF), that NF may just be notified about the header/tag detection and subscribe to the UPF on behalf of the AF.
Example call flow is shown in Figure 6.X.2.3-1



Figure 6.X.2.3-1
As described in the above figure in addition to the SLA between AF and operator before for Header/tag handling, the AF also receives an “generic” authentication token from the NEF before hand for UPF event exposure subscription via User plane.
UPF and SMF actions are configured to handle the contents of the packet when a particular Header/Tag is detected.
Upon detection of the specific header/tag, UPF provides the contents to the SMF which include Authentication token. SMF verifies the information received from UPF from NEF.
After the NEF has performed the verification it provides the result to SMF. SMF based on the detected header/tag and other relevant received info from UPF determines to subscribe UPF for the Event(s) for NupF event subscription.
[bookmark: _GoBack]
EN: Details will be completed by Stage-3 and SA3.
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688][bookmark: _Toc157447967][bookmark: _Toc157448174]6.X.3	Impacts on services, entities and interfaces
For Case A
UPF impacts
· Detection of specific header pertaining to AF request in UE’s user plane packets.
· Notifying the UPF ID/UPF information to the AF either via N6 or via control plane. CP
NEF impacts
· Directly subscribing to particular UPF for event exposure based on AF’s request for UPF event Exposure which include information of the serving UPF.
For Case B
UPF impacts
· Detection of specific header pertaining to AF request in UE’s user plane packets.
· Verifying the authentication token received from AF request from NEF (or NRF).
NEF impacts
· Providing Authentication token to AFs for Direct Subscription of UPF event exposure services.
· SMF impacts

*** End of the changes ***
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