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Abstract: A new architect and solution for simplified ATSSS is proposed, which includes extension of SMF to configure UPF Wi-Fi access IP Pool for UE connecting UPF through Wi-Fi access, meanwhile indicate UPF to forward EAP message to AAA Server for Wi-Fi authentication during MA PDU session establishment procedure, and enhance UPF to support IPSec functionality with the UE.
1. Introduction/Discussion
This paper proposes a new solution for the KI#2.2
2. Text Proposal
It is proposed to capture the following changes into TR 23.700-54.
* * * * First change * * * *

[bookmark: _Toc160552493][bookmark: _Toc161061118]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of DualSteer Solutions to Key Issues
	
	Key Issues for DualSteer

	Solution#
	Key Issue #1.1
	Key Issue #1.2
	Key Issue #1.3
	Key Issue #1.4
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Table 6.0-2: Mapping of ATSSS_Ph4 Solutions to Key Issues
	
	Key Issues for ATSSS_Ph4

	Solution#
	Key Issue #2.1
	Key Issue #2.2

	#2.1
	X
	

	#2.2
	
	X

	#2.3
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	#2.4
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	#2.5
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	#2.6
	
	X

	#2.7
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	#2.8
	
	X

	#2.X
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[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * Second change * * * *(all new texts)
[bookmark: _Toc161061124]6.2	Solutions for ATSSS_Ph4
6.2.X	Solution #2.X: Simplified ATSSS solution with direct non-3GPP tunnel with UPF
6.2.X.1	Description
This solution aims to address KI#2.2 Simplified ATSSS architecture over non-3GPP access.
[bookmark: OLE_LINK5]Figure 6.2.X.1-1 illustrates the proposed architecture of the solution with a direct non-3GPP tunnel from UE and UPF. As shown in Figure 6.2.X.1-1, the UE accesses via both 3GPP and non-3GPP accesses to the 5GC network. On the 3GPP side, SMF shall support the capability to configure UPF IP address for UE to establish IPsec tunnel with UPF through non-3GPP access directly. The UE receives the IP address and port for IPSec tunnel endpoint on the UPF for simplified non-3GPP access in MA PDU Session establishment accept message. On the non-3GPP sides, the UE connects to the UPF directly via IP address and port for IPSec tunnel endpoint on the UPF for simplified non-3GPP access received from SMF. 
The procedure to establish the IPSec tunnel is similar as the procedure defined for the UE and the ePDG. In order to establish the security connection via non-3GPP access, the UE shall use the IKEv2 messages in order to establish the IPSec security association.
In this solution, the UE only registers to the 3GPP 5GC network via 3GPP access, while registration via non-3GPP access is not needed. If the UE is deregistered from 3GPP access, SMF only release the the PDU session via 3GPP access. UPF continues report to SMF the IPSec tunnel status, if non-3GPP access is not available, SMF informs UPF to release IPSec tunnel. 
[bookmark: _GoBack]Editor’s note:	The detail of how the IPSec tunnel between UE and UPF is released is FFS.


Figure 6.2.X.1-1 Simplified ATSSS architecture
[bookmark: _Toc532993705]6.2.X.2	Procedure

[bookmark: OLE_LINK7]
Figure 6.2.X.2-1 PDU Session establishment procedure
0. ATSSS capable UE successfully registered on 5GC network via 3GPP access.
1. The UE sends MA PDU Session establishment request to AMF over 3GPP access, including a simplified ATSSS indication.
2. [bookmark: OLE_LINK8]AMF invokes Nsmf_PDUSession_CreateSMContext Request to SMF with the simplified ATSSS indication.
3. SMF retrieves the SM subscription data of the UE from UDM. 
4. AMF receives the CreateSMContext response Message from SMF.
5. If dynamic PCC is to be used for the MA PDU Session, the SMF retrieves the PCC rules from PCF, as specified in TS 23.503.  
6. [bookmark: OLE_LINK11]SMF selects the UPF which support simplified ATSSS capability based on the received indication at step 2 from AMF, and initiates the N4 Session Establishment procedure with the selected UPF. 
7. SMF requests UPF to activate the IPSec functionality, and provides Packet detection, forwarding and reporting rules to be installed on the UPF for Non-3GPP access session.
8. UPF responds to the SMF the N4 Session Establishment Accept message, which includes IP address and port for IPSec tunnel endpoint on the UPF for simplified non-3GPP access.
9. [bookmark: OLE_LINK10]SMF sends N1N2 message to AMF including the PDU Session Establishment Accept message and including IP address and port for IPSec tunnel endpoint on the UPF for simplified non-3GPP access in the extended protocol configuration option IE (ePCO) of the PDU Session message.
10 - 11. AMF transfers the PDU Session Establishment Accept message to the UE via RAN. The UE receives the IP address and port for IPSec tunnel endpoint on the UPF for simplified non-3GPP access. 
Till now, the UE established the MA PDU Session with only one user plane via 3GPP access. 
12. The UE obtains the UE IP address from Non-3GPP access network for the IPSec Tunnel Establishment with the UPF.
13. The UE initiates the IPSec Tunnel Establishment procedure to the UPF with the IP address and port for IPSec tunnel endpoint on the UPF for simplified non-3GPP access received in PDU Session Establishment Accept message via 3GPP access.
14. According to SMF indication during N4 session established, UPF inspects Non-3GPP data flow and determines to triggers the authentication procedure. UPF forward EAP message received from UE to AAA server. The AAA server may belongs to the operator or from 3rd party. The AAA server and UE finish the authentication process via UPF. 
15. After authentication is successful, UPF and UE complete the IPSec Tunnel establishment procedure. 
16. Now UE establishes the MA PDU Session with the second user plane via non 3GPP access. The UE may send/receive the data encapsulated in the IPSec tunnel. 
17. The UPF informs the SMF of the establishment of the new path and report tunnel status using N4 Session Report procedure.
18. Having received the report from the UPF, the SMF may provide updated N4/ATSS rules to the UPF using the N4 Session Modification procedure and may also inform UPF to release the IPsec tunnel .

6.2.X.3	Impacts on services, entities and interfaces
The solution has impact on the UE and some NFs, as follows.
UPF: 
-	Supports the simplified ATSSS functionality , including add a new Non-3GPP Access IP address for establishment of the IPSec tunnel with the UE, and forwarding EAP messages to the AAA server transparently. 
SMF:
-	Supports to configure UPF Non-3GPP Access IP address(es) , indicating UPF to forward the EAP message to AAA server and report Non-3GPP connecting status. 
UE:
-	Supports to establish IPSec tunnel with the UPF for transport of traffic over non-3GPP access.
 Editor’s note: Other system impact is FFS.	
* * * * End of changes * * * *
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