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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes to update solution #8 for clarification.
1 Discussion
As described in the procedure, in the step 13, SMF may use the FQDN of the DNS query as input data for DN performance (or Service Experience) analytics in NWDAF.
However, if the FQDN in DNS query is used as input of analytics directly, since the NWDAF doesn’t have the knowledge of EAS deployment information and FQDN can’t reflect the UE topological location, it can’t provide most suitable EAS in its analytics response. So it may determine the EAS IP address (es) or DNAI(s) based on the FQDN of DNS query and EAS Deployment Information firstly, and use EAS IP address or candidate PSA UPF (selected based on DNAI) as the input of analytics.
In addition, the impact on SMF is not complete in clause 6.8.4.
2	Proposal
It is proposed to agree the following changes in clause 6.8 of TR 23.700-49.
               ******* start of 1st change ********
[bookmark: _Toc160521010][bookmark: _Toc161389105]6.8	Solution #8: Selecting an EAS server leveraging analytics
[bookmark: _Toc161389106]6.8.1	Key Issue mapping
Editor's note:	This clause lists the key issue(s) addressed by this solution.
This solution addresses the objectives of Key Issue #2 and in particular selecting the most suitable local UPF and EAS considering end to end delay.
[bookmark: _Toc161389107]6.8.2	Description
Editor's note:	This clause will describe the solution principles and architecture assumptions for corresponding key issue(s). Clause(s) may be added to capture details.
Currently, TS 23.548 [5] specifies how a UE DNS request can be routed via EASDF. The procedure to route UEs DNS request is as follows (as described in Figure 6.2.3.2.2-1 of TS 23.548 [5]).:
1.-	When the UE establish a PDU session the SMF may selects an EASDF and provides the EASDF with DNS message handling rules. The rule includes actions on how to handle DNS requests and DNS responses.
3.-	When the UE sends a DNS request the EASDF determines how to route the DNS request according to the DNS message handling rules. At this point the EASDF may determine that the request may need to be sent to an L-DNS.
4.	When the EASDF receives a DNS response from an L-DNS server the response may contain a list of EAS IP addresses or a list of FQDNs.
5.	The EASDF may report the list of EAS IP addresses or list of FQDNs to the SMF so as the SMF to determine the DNAI and associated N6 traffic routing information for the DNAI and whether a local PSA will need to be inserted.
6.	The EASDF then forwards the DNS response to the UE. 
7.	At this point the UE selects an EAS server. If the UE has received multiple EAS IP addresses or the FQDN corresponds to multiple EAS server the UE may not know which EAS server has the best performance.
In order to ensure optimal EAS server selection it is proposed that when the EASDF reports the list of EAS IP addresses or list of FQDNs to the SMF, the SMF to leverage the NWDAF analytics to determine the EAS application server instance that offers the "best" performance. In this way the UE (at step 7) will receive only the EAS server address that offers the best performance (i.e. lowest end-2-end latency).
There are two Analytics IDs that the SMF can leverage when selecting an Edge Application Server:
-	Service Experience Analytics that indicate an average of observed Service MoS and/or variance of observed Service MoS indicating service MOS distribution for services such as audio-visual streaming as well as services that are not audio-visual streaming such as V2X and Web Browsing services.
-	DN Performance Analytics which provides analytics for user plane performance (i.e. average traffic rate, average packet delay) in the form of statistics or predictions for an Edge Application.
It is noteworthy to state that the NWDAF can also provide such analytics taking into account: Anchor UPF info, DNAI info.
The SMF can request Analytics for an Application over a specific Application Server Instance Address as described in clause 6.4.4 of TS 23.288 [6]. In addition, the SMF can request DN performance Analytics for an application as described in clause 6.14.4 of TS 23.288 [6].
As an example when the SMF receives two EAS IP addresses in the DNS response the SMF can request the following analytics:
-	Analytics ID: "DN Performance Analytics" with analytics filters.
-	Candidate Anchor UPF info (Identifies the UPF where a UE has an associated PDU session).
-	Area of interest.
-	EAS IP address(es) received in the response.
-	Application ID, DNN, DNAI, S-NSSAI (if applicable).
The NWDAF provides analytics for DN performance analytics via the Anchor UPF which include packet delay information for each EAS server via the same Anchor UPF. In such scenario the SMF will select the EAS server that offer he best performance that guarantees the lowest N6 delay.
Once the SMF selects an EAS IP address based on NWDAF analytics the SMF notifies the EASDF within an Neasdf_DNSContextUpdate Request, to include the selected EAS IP address in the DNS response to the UE. The EASDF modifies the buffered DNS response including in the response only the EAS IP address provided by the SMF.
[bookmark: _Toc161389108]6.8.3	Procedures
Editor's note:	This clause describes high-level procedures and information flows for the solution.
The procedure is described below:


Figure 6.8.3-1: Procedure for selecting an EAS server
1.	A UE establishes a PDU session as described in TS 23.502 [3]
2.	During the PDU session establishment procedure the SMF selects an EASDF to be used as a DNS server for this PDU session. The procedure is described in TS 23.548 [5].
3.	The SMF determines initial DNS message handling rules. The initial DNS message handling rules instructs the EASDF to buffer DNS queries received by a UE on this PDU session and forward the contents of the DNS query to the SMF.
4.	The SMF provides the DNS message handling rules to the EASDF by invoking an Neasdf_DNSContext_Create request.
5.	The EASDF creates a DNS context for the UE and stores the DNS message handling rules as described in TS 23.548 [5].
6.	The EASDF acknowledge the request
7.	An application in the UE request to establish a connection with an EAS server and creates a DNS query.
8.	The DNS query is received at the EASDF. The EASDF determines based on the DNS message handling rules that the DNS query needs to be buffered and the contents of the DNS query needs to be forwarded to the SMF.
9.	The EASDF invokes an Neasdf_DNSContext_Notify request including in the request the contents of the DNS query. The contents of the DNS query may include a range of FQDN or may include an IP address of the DNS server requested by the application. Alternatively the EASDF provides the (list of) EAS IP addresses included in the DNS response from the DNS server.
10.	The SMF acknowledges the response.
11. The SMF determines that analytics can be used to determine an EAS IP address.
12.	The SMF may determine the EAS IP(es) or DNAI(s) based on the FQDN of DNS query and EAS Deployment Information firstly, and constructs a request for analytics using the contents of the DNS query or determined EAS IP address (es) or candidate PSA UPF (selected based on DNAI) or the list of EAS IP address received in a DNS response.
13.	The SMF sends an Analytics request including an Analytic ID set to DN Performance (or Service Experience) and include as analytic filters the location of the UE and the FQDN of the DNS query or determined EAS IP address (es) or candidate PSA UPF (selected based on DNAI), or the (list of) EAS IP address.
14.	The NWDAF derives analytics.
15.	In the analytics response the NWDAF includes a list of EAS server address and its associated performance.
16.	The SMF may select the best performing EAS server.
17.	The SMF may perform ULCL/PSA insertion based on the selected EAS server.
18.	The SMF constructs an action for the EASDF where the action indicates to the EASDF to create a DNS response for the UE including the selected EAS IP address(es).
19.	The SMF creates a service operation including an instruction/rule to the EASDF as described in step 19.
20.	The EASDF acknowledges the request.
21.	The EASDF constructs a DNS response or forwards the DNS response to the UE as instructed in steps 19-20.
22.The EASDF provides the DNS response with the selected EAS IP address(es) to the UE via the existing PDU session.
23.	The application in the UE connects to the selected EAS server.
[bookmark: _Toc161389109]6.8.4	Impacts on services, entities and interfaces
Editor's note:	This clause captures impacts on existing and/or new 3GPP nodes and functional elements.
SMF requesting existing analytics during using the information in DNS request or DNS /response as input data.
SMF selects an EAS based on the analytics response (i.e. a list of EAS server address and its associated performance) from NWDAF.
There are no impacts on the DN performance and/or Service Experience analytics as defined in TS 23.288 [6].

                       ******* End of 1nd change ********
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