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Discussion
This paper updates Solution #1 "Architecture enhancements to support MWAB operations" by resolving the following ENs.

Editor's note:	It is FFS how to support MOCN RAN sharing.
Editor's note:	It is FFS whether enhancements is needed to prevent the MWAB-UE from selecting the MWAB-gNB cell (including the case of MWAB-UE and MWAB-gNB belonging to same MWAB).

Proposal
It is proposed to agree the following changes into TR 23.700-06.

* * * * Start of 1st Change * * * * 
[bookmark: _Toc157515660][bookmark: _Toc161218344]6.1	Solution #1: Architecture enhancements to support MWAB operations
[bookmark: _Toc157515661][bookmark: _Toc161218345]6.1.1	General
Figure 6.1.1-1 presents an example architecture for the MWAB operation when no roaming was involved for the MWAB-UE. In this case, there may be two PLMNs involved, i.e. the PLMN 1 that serves the MWAB-UE, and the PLMN 2 that serves the UE connected to the MWAB.
In this case, the MWAB-gNB logically belongs to PLMN 2, and establishes N2 and N3 connection with the UE AMF and UE UPF via the PDU session of the MWAB-UE established with PLMN 1. MWAB-gNB announces PLMN IDs of PLMN 2.
If the UE served by the MWAB is roaming, there is another PLMN (not shown in the figure), i.e. the HPLMN of the UE served by the MWAB, involved. The interactions of the HPLMN of the UE and PLMN 2 are the same as that described in clause 4.2.4 of TS 23.501 [2] for the roaming case.
The MWAB UPF in PLMN 1 serves the MWAB-UE and provides the connection via a N6 interface towards PLMN 2, to carry the N2 and N3 traffic from MWAB-gNB. The MWAB-UPF also supports the access to the OAM system in PLMN 2 by the MWAB-gNB.
NOTE:	Depending on deployment requirement, a security gateway may be required between the MWAB-UPF and the PLMN 2 core network. In that case, the MWAB-gNB need to connect to the security gateway based on pre-configured security credentials. In that case, the traffic between MWAB-gNB and the PLMN 2 goes inside the security tunnel established via the security gateway.
Editor's note:	Details of such operation with the security gateway will be coordinated with RAN WG3 and SA WG3.
UE connected to the MWAB-gNB can access the 5GS services offered by PLMN 2 as normal. No enhancement to the UE is required. The UE connected to the MWAB-gNB is not aware of PLMN 1, and thus does not need any roaming agreement between its HPLMN and the PLMN 1.
In some cases, the PLMN 1 and PLMN 2 can be the same PLMN.


Figure 6.1.1-1: Architecture for MWAB operation support - non-roaming
Figure 6.1.1-2 presents an example architecture for the MWAB operation when MWAB-UE is roaming with a Local Breakout PDU session for its operation. In this case, there may be three PLMNs involved, i.e. the PLMN 1 that serves the MWAB-UE, and the PLMN 2 that serves the UE connected to the MWAB, and the HPLMN of the MWAB-UE. The use of the Local Breakout PDU session by the MWAB can be configured by the HPLMN, e.g. with some VPLMN specific URSP rules.
In this case, the PLMN-1 may access the MWAB's HPLMN UDM for the subscription information. The rest of the operation are similar to that shown in Figure 6.1.1-1.
If the UE served by the MWAB is roaming, there is another PLMN (not shown in the figure), i.e. the HPLMN of the UE served by the MWAB, involved. In that case, the interaction of the HPLMN of the UE and PLMN 2 is the same as that described in TS 23.501 [2] for the roaming case.
The UE served by the MWAB-gNB is not aware of PLMN 1, and thus does not need any roaming agreement between its HPLMN and the PLMN 1.


Figure 6.1.1-2: Architecture for MWAB operation support - roaming with Local Breakout
Figure 6.1.1-3 presents an example architecture for the MWAB operation when MWAB-UE is roaming with a Home Routed PDU session for its operation. In this case, PDU session of the MWAB-UE is routed by PLMN 1 to the HPLMN of the MWAB.
In this case, the PLMN-1 may access the MWAB's HPLMN UDM for the subscription information. The rest of the operation are similar to that shown in Figure 6.1.1-1.
If the UE served by the MWAB is roaming, there is another PLMN (not shown in the figure), i.e. the HPLMN of the UE served by the MWAB, involved. In that case, the interaction of the HPLMN of the UE and PLMN 2 is the same as that described in TS 23.501 [2] for the roaming case.
The UE served by the MWAB-gNB (of PLMN-2) is not aware of PLMN 1, and thus does not need any roaming agreement between its HPLMN and the PLMN 1.
Editor's note:	It is FFS how to ensure that the S-NSSAI used by MWAB-UE allows access to PLMN 2's slice serving the UE.


Figure 6.1.1-3: Architecture for MWAB operation support - roaming with Home Routed
[bookmark: _Toc157515662][bookmark: _Toc161218346]6.1.2	Functional descriptions
[bookmark: _Toc157515663]The MWAB operates as follows to provide service to a UE:
1.	To operate as a MWAB, the MWAB-UE needs to first register to a serving network that is allowed by its subscription, and that is PLMN 1 in the architecture shown in clause 6.1.1. The serving PLMN authorizes the MWAB based on its subscription and provides the authorization result indication to the MWAB-UE.
2.	MWAB-UE provides the authorization result indication to the MWAB-gNB, which may trigger the MWAB-gNB to attempt the connection with the PLMN it serves, i.e. PLMN 2 in the architectures shown in clause 6.1.1.
3.	The attempt from the MWAB-gNB triggers the MWAB-UE to establishes a PDU session(s) for the MWAB operation, based on the configuration of the MWAB-UE, e.g. with the proper DNN, S-NSSAI, and the SSC Mode. Only IP based of PDU sessions are used for the MWAB operations support. The configuration of the MWAB-UE can be Local Configuration, or URSP rules.
4.	The serving PLMN of MWAB-UE selects the proper MWAB UPF according to the DNN and S-NSSAI for the PDU session and ensures that the selected MWAB UPF provides the connection to the PLMN 2's AMF and UPF.
5.	The MWAB-gNB establishes the connection to the OAM system of the PLMN 2 and obtains the corresponding configurations to operate as a gNB for PLMN 2. This includes for example the configuration on the AS layer operation, and also the information to be sent in the SIB, e.g. PLMN ID(s). Details of the configuration information are out of scope of SA2.
6.	The MWAB starts to operate based on the OAM control as a gNB for PLMN 2, and serves the UE in proximity for PLMN 2. The MWAB-gNB may also instructed by the OAM system to establish N2 interface using the NG setup procedure defined in TS 38.413 [8] with some AMFs in PLMN 2 over the PDU session provided by MWAB-UE.
Editor's note:	It is FFS how to support MOCN RAN sharing.
7.	When a UE camps on the MWAB-gNB starts requests a connection, e.g. initiates a registration or service request procedure, the MWAB-gNB performs usual operation as specified in TS 23.501 [2] and route the message to a suitable UE AMF in PLMN 2. The AMF may be aware of that the UE is served by a MWAB based on the ULI information.
8.	When the UE establishes a PDU session, the UE SMF selects a proper UE UPF. The MWAG-gNB may establish the N3 interface with the UPF over the PDU session of the MWAB-UE, if it is not yet established.
9.	The UE served by the MWAB-gNB (of PLMN-2) is not aware of the serving PLMN of the MWAB-UE, and thus does not need a roaming agreement with the serving PLMN of the MWAB-UE.
To support MOCN RAN sharing, the following two cases can be considered. The operations of the MWAB-gNB are based on clause 5.18 of TS 23.501 [2].
1)	A MWAB contains MWAB-UE part for each PLMN.
-	The MWAB-UE for each PLMN (i.e. Each MWAB-UE subscribing to different PLMN) performs steps 1 to 4.
-	The MWAB-gNB performs step 2 and steps 5 to 6 in order to operate as a gNB for each PLMN it serves.
2)	A MWAB contains single MWAB-UE part for all PLMNs sharing the MWAB-gNB. It is assumed that this MWAB-UE subscribes to one of the PLMNs.
-	The MWAB-UE performs steps 1 to 4.
-	The MWAB-gNB performs step 2 and steps 5 to 6 in order to operate as a gNB for each PLMN it serves.
The efficient mobility and service continuity support for UE when the serving MWAB moves (KI#4) will be addressed in a separate solution compatible with this solution.
[bookmark: _Toc161218347]6.1.3	Procedures
[bookmark: _Toc161218348]6.1.3.1	MWAB-UE registration and authorization
The MWAB-UE performs PLMN selection based on existing procedures in TS 23.122 [9].
MWAB-UE also follows existing procedures in TS 23.501 [2], for network slice configuration. The serving PLMN access the HPLMN of the MWAB-UE for the subscription data.
The MWAB-UE may be triggered by the MWAB-gNB to establish the PDU session(s) for MWAB operation. This can be based on an interface out of scope of SA2.
The MWAB-UE uses Local Configuration or the URSP to identify the PDU session parameters to use, e.g. the S-NSSAI, DNN, and SSC modes derived from the Route Selection Descriptor.
There may be VPLMN specific URSP rules configured on the MWAB-UE, and in that case the PDU session parameters may be different in different VPLMNs.
The requested S-NSSAI and DNN will be authorized based on the subscription of the MWAB based on existing procedures in TS 23.501 [2] and TS 23.502 [7].
No procedure enhancement to those defined in TS 23.501 [2] and TS 23.502 [7] is necessary.
[bookmark: _Toc161218349]6.1.3.2	Control of UE's access to MWAB
Legacy UE can access the MWAB-gNB as a normal gNB.
For CAG capable UEs, the enhancement as described in clause 5.35A.7 of TS 23.501 [2] can be reused for control the access to the MWAB, if the MWAB is configured by OAM of PLMN 2 to broadcast CAGs.
For RRC_IDLE MWAB-UE, the MWAB-UE can obtain the parameters for MWAB operation, e.g. cell ID, CAG IDs from the MWAB-gNB belonging to same MWAB based on the interface with it that is out of scope of SA2. Therefore, the MWAB-UE does not select the MWAB-gNB belonging to same MWAB. For RRC_CONNECTED MWAB-UE, how to prevent the MWAB-UE connecting/hand-over to its MWAB-gNB as well as other MWAB-gNB cell (i.e. avoiding multi-hop) is addressed by other solutions, e.g. Solution#2.
Editor's note:	It is FFS whether enhancements is needed to prevent the MWAB-UE from selecting the MWAB-gNB cell (including the case of MWAB-UE and MWAB-gNB belonging to same MWAB).
[bookmark: _Toc161218350]6.1.3.3	Support of Location Service for UEs when MWAB(s) is involved
A separate solution compatible with the architecture introduced in this solution will be used to support the Location Service, based on the principles defined in clause 5.35A.5 of TS 23.501 [2].
Editor's note:	It is FFS if further enhancements is needed to use the NRPPa procedures with MWAB in the roaming cases.
[bookmark: _Toc161218351]6.1.3.4	UE mobility to and from a MWAB cell
Existing UE mobility procedure can be reused. No enhancement is required, based on the same considerations as described in clauses 5.35A.3.1 and 5.35A.3.2 of TS 23.501 [2].
[bookmark: _Toc157515664][bookmark: _Toc161218352]6.1.4	Impacts on services, entities, and interfaces
None.
Editor's note:	Related procedures can be eventually documented in an informative annex of TS 23.501 [2].


* * * * End of Changes * * * * 
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