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Abstract of the contribution: This paper proposes a new solution applicable to KI#1 and KI#3.
[bookmark: _Hlk514274591]1		Introduction/Discussion
The following issues, among others, needs to be addressed by the FS_UIA_ARC study:
· what information is stored as part of the user profile; and 
· which entity stores the user profile and which entity/entities process the user profile information.
Assuming minimal impact to the existing 5GS system, the solution from this paper assumes one principle already described in Solution #10, namely that the UDM merges the overlapping UE subscription data and user profile information and create AM subscription data to be sent to the AMF and SM subscriprion data to be sent to the SMF. This requires only the UDM to be enhanced and configured to process the UE subscription data and user profile information, instead of enhancing and configuring all possible AMFs and SMFs. The Solution #10 describes the principle as follows: 
"…, the UDM initiates the dynamic association of the human User with the UE and generates the temporary merged (generated or intersection) Subscription data containing UE Subscription data and User Profile data according to a defined MNO policy"  
[bookmark: _Hlk158899546]Furthermore, it is assumed that the user profile information may include data to be used in the PCFs (e.g. PCF of the UE or PCF of the PDU Session) to create AM policies, UE policies or SM policies based on the Subscription data and user profile information. To allow this, it is proposed that the user profile is stored in the UDR, as the PCF retrives relevant subscription data from the UDR. 
In summary, the UDM would retrieve and process the applicable use profile information (i.e. identified by the active user ID) from the UDR and the PCF(s) would retrieve and process the applicable use profile information (i.e. identified by the active user ID). 
Correspondingly the user profile information can be structured in a way to allow some data to be apply to the AM subscription, some data to apply to SM subscription data and some data to apply for policy creation in the corresponding PCF. 
2. Text Proposal
It is proposed to capture the following changes to TR 23.700-32.
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6	Solutions
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6.X	Solution #X: User identity profile influence on AM, SM and UE policy
6.X.1	Introduction
The solution addresses the following requirements from the Key Issue #1:
-	what information is stored as part of the User Identity Profile (e.g. a User Identifier, associated security credentials, associated devices, user specific QoS settings). Including how User Identity Profiles are created/acquired, stored, and updated,
-	whether and how user specific policies, e.g. QoS settings, are taken into account by the 5GS in order to provide service differentiation.
The solution also addresses the following requirements from the Key Issue #3:
-	what and how User Identity Profile information and functionality are exposed (e.g. exposure of the content of the User Identity Profile, exposure of authorization/authentication results, authenticating users, and linking a User Identifier with a 3GPP subscription).
6.X.2	Functional Description
The Architectural Assumptions in clause 4.1 include the following statement:
-	When the user identifier applies to a human, only a single user identifier is active with a UE subscription at a given time and it is assumed that the specific user identifier is associated with all of the UE's traffic during the time that specific user identifier is active with the UE's subscription
Based on this assumption, a single active human user (identified by a user ID) and corresponding user profile is applied to determine restrictions and policies which apply to the UE and a specific PDU Session. This solution proposes that the user profile includes information which influences (in addition to the PDU Session parameters and policies as described in other solutions) also the access and mobility (AM) policy control information, the UE policy control information and the subscription parameters used during the registrastion procedure. 
Based on this principle, the user profile information may include the following data:
-	Information to be used by the UDM to influence the AM subscription data and SM subscription data:
-	information which influence the UE AM subscription data sent to the AMF. Such parameters may include e.g. UE-AMBR, user consent, service-specific parameters like LCS, V2X, A2X, ProSe or MBS services. 
NOTE:	For example, the UE subscription data may include subscription data sub-sets for LCS service and MBS service. In one use case, the user profile data may forbid the use of such services for the specific user ID, which would cause the UDM to remove the LCS and MBS service parameters from the AM subscription data sent to the AMF. In another use case, the user profile data may have Location Privacy Indication (LPI) in the user profile with different priority than the LPI stored in the UE subscription data. In such case, the UDM can prefer to use the LPI from the user profile. 
-	information which influence the UE SM subscription data sent to the SMF  This data is used by the UDM to merge with the SM subscription data and sent the result to the SMF.
-	access and mobility (AM) policy data (to be used by the PCF) to determine AM policy control information sent to the AMF. The policy related data in the user profile may also include charging function information which is used to control per user specific chanrging policy in the PCF.
-	user policy control data (to be used by the PCF) to determine UE policy information (based on the user profile) sent to the UE.
-	session management (SM) policy data (to be used by the PCF) to determine SM policy control information sent to the SMF. This information may include similar information as the PDU Session policy control subscription information. 
The user profile information may be stored in the UDR and may be structured in such a way which allows the UDM to retrieve the AM-related data and SM-related data of the user profile and the PCF to retrieve the policy-related data of the user profile. 
This solution is similar to the principle from Solution #10, i.e., the UDM is able to create AM subscription data sent to the AMF by merging the UE subscription data and the corresponding user profile data. Similarly, the UDM is also able to create SM subscription data sent to the SMF by merging the UE subscription data and the corresponding user profile data. 
The user profile (e.g. stored in the UDR) may also store data type for information to be exposed. The data for exposure stored in the user profile would be exposed to AF only for exposure requests or subscription which are dedicated for a user ID.
6.X.3	Procedures
[bookmark: _Hlk163147891]6.X.3.1	Procedure for influencing the AM and UE policy by the user profile information
This procedure shows how the AM and UE policy is influenced by the user profile information. 


Figure 6.x.3.1-1: AM and UE policy influence by the user profile information
0a.	The upper layers in the UE indicate the user ID to the UE. 
0b.	The UDR stores one or more user profiles associated with User IDs (e.g. for User A, User B).
1.	The UE registers with the network. The user ID sis provided by the UE and authenticated and/or authorised by the network, i.e. the user ID can be declared as active user ID.
NOTE:	The registration procedure shown in step 1 includes some parts of the registration procedure as per TS23.502. The steps different from the registration procedure from TS23.502 are shown below in steps 2 to 11.
2.	The UDM retrieves the UE subscription data (by using the SUPI) and the user profile data (by using the active user ID). 
3.	The UDM determines the UE AM subscription data to be sent to the AMF, whereby the UDM considers the user profile information. The UDM merges the overlapping parameters between the UE subscription data and the user profile. The parameters from the user profile may behandled with higher priority.  In one example, the UDM can determine to not send to the AMF an S-NSSAI in the list of Subscribed S-NSSAIs, i.e. the Subscribed S-NSSAIs stored in the UE subscription data may include the S-NSSAI but the UDM decides based on the user profile inofmraiton to not include the S-NSSAI in the list of Subscribed S-NSSAIs.
4.	The UDM sends the UE AM subscription data to the AMF. The message can also include the user ID or the user profile ID.
5.	The AMF determines the Allowed NSSAI, registration area and other information applicatble for the UE registration. 
6.	The AMF sends a request for AM Policy association establishment and includes the SUPI and the user profile ID (or the user ID).
7.	The PCF retrieves from the UDR the Access and Mobility policy control subscription information (by using the SUPI as reference key) and the AM policy part user policy data from the user profile (by using the user ID as reference key). 
8a.	The PCF (e.g. AM-PCF) creates the AM policy control information to be sent to the AMF based on the received AM policy control subscription information and the AM policy part of the user profile information.
8b.	The PCF sends AM Policy association establishment response (or update) message to the AMF including the created AM policy control information.
9.	The AMF sends a Registration Accept message to the UE.
10.	The AMF sends a request for UE Policy association establishment and includes the SUPI and the user profile ID (or the user ID). 
11a.	The PCF retrieves from the UDR the UE context policy control subscription information (by using the SUPI as reference key) and the user policy part of the user profile information (by using the user ID as reference key). The PCF creates UE policy information based on the UE context policy control subscription information and the user policy part of the user profile information. 
	The UE policy information may include V2X Policy, ProSe Policy, Ranging/Sidelink Positioning Policy, A2X Policy. 
11b.	The PCF may trigger UE Configuration Update Procedure via the AMF in order to send the UE policy to the UE.
6.X.3.2	Procedure for influencing the SM policy by the user profile information
The procedure of SM policy influenced by the user profile information is shown in Solution #1, clause 6.1.3, steps 7a -7c. Especially the step 7b can be re-used and ehanced that the PCF retrieves from the UDR the PDU Session policy control subscription information (by using the SUPI as reference key) and, in addition, the PCF retrieves the AM policy part user policy data from the user profile (by using the user ID as reference key). 
6.X.3.3	Procedure for exposure of user identity profile information
The user profile is stored in the UDR and there is a data structure containing the data to be exposed to an AF. 
Editor's Note:	It is FFS which the data to be exposed and how this data is sent to the UDR. 
6.X.4	Impacts on services, entities and interfaces
Impacts to UDM:
-	retrieve AM and/or SM related data sets from the user profile information by using authorised (or active) user ID. 
-	create AM subscription data to be sent to the AMF and SM subscription data to be sent to the SMF by using the UE subscription data and the corresponding AM and/or SM related data sets from the user profile information.
Impacts to PCF:
-	handle user ID received from the AMF;
-	create AM policy control information for the AMF based on the based on the received AM policy control subscription information and the AM policy part of the user profile information;
-	create UE policy information to be sent to the UE based on the UE context policy control subscription information and the user policy part of the user profile information;
-	create SM policy control information for the SMF based on the based on the received PDU Session policy control subscription information and the SM policy part of the user profile information. 
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