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[bookmark: _Toc58920559][bookmark: _Toc145928444][bookmark: _Toc58920611][bookmark: _Toc145928503]3.1	Definitions
For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
5G enhanced positioning area: see TS 22.261 [3].
5G positioning service area: see TS 22.261 [3].
LCS Client: entity that interacts with GMLC for the purpose of obtaining location information for one or more UEs. The LCS Client may reside in the UE.
For the purposes of the present document, the following terms and definitions given in TS 23.271 [4] apply:
Call Related: see TS 23.271 [4].
Codeword: see TS 23.271 [4].
Current Location: see TS 23.271 [4].
Deferred location request: see TS 23.271 [4].
DL Positioning: positioning of a target UE in which the target UE obtains downlink measurements for a 3GPP RAT.
GNSS Assistance Data: see clause 6.5.2.1 of TS 37.355 [20].
Immediate location request: see TS 23.271 [4].
Last Known Location: see TS 23.271 [4].
LCS (LoCation Services): see TS 23.271 [4].
Local Co-ordinates: see TS 23.032 [8].
Local Location: location determined by Local Co-ordinate(s).
Located UE: see TS 23.586 [40].
Location Estimate: see TS 23.271 [4].
LOS/NLOS measurement indication: LOS-NLOS-Indicator as defined in TS 37.355 [20] or LOS/NLOS information as defined in TS 38.455 [15].
Positioning Reference Unit (PRU): see TS 38.305 [9].
Mobile Base Station Relay: see TS 23.501 [18].
PRU association: association of a PRU with an LMF by providing PRU related information to an LMF.
PRU dis-association: remove the PRU related information to dis-associate a PRU with an LMF.
Pseudonym: see TS 23.271 [4].
Pseudonym mediation device: Functionality that verifies pseudonyms to verinyms.
RAT Independent Positioning: positioning of a target UE in which the target UE obtains measurements not related to a 3GPP RAT.
Requestor: see TS 23.271 [4].
Requestor Identity: see TS 23.271 [4].
Response Method: for LCS Client using the OMA MLP protocol. Detail see TS 23.271 [4].
Scheduled Location Time: a future global time (e.g. UTC) at which a UE is to be located.
Service Type: see TS 23.271 [4].
Sidelink Positioning: see TS 23.586 [40]
SL Positioning Client UE: see TS 23.586 [40]
Target UE: see TS 23.271 [4].
UL Positioning: positioning of a target UE in which NG-RAN obtains uplink measurements of the target UE for a 3GPP RAT.
UL+DL Positioning: positioning of a target UE using both DL Positioning and UL Positioning.
Velocity: see TS 23.271 [4].
Verinym: see TS 23.271 [4].

* * * * Next change * * * *
5.4	UE LCS privacy
[bookmark: _Toc58920612][bookmark: _Toc145928504]5.4.1	General
An SL Positioning Client UE, LCS client or AF may or may not be authorised to retrieve the UE location, e.g. for commercial use. UE LCS privacy is a feature which allows a UE and/or AF to control which SL Positioning Client UE, LCS clients and AFs are and are not allowed access to UE location information. UE LCS privacy can be supported via subscription and via UE LCS privacy profile handling.
With subscription, privacy preferences for a UE are stored in a UE LCS privacy profile as part of UE subscription data in the UDM and queried from the UDM by another NF such as GMLC or NEF. The UDM may also store the UE privacy profile in the UDR. In this release of the specification, subscription of privacy preferences is restricted to the Call/Session unrelated Class as defined in clause 5.4.2.2.3 and the PLMN Operator Class as defined in clause 5.4.2.2.4.
With UE LCS privacy profile handling, the UE and/or AF can provide and update part of the UE privacy profile and provide it to the network as an update to the UDR. In this release of the specification, UE LCS privacy profile handling is restricted to the Location Privacy Indication as defined in clause 5.4.2.3.
The UE LCS privacy profile is used to indicate whether LCS requests from SL Positioning Client UE, LCS clients and AFs are allowed or disallowed, together with the POI as defined in clause 5.4.4.
NOTE:	In clause 5.4, even if the UE LCS privacy detail is only described for LCS client, the same detail is also applicable for AF and SL Positioning Client UE, if no exception statement.
[bookmark: _Toc58920613][bookmark: _Toc145928505]5.4.2	Content of UE LCS Privacy Profile
[bookmark: _Toc58920614][bookmark: _Toc145928506]5.4.2.1	General
The UE LCS privacy profile shall include information related to classes of LCS client, referred to as "privacy classes", which are permitted, or conditionally permitted, to obtain location information for the UE. Privacy classes are defined in clause 9.5.3 of TS 23.271 [4], but not all classes defined in TS 23.271 [4] are supported in this specification. Privacy classes are supported as described below. The differences between the Privacy classes for 5GS and those for EPS are described in Annex A.
The UE LCS privacy profile also includes the Location Privacy Indication, as defined in clause 5.4.2.3, which can be provided and updated by the UE and/or AFs.
[bookmark: _Toc58920615][bookmark: _Toc145928507]5.4.2.2	Privacy Classes
[bookmark: _Toc58920616][bookmark: _Toc145928508]5.4.2.2.1	Universal Class
The universal class defined in clause 9.5.3.1 of TS 23.271 [4] is not supported in this specification.
[bookmark: _Toc58920617][bookmark: _Toc145928509]5.4.2.2.2	Call/Session related Class
The call/session related class defined in clause 9.5.3.2 of TS 23.271 [4] is not supported in this specification.
[bookmark: _Toc58920618][bookmark: _Toc145928510]5.4.2.2.3	Call/Session unrelated Class
The call/session unrelated class defined in clause 9.5.3.3 of TS 23.271 [4] is supported for a 5GC-MT-LR and SL-MT-LR. The subscription options for the Call/Session unrelated Class may be assigned to an identified value added LCS Client, AF, SL Positioning Client UE, value added LCS Client group or service type as described in clause 7.1 and comprise one of the following alternatives:
-	positioning allowed without notifying the UE user (default case);
-	positioning allowed with notification to the UE user;
-	positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user or if there is no response to the notification;
-	positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user.
NOTE:	LCS service types are defined in TS 22.071 [2] and numeric values for LCS service types are listed in clause 17.7.8 of TS 29.002 [29].
	A default subscription as described in clause 9.5.3.3 of TS 23.271 [4] is included in the UE LCS privacy profile for any SL Positioning Client UE, value added LCS client or AF not otherwise identified for the Call/Session unrelated Class and defines one of the following alternatives:
-	positioning not allowed (default case);
-	positioning allowed with notification to the UE user;
-	positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user or if there is no response to the notification;
-	positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user.
The subscription options for the Call/Session unrelated Class may further indicate additional information for each identified value added LCS client, for each identified service type and for the unidentified value added LCS clients as follows:
-	A valid time period for positioning;
-	A valid geographic area for positioning.
The UE LCS privacy profile may also indicate that any unidentified value added LCS client or an LCS Client associated with an identified service type shall provide a codeword in order to locate the UE, where the codeword is verified by either a GMLC or the UE. When verification by a GMLC is indicated, a list of one or more codewords is included as part of the UE LCS privacy profile.
[bookmark: _Toc58920619][bookmark: _Toc145928511]5.4.2.2.4	PLMN Operator Class
The PLMN operator class defined in clause 9.5.3.4 of TS 23.271 [4] is supported.
[bookmark: _Toc58920620]NOTE:	The PLMN Operator Class (except O&M LCS client in the VPLMN) can be applied to SNPN.
Besides the types of client specified in clause 9.5.3.4 of TS 23.271 [4], the PLMN Operator Class also supports positioning by the following types of client:
-	NWDAF in the HPLMN (when the UE is currently being served by the HPLMN);
-	NWDAF in the VPLMN.
[bookmark: _Toc145928512]5.4.2.3	Location Privacy Indication (LPI)
The Location Privacy Indication is not defined in TS 23.271 [4]. The Location Privacy Indication defines whether LCS requests for UE from any LCS clients are allowed or disallowed.
The LPI at least includes one of the following global settings (for all SL Positioning Client UE, LCS clients and AFs):
-	Location for UE is disallowed (location for UE not allowed to any LCS client except where POI applies).
-	Location for UE is allowed (default setting, and LCS requests for UE from LCS clients are authorized based on their associated privacy classes as defined in clause 5.4.2.2).
NOTE:	Additional LPI values may be supported for additional differentiation of location request types.
The LPI also allows the following optional settings:
-	Valid time period for LPI, including start time and end time.
The LPI takes precedence on the subscribed privacy classes as defined in clause 5.4.2.2. The LPI allows a UE to override the location preference of the subscribed privacy classes. The usage of LPI is described in clause 6.1.2.
[bookmark: _Toc58920621][bookmark: _Toc145928513]5.4.3	Provision of UE LCS privacy profile
A generation or change to the LPI and/or UE entity in the External LCS Client list in UE LCS privacy profile is determined by the UE and provided to the network using N1 NAS message. It may be updated by UE any time.
An authorized AF is allowed to provision the LPI and/or UE entity in the External LCS Client list in UE LCS privacy profile for specific UE(s) via NEF.
NOTE:	The AF allowed to provision the UE LCS privacy profile is different from the AF sending location requests.
The LPI in UE LCS privacy profile may be provided or updated by the target UE during the 5GC-MT-LR and Deferred 5GC-MT-LR Procedure for Periodic, Triggered and UE Available Location Events. The updated profile is stored into the UDR by the UDM after the interaction with the AMF. The LPI in UE LCS privacy profile shall include an indication if location is allowed or disallowed and may include a valid time period for LPI as described in clause 5.4.2.3.
In addition, a notification is sent by the UDM in order to notify the subscribed consumer i.e. GMLC and NEF about the change of UE LCS privacy profile:
-	Target UE identity (one or both of GPSI and SUPI);
-	Updated UE LCS privacy profile.
[bookmark: _Toc58920622][bookmark: _Toc145928514]5.4.4	Privacy Override Indicator (POI)
The POI is used to determine whether the UE LCS privacy profile of the subscriber to be positioned shall be overridden by the request for location services. The POI is applicable only to regulatory services. The assignment of a POI value with an "override" or "not override" value in the LCS client profile (see clause 7.2.1) is done during the LCS client provisioning (out of scope of this specification). The type of LCS client requesting location information (i.e. emergency, law-enforcement etc.) shall determine the value of the POI assigned to the LCS client profile.
[bookmark: _Toc58920623][bookmark: _Toc145928515]5.4.5	LCS service authorization for an Immediate UE Location
UDM provides the UE LCS privacy profile to NEF and GMLC, if the information is available.
For a 5GC_MT_LR or SL-MT-LR request for immediate location, the GMLC in the HPLMN, or the HGMLC when the UE is roaming, determines whether the SL Positioning Client UE, LCS client or NF is authorized to retrieve UE location, based on the UE privacy profile.
NOTE 1:	The UE LCS privacy profiles are not sent to the VGMLC.
Authorization is determined by first verifying whether the location request is allowed according to the Location Privacy Indication (LPI) defined in clause 5.4.2.3. If the location request is not allowed, an error response is returned to the SL Positioning Client UE, LCS client, AF, or NF. If the location request is allowed according to the LPI, authorization is next verified according to the Call/Session unrelated Class for an SL Positioning Client UE, LCS Client or AF or according to the PLMN Operator Class for an NF.
For the Call/Session unrelated Class client types where POI does not apply, the HGMLC determines one of the following indications to be included in the location request forwarded to the serving AMF, or VGMLC in the case of roaming:
-	Location allowed without notification;
-	Location allowed with notification;
-	Location with notification and privacy verification; location allowed if no response;
-	Location with notification and privacy verification; location restricted if no response.
For PLMN Operator Class client types that are permitted to receive UE location information or where POI applies, a "location allowed without notification" is included.
For a Call/Session unrelated Class client type, which a geographic area restriction was included in the UE LCS privacy profile, the (H)GMLC performs an initial location by including a "location allowed without notification" indication in the location request sent to the VGMLC or AMF. The (H)GMLC then determines, based on the obtained location, whether location of the UE is allowed. If location of the UE is allowed subject to notification or verification, the (H)GMLC initiates a second location request to the VGMLC or serving AMF for the purpose of notification and/or verification only and includes one of the following indications in the second location request forwarded to the serving AMF, or VGMLC in the case of roaming:
-	Notification only
-	Notification and privacy verification only
When "Notification and privacy verification only" is included, the serving AMF shall report the result of privacy verification back to the (H)GMLC (i.e. location allowed, location not allowed or timeout on a response) and the (H)GMLC shall determine whether or not to return the location received for the first request back to the LCS client based or AF on this result.
For a direct NEF query to a serving AMF, or for an NEF query via the UDM, if GMLC is not involved, the NEF determines whether the AF or SL Positioning Client UE, is authorized to retrieve UE location, based on the UE LCS privacy profile.
NOTE 2:	Notification and verification are not supported for a direct NEF query to a serving AMF, or for an NEF query via the UDM. Consequently, when notification or verification are required, or may be required based on a geographic area restriction, an NEF shall forward a location request to a GMLC or return an error indication to the requesting AF.
[bookmark: _Toc58920624][bookmark: _Toc145928516]5.4.6	LCS service authorization for a Deferred UE Location
Support of UE LCS privacy for a deferred UE location is the same as that described in clause 5.4.5 for an immediate UE location with the differences and qualifications described in this clause.
An (H)GMLC or NEF shall subscribe to notification of a change in the UE LCS privacy profile from the UDM at the start of a deferred 5GC-MT-LR procedure and shall verify UE privacy both at the start of the deferred 5GC-MT-LR procedure and for each location result returned to an LCS client or AF based on the most recent UE LCS privacy profile received from the UDM.
If the UE LCS privacy profile indicates notification or verification of a location request is required for a particular value added LCS client, the (H)GMLC indicates this in the initial location request sent to the serving AMF and the serving AMF notifies the UE or verifies the location request with the UE, as for an immediate location request, when the UE first becomes reachable. The serving AMF also indicates the type of deferred location request in the NAS Location Notification Invoke Request sent to the UE. However, the location notification or verification is not repeated for each UE location in the case of a periodic or triggered 5GC-MT-LR.
For a value added LCS client, AF, value added LCS client group or LCS service type, for which a geographic area restriction was included, the (H)GMLC includes any request for notification or verification of the location request in the initial location request sent to the serving AMF. The (H)GMLC then determines whether a location result can be returned to the LCS client or AF based on whether the location result is or is not restricted by the geographic area restriction. If the location result is allowed by the geographic area restriction, the (H)GMLC does not perform a second location request to the serving AMF for the purpose of notification and/or verification only. If the location result is not allowed by the geographic area restriction, the (H)GMLC discards the location result without notifying the LCS client or AF.

* * * * Next change * * * *
[bookmark: _Toc58920667][bookmark: _Toc145928582]6.12.1	UE Location Privacy Setting Procedure Initiated by UE


Figure 6.12.1-1: UE Location Privacy Setting procedure initiated by UE
0.	NF (e.g. GMLC, NEF) may subscribe to UDM notifications of UE LCS privacy profile updates.
NOTE:	NF can decide to subscribe to such notifications while a deferred location request is on-going.
1.	If the UE has generated or updated the UE Location Privacy Indication, the UE sends the Location Privacy Indication to the AMF via UE Location Privacy Setting Request in N1 NAS message. The UE Location Privacy Indication indicates whether allows or disallows the subsequent LCS requests for the UE, as defined in clause 5.4. If the UE has generated or updated the event report expected area and optionally the area usage indication, e.g. based on UE power status, the UE Location Privacy Setting Request includes the event report expected area and the area usage indication.
	The UE Location Privacy Setting Request may include the identity of UE(s) with an indication if the UE(s) should be added or removed from the list of UE(s) in External LCS client list. Each new entity to be added to the External LCS client list should include the data as specified in Table 7.1-1.
2.	The AMF invokes a Nudm_ParameterProvision_Update (LCS privacy) service operation towards the UDM and the service operation carries the Location Privacy Indication information, entity update information of UE(s) in the External LCS client list and may include event report expected area and the area usage indication. The UDM stores or updates the UE LCS privacy profile in the UDR by invoking a Nudr_DM_Update (SUPI, Subscription Data) service operation accordingly.
3.	The AMF responses to the UE via UE Location Privacy Setting Response in N1 NAS message.
4.	UDM notifies the subscribed Network Function (e.g. GMLC, NEF) of the updated UE LCS privacy profile via Nudm_SDM_Notification Notify message.
5.	NF (e.g. GMLC, NEF) may unsubscribe to UDM notifications of UE LCS privacy profile updates e.g. if a deferred location procedure is cancelled.


* * * * Next change * * * *
7.1	UDM
For each UE subscriber the UDM stores LCS related data as part of the Subscriber Data Management (SDM) service as defined in clause 5.2.3.3.1 of TS 23.502 [19].
The privacy profile data is defined in table 7.1-1 containing data for the privacy classes for which location of the target UE is permitted. For the meaning of each LCS privacy profile data type and included data, refer to clause 5.4.2.
Table 7.1-1: LCS privacy profile data stored in the UDM for a UE Subscriber
	Privacy Profile Data Type
	Presence
	UDM data 

	Location Privacy Indication
	M



O
	Indication of one of the following mutually exclusive global settings:
[bookmark: _PERM_MCCTEMPBM_CRPT92220002___2]-	Location is disallowed
-	Location is allowed (default)

Time period when the Location Privacy Indication is valid

	[bookmark: _PERM_MCCTEMPBM_CRPT92220013___2][bookmark: _PERM_MCCTEMPBM_CRPT41150010___2][bookmark: _PERM_MCCTEMPBM_CRPT62960010___2][bookmark: _PERM_MCCTEMPBM_CRPT04320010___2][bookmark: _PERM_MCCTEMPBM_CRPT06300010___2][bookmark: _PERM_MCCTEMPBM_CRPT30290011___2][bookmark: _PERM_MCCTEMPBM_CRPT30650011___2][bookmark: _PERM_MCCTEMPBM_CRPT07930010___2]Call/session Unrelated Class
	M


O






O
O
O


O

O






O
O

O



O






O
O
O
	For any SL Positioning Client UE, LCS client or AF not in the external LCS client list or otherwise identified for the Call/session Unrelated Class, the following data may be present:
[bookmark: _PERM_MCCTEMPBM_CRPT92220004___2]-	One of the following mutually exclusive options:
[bookmark: _PERM_MCCTEMPBM_CRPT92220005___2]-	Location not allowed (default case)
-	Location allowed with notification
-	Location with notification and privacy verification; location allowed if no response
-	Location with notification and privacy verification; location restricted if no response
[bookmark: _PERM_MCCTEMPBM_CRPT92220006___2]-	Time period when positioning is allowed
-	Geographical area where positioning is allowed
-	Indication that codeword shall be checked in UE or one or more codeword values to be checked in GMLC

External LCS client list: a list of zero or more SL Positioning Client UEs, LCS clients, AFs and LCS Client groups with the following data for each entry:
[bookmark: _PERM_MCCTEMPBM_CRPT92220007___2]-	One of the following mutually exclusive options:
[bookmark: _PERM_MCCTEMPBM_CRPT92220008___2]-	Location allowed without notification (default case)
-	Location allowed with notification
-	Location with notification and privacy verification; location allowed if no response
-	Location with notification and privacy verification; location restricted if no response
[bookmark: _PERM_MCCTEMPBM_CRPT92220009___2]-	Time period when positioning is allowed
-	Geographical area where positioning is allowed
[bookmark: _PERM_MCCTEMPBM_CRPT92220010___2]
Service types list: a list of one or more service types for which the LCS client is allowed to locate the particular UE. The possible service types are defined in TS 22.071 [2]. The following data may be present for each service type in the list:
[bookmark: _PERM_MCCTEMPBM_CRPT92220011___2]-	One of the following mutually exclusive options:
[bookmark: _PERM_MCCTEMPBM_CRPT92220012___2]-	Location allowed without notification (default case)
-	Location allowed with notification
-	Location with notification and privacy verification; location allowed if no response
-	Location with notification and privacy verification; location restricted if no response
-	Time period when positioning is allowed
-	Geographical area where positioning is allowed
-	Indication that codeword shall be checked in UE or one or more codeword values to be checked in GMLC

	[bookmark: _PERM_MCCTEMPBM_CRPT04320011___2][bookmark: _PERM_MCCTEMPBM_CRPT06300011___2][bookmark: _PERM_MCCTEMPBM_CRPT30290014___2][bookmark: _PERM_MCCTEMPBM_CRPT30650014___2][bookmark: _PERM_MCCTEMPBM_CRPT07930013___2][bookmark: _PERM_MCCTEMPBM_CRPT92220014___2][bookmark: _PERM_MCCTEMPBM_CRPT41150011___2][bookmark: _PERM_MCCTEMPBM_CRPT62960011___2]PLMN Operator Class
	O
	LCS client list: a list of one or more generic classes of LCS client that are allowed to locate the particular UE. The following classes are distinguished:
[bookmark: _PERM_MCCTEMPBM_CRPT30290012___2]-	LCS client broadcasting location related information
[bookmark: _PERM_MCCTEMPBM_CRPT30290013___2]-	O&M LCS client in the HPLMN
-	O&M LCS client in the VPLMN
-	LCS client recording anonymous location information
-	LCS Client supporting a bearer service, teleservice or supplementary service to the target UE
-	NWDAF in the HPLMN (when the UE is currently being served by the HPLMN)
-	NWDAF in the VPLMN

	[bookmark: _PERM_MCCTEMPBM_CRPT30290015___2][bookmark: _PERM_MCCTEMPBM_CRPT30650015___2][bookmark: _PERM_MCCTEMPBM_CRPT07930014___2][bookmark: _PERM_MCCTEMPBM_CRPT04320012___2][bookmark: _PERM_MCCTEMPBM_CRPT06300012___2]User Plane Connection between UE and LCS Client or AF
	O
	Indication of one of the following mutually exclusive global settings:
-	UE is allowed to report periodic or triggered location events via user plane to an LCS Client or AF
-	UE is not allowed to report periodic or triggered location events via user plane to an LCS Client or AF (default)

	Event report expected area
	O
	Presents a geographical area generated by UE, which is used by GMLC to determine event report allowed area for the UE

	[bookmark: _PERM_MCCTEMPBM_CRPT30290016___2][bookmark: _PERM_MCCTEMPBM_CRPT30650016___2][bookmark: _PERM_MCCTEMPBM_CRPT07930015___2]Area usage indication
	O
	Indication of one of the following mutually exclusive global settings on using event report allowed area:
-	Inside reporting (default)
-	Outside reporting

	GMLC address list
	O
	Addresses of GMLC located in local network(s) which are allowed to be used for the UE positioning



The Mobile Originating data is defined in table 7.1-2 containing the LCS MO-LR services that a UE can receive.
Table 7.1-2: LCS Mobile Originated data for a UE Subscriber
	MO-LR Data
	Presence
	UDM data 

	[bookmark: _PERM_MCCTEMPBM_CRPT92220016___2][bookmark: _PERM_MCCTEMPBM_CRPT41150012___2][bookmark: _PERM_MCCTEMPBM_CRPT62960012___2][bookmark: _PERM_MCCTEMPBM_CRPT04320013___2][bookmark: _PERM_MCCTEMPBM_CRPT06300013___2][bookmark: _PERM_MCCTEMPBM_CRPT30290017___2][bookmark: _PERM_MCCTEMPBM_CRPT30650017___2][bookmark: _PERM_MCCTEMPBM_CRPT07930016___2]Mobile Originated data
	M


	List of MO-LR services allowed for a UE subscriber:
-	Basic Self Location (UE can receive its own location)
-	Autonomous Self Location (UE can receive location assistance data)
-	Transfer to Third Party 

	List of Assistance Data Types for MO-LR
	O
	A list of one or more types of location assistance data that may be provided to the UE in the MO-LR procedure.



The LCS broadcasting data is defined in table 7.1-3 containing a list of assistance data types for which ciphering keys should be provided to the UE if requested by the UE.
Table 7.1-3: LCS broadcasting data for a UE subscriber
	Broadcasting Data
	Presence
	Description

	List of Assistance Data Types
	O
	A list of one or more types of location assistance data for which ciphering keys should be provided to the UE if requested by the UE when the assistance data is broadcast using ciphering.



Other UE LCS subscriber data is defined in table 7.1-4 containing UE's subscription data related with LCS.
Table 7.1-4: UE LCS subscriber data
	UE LCS subscriber data
	Presence
	Description

	PRU indication
	O
	When present, it is used to indicate that the UE is allowed to serve as a PRU.

	LPHAP indication
	O
	When present, it indicates a UE requires low power and high accuracy positioning.

	LMF ID
	O
	An LMF ID which presents an LMF deployed in local network to support location service for the UE.

	Indication of user plane positioning between UE and LMF
	O
	When present, it indicates that the UE is allowed to use the user plane positioning between UE and LMF.




* * * * End of changes * * * *
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