

	
3GPP SA WG2 Meeting #160-Ad Hoc-e	S2-2400349
E-meeting, January 22 – 29, 2024
	CR-Form-v12.2

	CHANGE REQUEST

	

	
	23.503
	CR
	1244
	rev
	-
	Current version:
	18.4.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Handling of updated Maximum Group Data Rate

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	SA2

	
	

	Work item code:
	GMEC
	
	Date:
	2024-01-12

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	The current specification does not support an update of the Maximum Group Data Rate (MGDR) in case multiple PCFs are serving a 5G VN group. The issue is that there is no way for multiple PCFs to coordinate the update of the Remaining MGDR in UDR based on the new AF-provided MGDR value. In case all PCFs receive the updated 5G VN group data from UDR, they may all adjust the values for the Remaining MGDR, resulting in an erroneous Remaining MGDR. There are a few options to resolve this:
· Alt 1: Restrict 5G VN group to be served by a single PCF. This ensures that a single PCF is in control of adjusting the MGDR. However, it might not be desirable to use a single PCF when a 5G VN group is managed by multiple SMF (Sets) over multiple sites. It is also an unnecessary restriction for 5G VN groups that are not using MGDR and there is no way to know beforehand if an AF will provide a MGDR later (in case a 5G VN group was created without MGDR). 
· Alt 2: A central/single entity is assigned to re-calculate the Remaining MGDR in UDR. However, we currently have no such entity that can modify the policy control data in UDR. This would imply a late architecture change that was never discussed in the GMEC study.
· Alt 3: Require that the AF (or operator) provisions MGDR only when the group is created and disallow later updates of MGDR (i.e. similar to how 5G VN API handles DNN and S-NSSAI). This however seems an undesirable restriction for MGDR. 
· Alt 4: Add information to the policy control data in UDR that allows the PCF(s) to determine whether another PCF has already adjusted the values of the Remaining MGDR. This ensures that only a single PCF will adjust the Remaining MGDR each time the AF provides an updated value. 
It is proposed to use Alt 4 since it maintains the current architecture where only PCFs handle policy control data in UDR, it supports MGDR updates and also avoids the limitations to use a single PCF. It also has no impacts to the AF, NEF or 5GVN group data.

	
	

	Summary of change:
	Clarify how the Remaining MGDR can be handled using Alt 4 in case the AF updates the MGDR for a 5G VN group, as follows:
· When the PCF(s) receive updated 5G VN group data from UDR, and the group data includes a MGDR, the PCF(s) compare this value with a “Provisioned Maximum Group Data Rate” stored in the UDR policy control data. 
· If the values are different, the PCF copies the new value into the “Provisioned Maximum Group Data Rate” parameter and also adjusts the Remaining MGDR values based on the difference between the new MGDR value received in the 5G VN group data and the old MGDR value which was stored in the “Provisioned Maximum Group Data Rate”. 
· If the values are the same, the PCF does not need to do anything. It can then be assumed that the Remaining MGDR has already been adjusted by another PCF.


	
	

	Consequences if not approved:
	Updates of Maximum Group Data Rate by an AF results in erroneous enforcement.
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**** First Change ****

[bookmark: _Toc153803042]6.1.5	Group related policy control
Group related policy control supports limitation of the data rate per group and is only applicable to 5G VN groups, as described in clause 5.29.2 of TS 23.501 [2].
The Maximum Group Data Rate defines the maximum allowed aggregate data rate across all GBR and Non-GBR QoS Flows within the 5G VN group.
A Maximum Group Data Rate can be configured for a 5G VN group by the operator or provided by an AF. The Maximum Group Data Rate has an UL and a DL value.
The PCF monitors the data rate of the 5G VN group and ensures that it does not exceed the Maximum Group Data Rate for that group. The method of PCF to realize the above functions is the same as limitation of the data rate per network slice as defined in clauses 6.1.4.1 and 6.1.4.3 with the following differences:
-	Instead of handling Maximum Slice Data Rate per S-NSSAI, the UDR and PCF handles the Maximum Group Data Rate per 5G VN group.
-	Instead of deducting the value of the authorized Session-AMBR and the MBR of every GBR SDF for every PDU Session of the slice, the PCF deducts such value for every PDU Session accessing to the 5G VN group.
The PCF may receive the Maximum Group Data Rate as part of the 5G VN group data (within the subscription data set), as described in TS 23.501 [2], clause 5.29. The PCF(s) that have subscribed to modifications of 5G VN group data receive(s) a Nudr_DM_Notify notification in case the 5G VN group data has changed in UDR. The PCF handles the Maximum Group Data Rate for a 5G VN group as follows:
- 	When the PCF retrieves the Maximum Group Data Rate as part of the 5G VN group data (within the subscription data set) or receives a notification from UDR (for subscription data) indicating the update of Maximum Group Data Rate in the 5G VN group data, the PCF compares the values (UL and DL) received in the 5G VN group data with the values (UL and DL) stored in the Provisioned Maximum Group Data Rate in the UDR for policy data:
o 	If the values are the same, no further action is needed by PCF.
o 	If the values differ, the PCF:
1.	adjusts the Remaining Maximum Group Data Rate in the UDR for policy data, based on the difference between the old Maximum Group Data Rate value (retrieved in the Provisioned Maximum Group Data Rate) and new notified values for the Maximum Group Data Rate; and
2.	stores the received value of the Maximum Group Data Rate from the 5G VN group data (subscription data set) in the Provisioned Maximum Group Data Rate in the UDR policy data. 
NOTE: 	The above treatment is to ensure that there is a correct update of the Remaining Maximum Group Data Rate in case the AF has provided a Maximum Group Data Rate for a 5G VN group that did not have any Maximum Group Data Rate, or the AF has modified the Maximum Group Data Rate value.

**** Next Change ****

[bookmark: _Toc19197364][bookmark: _Toc27896517][bookmark: _Toc36192685][bookmark: _Toc37076416][bookmark: _Toc45194866][bookmark: _Toc47594278][bookmark: _Toc51836907][bookmark: _Toc153803055]6.2.1.3	Policy control subscription information management
The PCF may request subscription information at PDU Session establishment, PDU Session modification, during AM Policy Association Establishment procedure and during the UE Policy Association Establishment procedure.
The PCF may receive notifications on changes in the subscription information. Upon reception of a notification, the PCF shall make the policy control decisions necessary to accommodate the change in the subscription and shall update the SMF and/or the AMF if needed.
NOTE 1:	How the PCF provisions/retrieves information related with policy control subscription data is defined in TS 23.501 [2].
The policy control subscription profile information provided by the UDR during the UE Policy Association Establishment procedure using Nudr service for Data Set "Policy Data" and Data Subset "UE context policy control data" is described in Table 6.2-1:
[bookmark: _CRTable6_21]Table 6.2-1: UE context policy control subscription information
	Information name
	Description
	Category

	Subscriber categories
	List of category identifiers associated with the subscriber
	Optional

	Tracing Requirements
	Tracing requirements as defined in TS 32.421 [18]
	Optional

	PEI
	The Permanent Equipment Identifier of the UE.
	Optional

	OSId
	Identifies the operating system supported by UE.
	Optional

	Indication of UE support for ANDSP
	Indicates the UE support for ANDSP.
	Optional

	Indication of URSP Provisioning Support in EPS
	Indicates the UE support for URSP Provisioning in EPS.
	Optional

	S-NSSAI subscription information
	Contains the list of subscribed S-NSSAIs, its associated subscribed DNNs. For each DNN, it includes the Allowed PDU Session types, the Allowed SSC modes, LBO roaming allowed indication and the ATSSS information (NOTE 1).
	Optional

	Subscriber spending limits control
	Indicates whether the PCF must enforce UE policies based on subscriber spending limits.
	Optional

	CHF address
	The address of the Charging Function and optionally the associated CHF instance ID and CHF set ID (see clause 6.3.1.0 of TS 23.501 [2]).
	Optional

	Subscriber spending limits identifiers and statuses of the policy counters
	List of spending limits identifiers and statuses of the Policy Counters.
	Optional

	Restricted Status
	Indicates that the UE has a status of Restricted, lists its accompanying reason(s) and the Time stamp of when this status was stored (NOTE 2).
	Optional

	NOTE 1:	ATSSS information is defined in Table 5.2.3.3.1-1 of TS 23.502 [3] and Indicates whether MA PDU Session establishment is allowed.
NOTE 2:	Accompanying reason is according to Exception IDs defined in Table 6.7.5.1-1 of TS 23.288 [24]. For example, Unexpected UE location.



NOTE 2:	S-NSSAI subscription information can be part of UE context policy control subscription information and Session Management Subscription data/Slice Selection Subscription data. UDR implementation and the provisioning system are responsible for keeping the consistency of this information when both Data Sets are stored in the same UDR. The provisioning system is responsible for keeping the consistency of this information when both Data Sets are stored in different UDRs.
The policy control subscription profile information provided by the UDR at PDU Session establishment, using Nudr service for Data Set "Policy Data" and Data Subset "PDU Session policy control data" is described in Table 6.2-2.
[bookmark: _CRTable6_22]Table 6.2-2: PDU Session policy control subscription information
	Information name
	Description
	Category

	Allowed services
	List of subscriber's allowed service identifiers.
	Optional

	Subscriber categories 
	List of category identifiers associated with the subscriber.
	Optional

	Subscribed GBR
	Maximum aggregate bitrate that can be provided across all GBR QoS Flows for the DNN and S-NSSAI.
	Optional

	ADC support
	Indicates whether application detection and control can be enabled for a subscriber.
	Optional

	Subscriber spending limits control
	Indicates whether the PCF must enforce session management related policies based on subscriber spending limits.
	Optional

	Subscriber spending limits identifiers and statuses of the policy counters
	List of spending limits identifiers and statuses of the Policy Counters.
	Optional

	IP index information
	Information that identifies the IP Address allocation method during PDU Session establishment.
	Optional

	Background Data Transfer Reference ID(s)
	Reference ID(s) for Background Data Transfer Policies that apply to the UE.
	Optional

	Local routing indication
	Indication on whether AF influence on traffic routing is allowed or not allowed.
	Optional

	Service Function Chaining influence indication
	Indication on whether AF influence on Service Function Chaining is allowed or not allowed.
	Optional

	Subscribed UE-Slice-MBR(s)
	List of maximum aggregated uplink and downlink MBRs to be shared across all GBR and Non-GBR QoS Flows related to the same S-NSSAI according to the subscription of the user. There is a single uplink and a single downlink value per S-NSSAI.
	Conditional (NOTE 2)

	Restricted Status
	Indicates that the UE has a status of Restricted, lists its accompanying reason(s) and the Time stamp of when this status was stored (NOTE 3).
	Optional

	Charging related information
	This part defines the charging related information in the policy control subscription profile.
	

	Default charging method
	Default charging method for the PDU Session (online / offline).
	Optional

	CHF address
	The address of the Charging Function and optionally the associated CHF instance ID and CHF set ID (see clause 6.3.1.0 of TS 23.501 [2]).
	Optional

	Usage monitoring related information
	This part includes a list of usage monitoring profiles associated with the subscriber. Each usage monitoring profile is logically associated with a particular operator offer, and includes the following elements.
	

	Monitoring key
	An identifier to a usage monitoring control instance that includes one or more PCC rules.
	Conditional (NOTE 1)

	Usage monitoring level
	Indicates the scope of the usage monitoring instance (PDU Session level or per Service).
	Optional

	Start date
	Start date and time when the usage monitoring profile applies.
	Optional

	End date
	End date and time when the usage monitoring profile applies.
	Optional

	Volume limit
	Maximum allowed traffic volume.
	Optional

	Time limit
	Maximum allowed resource time usage.
	Optional

	Reset period
	Time period to reset the remaining allowed consumed usage for periodic usage monitoring control (postpaid subscriptions).
	Optional

	MPS subscription data
	This part defines the MPS subscription information in the policy control subscription profile.
	

	MPS priority
	Indicates subscription to MPS priority service; priority applies to all traffic on the PDU Session.
	Conditional (NOTE 1)

	IMS signalling priority
	Indicates subscription to IMS signalling priority service; priority only applies to IMS signalling traffic.
	Conditional (NOTE 1)

	MPS priority level
	Relative priority level for multimedia priority services.
	Conditional (NOTE 1)

	MCS priority
	Indicates subscription to MCS priority service; priority applies to all traffic on the PDU Session.
	Conditional (NOTE 1)

	MCS priority level
	Relative priority level for MCS services.
	Conditional (NOTE 1)

	NOTE 1:	The information is mandatory if the specific part is included in the subscription information (e.g. the monitoring key is mandatory if the usage monitoring information part is included).
NOTE 2:	The information is used in PCF as described in clause 6.2.1.9 when the monitoring of the UE-Slice-MBR for an S-NSSAI is performed at the PCF. There may be a UE-Slice-MBR value for each S-NSSAI, if applicable.
NOTE 3:	Accompanying reason is according to Exception IDs defined in Table 6.7.5.1-1 of TS 23.288 [24]. For example, Unexpected UE location.



NOTE 3:	Subscribed UE-Slice-MBR can be part of the Access and Mobility Subscription data as described in clause 5.2.3.3.1 of TS 23.502 [3] and can be part of the PDU Session policy control subscription information as described in Table 6.2-2. UDR implementation and the provisioning system are responsible for keeping the consistency of this information when both Data Sets are stored in the same UDR. The provisioning system is responsible for keeping the consistency of this information when both Data Sets are stored in different UDRs.
[bookmark: _CRTable6_23]Table 6.2-3: Remaining allowed usage subscription information
	Information name
	Description
	Category

	Remaining allowed usage related information
	This part includes a list of Remaining allowed usage associated with the subscriber.
	

	Monitoring key
	An identifier to a usage monitoring control included one or more PCC rules.
	Conditional (NOTE 1)

	Usage monitoring level
	Iindicates the scope of the usage monitoring (PDU Session level or service level).
	Optional

	Volume usage
	Remaining allowed traffic volume.
	Optional

	Time usage
	Remaining allowed resource time usage.
	Optional

	NOTE 1:	The information is mandatory if the specific part is included in the subscription information (e.g. the monitoring key is mandatory if the usage monitoring information part is included).



The Allowed services may comprise any number of service identifiers allowed for the subscriber in the PDU Session. The PCF maps those service identifiers into PCC rules according to local configuration and operator policies.
The Subscriber category may comprise any number of identifiers associated with the subscriber (e.g. gold, silver, etc.). Each identifier associates operator defined policies to the subscriber that belong to that category.
The Usage monitoring related information may comprise any number of usage monitoring control instances associated with the subscriber. In each usage monitoring control instance is mandatory to include the Monitoring key. The Reset period only applies to usage monitoring control instances that periodically reset the allowed usage (e.g. daily, monthly, etc.). If the Reset period is not specified, the usage monitoring control instance ends when the allowed data is consumed or when the End date is reached. The usage monitoring related information is used by the PCF instead of the respective information for the subscriber category.
The policy subscription profile may be extended with operator-specific information. Operator-specific extensions may be added both to any specific part of the policy control subscription information (e.g. to the subscriber category part), or as a new optional information block.
Handling of operator specific policy data by the PCF is out of scope of this specification in this release.
The latest list of PSIs and list of PSIs for the VPLMN ID(s) and its content delivered to the UE provided by the UDR during the UE Policy Association Establishment procedure using Nudr service for Data Set "Policy Data" and Data Subset "Policy Set Entry" is described in Table 6.2-4.
[bookmark: _CRTable6_24]Table 6.2-4: Policy Set Entry
	Information name
	Description
	Category

	Policy Set Entry
	List of PSIs and content for each PSI. Content may be Access Network Discovery & Selection Policy Information or UE Route Selection Policy information or both.
The list of tuples (PLMN ID, list of PSIs associated with the PLMN ID) may also be included.
	Optional



The network slice specific policy control information is per S-NSSAI information stored by the UDR and updated by the PCF during PDU Session Establishment or Modification procedure using Nudr service for Data Set "Policy Data" and Data Subset "Network Slice Specific Control Data" is described in Table 6.2-5:
[bookmark: _CRTable6_25]Table 6.2-5: Network slice specific policy control information
	Information name
	Description
	Category

	Maximum Slice Data Rate for UL (per S-NSSAI)
	The maximum uplink data rate for the specific network slice.
	Optional
(NOTE 2)

	Maximum Slice Data Rate for DL (per S-NSSAI)
	The maximum downlink data rate for the specific network slice.
	Optional
(NOTE 2)

	Remaining Maximum Slice Data Rate for UL (per S-NSSAI)
	The remaining maximum uplink data rate for the specific network slice (NOTE 1).
	Optional
(NOTE 3)

	Remaining Maximum Slice Data Rate for DL (per S-NSSAI)
	The remaining maximum downlink data rate limited for the specific network slice (NOTE 1).
	Optional
(NOTE 3)

	NOTE 1:	The initial value is set to the Maximum Slice Data Rate for UL/DL value.
NOTE 2:	The information is only used for limitation of data rate per network slice with assistance of the NWDAF.
NOTE 3:	The information is only used for limitation of data rate per network slice with PCF based monitoring.



The policy control subscription profile information is per SUPI information, provided by the UDR using Nudr service for Data Set "Policy Data" and Data Subset " Access and Mobility policy control data" is described in Table 6.2-6:
[bookmark: _CRTable6_26]Table 6.2-6: Access and Mobility policy control subscription information
	Information name
	Description
	Category

	Subscriber spending limits control
	Indicates whether the PCF must enforce Access and Mobility management related policies based on subscriber spending limits.
	Optional

	CHF address
	The address of the Charging Function and optionally the associated CHF instance ID and CHF set ID (see clause 6.3.1.0 of TS 23.501 [2]).
	Optional

	Subscriber spending limits identifiers and statuses of the policy counters
	List of spending limits identifiers of the Policy Counters.
	Optional

	Restricted Status
	Indicates that the UE has a status of Restricted, lists its accompanying reason(s) and the Time stamp of when this status was stored (NOTE 1).
	Optional

	NOTE 1:	Accompanying reason is according to Exception IDs defined in Table 6.7.5.1-1 of TS 23.288 [24]. For example, Unexpected UE location.



[bookmark: _CR6_2_1_4]The 5G VN group specific policy control information is per group information stored by the UDR and updated by the PCF during PDU Session Establishment or Modification procedure using Nudr service for Data Set "Policy Data" and Data Subset "5G VN Group Specific Control Data" is described in Table 6.2-7:
Table 6.2-7: 5G VN Group specific policy control information
	Information name
	Description
	Category

	Provisioned Maximum Group Data Rate for UL
	The maximum uplink data rate for the specific 5G VN group (see clause 6.1.5). (NOTE 2)
	Optional

	Provisioned Maximum Group Data Rate for DL 
	The maximum downlink data rate limited for the specific 5G VN group (see clause 6.1.5). (NOTE 2)
	Optional

	Remaining Maximum Group Data Rate for UL
	The remaining maximum uplink data rate for the specific 5G VN group (NOTE 1).
	Optional
(NOTE 2)

	Remaining Maximum Group Data Rate for DL
	The remaining maximum downlink data rate limited for the specific 5G VN group (NOTE 1).
	Optional
(NOTE 2)

	NOTE 1:	The initial value is set to the Maximum Group Data Rate for UL/DL value and/or operator policies. The Maximum Group Data Rate is part of the 5G VN group data stored at the UDR subscription data.
NOTE 2:	The initial value is set to the provisioned Maximum Group Data Rate for UL/DL value as described in clause 6.1.5.
NOTE 2:	The information is only used for limitation of data rate per 5G VN group with PCF based monitoring as described in clauses 6.1.5 and 6.2.1.11.	Comment by Ericsson User: This note was copied form the slice related maximum data rate (table 6.2-5), but it is not needed in the 5GVN case since the PCF-based monitoring is the only solution for enforcing the 5GVN group data rate, there is no NWDAF based option. 




**** End of Changes ****
