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	Reason for change:
	For the HR-SBO session, the AF can send AF request to the V-NEF to influence the traffic routing. In the current specification, for HR-SBO session, the AF request should always be stored in the V-UDR and notified to the V-SMF via V-NEF in later procedures no matter whether the target UE is identified by SUPI or UE IP address. But for LBO and non-roaming sessions, the AF request targeting a UE by the UE IP address should be sent to the PCF as defined in 4.3.6.4. So the V-NEF should differentiate the scenarios and invoke different services to handle the AF requests.

	
	

	Summary of change:
	Clarifications and corrections are added about how V-NEF differentiate the scenarios of HR-SBO session and LBO session.

	
	

	Consequences if not approved:
	How to differentiate the AF requests for HR-SBO and LBO sessions and how to hanlde the AF requests (storing in the UDR or sending to the PCF) are not clear.
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	This CR's revision history:
	Changes in SA2 #157:

To resolve the EN in TS 23.502 about 
Editor’s Note: Whether other parameters besides UE IP range are needed for scenario differentiation by the NEF is FFS.
Clarifications are added. For the AF request sent towards the V-NEF by the V-AF, there are two scenarios:
a. If the UE firstly connects and communicates with the V-AF via the HR-SBO session before the insertion of ULCL/L-PSA, the V-AF will get the UE’s public IP address after H-PLMN’s NAT. Then the UE IP address in the AF request can be differentiated by the V-NEF since different PLMN have different public IP address range.
b. If the UE is communicating with the V-AF via the HR-SBO session after the insertioin of ULCL/L-PSA, the local traffic steering towards EAS in V-PLMN shall be forwarded with public the public IP address after NAT since the private IP address of the UE is allocated by the HPLMN and the HPLMN is not in the same IP domain with the EAS deployed in VPLMN. The UE IP address in the AF request should be the public IP address allocated by the NAT instance deployed in L-PSA of VPLMN in this scenario.

For the non-roaming or LBO scenario, the IP address in the AF request can be the private IP address or public IP allocated by the VPLMN.

For scenario a, the V-NEF can differentiate the AF request for HR-SBO and non-roaming/LBO scenario. For scenario b, this CR adds clarifications about the local traffic steering after NAT. Then the V-NEF can also differentiate the  AF requests since the IP addresses are all allocated by the VPLMN.
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********** 1st Change **********
[bookmark: _Toc131529441][bookmark: _Toc131529452]6.7	Support of the local traffic routing in VPLMN for Home Routed PDU Session for roaming (HR-SBO)
[bookmark: _Toc131529442]6.7.1	General
When roaming, the UE establishes a Home Routed Session that is capable of supporting session breakout in V-PLMN based on the subscription. In this scenario, the Home PLMN and Visited PLMN have an agreement on the support of the local traffic routing (i.e. session breakout performed by V-SMF also called HR-SBO) in VPLMN for the home routed session.
After establishing the HR-SBO PDU Session, the UE can access EAS deployed in EHE in VPLMN while the UE can also access the data network in the Home PLMN. For the HR-SBO PDU Session, the data traffic from the UE to the EAS shall be routed by the local UPF using NAT for public IP address translation.
The reference architecture supporting this scenario is depicted in Figure 4.2-5 in clause 4.2.

********** 2nd Change **********
6.7.4	AF request on PDU Sessions supporting HR-SBO
For HR-SBO PDU Sessions, the AF in VPLMN may send to V-NEF an AF request to influence traffic routing (e.g. for the purpose of subscription to UP path management events on HR-SBO Sessions in VPLMN). The AF request for the HR-SBO PDU Session (which can be differentiated from the non-roaming and LBO PDU Session by the V-NEF according to the UE IP address in the AF request) from the AF is stored as Application Data (Data Subset = AF traffic influence request information) in the UDR of VPLMN as described in clause 4.3.6 of TS 23.502 [3]. To obtain the AF traffic influence request information, the V-SMF managing the PDU Session supporting HR-SBO subscribes to the NEF in VPLMN for notification of Application Data modification as specified in clause 4.3.6 of TS 23.502 [3].
********** End of Change ************ 

