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	Add a new clause to describe identifers for PIN.

The 5G System already supports group identification and group membership management through External Group ID and Internal Group ID.
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It is proposed that a PIN is identified externally by a PIN ID.
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* * * * 1st change  * * * *
[bookmark: _Toc20149888][bookmark: _Toc27846687][bookmark: _Toc36187818][bookmark: _Toc45183722][bookmark: _Toc47342564][bookmark: _Toc51769265][bookmark: _Toc131516603][bookmark: _Toc20149626][bookmark: _Toc27846417][bookmark: _Toc36187541][bookmark: _Toc45183445][bookmark: _Toc47342287][bookmark: _Toc51768985][bookmark: _Toc114664949][bookmark: _Toc20149656][bookmark: _Toc27846447][bookmark: _Toc36187571][bookmark: _Toc45183475][bookmark: _Toc47342317][bookmark: _Toc51769015][bookmark: _Toc114664979]5.9.7	Internal-Group Identifier
The subscription data for an UE in UDR may associate the subscriber with groups. A group is identified by an Internal-Group Identifier.
NOTE 1:	A UE can belong to a limited number of groups, the exact number is defined in stage 3 specifications.
NOTE 2:	In this Release of the specification, the support of groups is only defined in non-roaming case.
The Internal-Group Identifier(s) corresponding to an UE are provided by the UDM to the SMF as part Session Management Subscription data and (when PCC applies to a PDU Session) by the SMF to the PCF. The SMF may use this information to apply local policies and to store this information in CDR. The PCF may use this information to enforce AF requests as described in clause 5.6.7.
The Internal-Group Identifier(s) corresponding to an UE are provided by the UDM to the AMF as part of Access and Mobility Subscription data. The AMF may use this information to apply local policies (such as Group specific NAS level congestion control defined in clause 5.19.7.5).
The Internal-Group Identifier(s) for PIN is further defined in clause 5.44.x.

* * * * 2nd change  * * * *


5.44	Support for Personal IoT Networks
[bookmark: _Toc114665620][bookmark: _GoBack]5.44.x	PIN Identifiers
A PIN is identified by a PIN ID. The PIN ID may be generated externally to 5GC by PIN AF or preconfigured in 5GS. The PIN ID exchanged externally to the 5GC corresponds to the External Group ID and it is map to the Internal Group ID.  
The Internal Group ID for PIN has the NAI format, where the username is the PIN ID assigned by PIN AF and the realm is the FQDN associated to the domain managing the PIN network, i.e the FQDN of the PIN AF or of PEMC, such as “PIN_ID_got_from_AF@PIN.example.com”. The Internal Group ID for PIN may be also preconfigured in the 5GC
The PEGCs that are part of a PIN are identified by an External Group ID by the AF for PIN which is map to an Internal Group ID which are stored in UDR. The AF for PIN may use the External Group ID which corresponds to the PIN ID to manage the list of PEGC(s) that are part of a PIN for managing of PIN membership, for providing URSP guidance and QoS requests applicable to all the PEGCs.
The authorisation for a PEGC to be assigned to a PIN is specified in clause 5.44.y
5.44.y	PIN authorisation 
The addion of a UE acting as a PEGC to a PIN network is authorized by 5GC as described in clause. 
In case of dynamically assignment of PEGC to a PIN, before that a PEGC is assigned to a specific PIN , the Internal Group ID stored in UDM has a default value which indicates that UE can act as a PEGC for PINs managed by AF of PIN service provider.	When PIN AF requestes to create a PIN or to add UE(s) to a PIN, the PIN AF send the request including the the PIN ID\External Group ID=”PIN_ID_got_from_AF”  for a UE or a group of UE(s) acting as PEGC  (e.g. using GPSI).  the UDM verifies whether the within UDM  subscription data of the UE(s) includes an entry for PIN. If the entry is missing or empty, the UE is not allowed to act as a PEGC for any PIN. If the entry includes a default value the UE is allowed to act as a PEGC. Then the received PIN ID, e.g. PIN_ID_got_from_AF”, is stored in UDM replacing the default value of Internal Group ID. If the request is received by an AF not corresponding to the domain of the default value, the UE is not authorized to act as  a PEGC for such PIN. The initial default value can be a generic withtou any reference to a specific domain name of a PIN service provider  to indicate that a UE can act as a PEGC for any PIN managed by any AF. 
If the UDM has revived by PIN AF only the PIN ID as External Group ID withtou a list of GPSI, the UDM performs the requested action of adding/deleting/updating the PIN information for all UEs with the corresponding  External Group ID, if it is already present.
In case of preconfigured assignment of PEGC to a PIN,  the UE subscription data in UDM includes a specific value indicating which is  the PIN ID  preconfigured via OAM,
Editor’s note: the Internal Group ID may have a NAI format where username corresponds to the PIN ID and the realm to the domain of the PIN service provider, such as “PIN_ID@ PIN.example.com”, alternatively the Internal Group ID may have the FQDN format where the PIN ID and the domain name of the PIN service provider  are concatenated such as “PIN<PIN_ID>.PIN.example.com”.  The default value may include an indicator that a PIN ID is not yet assigned which is replaced by the assigned PIN value when the PIN is created and the value is passed to 5GC by AF. The default value may include a generic indication that the UE can act as a PEGC for any PIN network provided by any PIN service pèrovider or include the spefici indication of which is the serving PIN provider authorised for such UE.
Once the format of Internal Group ID for PIN  has been decided and added to TS 23.003, this Editor's note will be removed.
The PMEC can only perform dynamical assignement of PEGC to a PIN via the PIN AF, since in this release the PMEC can not provide  the request to add/update/delete the PEGC to a PIN. The PMEC can use the preconfigured assignment of PEGC to a PIN. 

* * * * End of change * * * *

