

SA WG2 Temporary Document
Page 2

3GPP TSG-WG SA2 Meeting #157 	S2-2306383
Berlin, Germany, 22 – 26 May, 2023     		       (revision of S2-220xxxx)
Source:	Google
Title:	Way forward proposal for PIN identifiers and Session Management for PIN
Document for:	Discussion
Agenda Item:	9.3.2
Work Item / Release:	PIN / Rel-18
Abstract: This paper proposes way forwards for resolving an Editor’s Notes about one PIN served by more than one PDU sessions in PEGC in TS23.501 clause 5.44.3. 
1. Discussion
This paper proposes way forwards for resolving the following Editor’s Note in TS23.501 clause 5.44.3. 
Editor's Note: One PIN served by more than one PDU sessions in PEGC is FFS.
Observation#1: 
In S2-2306178, it has been agreed that a PIN is identified by a PIN ID which can be used in URSP rule in TD. The External Group Identifier is used to associate all PEGCs in a PIN.
If one PIN is identified by a PIN ID and AF uses an External Group Identifier to provision parameters/group data for a PIN. The PIN group is the same as a 5G VN Group. If using a 5G VN Group for a PIN, based on the TS23.502, clause 4.15.6.3b and 4.15.6.3c, a PIN can only serve one specific PDU sessions shared by the 5G VN Group members in the PIN. The one to one association between a PIN ID and the 5G VN Group identified by External Group Identifier results in impractical use cases that restrict on supporting multiple PDU sessions in a PIN. 
Proposal#1: It is proposed to reconsider the following three requirements for PIN:
1. Direct mapping between one PIN ID and one 5G VN Group (identified by an External Group Identifier) 
2. Association between one 5G VN Group and one PDU Session in group data for PIN service. 
3. External Group ID is used to associate with all PEGCs as PIN group members in a PIN. 
Observation#2:  
In TS23.502, clause 4.15.6.3b and 4.15.6.3c, for a 5G VN Group, the AF may provide 5G VN group data together with External Group ID. The 5G VN Group data includes DNN, S-NSSAI, Application descriptor, etc., which is associated to a PDU Session for specific services. 
If reusing 5G VN Group for a PIN, an External Group Identifier is used for associating a 5G VN group data. In support of multiple PDU sessions, the AF needs to provide multiple 5G VN Group data for different PIN services, e.g. 5G VN Group data per External Group ID together with a PIN ID. 
For a PEGC in a PIN, the PEGC can serve a group of PINEs that needs a specific PIN service (with specific DNN and S-NSSAI). In support of different PIN services at a PEGC for a PIN, a PIN needs to support multiple 5G VN Groups and each 5G VN Group is associated to different list of PEGCs in the PIN for different services.
Proposal#2: (Option A) Existing 5G VN Group mechanism for PIN can be enhanced by enabling multiple 5G VN Groups for different PIN services in a PIN. The 5G PIN Identification can follow the following principles:
· A new PIN ID can be introduced to associate all PEGCs as PIN group members for a PIN. 
· The PIN ID can also be “further” associated with multiple 5G VN Groups for different services required by a group of PEGCs in the PIN. 
· An External Group Identifier of a 5G VG Group is associated to a specific PIN service. And the External Group Identifier can be translated to one Internal Group Identifier within a PIN. 
· For URSP rule for PIN, External Group ID or Internal Group ID can be used in TD. 
For example, as shown in Figure 1: UE-X and UE-Y are both with PEGC. UE-X are members of PIN#1 (identified by PIN-ID#1) and PIN#2 (identified by PIN-ID#2). 
· For UE-X, it can serve multiple PDU Sessions for different applications required by its PINs.
· PIN-ID#1 needs to serve PINEs behind it using PDU Session#A and PDU Session#B.
· PIN-ID#2 needs to serve PINEs behind it using PDU Session#B and PDU Session#C.
· External Group ID#B is associated to a shared PDU Session#B which is shared by both PIN-ID#1 and PIN-ID#2.
· For UE-Y, it can serve multiple PDU Sessions for different applications required by its PIN-ID#2.
· PIN-ID#2 can serve PINEs behind it using PDU Session#B and PDU Session#C.
· External Group ID#B is associated to PDU Session#B.
· For External Group ID#A, associated to the services using PDU Session A, it includes GPSI of UE-X.
· For External Group ID#B, associated to the services using PDU Session B, it includes GPSI of UE-X and GPSI of UE-Y.
· For External Group ID#C, associated to the services using PDU Session C, it includes GPSI of UE-X and GPSI of UE-Y.


Figure 4: diagram of PIN identifiers design (Option A)
Observation#3:  
In S2-2306178, it has been agreed that a PIN is identified by a PIN ID which can be used in URSP rule in TD. The External Group Identifier is used to associate all PEGCs in a PIN. 
If reusing 5G VN Group for a PIN, the PIN ID can be an External Group Identifier. In support of multiple PDU sessions, each 5G PIN Service Group data includes DNN, S-NSSAI, Application descriptor, etc., which is associated to a PDU Session for a specific service. The AF needs to provide multiple 5G PIN service group data for different PIN services, e.g. Each PIN service ID and its associated 5G PIN service group data together with External Group ID as PIN ID. 
For a PEGC in a PIN, the PEGC can service a group of PINEs that need the specific PIN service (with specific DNN+S-NSSAI). In support of different services at a PEGC for a PIN, a PIN needs to support multiple 5G PIN Service Groups and each 5G PIN Service Group is associated to different list of PEGCs in the PIN for different services.
Proposal#3: (Option B) Existing 5G VN Group mechanism for PIN can be extended by defining PIN service group, i.e. a PIN service group is identified by a PIN service ID and a PIN ID can be an External Group Identifier. The 5GS needs to manage PDU sessions by using PIN service ID in URSP rule. The 5G PIN Identification can follow the following principles:
· The PIN ID is External Group Identifier that can be used to associate all PEGCs as PIN group members for a PIN. 
· The External Group Identifier can be translated to multiple 5G PIN Service Groups within a PIN. 
· A new Service Group Identifier or Internal Group Identifier can be used to associate with a 5G PIN Service Group for a specific service. 
· For URSP rule for PIN, PIN service group ID or Internal Group ID can be used in TD. 
For example, as shown in Figure 2: UE-X and UE-Y are both with PEGC. UE-X are members of PIN#1 (identified by External Group ID#1) and PIN#2 (identified by External Group ID#2). 
· For UE-X, it can serve multiple PDU Sessions for its PINs.
· External Group ID#1 as PIN#1 needs to serve PINEs behind it using PDU Session#A and PDU Session#B.
· External Group ID#2 as PIN#2 needs to serve PINEs behind it using PDU Session#B and PDU Session#C.
· Internal Group ID#B is associated to a shared PDU Session#B which is shared by both PIN#1 and PIN#2.
· For UE-Y, it can serve multiple PDU Sessions for different applications required by its PIN#2.
· External Group ID#2 needs to serve PINEs behind it using PDU Session#B and PDU Session#C.
· For Internal Group ID#A, associated to the services using PDU Session A, it includes SUPI of UE-X.
· For Internal Group ID#B, associated to the services using PDU Session B, it includes SUPI of UE-X and SUPI of UE-Y.
· For Internal Group ID#C, associated to the services using PDU Session C, it includes SUPI of UE-X and SUPI of UE-Y.


Figure 2: diagram of PIN identifier design (Option B)
Observation#4: 
For URSP rule for PIN, if PIN ID is used in the TD for selecting the corresponding PDU session indicated in RSD, the URSP rule can only support one PIN served by one PDU session in a PEGC. This is because the PIN ID cannot be related to a 5G VN Group (Option A) or a PIN service group (Option B). Since a PEGC needs to serve multiple PDU sessions for PINs, a PIN traffic needs to be matched with associated PDU session regardless which PIN of the PIN traffic is associated with.
Proposal#4: It is proposed to use terminology of PIN descriptor in TD of the URSP rule. The PIN descriptor can be External Group ID (Option A) or Internal Group ID (Option A or B). 
Observation#5: 
The pros and cons for option A and option B:
	
	Option A
	Option B

	Enhancement
for 5G VN Group
	· In support of different services at a PEGC for a PIN, a PIN needs to support multiple 5G VN Groups and each 5G VN Group is associated to different group of PEGCs in the PIN for different services.
· The AF needs to provide multiple 5G VN Group data for different PIN services, e.g. 5G VN Group data per External Group ID together with a PIN ID. 
· Using External Group Identifier or Intern Group Identifier in TD of URSP rule for PIN.
	· In support of different services at a PEGC for a PIN, a PIN needs to support multiple 5G PIN Service Groups and each 5G PIN Service Group is associated to different group of PEGCs in the PIN for different services.
· The AF needs to provide multiple 5G PIN service group data for different PIN services, e.g. 5G PIN service group data per PIN Service group ID together with External Group ID as PIN ID.
· Using Internal Group Identifier in TD of URSP rule for PIN.

	Pros
	· The existing 5G VN Group data and External Group Identifier can be applied and associated to one specific service.
	· The existing agreement on PIN ID and External Group Identifier remain true.

	Cons
	· May need to introduce 5G PIN Service ID to associate with all PEGCs in a PIN and multiple 5G VN Groups.
	· Need to introduce a new ID for identifying PIN service group or use Internal Group Identifier to associate 5G PIN service group data.



2. Conclusion
It is proposed to agree on the above proposals, determines option A/option B as way forward, and implement the corresponding changes in the following CRs for TS23.501, TS23.502, and TS23.503.
· S2-2306384, TS23.501 CR: Resolving Editor’s Note for one PIN serving multiple PDU Sessions
· S2-2306385, TS23.501 CR4287 r2: PIN identifiers 
· S2-2306386, TS23.502 CR: 5G VN group for PIN (option A: 5G VN group data or optionB: 5G PIN service group data) 
· S2-2306387, TS23.503 CR: Clarification on URSP rules for PIN 
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