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1. Introduction
Agreed CR S2-2301458 contains the following:
Editor’s note:	it is FFS if both H-NWDAF and V-NWDAF need to have roaming entry capability.
Editor's note: It is FFS whether an analytics profile is required in addition to analytics.
Editor's note: Handling of NSSAIs is FFS. Does source or target PLMN perform a mapping, and are both mapped and original S-NSSAIs required?
Editor's note: It is ffs whether an indication about inbound or outbound roaming scenario is required.
Editor's note:	How to indicate requesting roaming analytics (e.g. using Analytics Filter Information as below) by the analytics consumer is FFS.
Agreed CR S2-2301990 contains the following:
Editor´s note: Its is ffs if the NWDAF with roaming entry capability will be slice-specific, and if so how slices are used in the discovery
Editor´s note: Parameters and how to discover V-NWDAF of VPLMN from NRF is FFS.
Editor´s note: Its is ffs whether separate Roaming Analytics and Roaming data services for inbound and outbound roaming scenarios are required.
2. Discussion

1.	Roaming Entry capability of H-NWDAF and V-NWDAF
It has been agreed as conclusion of the study that input data and analytics can be retrieved both by HPLMN from VPLMN and vice versa. Thus, a roaming entry capability is required both at H-NWDAF and V-NWDAF. However, it is up to operator policy regarding the analytics and input data that are to be shared whether a network provides a H-NWDAF and/or a V-NWDAF with roaming entry capabilities.
It is up to operator policy whether a network provides a H-NWDAF and/or a V-NWDAF with roaming entry capabilities.

2.	Is there a need for an NWDAF to know inbound or outbound roaming scenario?
For the inbound and outbound roaming scenario an operator may support different analytics IDs and input data and apply different filtering. Also procedures for user consent check and data collection will differ. Deployments with separate dedicated entities may thus be desirable.
The entry NWDAF will need to know whether it acts as H-NWDAF of V-NWDAF
3.	Is there a need for a separate discovery of entry NWDAF for inbound or outbound roaming scenario?
Deployments with separate dedicated entities as entry H-NWDAF of V-NWDAF may be desirable due to different required procedures or operators.
A separate discovery of entry NWDAF for inbound or outbound roaming scenario seems desirable

4.	How to discover an entry NWDAF?
Entry NWDAFs can be discovered at the NRF via the dedicated services they offer. Separated services for inbound and outbound roaming users would ease a separate discovery.

5.	Analytics Profile.
Operators may desire to limit the amount of exposed analytics information (both in terms of analytics IDs and parameters) about outbound roaming users to a small amount of what is available in analytics and may also want to know the analytics information that can be obtained from peer operators to prepare to use this information in their network.
The intention of the analytics profile is to define a simple format with essential analytical information in the hope that this can ease the interoperability and simplify the provisioning and use of analytical information.
It is suggested to support an analytics profile for an outbound roaming user in addition to analytics.

6.	 Should a specific entry NWDAF per slice be used?
It would complicate the interoperability arrangements between operators considerably to provide slice-specific entry H-NWDAF or V-NWDAF.
Also, many existing analytics IDs support S-NSSAI as filter information which only works if the NWDAF is not slice specific.
The entry NWDAF is not slice-specific

6.	 Mapping of slice information between PLMNs
If different N-SSAIs are in use in different PLMNs a mapping is required. However, sending S-NSSAIs both of the of the originating and target PLMN as analytics information seems not required. 
It is suggested to clarify in standards whether the N-SSAI mapping is to be done at the originating or terminating side, but not to introduce new related analytics filter parameters.


