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	Reason for change:
	This CR aims at specifying support of influencing UPF and EAS (re)location for collections of UEs as concluded in TR 23.700-48 clause 8.4.

 The following NOTE is in conclusion: 
“NOTE 4:	The control of the validity of the common EAS stored in 5GC can be discussed and decided in normative phase.”

In current solution, if SMF determines the UE belongs to a collection of UEs, it will indicate EASDF to directly respond to UE the DNS query with the same EAS IP address without querying DNS system to resolve the FQDN.

However, based on current DNS mechanism (as described in 1) and 2)), if the network (e.g. SMF, UDR) buffers the EAS IP address for a long time and returns same address to collection of UEs, the buffered IP address may become invalid if the valid time (e.g. TTL) exceeds, or the server load balance can’t be guaranteed.

1) The DNS resolver caches the IP address corresponds to FQDN(s) which it receives in responses for specific time interval based on TTL (time to live, the time interval that the resource record maybe cached before the source of the information should again be consulted). When the time exceeds the TTL value (e.g. 10 minutes), this IP address becomes invalid.
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2) To ensure server load balance, the one FQDN can be mapped with multiple IP addresses. The DNS system may calculate and return a different IP address for a DNS query with same FQDN every time based on load balance algorithm, for example, DNS server resolve a different IP address according to the weight or location. 
Proposal: The SMF should update the IP address of EAS in DNS message handling rule using the Neasdf_DNSContext_Update Service based on the timer retrieved by implementation. The SMF may determine the timer based on by implementation.
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FIRST CHANGE

[bookmark: _Toc117152601][bookmark: sol18]6.X	Support of influencing UPF and EAS (re)location for collections of UEs
[bookmark: _Toc117152602]6.X.1	General
To support influencing UPF and EAS (re)location for collection of UEs which is belonging to a non-predefined dynamic group (e.g. UE could join/leave the group randomly), the 5GC NFs (e.g. SMF) is enabled to identify the UEs in the UE collection by a UE list, group ID or any UE, Spatial Validity Condition etc., and determine the common EAS/DNAI. The UDM/UDR is used for storing the common EAS/DNAI for the multiple SMFs case.
[bookmark: _Toc117152603]6.X.2	Procedures
[bookmark: _Toc117152604]6.X.2.1	Select common EAS/DNAI with EASDF



Figure 6.x.2.1-1: Discovery procedure for selecting the same EAS/DNAI for collection of UEs with EASDF
1.	The AF request specified in step 1 of figure 4.3.6.2-1 in TS 23.502 [x] is used to request selecting the same EAS or same DNAI for a collection of UEs accessing the application as identified by FQDN(s)/Application Identifier(s).
It includes an indication for traffic correlation, and optionally with common EAS/DNAI to indicate selecting common DNAI/EAS for UE collection, and a Correlation ID may be included for identifying the UE collection. The UE list, group ID or any UE is included to identify the UEs in the UE collection. The Spatial Validity Condition may be included to limit the UEs in the UE collection to a specific area. 
	In step 5 of figure 4.3.6.2-1 of TS 23.502 [x], the PCF creates PCC rule with an indication for traffic correlation, Correlation ID, and eas_correlation indication /dnai_correlation indication, FQDN(s) based on AF request and sends it to SMF.
2.	The same as steps 1~9 in figure 6.2.3.2.2-1.
3.	[Conditional] The SMF determines the Area(s) of Interest and subscribes to UE mobility event notification from the AMF (e.g. location reporting, UE moving into or out of Area of Interest), or the UE location from AMF by Namf_EventExposure_Subscribe (event ID = UE moving in or out of Area of Interest, UE location). The UE location information and UE presence IN or OUT of Area of Interest can be used by SMF to identify whether this UE should be configured with the same EAS.
4.	[Conditional] The AMF responds to SMF.
5.	[Conditional] The AMF notifies the SMF of UE(s) presence (IN, OUT, or UNKNOWN) in the Area(s) of Interest or the UE location information, including: TAI, Cell ID and etc.
6.	According to the UE location information and/or FQDN(s) indicated in Neasdf_DNSContext_Notify Request, and if eas_correlation indication or dnai_correlation indication is set, the SMF determines whether UE belongs to collection of UEs accessing the application(s) and determines the UE needs to select the common EAS or DNAI respectively.
	If the common EAS needs to be selected, there are two options to discovery the EAS: 
A. uses the same DNS server to resolve the FQDN. The SMF indicates same DNS server address to , e.g. In the DNS message handling rules, the same DNS server address or information of EDNS Client Subnet option is indicated in the Forwarding Action.
B. directly responds to the DNS query to UE. The SMF sets the DNS message handling rules to EASDF to directly respond with the DNS query without having the DNS related procedure to DNS server, e.g. add a new action for Forwarding Action: forward the DNS response with specific EAS IP address to UE. The SMF should update the IP address of EAS in DNS message handling rule using the Neasdf_DNSContext_Update Service based on the timer retrieved by implementation.
	If the common EAS needs to be selected, the SMF determines DNAI for the UE collection and selects information to build ECS option or Local DNS server based on the DNAI. 
7.	[Conditional] The SMF synchronizes EAS /DNAI with UDR/UDM, common EAS/DNAI is stored as AF traffic influence request information in UDR.

[bookmark: _Toc117152606]6.X.2.2	Select common EAS/DNAI with Local DNS Server/Resolver


Figure 6.x.2.2-1: Discovery Procedure for selecting the same EAS/DNAI for collection of UEs with Local DNS Server/Resolver
1.	The UE sends a PDU Session establishment request to SMF as specified in step 1 of figure 6.2.3.2.3-1.
2.	The SMF determines whether UE belongs to collection of UEs accessing the application and determines the UE needs to select the common EAS or DNAI based on the UE location information and/or FQDN(s) and the information retrieved as described in step 1 of 6.x.2.1. The SMF determines the DNAI and selects corresponding PSA UPF serves the DNAI, and determines DNS server(s) to ensure a dynamic group uses the same EAS and/or same DNAI.
3.	Optionally, the SMF selects and inserts UL-CL/BP. The SMF configures the UL-CL/BP for DNS Query handling.
4.	The SMF includes the IP address of Local DNS Server in PDU Session Establishment Accept message.
5.	The EAS information (e.g. EAS IP address) is resolved by Local DNS Server and sent the UE.

END OF CHANGES
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