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1	Background
During last meeting, some conclusions are made for Key Issue #4 & #5 targeting at PDU set integrated handling and PDU set differentiated handling. However, some other editor’s notes and questions are still pending. This contribution mainly focuses on PSER and the PDU set information. 
2	Discussion
2.1 PDU set Error Rate
The following ENs are closely related with successful delivery of PDU set. 
Editor’s Note: the criteria for determining whether a PDU Set is successfully delivered or not are FFS 
Editor’s Note: The definitions of PSER and PSDB are FFS. For PSDB, it needs further study the impact due to N6 jitter.
There’re mainly two cases considered for the successful delivery of PDU set, 
· Case 1: all PDUs are needed for the usage of PDU set by application layer. In this case, a PDU Set Integrated Indication is explicitly provided. 
· Case 2: not all PDUs are needed for the usage of PDU set by application layer 
· Subcase 2-1: AF/AS imposes no requirement 
· Subcase 2-2: AF/AS requests for X% of PDU bits successfully received based on FEC
· Subcase 2-3: if the first packet of the PDU set is lost, all other packets of the fragmentation units are useless
For Case 1, the criteria of determining whether a PDU set is successfully delivered or not is clear, i.e., not all PDUs of PDU set are successfully delivered. It implies that RAN node needs to identify all PDUs of one PDU set. In this case, if any one PDU of the PDU set is lost, RAN node shall drop all the other remaining PDUs. 
For Subcase 2-1, no PSER requirement shall be imposed on the associated QoS flow as no requirement from AF/AS. For Subcase 2-2, it is pointed out in SA4’s LS (S2-2210181) that “fixed” FEC scheme is quiet often not possible and SA4 discourages to apply “active” packet dropping to FEC protected information. 
· Generally, on the usage of AL-FEC for XRM services
· SA4 until now has not done any analysis on applying FEC codes to XRM services. Our example and context of PDU sets relates to experience in MBMS services. For example, in TR 26.881 “Study on Forward Error Correction (FEC) for Mission Critical Services”, it is recommended that services with latencies below 1 second are sufficiently supported by well-dimensioned physical layer FEC.
· In real-time services, in particular with RTP and WebRTC as considered in Release 18 normative work in SA4, applying a “fixed” FEC scheme is quite often not possible as RTP source packets are typically not of identical size. 
· Also note that FEC codes applied in Real-time service may quite often not be maximum distance separable (MDS) and hence, the reception of how many and which packets are necessary for recovery is quite dependent on a specific PDU set. 
· In general, SA4 discourages to apply “active” packet dropping to FEC protected information as it may negatively impact receiver operations (e.g., confuse the receiver (for example asking for even more FEC packets), result in additional delay, lead to wrong measurement of the network capacity, or harm fast decoding). The 5G System should provide the requested/expected QoS and not rely on application layer FEC.

SA4’s LS (S2-2203658) gives an example of first packet loss resulting in useless of other PDUs of the fragmentation units (i.e., PDU set), which corresponds to Subcase 2-3. However, it is a special case that the first packet is independent and all the other PDUs are dependent on the first packet and discardable. It shall not be pick out to be a criterion of RAN node to determine whether a PDU set is successfully delivered or not, which should be left for application layer. Otherwise, either the “I” and “D” bits in the RTP header extension or the “NRI” field in NAL unit header shall be exposed to RAN node to figure out whether the PDU set is successfully delivered or not in other cases. 
As one example, SA4 has analyzed to what extent RTP packetized H.265/HEVC video as defined in IETF RFC 7798 may be mapped to the PDU Set concept. RFC7798 provides detailed information on how to map video frames and their corresponding NAL units (the data unit in H.265/HEVC interfacing with the network) to a PDU Set concept. We believe for example, that Fragmentation Unit Packets (defined as a fragment of a NAL unit consisting of an integer number of consecutive octets of that NAL unit, for example a video slice) may be considered as a PDU Set according to the first part of the PDU Set definition (A PDU Set is composed of one or more PDUs carrying the payload of one unit of information generated at the application level (e.g., a frame or video slice for XRM Services), …). In some implementations (note that neither the video codec specifications, nor the IETF RFC, nor 3GPP specifications up to today provide any requirements or recommendation on implementations), the loss of one fragmentation packet of the NAL Unit may result in discarding the entire NAL unit and hence the second part of the PDU definition (which are of same importance requirement at application layer. All PDUs in a PDU Set are needed by the application layer to use the corresponding unit of information.) applies. In other implementations, receivers may use the data up to the first lost fragmentation unit to recover at least parts of the video data included in the NAL unit and apply error concealment afterward. In this case, the third part of the PDU Set definition (the application layer can still recover parts of the information unit, when some PDUs are missing) applies, but in this case the equal importance part of the PDU Set definition (which are of same importance requirement at application layer) may be misleading (Note that in this operation mode, as an example if the first packet of the PDU Set is lost, all other packets of the fragmentation units are useless, whereas of the last packet is lost, the decoder can use all packets except the last one. Obviously, in this example scenario, the first packet is “more important” than the last one). In addition, for video, data included in NAL Units are typically spatially and/or temporarily predicted from video data in other NAL Units, so some sort of cross-dependency of NAL units exists. Based on this and other potential scenarios, even mapping multiple NAL units to a single PDU Set may not be excluded to be considered as a viable setup. Generally speaking, packet losses in video applications typically result in some sort of impacted video quality.
In summary, whether a PDU set is successfully delivered or not shall be considered for Case 1, i.e., all PDUs are needed for the usage of PDU set by application layer. In this case, PSER shall be considered. For Subcase 2-1, no PSER requirement shall be imposed on the associated QoS flow as no requirement from AF/AS. Subcase 2-2 is not considered in this paper as SA4 indicates that no “fixed” FEC scheme is quiet often not possible. Subcase 2-3 is a special case of independent and discardable characteristic of PDUs within one PDU set, the issue of determining a PDU set is successfully delivered shall be left for application layer. 
Proposal 1: it is proposed to consider PSER only for PDU sets which need PDU set integrated handling.  
2.2 PDU set information detected by the UPF
As summarized in conclusion part, PDU set information includes PDU set Identifier (i.e., SN), Start PDU and End PDU of the PDU set, PDU SN within a PDU set, PDU set size. The following NOTE and EN still exist,
NOTE 2:	Either PDU Set Size expressed in bytes or PDU Set Size expressed as number of PDUs, needs further determined.
NOTE 3:	Either one among Start/End PDU of the PDU Set and Number of PDUs within a PDU Set needs to be supported.
Editor’s Note: Which above PDU Set information parameters is optional is FFS.
There’re several options of PDU set information combination for PDU set identification, e.g., 
· Option 1: PDU set identifier (i.e., SN), PDU set size/number of PDUs within a PDU set
· Option 2: PDU set identifier (i.e., SN), PDU SN within a PDU set and End PDU of the PDU set. Start PDU of the PDU set can be implicitly indicated by via PDU SN=0 within a PDU set
· Option 3: PDU set identifier (i.e., SN), PDU SN within a PDU set, PDU set size/number of PDUs within a PDU set 
Regarding PDU set size/number of PDUs within a PDU set, SA4’s LS (S2-2203658) suggests using PDU set size instead of number of PDUs within a PDU set. And it depends on the network itself using PDU set size to determine the number of PDUs based on fragmentation. 
Q2: UPF identification on “number of PDU in the PDU Set”
SA2 discussed some candidate solutions that request UPF to identify “number of PDU in the PDU Set” from the downlink traffic. SA2 would like to ask SA4 whether it’s feasible for application/media layer to obtain such information with the first packet of the PDU Set is sent out and to provide the information to UPF together with the first packet of the PDU Set.

SA4 response:
· Assuming that the PDU Set is a video slice or a video frame, according to our earlier response, operation may be possible for which the size of the video slice/frame is known but generally not explicitly signalled in the bitstream. 
· Assuming that the sending application knows the size of the video slice/frame or the metadata, aka the size of the PDU Set, the sending application may still not be aware of the resulting number of IP packets or PDUs, in particular when additional fragmentation in the network may happen. Hence, if at all, it may be preferable to provide the application data unit size upfront instead of the “number of PDUs in a PDU set”. The network itself may then use this information to determine the number of PDUs, once the fragmentation is done.

Proposal 2: it is proposed to remove “number of PDU in the PDU set”. 
However, PDU set size is not included in existing IETF drafts. The only way is to include it in the pending new N6 protocols, i.e. HTTP/MASQUE, GTP-U, IP/TCP/UDP/QUIC options. Meanwhile, All the parameters in Option 2 are available based on existing IETF drafts. Besides, the start PDU of the PDU set can be implicitly indicated by via PDU SN=0 within a PDU set. Therefore, 
Proposal 3: it is proposed to mark “start PDU of the PDU set” as optional.
3	Proposal
[bookmark: _Toc510607467][bookmark: _Toc518306726]* * * * Start of Change * * * *
[bookmark: _Toc117119252][bookmark: _Hlk118278454]8.4	Conclusions for KI#4 and KI#5
The following aspects are concluded as principles for the normative work to support the following two key issues:
-	Key Issue #4: PDU Set integrated packet handling
-	Key Issue #5: Differentiated PDU Set Handling
NOTE 1:	Further PDU Set handling for Uplink will be studied and led by RAN WG. SA2 can align with RAN’s progress and decision for Uplink, if any.
Editor's note: Whether and how to address the charging offset issue of DL PDU set eligible dropping by the NG-RAN is FFS.
[bookmark: _Toc117119253]8.4.1	Control plane enhancements for supporting PDU Set in downlink
[bookmark: _Toc117119254]8.4.1.1	PDU Set QoS Parameters
PDU Set QoS treatment is determined using dynamic or non-dynamic PCC.
The following PDU Set QoS parameters are defined to support PDU Set handling:
-  PDU Set Error Rate: The PSER defines an upper bound for the ratio between the number of PDU Sets not successfully received and the total number of PDU Sets sent towards a recipient measured over a measurement window. The PSER applies to PDU sets which need PDU set integrated handling.
Editor’s Note: the criteria for determining whether a PDU Set is successfully delivered or not are FFS 
-  PDU Set Delay Budget
Editor’s Note: The definitions of PSER and PSDB are FFS. For PSDB, it needs further study the impact due to N6 jitter.
-  Whether all PDUs are needed for the usage of PDU Set by application layer (PDU Set Integrated Indication).
Editor’s Note: It is FFS “Whether a PDU Set is still valid in case PSDB is exceeded” is needed. It should be discussed together with the definition of PSDB, specially about the boundary of PSDB.
If PDU Set based QoS handling is used, PCF determines the above PDU Set QoS Parameters based on information provided by AF (described in 8.4.2) and/or local configuration. The PDU Set QoS parameters are sent to SMF as part of PCC rule, then SMF sends them to RAN.
[bookmark: _Toc117119255]8.4.1.2	AF Information Provisioning
PDU Set related assistance information provisioning by AF is supported for dynamic PCC. AF may provision one or more of the following PDU Set related assistance information to NEF/PCF during AF QoS request procedure:
-  PDU Set QoS parameters listed in clause 8.4.1.1.
-  Burst periodicity
[bookmark: _Toc117119256]8.4.2	User plane enhancements for supporting PDU Set in downlink
[bookmark: _Toc117119257]8.4.2.1	PDU Set Information
The following PDU Set related information may be identified by UPF to support PDU Set based handling:
-  PDU Set Identifier
NOTE 1:	Neighbor PDU Sets in sequence will use different PDU Set identifiers.
-  Optional, Start PDU and End PDU of the PDU Set
-  End PDU of the PDU set
-  PDU SN within a PDU Set
-  Optional, PDU Set Size
NOTE 2:	Either PDU Set Size expressed in bytes or PDU Set Size expressed as number of PDUs, needs further determined.
NOTE 3:	Either one among Start/End PDU of the PDU Set and Number of PDUs within a PDU Set needs to be supported.
-	PDU Set Importance
Editor’s Note: Which above PDU Set information parameters is optional is FFS.
[bookmark: _Toc117119258]8.4.2.2	PDU Set Information identification on UPF and supported N6 protocols
The detection and marking of the DL PDU Sets sent to the NG-RAN shall be done by the PSA UPF.
PSA UPF may identify the PDU Set based on instruction from SMF and packet header of N6 protocols:
-  by matching RTP/SRTP header and payload (RFC 3550/3711/6184/7798/draft-ietf-avtcore-rtp-vvc/draft-ietf-avtext-framemarking are supported). 
Editor’s Note: Whether support PDU Set identification information in new RTP is pending to SA4 5G_RTP WI.
NOTE 1: In above cases, it is assumed that the RTP/SRTP header and/or payload necessary for the identification of PDU Set Information is not encrypted.
-  by UPF implementation, e.g., PDU Set detection based on traffic characteristics. IP header parameters DSCP/TOS, IP port, IPv6 flow label may be used to detect PDU set, however detailed mechanisms in UPF for PDU Set information identification will not be standardized.
Editor’s Note: Other N6 protocols, i.e. HTTP/MASQUE, GTP-U, IP/TCP/UDP/QUIC options, carrying PDU Set information are FFS. (Potential SoH)
[bookmark: _Toc117119259]8.4.2.3	Delivering PDU Set Information to RAN
PDU Set Information (listed in 8.4.2.1) are informed by UPF to RAN via GTP-U header of user plane packet.
Editor’s Note: Whether PDU Set importance is used for mapping different QoS Flows, sub-QoS Flows, or included in GTP-U header is FFS. (Potential SoH)
[bookmark: _Toc117119260]8.4.3	PDU Set based QoS handling
RAN performs PDU Set based QoS handling based on received PDU Set QoS Parameters via control plane, and PDU Set Information received via user plane. The details of RAN behaviours are defined in RAN WG.
* * * * End of Change * * * 
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