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[bookmark: _Hlk520730635]1	Introduction
The following issues need to be resolved.

1. Only interim conclusions are available so far. Final conclusions are outstanding.
The existing interim conclusions text seems to be suitable for final conclusions.
Proposal 1: Convert interim conclusions to final conclusions.

2. The following EN needs to be resolved:
Editor's note:	Whether other NF can also be the central NF is FFS.
The NWDAF is already agreed as central NF. Additional candidates under consideration at the last meeting were the DCCF and NEF.
It was also agreed that the central NF offers new services to be accessed by the peer PLMN. Selecting multiple central NFs would thus increase the standardization and implementation effort.

Proposal 2: Maintain NWDAF as only central NF

3. The following EN needs to be resolved:
Editor's note:	It is FFS if the analytics information is analytics, analytics profiles or both.
While analytics provide the greatest flexibility, it may be more effort to configure and enforce operator restrictions. An analytics profile simplifies that handling as it is generated in advance to contain only analytics information that an operator is willing to share and that matches the user consent. Filtering out additional information based on inter-operator agreements is very simple. It also allows that condensed information matching several analytics IDs is retrieved in one interaction.
Proposal 3: The HPLMN either provides full analytics or an analytics profiles, based on operator policy and request from VPLMN.


2		Proposal
It is proposed to include the following changes in TR 23.700-81.

*** 1st Change ***
[bookmark: _Toc117509218]8.3	Key Issue #3: Data and analytics exchange in roaming case
For KI#3, the following architectural principles are agreed as interim conclusions:
-	A central NFNWDAF is used as entry point to exchange analytics in roaming scenario between HPLMN and VPLMN. It authorizes the request according to operator policies and user consent and it filters the information exposed in reply to the request.
-	An NWDAF is the default central NF.
NOTE:	How to discover the central NFNWDAF is determined in normative phase.
Editor's note:	Whether other NF can also be the central NF is FFS.
-	The central NFNWDAF offers new services to be accessed by the peer PLMN. This allows the NRF to be configured in such a manner that only access to those services is authorized from outside the PLMN. The new services will be defined with as much communality as possible to existing services to ease the implementation.
-	Exposure of input data for analytics is allowed from VPLMN to HPLMN and vice versa. It may be restricted based on operator policy and user consent.
-	The HPLMN may provide analytics or analytics profiles to the VPLMN, based on operator policy and request from the VPLMN. The VPLMN may provide analytics to the HPLMN.
NOTE 1:	Analytics that rely on input data from the HPLMN are preferbly not provided from VPLMN to HPLMN but generated in the HPLMN. Analytics that rely on input data from the VPLMN are preferbly not provided from HPLMN to VPLMN but generated in the VPLMN.
NOTE 2:	Data and analytics exchange between HPLMN and VPLMN may be furter updated based on feedback from GSMA.
NOTE 3:	The user consent check procedure and security aspects will align with SA WG3's conclusion during normative work.
For KI#3, the interim conclusions for Key Issue #3 "Data and analytics exchange in roaming case" are as follows:
	The following use cases are supported:
-	VPLMN may consume analytics or analytics profiles analytics information generated by HPLMN:
-	In home routed roaming scenarios, HPLMN analytics information (i.e. slice load level analytics, NF load analytics, etc.) can be leveraged by the AMF in the VPLMN for Network Slice selection and SMF selection for PDU Session management.
Editor's note:	It is FFS if the analytics information is analytics, analytics profiles or both.
-	UE-related analytics information provided by the HPLMN (e.g.. service experience analytics, etc.) can include statistics or predictions for outbound roaming UEs.
-	HPLMN may consume analytics information generated by the VPLMN or request raw data and generate analytics on its own.
-	In home routed roaming scenarios,  analytics information with statistics or predictions for outbound roaming UEs can be leveraged by the H-PCF for QoS control of the PDU Session.
-	Analytics information (i.e. service experience analytics, slice load level analytics, etc.) can be leveraged by the H-PCF for decision of NSSP in URSP rules provisioned to the UE roaming in the VPLMN.
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