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4.15.6.x	Deterministic Networking specific parameter provisioning
The DetNet controller triggers the procedure to provide Deterministic Networking specific parameters to 5GS.


Figure 4.15.6.x-1: Deterministic Networking specific parameter provisioning
1. The DetNet controller provides YANG data model configuration to the TSCTSF. The TSCTSF uses the identifier of the incoming and outgoing interfaces to determine the affected PDU Session(s) and flow direction, whether it is uplink or downlink. The TSCTSF also determines if the flow is UE to UE in which case two PDU Sessions will be affected for the flow and the TSCTSF breaks up the requirements to individual requirements for the PDU Sessions. If the TSCTSF does not have a corresponding AF session, the TSCTSF shall create an AF session with the PCF
2. The TSCTSF may use the E2E traffic requirements in the YANG configuration, and based on pre-configured mapping, derive 5GS requirements as described in clause 6.1.3.23b in 23.503 [20]. The TSCTSF also decides the TSCAC for each flow description.
3. The TSCTSF provides the mapped parameters and the flow description to the PCF(s) on a per PDU Session basis.
4. The PCF authorizes the request from TSCTSF. If the PCF determines that the requirements can't be authorized, it rejects the request. Once the PCF authorizes the request, the PCF updates the SMF with corresponding new PCC rule(s) with PCF initiated SM Policy Association Modification procedure as described in clause 4.16.5.2.
The PCF(s) determines, based on the parameters received from the TSCTSF, whether the existing QoS flows need to be modified or a new QoS flow needs to be created. 
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The SMF may initiate the SM Policy Association Modification procedure if a Policy Control Request Trigger is met.
NOTE 1:	When SMF instance is changed within the same SMF set the callback URI can be updated via this procedure.


Figure 4.16.5.1-1: SMF initiated SM Policy Association Modification
For local breakout roaming, the interaction with HPLMN (e.g. step 2) is not used. In local breakout roaming, the V-PCF interacts with the UDR of the VPLMN.
1.	When a Policy Control Request Trigger condition is met the SMF requests to update (Npcf_SMPolicyControl_Update) the SM Policy Association and provides information on the conditions that have been met as specified in clause 5.2.5.4.5.
	If the SMF is notified by NRF that the stored PCF instance is not reachable, it should query the NRF for PCF instances within the PCF set and select another instance (see clause 6.3.1.0 of TS 23.501 [2]).
	The QoS constraints from the VPLMN are provided by the H-SMF to the H-PCF in the home routed roaming scenario as defined in clause 4.3.2.2.2.
2.	When an AF has subscribed to an event that is met due to the report from the SMF, the PCF reports the event to the AF by invoking the Npcf_PolicyAuthorization_Notify service operation.
	If the SMF has reported that new 5GS Bridge/Router information has been detected and no AF session exists for this PDU session yet:
-	If integration with TSN applies (see clause 5.28 of TS 23.501 [2]), then the PCF informs a pre-configured TSN AF using the Npcf_PolicyAuthorization_Notify (5GS Bridge ID, the port number of the DS-TT port, MAC address of the DS-TT Ethernet port for the PDU Session and UE-DS-TT Residence Time (if available)) service operation for the event of "5GS bridge/Router information Notification" as described in clause 6.1.3.18 of TS 23.503 [20].
-	Otherwise, i.e. if the integration with TSN does not apply, the PCF may inform discovered and selected TSCTSF (as described in clause 6.3.24 of TS 23.501 [2]) using the Npcf_PolicyAuthorization_Notify (User Plane Node ID, UE-DS-TT Residence Time (if available), the port number of the DS-TT portfor the PDU session and MAC address of the DS-TT Ethernet port for Ethernet type PDU Session or IP address for IP type PDU Session) service operation for the event of "5GS bridge/Router information Notification" as described in clause 6.1.3.18 of TS 23.503 [20]. In the case of private IPv4 address being used for IP type PDU Session, the Npcf_PolicyAuthorization_Notify also contains DNN and S-NSSAI of the PDU Session.
NOTE 2:	For a given DNN and S-NSSAI, it is assumed that the network only needs to deploy one or TSCTSF Set in this Release of the specification.
	When the TSN AF or TSCTSF receives the Npcf_PolicyAuthorization_Notify message and no AF session exists for this PDU Session, the TSN AF shall use the Npcf_PolicyAuthorization service described in clause 5.2.5.3 to request creation of a new AF session specific to the received MAC address of the DS-TT Ethernet port of the PDU Session, while the TSCTSF shall use the Npcf_PolicyAuthorization service to request creation of a new AF session specific to the received MAC address of the DS-TT Ethernet port (if available, for Ethernet type PDU Session) or IP address (for IP type PDU Session) of the PDU Session. In the case of private IPv4 address being used for IP type PDU Session, the TSCTSF shall use the Npcf_PolicyAuthorization service to request creation of a new AF session specific to the received IP address, DNN and S-NSSAI of the IP type PDU Session. The TSN AF or TSCTSF shall then use the Npcf_PolicyAuthorization service to subscribe for notifications for 5GS Bridge/Router information Notification event over the newly established AF session. The TSN AF or TSCTSF may provide a Port or User-Plane Management Information Container for the PDU Session and related port number in the Npcf_PolicyAuthorization creation request.
	If the SMF has reported PMIC with port number or UMIC, then the PCF also provides these information elements to the TSN AF or TSCTSF.
If the SMF has reported to the PCF the Framed Route information or IPv6 prefix delegated to the UE corresponding to the PDU Session, the PCF also provides this information to the TSCTSF.
When integration with TSN applies (see clause 5.28 of TS 23.501 [2]), the TSN AF calculates the bridge delay for each port pair, using the UE-DS-TT Residence Time of the DS-TT Ethernet port(s) for the 5GS bridge indicated by the 5GS user-plane Node ID.
3.	If the PCF determines a change to policy counter status reporting is required, it may alter the subscribed list of policy counters using the Initial, Intermediate or Final Spending Limit Report Retrieval procedures as defined in clause 4.16.8.
4.	The PCF makes a policy decision as described in TS 23.503 [20]. The PCF may determine that updated or new policy information needs to be sent to the SMF.
	If the SMF reported accumulated usage for the PDU session in step 1 the PCF deducts the value from the remaining allowed usage for the subscriber, DNN and S-NSSAI in the UDR by invoking Nudr_DM_Update (SUPI, DNN, S-NSSAI, Policy Data, Remaining allowed Usage data, updated data) service operation.
	If the SMF reported accumulated usage for a MK(s) in step 1 the PCF deducts the value from the remaining allowed usage for the MK in the UDR by invoking Nudr_DM_Update (SUPI, DNN, S-NSSAI, Policy Data, Remaining allowed Usage data, updated data (including MK(s))) service operation.
	When new PCF instance is selected in step 1, the new PCF should invoke Nbsf_Management_Update service operation to update the binding information in BSF.
	In the non-roaming case, the PCF may subscribe to Analytics from NWDAF as defined in clause 6.1.1.3 of TS 23.503 [20].
	In the home-routed roaming scenario, the H-PCF ensures that the QoS constraints provided by the VPLMN are taken into account as described in TS 23.503 [20].
NOTE 3:	For local breakout roaming, PDU Session policy control subscription information and Remaining allowed usage subscription information for monitoring control as defined in clause 6.2.1.3 of TS 23.503 [20] are not available in V-UDR and V-PCF uses locally configured information according to the roaming agreement with the HPLMN operator.
5.	The PCF answers with a Npcf_SMPolicyControl_Update response with updated policy information about the PDU Session determined in step 4.
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[bookmark: _Toc122443496]4.16.5.2	PCF initiated SM Policy Association Modification
The PCF may initiate SM Policy Association Modification procedure based on internal PCF event or triggered by other peers of the PCF (AF, NWDAF, CHF, UDR and TSCTSF).


Figure 4.16.5.2-1: PCF initiated SM Policy Association Modification
This procedure may be triggered by a local decision of the PCF or based on triggers from other peers of the PCF (AF, NWDAF, CHF, UDR, and TSCTSF):
An SM Policy Association is established, with the PCF as described in clause 4.16.4 before this procedure is triggered.
For local breakout roaming, the interaction with HPLMN (e.g. step 1b and step 2) is not used. In local breakout roaming, the V-PCF interacts with the UDR of the VPLMN.
1a.	Alternatively, optionally, the AF, NEF or TSCTSF provides/revokes service information to the PCF e.g. due to AF session signalling, by invoking Npcf_PolicyAuthorization_Create Request or Npcf_PolicyAuthorization_Update Request or Npcf_PolicyAuthorization_Subscribe Request service operation. The PCF responds to the AF, NEF or TSCTSF.
1b.	Alternatively, optionally, the CHF provides a Spending Limit Report to the PCF as described in clause 4.16.8. and responds to the CHF.
1c.	Alternatively, optionally, the UDR notifies the PCF about a policy subscription change by invoking Nudr_DM_Notify (Notification correlation Id, Policy Data, SUPI, updated data, "PDU Session Policy Control Data" | "Remaining allowed Usage data"); The PCF responds to the UDR.
1d.	Alternatively, optionally, some internal event (e.g. timer, or local decision based on analytics information requested and received from NWDAF) occurs at the PCF. The analytics (i.e. Analytics ID) which can be requested from NWDAF are described in clause 6.1.1.3 of TS 23.503 [20].
2.	If the PCF determines a change to policy counter status reporting is required, it may alter the subscribed list of policy counters using the Initial, Intermediate or Final Spending Limit Report Retrieval procedures as defined in clause 4.16.8.
NOTE 1:	The PCF ensures that information received in step 1 and 2 can be used by later policy decisions.
NOTE 2:	For local breakout roaming, PDU Session policy control subscription information and Remaining allowed usage subscription information for monitoring control as defined in clause 6.2.1.3 of TS 23.503 [20] are not available in V-UDR and V-PCF uses locally configured information according to the roaming agreement with the HPLMN operator.
3.	The PCF makes a policy decision. The PCF may determine that updated or new policy information need to be sent to the SMF. In the non-roaming case, the PCF may also decide to subscribe to a new Analytics ID from NWDAF as described in clause 6.1.1.3 of TS 23.503 [20].
	If the AF provided a Background Data Transfer Reference ID in step 1a, the PCF may retrieve it from the UDR by invoking the Nudr_DM_Query (BDT Reference Id, Policy Data, Background Data Transfer) service.
4.	If the PCF has determined that SMF needs updated policy information in step 3 or if the PCF has received a Port Management Information Container for the PDU Session and related port number from the AF or TSCTSF in step 1a, the PCF issues a Npcf_SMPolicyControl_UpdateNotify request with possibly updated policy information about the PDU Session.
	If the PCF has received a subscription for 5GS Bridge/Router information Notification in Step 1a, the PCF can include a subscription for SMF event for "5GS Bridge/Router information" associated with the PDU Session into the Npcf_SMPolicyControl_UpdateNotify request. In this case, if the SMF has stored the 5GS bridge/Router information and has not reported the event to the PCF, the SMF notifies the PCF for the event of "5GS bridge/Router Information ".
	If the PCF has received a Npcf_PolicyAuthorization_Unsubscribe request to unsubscribe for 5GS Bridge/Router information Notification, the PCF can remove the subscription for SMF event for "5GS Bridge/Router information" associated with the PDU Session and issue a Npcf_SMPolicyControl_UpdateNotify request with the updated policy information about the PDU Session.
NOTE 3:	If the TSCTSF receives a Requested 5GS delay and the TSCTSF does not have the 5GS Bridge/Router information for the AF-session, the TSCTSF can subscribe for the 5GS Bridge/Router information from the PCF by triggering a Npcf_PolicyAuthorization_Subscribe request.
5.	The SMF acknowledges the PCF request with a Npcf_SMPolicyControl_UpdateNotify response.
	If the Npcf_SMPolicyControl_UpdateNotify request is received from new PCF instance in the PCF Set, the SMF store the SM policy association towards the new PCF instance.
* * * * 4th change * * * *
[bookmark: _Toc122443827]5.2.5.3.2	Npcf_PolicyAuthorization_Create service operation
Service operation name: Npcf_PolicyAuthorization_Create
Description: Authorize the request and optionally determines and installs SM Policy Control Data according to the information provided by the NF Consumer or provides Port Management Information Container for ports on DS-TT or NW-TT, or User plane node Management Information Container.
Inputs, Required: UE (IP or MAC) address, identification of the application session context.
Inputs, Optional: GPSI(s) or SUPI(s) if available, Internal Group Identifier, DNN if available, S-NSSAI if available, Media type, Media format, bandwidth requirements, sponsored data connectivity information if applicable, flow description information as described in clause 6.1.3.6 of TS 23.503 [20], AF Application Identifier, AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, emergency indicator, ASP Identifier, resource allocation outcome, AF Application Event Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, AF Transaction Id, Early and/or late notifications about UP path management events, temporal validity condition, spatial validity condition, Information for EAS IP Replacement in 5GC, Indication for EAS Relocation, AF indication for simultaneous connectivity over source and target PSA at edge relocation, EAS Correlation indication as described in clause 5.6.7 in 23.501 [2], Background Data Transfer Reference ID, priority sharing indicator as described in clause 6.1.3.15 in TS 23.503 [20], pre-emption control information as described in clause 6.1.3.15 in TS 23.503 [20], Port Management Information Container and related port number, User plane node Management Information Container, TSN AF parameters provided by the TSN AF to the PCF as described in clause 6.1.3.23 of TS 23.503 [20], DetNet parameters provided by the TSCTSF to the PCF as described in clause 6.1.3.23b of TS 23.503 [20], QoS parameter(s) to be measured, Reporting frequency, Target of reporting and optional an indication of local event notification as described in clause 6.1.3.21 of TS 23.503 [20], QoS Reference or individual QoS parameters as described in clause 6.1.3.22 of TS 23.503 [20], Alternative Service Requirements (containing one or more QoS Reference parameters or Requested Alternative QoS Parameter Sets in a prioritized order), TSC Assistance Container, MPS for Data Transport Service indicator as described in clause 6.1.3.11 of TS 23.503 [20].
NOTE:	When only one DNAI and corresponding routing profile ID(s) and the Indication for EAS Relocation are available, the presented DNAI is the target DNAI as defined in clause 6.3.7 of TS 23.548 [74].
Outputs, Required: Success or Failure (reason for failure, e.g. as defined in clauses 6.1.3.16 and clause 6.1.3.10 of TS 23.503 [20]).
Outputs, Optional: The service information that can be accepted by the PCF.
* * * * 5th change * * * *
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Information flows for 5GS integration with TSN or with Deterministic Networking 

* * * * 6th change * * * *

F.x	5GS DetNet node information reporting
The TSCTSF collects the information for Deterministic Networking from the UPF/NW-TT and the SMF re-using the existing procedures in Rel-17 TSC as shown in Figure F.x-1, with the addition of new parameters as shown in Figure F.x-1. 


Figure F.x-1: 5GS DetNet node information reporting
1. PDU Session Establishment as defined clause 4.3.2.2.1-1 is used to establish a PDU Session. 
2. When Framed Routes or IPv6 prefix delegation applies, the SMF reports to the PCF Framed Route information or prefixes delegated to the UE by IPv6 prefix delegation. If the SMF has reported to the PCF the Framed Route information or prefixes delegated to UE via IPv6 prefix delegation corresponding to the PDU Session, the PCF also provides this information to the TSCTSF.
3-4. The TSCTSF may subscribe to receive exposure information per UE side interface and exposure information per network side interface via port management information notifications. When explicit or dynamic routing information reporting from network side applies, this allows the TSCTSF to subscribe to receive IP routing information per network side interface.
5. The TSCTSF provides collected exposure information to the DetNet controller. The information being reported to the DetNet controller is defined in TS 23.501 [2] clause 5.28.3.
F.y	5GS DetNet node configuration
For 5GS integrating with Deterministic Networing, the DetNet controller provides configuration information to the TSCTSF.


Figure F.y-1: 5GS DetNet node configuration
1. The DetNet controller triggers the procecure to provide Deterministic Networking specific parameters to 5GS, as shown in Figure 4.15.6.x-1.
2. The SMF applies the received PCC rules. This may induce creating a new QoS flow to the PDU session and triggers the resource allocation in RAN.
3. The PCF responds to the TSCTSF, which includes information about the success of the configuration.
4. The TSCTSF provides a response to the DetNet controller regarding the success of the configuration setup. 
* * * * End of change * * * *
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