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* * * Start of Changes * * * *
[bookmark: _Toc114571968]6.x	Network data analytics for roaming
[bookmark: _Toc114572084]6.x.1	General
An NWDAF is used as entry point to exchange analytics in roaming scenario between HPLMN and VPLMN. It authorizes the request according to operator policies and user consent, and filters the information exposed in reply to the request.
Exposure of input data for analytics is allowed from VPLMN to HPLMN and vice versa. It may be restricted based on operator policy and user consent.
The H-NWDAF may provide analytics to the V-NWDAF. The V-NWDAF may provide analytics to the H-NWDAF.
NOTE 1:	Analytics that rely on input data from the HPLMN are preferbly not provided from V-NWDAF to H-NWDAF, but generated by the H-NWDAF. Analytics that rely on input data from the VPLMN are preferbly not provided from H-NWDAF to V-NWDAF, but generated by the V-NWDAF.
NOTE 2:	Data and analytics exchange between HPLMN and VPLMN may be further updated based on feedback from GSMA.
NOTE 3:	The user consent check procedure and security aspects will align with SA WG3's conclusion.
V-NWDAF may request or subscribe to  HPLMN analytics generated by the H-NWDAF, or request or subscribe to input data of the HPLMN from the H-NWDAF and generate analytics on its own, and then the analytics can be leveraged by the 5GC NF in the VPLMN:
-	In home routed roaming scenarios, HPLMN analytics (i.e. slice load level analytics, NF load analytics, etc.) can be leveraged by the AMF in the VPLMN for network slice selection and SMF selection for PDU Session management.
-	UE-related analytics (e.g.. service experience analytics, etc.) can include statistics or predictions for outbound roaming UEs.
H-NWDAF may request or subscribe to  VPLMN analytics generated by the V-NWDAF, or request or subscribe to input data of the VPLMN from the V-NWDAF and generate analytics on its own, and then the analytics can be leveraged by the 5GC NF in the HPLMN:
-	In home routed roaming scenarios, analytics information with statistics or predictions for outbound roaming UEs can be leveraged by the H-PCF for QoS control of the PDU Session.
-	Analytics (i.e. service experience analytics, slice load level analytics, etc.) can be leveraged by the H-PCF for decision of NSSP in URSP rules provisioned to the UE roaming in the VPLMN.
The consumer 5GC NF shall indicate the following parameters, in addition to those defined in the analytics related clauses for non-roaming case, in the request or subscription of analytics information in a different PLMN (i.e. HPLMN or VPLMN) towards the NWDAF (which is in the same PLMN as the consumer 5GC NF):
-	Analytics Filter Information:
-	PLMN ID, which indicates the PLMN of which the analytics information is requested or subscribed to;
-	Optionally, mapped S-NSSAI, which indicates the S-NSSAI of which the analytics information is requested or subscribed to in the PLMN identified by the PLMN ID.
Based on the analytics request or subscription from the 5GC NF in the HPLMN, the H-NWDAF shall indicate the following parameters in the analytics request or subscription to the V-NWDAF:
-	Analytics ID;
-	HPLMN ID;
-	Analytics Filter Information:
-	VPLMN S-NSSAI which is mapped to the HPLMN S-NSSAI, if the HPLMN S-NSSAI and/or VPLMN S-NSSAI is provided by the consumer 5GC NF in the HPLMN;
-	other Analytics Filter Information as provided by consumer 5GC NF in the HPLMN, if applicable in the VPLMN.
-	other parameters as provided by consumer 5GC NF in the HPLMN, if applicable in the VPLMN.
Based on the analytics request or subscription from the 5GC NF in the VPLMN, the V-NWDAF shall indicate the following parameters in the analytics request or subscription to the H-NWDAF:
-	Analytics ID;
-	VPLMN ID;
-	Analytics Filter Information:
-	HPLMN S-NSSAI which is mapped to the VPLMN S-NSSAI, if the VPLMN S-NSSAI and/or HPLMN S-NSSAI is provided by the consumer 5GC NF in the VPLMN;
-	other Analytics Filter Information as provided by consumer 5GC NF in the VPLMN, if applicable in the HPLMN.
-	other parameters as provided by consumer 5GC NF in the VPLMN, if applicable in the HPLMN.
6.x.2	Analytics Exposure from HPLMN to VPLMN
Figure 6.x.a-1 shows the procedure that V-NWDAF requests network analytics (using slice load level related network data analytics as an example) in HPLMN from H-NWDAF, upon receiving an analytics information/subscription request from the NF in VPLMN (e.g. AMF).


Figure 6.x.a-1: Procedure for analytics exposure from HPLMN to VPLMN
1.	Consumer NF in VPLMN (e.g. AMF) sends an Analytics request/subscribe (Analytics ID = Load level information, Analytics Filter Information = (VPLMN S-NSSAI, HPLMN S-NSSAI, HPLMN ID)) to V-NWDAF by invoking a Nnwdaf_AnalyticsInfo_Request or a Nnwdaf_AnalyticsSubscription_Subscribe.
2.	V-NWDAF discovers the H-NWDAF as described in clause 5.2. V-NWDAF sends an Analytics request/subscribe (Analytics ID = Load level information, Analytics Filter Information = HPLMN S-NSSAI) to H-NWDAF by invoking a Nnwdaf_AnalyticsInfo_Request or a Nnwdaf_AnalyticsSubscription_Subscribe, based on the Analytics request/subscribe received from the Consumer NF in VPLMN.
3-5.	H-NWDAF collects data from the NF(s) and/or OAM in HPLMN and derives the requested network slice / network slice instance load analytics information for the network slice identified by HPLMN S-NSSAI, as specified in clause 6.3.
6.	H-NWDAF sends the HPLMN network slice / network slice instance load analytics information to the V-NWDAF using either Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 2.
7-9.	V-NWDAF collects data from the NF(s) and/or OAM in VPLMN and derives the requested network slice / network slice instance load analytics information for the network slice identified by VPLMN S-NSSAI, as specified in clause 6.3. These steps can be executed in parallel with step 3-6.
10.	V-NWDAF sends the HPLMN analytics information received in step 6, together with the VPLMN analytics information derived in step 9, to the Consumer NF in VPLMN using either Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 1.
If the consumer NF is an AMF, it may use the HPLMN and VPLMN analytics information for Home Routed PDU Session establishment as follows:
-	the AMF may, based on the HPLMN and VPLMN analytics information on network slice load, select the network slices (i.e. VPLMN S-NSSAI and its mapped HPLMN S-NSSAI), and also the network slice instances in HPLMN and VPLMN if multiple VPLMN NSI IDs and/or HPLMN NSI IDs are available (e.g. received from the NSSF previously or configured) in the AMF for the selected network slices.
-	the AMF may, based on the HPLMN and VPLMN analytics information, e.g. the resource usage information in the network slice load analytics, or NF load analytics, further select an H-SMF in the selected network slice or network slice instance (if available) of the HPLMN, and a V-SMF in the selected network slice or network slice instance (if available) of the VPLMN, among the set of the SMF instance(s) returned by the NRF (as described in clause 4.3.2.2.3 of TS 23.502 [3]) or locally configured in the AMF.
6.x.3	Analytics Exposure from VPLMN to HPLMN
Figure 6.x.b-1 shows the procedure that H-NWDAF requests network analytics (using observed service experience related network data analytics as an example) in VPLMN from V-NWDAF, upon receiving an analytics information/subscription request from the NF in HPLMN (e.g. H-PCF).


Figure 6.x.b-1: Procedure for analytics exposure from VPLMN to HPLMN
1.	Consumer NF in HPLMN (e.g. H-PCF) sends an Analytics request/subscribe (Analytics ID = Service Experience, Target of Analytics Reporting = a UE or a group of UEs or any UE, Analytics Filter Information = (Application ID, HPLMN S-NSSAI, DNNVPLMN ID)) to H-NWDAF by invoking a Nnwdaf_AnalyticsInfo_Request or a Nnwdaf_AnalyticsSubscription_Subscribe.
2.	The H-NWDAF determines the VPLMN S-NSSAI, which is mapped to the HPLMN S-NSSAI, and discovers the V-NWDAF as described in clause 5.2.
	H-NWDAF sends an Analytics request/subscribe (Analytics ID = Service Experience, Analytics Filter Information = (Application ID, VPLMN S-NSSAI, DNN)) to V-NWDAF by invoking a Nnwdaf_AnalyticsInfo_Request or a Nnwdaf_AnalyticsSubscription_Subscribe, based on the Analytics request/subscribe received from the Consumer NF in HPLMN.
3-5.	V-NWDAF collects data from the NF(s) and/or OAM in VPLMN and derives the requested Service Experience analytics information, as specified in clause 6.4.
6.	V-NWDAF sends the VPLMN Service Experience analytics information to the H-NWDAF using either Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 2.
7-9.	H-NWDAF collects data from the NF(s) and/or OAM in HPLMN and derives the requested Service Experience analytics information, as specified in clause 6.4. These steps can be executed in parallel with step 3-6.
10.	H-NWDAF sends the VPLMN analytics information received in step 6, together with the HPLMN analytics information derived in step 9, to the Consumer NF in HPLMN using either Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 1.
If the consumer NF is the H-PCF, it may take into account of the VPLMN Service Experience analytics information to update the NSSP (as part of the URSP rules) in the outbound roaming UEs, i.e. including the mapped HPLMN S-NSSAI(s) of the VPLMN S-NSSAI(s), which identifies the network slice(s) in the VPLMN and HPLMN offering better Service Experience for the application(s), in the NSSP to instruct the UEs to use the PDU Session(s) in the network slice(s) for transmission of the application(s).

* * * End of Changes * * * *
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