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	Reason for change:
	1. In 5G VN group unicast traffic forwarding mechanism, the IP/MAC address(es) of each 5G VN group member is configured in PDR of group-level N4 session rules to detect packets towards 5G VN group members anchored at other UPFs, which requires SMF to configrure the fine-grained rules on each UPF for each UE when it establishes a PDU session. 

For local switch on satellite, it is also agreed that the N19 forwarding rules maybe pre-configured based on IP addess(es) in the UPF address pool. After a UE established a PDU session anchored on a GEO PSA UPF, the pre-configured N19 forwarding rules can realize the on-board local switch without further dynamic UE-level address configuration in the PDR of the group-level N4 session, which can avoid subsequent frequent N4 signalling for N19 forwarding rules configuration. 

Thus, comapred with 5G VN group unicast traffic forwarding mechanism, the difference of the UPF address pool based group-level N4 session rules for GEO on-board local switch should be clarified to remove the following EN:

Editor’s NOTE: The difference of the group-level N4 session rules utilizing IP address(s) in UPF address pool in this clause and the group-level N4 session rules in clause 5.8.2.13.1 is for further discussion.

2. The UPF selection and URSP configuration for UE-to-UE communicaions via GEO on-board local switch should also reuse the enhancement described in clause 5.43.2.


	
	

	Summary of change:
	1. Clarify the N19 forwarding rules utilizing IP address(es) in UPF address pool for local switch.
2. Clarify the UPF selection and URSP configuration enhancement for UE-to-UE communicaions via GEO on-board local switch, by refereing to the clause 5.43.2.
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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc122440769]5.43.3.1	General
The UE to UE traffic may be locally routed by UPF(s) deployed on satellite (i.e., through local switch) to the target UE without traversing back to the satellite gateway on the ground.
Local switching via UPF(s) deployed on satellite in this clause only applies on GEO satellite backhaul case and considers only DNNs and slices for 5G VN.
N19 tunnel may be established between two UPFs deployed on different satellites to locally switch UE to UE traffic.
Only a single SMF is supported for local switching and N19 forwarding, i.e. both UEs are served by the same SMF.
NOTE:	The latency optimisation that can be gained by inter-satellite N19 between UPFs on different GEO satellites depends on the distance between the satellites that can be substantial, depending on the number of deployed satellites.
Clause 5.43.3.2 describes the case of PSA UPF deployed on satellite, clause 5.43.3.3 describes the case of ULCL and local PSA deployed on satellite (PSA UPF is on the ground). Selection of PSA UPF or UL CL/BP/local PSA on satellite is described in clause 6.3.3 and determination of DNAI to selecet the UPF deployed on the corrosponding GEO satellite reuses the mechanism described in clasuse 5.43.2.
* * * * End of changes * * * *
5.43.3.2	 Local switch with PSA UPF deployed on satellite
A combination of DNN/S-NSSAI is assigned by the operator to the services deployed on GEO satellite, the URSP configuration is described in TS 23.503 [45] and its configuration to enable the selection PSA UPF on the GEO satellite reuses the mechanism described in clasuse 5.43.2.
If SMF selects the UPF deployed on satellite as PSA of UE’s PDU Session, the SMF configures the UE’s N4 session to forward/detect packet to/from the internal interface same as the configuration for the 5GVN group member's N4 Session in clause 5.8.2.13.1 (Support for unicast traffic forwarding of a 5G VN). 
Based on pre-configuration, the SMF may establishes the N19 tunnel between PSA UPFs and set corresponding group-level N4 session rules utilizing IP address(es) in UPF address pool to forward/detect packet to/from the N19 tunnel interface. Compared with the group-level N4 session rules in clause 5.8.2.13.1 for each N19 tunnel, the pre-configured group-level N4 session rules for each N19 tunnel of this clause has differences on traffic detection, which are specified as follows: 
-	To process packets towards UEs anchored at other UPFs on GEOs, specifically in order to detect the traffic, a PDR containing Source Interface set to "5G VN internal", and Destination Address set to the IP address(es) of the target UPF address pool of the N19 tunnel; 
-	To process packets received from a N19 tunnel towards UEs anchored at the current UPF, specifically in order to detect the traffic, a PDR containing Source Interface set to "core side", CN Tunnel Information set to N19 tunnel header (i.e. N19 GTP-U F-TEID) and the Destination Address set to IP address(es) of the current UPF address pool.
For establishing N19 tunnel between the UPFs onboard the satellite, the UPFs are controlled by the same SMF.
-	To process packets between UE and servers residing in DN, SMF configures rules to route traffic via N6 as described in clause 5.8.2.13.1.
[bookmark: _Toc114665124]The group-level N4 session is per DNN and slice. The SMF can create, update or delete the group-level N4 Session, i.e., add or delete N4 rules, allocate or release the N19 tunnel resources based on operator deployment, e.g., based on GEO satellite’s planed obsolescence or new GEO satellite setup.
* * * * End of changes * * * *
