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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc122443472]4.15.10	AF specific UE ID retrieval
This clause contains the detailed description and the procedures for the AF specific UE ID retrieval. The AF specific UE Identifier is represented by the External Identifier as defined in TS 23.003 [33].
NOTE 1:	After retrieving AF specific UE ID, the AF can invoke NEF provided services (e.g. location monitoring).




Figure 4.15.10-1: AF specific UE ID retrieval
1.	AF requests to retrieve UE ID via the Nnef_UEId_Get service operation. The request message shall include UE address (IP address or MAC address) and AF Identifier, it may include, MTC Provider Information, Application Port ID, IP domain, Port Information. The MTC Provider Information identifies the MTC Service Provider and/or MTC Application. If available the AF may also provide the corresponding DNN and/or S-NSSAI.
NOTE 2:	The MTC Provider Information can be used by any type of Service Providers (MTC or non-MTC) or Corporate or External Parties for, e.g. to distinguish their different customers.
NOTE 3:	The AF can provide Port Information in addition to thecase where UE IP address provided by the AF to the NEF in case corresponds to an the IP address that has been NATed (Network and Port Address Translation) is not supported in this release.
NOTE 4:	The Application Port ID is as defined in Nnef_Trigger_Delivery.
NOTE 5:	The NEF can validate the provided MTC Provider Information and override it to a NEF selected MTC Provider Information based on configuration. How the NEF determines the MTC Provider Information, if not present, is left to implementation (e.g. based on the requesting AF).
2.	The NEF authorizes the AF request. If the authorisation is not granted, the NEF replies to the AF with a Result value indicating authorisation failure; otherwise the NEF proceeds with the following steps. The NEF determines corresponding DNN and/or S-NSSAI information: this may have been provided by the AF or is determined by the NEF based on the requesting AF Identifier, MTC Provider Information.
	If NEF has received Port information in step 1, the NEF performs steps 3 to 6. Otherwise, steps 3 to 6 are skipped.
3.	The NEF uses the Nnrf_NFDiscovery service operation to obtain the UPF address of the UPF hosting the UE (public) IP address. The request includes the UE (public) IP address and Port Information. The NEF may also include the DNN and S-NSSAI associated with the AF ID, as well as the IP domain.
4.	The NRF responds with a Nnrf_NFDiscovery response message including the UPF address of the UPF hosting the UE (public) IP address.
5.	The NEF uses the Nupf_EventExposure_Subscribe service operation to request UE’s (private) IP address from the UPF. The request includes the UE (public) IP address and Port Information, and optionally DNN and S-NSSAI associated with the AF ID.
6.	The UPF responds with the Nupf_EventExposure_Notify message including UE’s IP address. If the UPF has applied a NAT functionality, the UE’s IP address returned by the UPF is the private UE IP address.
3-47-8.	The NEF uses the Nbsf_Management_Discovery service operation with UE address and IP domain and /or DNN and/or S-NSSAI to retrieve the session binding information of the UE. If no SUPI is received in the session binding information from the BSF, the NEF replies to the AF with a Result value indicating that the UE ID is not available.
59.	The NEF interacts with UDM to retrieve the AF specific UE Identifier via the Nudm_SDM_Get service operation. The request message includes SUPI and at least one of Application Port ID, MTC Provider Information or AF Identifier.
610.	The UDM responds to the NEF with an AF specific UE Identifier represented as an External Identifier for the UE which is uniquely associated with the Application Port ID, MTC provider Information and/or AF Identifier.
711.	The NEF further responds to the AF with the information (including the AF specific UE Identifier represented as an External Identifier) received from the UDM.

* * * * Next change * * * *
[bookmark: _Toc122443533]4.17.6	SMF Provisioning of available UPFs using the NRF
[bookmark: _Toc20204270][bookmark: _Toc27894962][bookmark: _Toc36192043][bookmark: _Toc45193133][bookmark: _Toc47592765][bookmark: _Toc51834852][bookmark: _Toc122443534]4.17.6.1	General
This clause describes the provisioning of available UPFs in SMF using the NRF as documented in clause 6.3.3 of TS 23.501 [2].
This optional node-level step takes place prior to selecting the UPF for PDU Sessions and may be followed by N4 Node Level procedures defined in clause 4.4.3 where the UPF and the SMF exchange information such as the support of optional functionalities and capabilities.
As an option, UPF(s) may register in the NRF. This registration phase uses the Nnrf_NFManagement_NFRegister operation and hence does not use N4.
For the purpose of SMF provisioning of available UPFs, the SMF uses the Nnrf_NFManagement_NFStatusSubscribe, Nnrf_NFManagement_NFStatusNotify and Nnrf_NFDiscovery services to learn about available UPFs.
NOTE 1:	The protocol used by UPF to interact with NRF is described in TS 29.510 [37]
UPFs may be associated with UPF Provisioning Information in the NRF. The UPF Provisioning Information consists of:
-	a list of (S-NSSAI, DNN);
-	UE IPv4 Address Ranges and/or IPv6 Prefix Range(s) per (S-NSSAI, DNN); and
NOTE 2:	The above information can be used by the SMF for UPF selection when static IP address/prefix allocation is required for a UE.
-	NATed IPv4 Address Ranges and/or NATed IPv6 Prefix Range(s) per (S-NSSAI, DNN, IP domain).
NOTE X:	The NATed IP address/prefix ranges can be used for UPF discovery when the UPF implements NAT functionality.
-	a SMF Area Identity the UPF can serve. The SMF Area Identity allows limiting the SMF provisioning of UPF(s) using NRF to those UPF(s) associated with a certain SMF Area Identity. This can e.g. be used if an SMF is only allowed to control UPF(s) configured in NRF as belonging to a certain SMF Area Identity.
-	the supported ATSSS steering functionality, i.e. whether MPTCP functionality or ATSSS-LL functionality or both are supported.
-	the supported UPF event exposure service and supported Event IDs, e.g. local notification of QoS Monitoring to AF or e.g. events for data collection to NWDAF by Nupf_EventExposure_Notify.
The SMF Area Identity and UE IPv4 Address Ranges and/or IPv6 Prefix Range(s) are optional in the UPF Provisioning Information.

* * * * Next change * * * *

[bookmark: _Toc122444013]5.2.6.27.2	Nnef_UEId_Get operation
Service operation name: Nnef_UEId_Get
Description: Get the UE identifier.
Inputs, Required: UE address (i.e. IPv4/IPv6 address or MAC address), AF Identifier.
Inputs, Optional: DNN, S-NSSAI, IP domain, Application port ID, MTC Provider Information, Port Information.
Outputs, Required: Result, AF specific UE Identifier represented as an External Identifier.
Outputs, Optional: None.

* * * * Next change * * * *

[bookmark: _Toc122444212]5.2.26.2	Nupf_EventExposure Service
[bookmark: _Toc122444213]5.2.26.2.1	General
Service description: This service can expose UPF related information to other NFs. There are serveral operations for this service:
-	Notifying events on the PDU Session to the NFs.
-	Allow consumer NFs to subscribe and unsubscribe for an Event ID on UPF.
-	Allow consumer NFs to acknowledge an event notification.
The following events can be notified to a NF consumer:
-	QoS Monitoring. This event provides QoS Flow level performance information. For example, it can be used for URLLC: the event notification may contain the QoS Monitoring report as described in clause 5.33.3.2 of TS 23.501 [2], or for UPF Data collection by NWDAF for analytics (see TS 23.288 [50]).
	The event notification may contain following information:
-	QoS monitoring result e.g. end to end delay for specific QoS flow or for specific PDU session.
-	QoS Flow Bandwidth measurements: It provides bitrate measurements (UL, DL and/or overall) for a PDU Session and QoS Flow.
-	UserDataUsageMeasures. This event provides information of user data usage of the User PDU Session. It can be used for UPF Data Collection by NWDAF for analytics (see TS 23.288 [50]).
	The event notification may contain following information:
-	Volume Measurement: measures of data volume exchanged (UL, DL and/or overall) and/or number of packets exchanged (UL, DL and/or overall) with or without application granularity. This measurement can also include number of packets transmitted for applications where that is possible to differentiate.
-	Throughput Measurement: measures of data throughput (UL and DL) measures aggregated for the PDU Session or per application.
-	UserDataUsageTrends. This event provides statistical measurements. It can be used for UPF Data Collection by NWDAF for analytics (see TS 23.288 [50]).
	The event notification may contain following information:
-	Throughput Statistic Measurement (average and/or peak throughput) over the measurement period for the PDU Session or per application.
-	TSC management information (UMIC, PMIC, NW-TT port number) as defined in clause 5.8.2.11.14 of TS 23.501 [2].
-	Obtaining UE (private) IP address based on UE (public) IP address, Port Information, DNN and S-NSSAI as defined in clause 5.20 of TS 23.501 [2].
If the consumer of UPF service is NWDAF and the target of UE is any UE, according to the Analytic ID from consumer, the NWDAF can decide which kind of information should be collect from UPF and event ID to use. Subscription may be performed directly towards UPF or via SMF. In the latter case, the SMF determines the UPF(s) towards which the final consumer subscription is to be relayed and sends the subscription request to UPF (as described in clause 4.15.11). The UPF collects the data according to the event ID, and exposes the related information directly regardless of whether the subscription has ben relayed by the SMF.
Editor's note:	The condition for a final consumer of UPF events to directly subscribe to UPF or to request SMF to do third party subscription are FFS.
[bookmark: _Toc122444214]5.2.26.2.2	Nupf_EventExposure_Notify service operation
Service operation name: Nupf_EventExposure_Notify
Description: This service operation reports the event and information to the consumer that has subscribed implicitly.
Input Required: Event ID, UE address (i.e. IP address or MAC address). Notification Correlation Information.
Input, Optional: UE ID, Event specific parameter as described in clause 5.2.26.2.1, time stamps for the measures and Application Id or Packet Filter Set.
Output Required: Result Indication.
Output, Optional: None.
[bookmark: _Toc122444215]5.2.26.2.3	Nupf_EventExposure_Subscribe service operation
Service operation name: Nupf_EventExposure_Subscribe
Description: This service operation is used by an NF to subscribe to UPF event exposure notifications e.g. for the purpose of UPF data collection on a specified PDU Session or for all PDU Sessions of one UE, group of UE(s) or any UE.
Input, Required: NF ID, Target of Event Reporting, (set of) Event ID(s) defined in clause 5.2.26.2.1, Notification Target Address (+ Notification Correlation ID), Event Reporting Information defined in Table 4.15.1-1.
Input, Optional: Subscription Correlation ID (in the case of modification of the event subscription), Expiry time, DNN, S-NSSAI, Application ID, Reporting suggestion information, Port Information.
Output, Required: When the subscription is accepted: Subscription Correlation ID (required for management of this subscription), Expiry time (required if the subscription can be expired based on the operator's policy).
Output, Optional: First corresponding event report is included, if available (see clause 4.15.1). Notification Target Address (+ Notification Correlation ID) is used to correlate Notifications sent by UPF with this subscription.
[bookmark: _Toc122444216]5.2.26.2.4	Nupf_EventExposure_UnSubscribe service operation
Service operation name: Nupf_EventExposure_UnSubscribe
Description: The NF consumer uses this service operation to unsubscribe for a specific event.
Input, Required: Subscription Correlation ID.
Input, Optional: None.
Output, Required: Operation execution result indication.
Output, Optional: None.
The NF consumer or the SMF on behalf of other NF unsubscribes the event notification by invoking Nupf_EventExposure_Unsubscribe (Subscription Correlation ID) to the UPF.


* * * * End of changes * * * *
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