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Abstract of the contribution: This contribution provides evaluation and conclusion for KI#6.
1.
Discussion

	1. Solution #32 (The applicable part for KI#6):

- Network to deregister network slices for UEs or deregistering the UEs that have PDU sessions that are not active.
- Network to deregister slices for UEs or deregister the UEs that are registering in network slices without establishing any PDUs.


	2. Solution #33: 
- UE indicates its implicit slice registration deactivation capability during registration and timer is set by network. UE and AMF start the slice-specific implicit registration deactivation timer when there are no PDU sessions with active user plane resources on the slice that is associated with the implicit timer. On the expiry of the timer both UE and AMF will remove the slice implicitly.

- UE indicates its implicit PDU deactivation capability during registration and timer is set by network UE and SMF start the slice-specific implicit PDU session deactivation timer when the user plane connection is deactivated for the PDU session. On the expiry of the timer both UE and SMF will release the PDU session implicitly.


	3. Solution #34: on-demand S-NSSAI. When the Serving PLMN configures the UE with Configured NSSAIs, the Serving PLMN may include an additional indication whether each S-NSSAI in the list of Configured NSSAI is an on-demand S-NSSAI. The UE, upon receiving the list of Configured NSSAI for the Serving PLMN, will not attempt to register for any of the Configured NSSAI that are indicated as on-demand S-NSSAI. Rather, when the UE evaluates URSP rules and an on-demand S-NSSAI appears in the Route Selection Descriptor of a URSP rule, the UE will attempt to register the on-demand S-NSSAI with the AMF. 


	4. Solution #35: propose for the network to deregister the UE from the network slice if the network slice is not utilised for the duration of the slice usage control timer (e.g. no PDU Session on the network slice by the UE). This timer is started at NSACF defined by the operator policy and updates AMF when to deregister the slice.


	5. Solution #36 does not belong to this category, however it has similarities to solution #34 and solution #38 as it also includes the on-demand S-NSSAI concept. As opposed to UE configuration method as in solution #34 and #38, in solution #36 the UE informs the AMF during Registration procedure whether the Requested NSSAI is needed for 'immediate use', requested due to a match to 'default applications' (i.e. "always on" S-NSSAI), or the S-NSSAI is requested due to a 'proactive registration'. For 'proactive registration', the AMF can reject the registration with an appropriate reject cause (e.g. rejected due to 'proactive registration'). This is similar to solution #34 and #38, but the UE configuration method in solution #34 and solution #38 results in more efficient signalling, since the network only needs to configure the UE once, while in solution #36, the UE may keep requesting 'proactive registration' during registration several times without knowing whether it will be accepted or not (i.e. AMF can keep rejecting the registration).


	6. Solution #37: this solution proposes for the AMF to monitor for a configured time duration whether these UEs are making any PDU sessions using the same slice. If AMF finds that some of the UEs do not have any PDU sessions and the timer is expired, then it deregisters the slice by removing the slice from the Allowed NSSAI. In addition, if SMF receives an indication from UPF after a configured time duration that UE is not transferring any user plane packets and the established session is inactive then based on operator policy the SMF may release the session.


	7. Solution #38: 

- Whether to register with all the Slices in the Configured NSSAI for the PLMN or whether to register when a PDU session needs to be established in the network slices or whether to register with a list/subset of slices from configured-NSSAI irrespective of whether a PDU session is established or not. This is similar to on-demand S-NSSAI in solution #34.

- Whether to establish all the PDU sessions configured in the RSDs or to establish them based on the need to use these by applications or whether to establish PDU sessions to specific set of DNNs irrespective of whether an application needs it or not.


	8. Solution #39 is a solution in its own category, and it proposes to steer the UE to another preferred slice by PCF updating the URSP rules once the originally intended slice is reaching quota limit. Dynamically reconfiguring the UE with updated URSP rules based on actual slice load is against the original purpose of URSP that is meant to provide a semi-static configuration for the UE for route selection. The dependency on NSAC is another major drawback of this solution.


	9. Solution #40


2 Proposal

It is proposed to include the above information for evaluation and conclusion for KI#6
FIRST CHANGE

7
Overall Evaluation

Editor's note:
This clause will provide evaluation of different solutions.
7.X
Evaluation for Key Issue #6

There are 9 solutions proposed for the KI#6.
	1. Solution #32 (The applicable part for KI#6):


- Network to deregister network slices for UEs or deregistering the UEs that have PDU sessions that are not active.
- Network to deregister slices for UEs or deregister the UEs that are registering in network slices without establishing any PDUs.
- Enabling network controlled transfer of PDU session from one network slice to another network slice
Comment: In top two both cases it is proposed that UE’s slice need to be removed from the allowed list once slice inactivity is detected and the 3rd case enables network controlled transfer of PDU session from one network slice to another network slice addressing the “what” and “how” of the following KI#6 objective: “what the network can request from the UE and how”. 


	2. Solution #33: 

- UE indicates its implicit slice registration deactivation capability during registration and timer is set by network. UE and AMF start the slice-specific implicit registration deactivation timer when there are no PDU sessions with active user plane resources on the slice that is associated with the implicit timer. On the expiry of the timer both UE and AMF will remove the slice implicitly.

- UE indicates its implicit PDU deactivation capability during registration and timer is set by network UE and SMF start the slice-specific implicit PDU session deactivation timer when the user plane connection is deactivated for the PDU session. On the expiry of the timer both UE and SMF will release the PDU session implicitly.
Comment : Both UE and AMF can remove the slice from allowed list when inactivity is detected in case of no PDU session. But for PDU session with no data transfer only releasing PDU session is not sufficient. UE can remove the slice from allowed list here as well but SMF need to indicate AMF so that AMF will remove the slice as suggested in solution 37.


	3. Solution #34: on-demand S-NSSAI. When the Serving PLMN configures the UE with Configured NSSAIs, the Serving PLMN may include an additional indication whether each S-NSSAI in the list of Configured NSSAI is an on-demand S-NSSAI. The UE, upon receiving the list of Configured NSSAI for the Serving PLMN, will not attempt to register for any of the Configured NSSAI that are indicated as on-demand S-NSSAI. Rather, when the UE evaluates URSP rules and an on-demand S-NSSAI appears in the Route Selection Descriptor of a URSP rule, the UE will attempt to register the on-demand S-NSSAI with the AMF. 
Comment: Only guiding the UE about when to register a particular slice won’t help completely because the same PDU can be inactive. Hence to release the inactive session belong to on-demand slice also need implicit/explicit deactivation mechanism. Another comment is the network can not verify whether the slice registration request sent by the UE is really on demand.


	4. Solution #35: propose for the network to deregister the UE from the network slice if the network slice is not utilised for the duration of the slice usage control timer (e.g. no PDU Session on the network slice by the UE). This timer is started at NSACF defined by the operator policy and updates AMF when to deregister the slice.
Comment: This solution may not work completely as the same NSACF may not support both the UE count and PDU count. Also NSACF will not be able to identify the case when PDU session becomes inactive (no data transfer) and it will still treat as PDU established, hence will never indicate to release the slice. Also all the slices may not be subject to NSAC. 


	5. Solution #36 provides assistance information (e.g. like the kind of registration) for each slice which means whether this slice will be used immediately (immediate registration) or after some duration (proactive registration) or because of default application. The network may reject a S-NSSAIs due to 'proactive registration'. In such case, the UE will only request registration to this S-NSSAI when there is application traffic which needs this S-NSSAI, i.e. URSP rules evaluation process is modified: if an application request data connectivity and the matching URSP rule includes an S-NSSAI which is not in the Allowed NSSAI (but also not rejected due unavailability in the PLMN, RA, or NSAC), the UE can first sends a request to register with the S-NSSAI before processing further RSDs or before the UE concludes that the RSD is invalid. Once the UE is registered with a slice (e.g. due to immediate use), the release of slice and PDU session may be done as suggested in other solutions.
Comment: This solution applies to scenarios where the network dynamically determines (e.g. based on current load or current number of slices/PDU Session close to the threshold when S-NSSAI is subject to NSAC) whether to apply network controlled UE behaviour for the registration to a particular S-NSSAI. This solution avoids the applicability of implicit/explicit deactivation solution when the UE requests e.g. proactive registration, especially when NSSAA or NSAC applies to an S-NSSAI and the inclusion of that S-NSSAI in the Allowed NSSAI would cause additional signalling. 
In scenarios where the network is statically configured that an S-NSSAI is to be used "on-demand", then solution #34 and solution #38 may be more efficient in term of avoiding the UE to request registration to S-NSSAI(s) for 'proactive registration'. 
Another comment is the information sent from the UE may not be trustable so the decision made based on this information may not accurate. “immediate registration” may get higher possibility to be accepted by the network so the UE may always set “immediate registration” and the network cannot verify it is real situation


	6. Solution #37: This solution proposes to deregister the slice once slice inactive is detected by AMF (no PDU session is for certain duration) . Similarly to release the PDU session once slice inactive is detected by SMF (PDU inactive case) and then inform AMF so that same slice can be removed as well. This is network based approach where timer is running at AMF & SMF. 
Another approach is provided where timer may be only running at UE and it will indicate to network to remove the slice and release the PDU session once inactivity is detected at UE end. The UE PDU session status and Allowed NSSAI will be always synchronized with network later. 
Comment: Solution #37 which is an extension of CN-initiated selective deactivation of UP connection of an existing PDU Session as specified in clause 4.3.7 of TS 23.502 has a unique feature of getting appropriate timers from an AF. With this, the 5GC can learn what a reasonable inactivity time of a given UE type or a UE group using a specific S-NSSAI. By doing this way abrupt releasing or deregistration can be minimized. Solution #37 also supports passing the control of having to deal with a UE inactivity on to a UE which has a required support (e.g., UE behaviour control policies). This way it relieves a serving AMF or SMF load. Further, network can still monitor the UE slice usage if needed, e.g. for malformed UE.


	7. Solution #38: 

1. Whether to register with all the Slices in the Configured NSSAI for the PLMN or whether to register when a PDU session needs to be established in the network slices or whether to register with a list/subset of slices from configured-NSSAI irrespective of whether a PDU session is to be established or not. 
2. Whether to establish all the PDU sessions configured in the RSDs or to establish them based on the need to use these by applications or whether to establish PDU sessions to specific set of DNNs irrespective of whether an application needs it or not.
3. Time to release a PDU session after no application is detected in the UE to need to use the PDU session This time, for example, can be immediately after use is over, or the PDU session can remain Idle up to a maximum time.

4. Time to deregister from a network slice since the last PDU session is released which was using the network slice.
5. Policy can be configured by HPLMN and VPLMN authorized by HPLMN
Comment: UE support is needed for this solution to work. This solution is not requiring an implicit deactivation timer  based on traffic monitoring as the UE releases the session when no Application is detected to need a PDU sessions. how this is detected can be left to implementation of the UE (e.g. no application has a socked on the IP address of a PDU session or a logical association with the PDU sessions. the Modem layer is expected to be able to receive such indications from the OS layer). the release is explicit (i.e. with signalling). the advantage of this approach is that some applications may not be active for a long time if they are just expecting notifications. with an explicit timer approach the PDU session may be releases needlessly and with that the related sliie if this was the last PDU session on the slcie.


	8. Solution #39 It proposes to steer the UE to another preferred slice by PCF updating the URSP rules once the originally intended slice is reaching quota limit. Based on the operator policy, the URSP will be updated only for the list of UEs configured at PCF.
Comment: This solution works only for slices which are subject to NSAC.


	9. Solution #40 It extends the PDU session inactivity mechanism in 5GS to PDN connection in EPS. This solution works for both implicit deactivation/explicit deactivation based solution.
Comment: This is not a standalone solution and complement any supported solution (be it implicit deactivation or explicit deactivation or both)


There are broadly two categories of solutions which addresses the KI#6 of proper utilization of network slices by UE. 

In the first category, the usage of slices by UEs are considered and then based on whether slices are in use or not deactivation is triggered.

1. UE impacting with UE configuration: : In this case the UE indicates its capability of handling the configuration information or implicit deactivation to network and then network updates the corresponding  configuration information or implicit timers to UE. the UE configuration runs at UE only and causes sessions to be released and slices to be deregistered explicitly based on the configuration information. the configuration information may also indicate which slices are to be kept registered at all times and which can be activated based on need/demand. The implicit registration slice deactivation timer runs at both UE & AMF and after the expiry of the timer both will remove the slice from the allowed list (no PDU session is established during this time period). Similarly implicit PDU session deactivation timer runs at both UE & SMF/SMF+PGW-C and after the expiry of the timer (PDU session is inactive) both will release the PDU session/PDN connections.
2. Network based on slice deactivation and explicit PDU session deactivation: In this case the UE does not need any new capabilities. The explicit registration slice deactivation timer runs at AMF and after the expiry of the timer it will remove the slice from the allowed list (no PDU session is established during this time period). Similarly explicit PDU session deactivation timer runs at both UE & SMF/SMF+PGW-C and after the expiry of the timer (PDU session is inactive) it will release the PDU session/PDN connections.
3. Timer setting, the timer is used to monitor the PDU session/Allowed NSSAI usage as per point 2. To avoid abrupt PDU Session release or slice deregistration (i.e., removing an S-NSSAI form Allowed-NSSAI), the timer is set by the AF and stored at the UDM.
In the second category, network will configure policy for some slices which will indicate whether the slice need to be registered and present all the time irrespective of the any corresponding PDU session is there or not. The following sub-categories may apply:

1.
Static configuration per some slices: the network may indicate to the UE whether to register whenever the UE wants or only when it wants make one PDU session using that slice. This indication can be provided by the network either in the configured NSSAI or in URSP. 
2.
Dynamic configuration per network slice: the network may determine based on current conditions whether to apply network controlled UE behaviour for the registration to a particular S-NSSAI. The UE indicates the type of registration to an S-NSSAI (e.g. immediate use, proactive or default). The network can reject network slices for 'proactive registration' and the UE will initiate registration to such slices only when there is matching application traffic.
Solutions to address the aspect of KI#6 to enable network-controlled behaviour for the scenario where there is an existing PDU session, can be categorized as AMF initiated and PCF initiated mechanisms. In both approaches the network controls the transfer of PDU session from one network slice to another network slice and the difference is in the core network NF that triggers the transfer.
NEXT CHANGE

8
Conclusions

Editor's note:
This clause will list conclusions that have been agreed during the course of the study item activities.

8.X
Conclusions for Key Issue #6
The following conclusions are proposed for KI#6:
For a supporting UE, the following principles are agreed for normative work:
-
The network can configure slice-specific polices; more specifically, it is proposed to use PCF and/or UDM or local AMF configuration/policy for handling network policies related to S-NSSAIs subject to network control during the registration procedure. These policies can include one or more of the following components:
Editor's note: whether PCF, UDM or local configuration is driving this is FFS.  Network provides the settings from HPLMN to AMF in roaming case 
Editor's note: It is FFS whether to add an indication of the time after which a PDU session is explicitly released after no application is detected to need it at the UE (timer running at UE only). The timer is provided by HPLMN or VPLMN of HPLMN allows any existing methods for UE configuration. After the timer expiry UE explicitly update SMF about PDU release.
-
Whether the registration needs to be performed based on demand/usage or configuration. This indication can be configured by HPLMN and/or VPLMN (if authorized by HPLMN, based on e.g UDM indication) and can be provided via existing UE configuration procedures e.g. together with the Configured NSSAI  .
- 
Indication of the inactivity timer after a PDU session is implicitly released at UE and SMF if no activity is detected. The timer runs at both the UE and the SMF. This timer is provided by the SMF at PDU session establishment time and in roaming cases it requires support from the SMF/UPF of the HPLMN (no VPLMN control if the PDU session is home routed). The UE also locally removes the S-NSSAI from the Allowed NSSAI after releasing the PDU session if it does not have any other PDU session for the same slice over the related access type. The AMF may also locally removes the S-NSSAI from the Allowed NSSAI based on indication from the SMF after completion of the PDU Session Release procedure if it does not find any other PDU session for the same slice over related access type.
-
Indication of the inactivity timer after a slice is implicitly deregistered if no PDU sessions are present. his applies only for Slices that are established only when needed.. The timer runs at both the UE and the AMF. The timer is provided by the HPLMN or the VPLMN (AMF policy) during the Registration procedure together with the Configured NSSAI. The timer can be per S-NSSAI.
-
Inactivity timer, which are needed to release a PDU session or remove a given S-NSSAI from an Allowed NSSAI after an inactivity, may be set by authorized AF (if PLMN allows) and stored in the network (e.g UDM or PCF) per S-NSSAI/DNN. The timer from network can be obtained by an AMF and SMF respectively at the time of UE registration and PDU session establishment.
-
For EPS case, the PDN connections have similar handling to PDU sessions in 5GS.
-
 if the UE indicates it support this specific feature as defined in KI#1, it is proposed to enable the network  to request the UE to transfer all PDU sessions from one S-NSSAI to another S-NSSAI.
For a non-supporting UE, the following principles are agreed for normative work:
-
The AMF determines to deregister the network slice if no PDU session is using the slice for a determined network slice inactivity time which runs only at the AMF.
-
The SMF determines to release the PDU session if no user data is sent over the PDU session for a determined PDU session inactivity time which runs only at the SMF. The AMF may also removes the S-NSSAI from the Allowed NSSAI based on indication from the SMF after completion of the PDU Session Release procedure if it does not find any other PDU session for the same slice over related access type.
-
Inactivity timer, which are needed to release a PDU session or remove a given S-NSSAI from an Allowed NSSAI after an inactivity, may be set by authorized AF (if PLMN allows and for slices solely dedicated for the AF and not shared with others) and stored in the network (e.g UDM or PCF per S-NSSAI/DNN. The timer from network can be obtained by an AMF and SMF respectively at the time of UE registration and PDU session establishment.
-
For EPS case, the PDN connections have similar handling to PDU sessions in 5GS.
Editor's Note: It is FFS whether to conclude solutions for scenarios where the network applies dynamic configuration of network-controlled UE behaviour for the registration to a particular S-NSSAI.
Editor's Note: It is FFS Roaming principles in eUEPO for UE policies apply to UE policies including S-NSSAI related policies.
END OF CHANGES
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