
SA WG2 Meeting #153E (e-meeting)
S2-2209681
Oct 10 - 17, 2022

Source:
CATT, Nokia, Nokia Shanghai-Bell, vivo
Title:
KI#3 conclusions update
Document for:
Approval

Agenda Item:
9.23

Work Item / Release:
FS_eNA_Ph3 / Rel-18
Abstract of the contribution: The contribution proposes updates to the conclusions for KI#3, i.e. resolving the editor's notes.
1. Introduction
There are several Editor's notes in current conclusions for Key Issue #3: Data and analytics exchange in roaming case.
0) Regarding the following EN:
Editor's note:
The selection of the central NF (i.e. NWDAF, DCCF, NEF or new NF, e.g. GEF) is FFS.

A central NF is used as entry point to exchange analytics in roaming scenario between HPLMN and VPLMN. It authorizes the request according to operator policies and user consent and it filters the information exposed in reply to the request.
The NWDAF is well suited to handle analytics requests as it already performs comparable operations. The NWDAF also performs extensive data collection. The NWDAF also has existing capabilities for user consent checking. Using the NWDAF for data collection also enables subsequent usage of the DCCF. All deployments for network automation will provide NWDAFs.

The DCCF also has capabilities for data collection, aggregation of analytics requests and user consent checking. However, not all deployments will use DCCFs.

The NEF has capabilities to check the authorization of a request but will need to forward request either directly to an NWDAF or to a DCCF. It is does not yet have capabilities for user consent checking and is likely not well suited to filter exposed data or analytics (which are likely transparently forwarded by many implementations). It can be used only in combination with other entities. As several entities handle the request, extra processing effort is likely.

A new NF will likely mean maximum implementation effort as no existing capabilities can be reused. If the new NF forwards required requests to NWDAF or DCCF, extra processing effort will also be required.

It seems appropriate to use the NWDAF as default central entity. In deployments with DCCF and/or NEF, those may be used instead.
1) Regarding the following EN:
Editor's note:
It is FFS whether to define new services or reuse existing services.

It authorizes the request according to operator policies and user consent and it filters the information exposed in reply to the request The authorization framework in the NRF allows to configure per service which PLMNs have access to the service. The NRF will check that condition when providing authorization tokens for the service. It is thus easy to configure in a deployment that only a limited set of new services can be accessed from outside the PLMN.

Those arguments are in favour of defining new services. However, the new services can be defined with much communality to existing services to ease the implementation.

2) Regarding the following EN:

Editor's note:
Whether to provide raw data from VPLMN to HPLMN, or vice versa is FFS, and whether to provide analytics from VPLMN to HPLMN is FFS.
Some event subscriptions and exposure between PLMNs e.g., between AMF, SMF and UDM, are part of basic network operations unrelated to network automation and thus exposure of raw data can not be completely forbidden in either direction.

Exchanging analytics may reduce the signalling load compared to raw data.

However, the VPLMN seems hardly capable to provide analytics for inbound roaming UEs. It likely has no analytics models for inbound roaming users and no historical data. When a UE enters a VPLMN network (i.e., it is roaming), the network likely does not have any historical data related to the UE that it can use to create analytics (statistics and/or predictions). It can only start to collect data after the UE has entered the VLPMN, so the initial accuracy of the analytics reports would be rather low. Many analytics require input data from network entities in the HPLMN (e.g., UDM, SMF for home route roaming …) that may not be accessible in the VPLMN to derive analytics. From the perspective of signalling load, it also appears highly undesirable that the VPLMN generates analytics for a consumer in the HPLMN based on input data in the HPLMN. A model where partial analytics are provided from VPLMN to HPLMN are being completed in the HPLMN NWDAF with HPLMN input data has also been suggested but leads to standard questions what such "partial analytics" could be, and extra processing load compared to handling raw data.

It thus appears necessary to allow the HPLMN NWDAF to collect input data from the VPLMN. The benefit and feasibility to retrieve UE related analytics from the VPLMN by the HPLMN is questionable. However, it can be left to implementations whether the VPLMN provides such analytics.

However, retrieving UE-related HPLMN analytical information by the VPLMN may help NFs in the VPLMN to optimise for the UE. The HPLMN has historical data of the UE and can have related analytics models that the UE lacks. The use case to provide analytical information from HPLMN to VPLMN has also already been agreed.

3)Regarding the following EN:
Editor's note:
It is FFS if the analytics information is analytics, analytics profiles or both.
This EN relates to the sentence "VPLMN may consume analytics information generated by HPLMN". 
This Editor's note is actually about whether the VPLMN may consume the UE analytics profiles generated by HPLMN (See Solution #38), in addition to other analytics information generated by the HPLMN.
As proposed in Solution #38,
"The "UE analytics profile" is generated by the NWDAF of the HPLMN (H-NWDAF) and stored in the ADRF of the HPLMN (H-ADRF).

The NWDAF of the VPLMN (V-NWDAF) can retrieve the UE analytics profile from the H-NWDAF for an inbound roaming UE and use it for determining analytics related to that UE for consumers NFs in the VPLMN. It may store the profile in the ADRF of the VPLMN (V-ADRF).

The UE analytics profile may contain:

-
UE Mobility patterns.

-
UE Location patterns.

-
Expected UE behavioral parameters.

-
UE QoS / Congestion Experience patterns.

-
UE Data usage patterns (e.g. indicating where a UE disperses most of its data volume and session transactions).

-
Data related to the UE that the V-NWDAF can use to generate its own analytics about the UE. "
However, the analytics information in UE analytics profile (except the "Data related to the UE that the V-NWDAF can use to generate its own analytics about the UE") is actually information also available within analytics related to the UE, see the mapping between UE analytics profile and the existing analytics defined in TS 23.288 in Table 1.
Furthermore, it is already described in the conclusions for KI#3 that "UE-related analytics information provided by the HPLMN (e.g.. service experience analytics, etc.) can include statistics or predictions for outbound roaming UEs".
Table 1: Mapping between UE analytics profile and the existing analytics in TS 23.288
	UE analytics profile
	Corresponding analytics information
	Comments

	UE Mobility patterns
	UE Mobility analytics, see TS 23.288 clause 6.7.2
	Covered by existing analytics defined in TS 23.288

	UE Location patterns
	UE Mobility analytics, see TS 23.288 clause 6.7.2
	

	Expected UE behavioral parameters
	Expected UE behavioral parameters related network data analytics, see TS 23.288 clause 6.7.4
	

	UE QoS / Congestion Experience patterns
	QoS Sustainability Analytics, User Data Congestion Analytics, see TS 23.288 clause 6.9 and 6.8
	

	UE Data usage patterns (e.g. indicating where a UE disperses most of its data volume and session transactions)
	Dispersion Analytics, see TS 23.288 clause 6.10
	

	Data related to the UE that the V-NWDAF can use to generate its own analytics about the UE
	-
	Not analytics information. Also it is unclear/undescribed what types of data are contained in "data related to the UE that the V-NWDAF can use to generate its own analytics about the UE".


On the other hand using an analytics profile has the advantage that it can be pre-computed and that it may contain the condensed information related to several analytics IDs. This filtering of data is simplified compared to full analytics information and essential information about a UE can be provided.

However, complete analytics IDs offer more flexibility and may contain more complete data (if those are allowed to be shared with the VPLMN).

Both options offer advantages and can be allowed. 

4) Regarding the following EN:
Editor's note:
It is FFS whether the HPLMN can consume UE related analytics generated by the VPLMN. It needs to be studied whether the VPLMN can provide any meaningful analytics related to a user, in particular if the VPLMN can have analytics models for a user and whether it has access to raw data from the HPLMN for analytics and predictions. Otherwise the HPLMN will need access to raw data from the VPLMN for analytics statistics or predictions for outbound roaming UEs.
The VPLMN NWDAF can train ML models without UE dependencies and generate UE related analytics (e.g. UE mobility analytics, UE communication analytics in LBO scenario) using UE related data collected in the VPLMN, similar to what the HPLMN NWDAF does in the HPLMN. Then the HPLMN can consume UE related analytics generated by the VPLMN, e.g. analytics information (i.e. service experience analytics, slice load level analytics, etc.) in the VPLMN can be leveraged by the H-PCF for decision of NSSP in URSP rules provisioned to the UE roaming in the VPLMN.

However many analytics require input data from network entities in the HPLMN (e.g., UDM, SMF for home route roaming …) that may not be accessible in the VPLMN to derive analytics. From the perspective of signalling load, it also appears highly undesirable that the VPLMN generates analytics for a consumer in the HPLMN based on input data in the HPLMN. A model where partial analytics are provided from VPLMN to HPLMN are being completed in the HPLMN NWDAF with HPLMN input data has also been suggested but leads to standard questions what such "partial analytics" could be, and extra processing load compared to handling raw data.

It thus appears necessary to allow the HPLMN NWDAF to collect input data from the VPLMN. The benefit and feasibility to retrieve UE related analytics from the VPLMN by the HPLMN is questionable. However, it can be left to implementations whether the VPLMN provides such analytics.

In summary, it can both be allowed that the HPLMN retrieves analytics and raw data from the VPLMN.
5) Regarding the following EN:
Editor's note:
The above is FFS and requires coordination with FS_UEPO, key issue 1.
This EN refers to the following NOTE in Solution #17:
NOTE:
FS_UEPO, key issue 1, aims to enable the provisioning of URSP rules in the VPLMN and may thus remove the need for the H-PCF to determine NSSP.
The conclusions on KI#1 of FS_UEPO in clause 8.1 of TR 23.700-85 are cited as below. According to the conclusions, in roaming scenarios, it is still the H-PCF that determines NSSP in URSP rules and provides it to the UE roaming in the VPLMN.
So this EN can be removed.

[TR 23.700-85 v1.0.0
8.1
Conclusions on KI#1

8.1.1
General

The following definitions will be included as part of the normative work on URSP Rules in roaming:

VPLMN specific URSP Rules: A VPLMN specific URSP Rule is applicable when the UE is registered in the VPLMN only. VPLMN specific URSP rules are provided from the HPLMN and contains, based on agreements with VPLMN, the Network Slice Selection, DNN Selection, Time and Location criteria.. It is provided to the UE to route traffic on a PDU Session to a SMF and UPF in the VPLMN.

Editor's note:
It is FFS whether the definition of VPLMN specific URSP Rules needs to be updates to allow for the case where the VPLMN specific URSP Rule includes RSDs that apply in both the HPLMN and VPLMN.

HPLMN specific URSP Rules: A HPLMN specific URSP Rule is applicable either when the UE is registered in VPLMN or HPLMN. It contains HPLMN specific values on the Network Slice Selection, DNN Selection, Time and Location criteria. It is provided to the UE to route traffic on a PDU Session to a SMF and UPF in the HPLMN.

8.1.2
Conclusions on the how to identify PLMN specific URSP Rules

To enable the PCF to provide and the UE to identify the PLMN specific URSP Rules, the following conclusion principles apply:

-
VPLMN ID is provided to UE along the URSP.

Editor's note:
How to provide VPLMN ID to UE along URSP is FFS.

8.1.3
Conclusions on which PLMN determines the VPLMN specific URSP Rules

The scenario where the network provides the UE with URSP rules applicable in the VPLMN It is proposed to adopt the following interim conclusion principles:

-
The H-PCF provides VPLMN specific URSP Rules to the UE.

-
The H-PCF generate VPLMN specific URSP rules by taking Service Parameters either from V-PCF or the V-AF in.

Editor's note:
It is FFS whether a new re-evaluation trigger (e.g., change of PLMN/Route Selection Validation Criteria or an indication in the URSP Rule) is needed when VPLMN specific URSP Rules or VPLMN specific RSDs are used.

Editor's note:
It is FFS which solution is taken for normative specification, H-PCF generating VPLMN specific URSP rules based on service parameters provided by V-PCF or based on URSP guidance provided by the AF from VPLMN for the case when the H-PLMN generates the VPLMN specific URSP rules. ]
2. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-81.
* * * Start of Change * * * *

8.3
Key Issue #3: Data and analytics exchange in roaming case

For KI#3, the following architectural principles are agreed as interim conclusions:

-
A central NF is used as entry point to exchange analytics in roaming scenario between HPLMN and VPLMN. It authorizes the request according to operator policies and user consent and it filters the information exposed in reply to the request.
-
An NWDAF is the default central NF.
NOTE:
How to discover the central NF is determined in normative phase.
Editor's note:
Whether other NF can also be the central NF is FFS.
-
The central NF offers new services to be accessed by the peer PLMN. This allows the NRF to be configured in such a manner that only access to those services is authorized from outside the PLMN. The new services will be defined with as much communality as possible to existing services to ease the implementation.




-
Exposure of input data for analytics is allowed from VPLMN to HPLMN and vice versa. It may be restricted based on operator policy and user consent.
-
The HPLMN may provide analytics to the VPLMN. The VPLMN may provide analytics to the HPLMN.
NOTE 1:
Analytics that rely on input data from the HPLMN are preferbly not provided from VPLMN to HPLMN but generated in the HPLMN. Analytics that rely on input data from the VPLMN are preferbly not provided from HPLMN to VPLMN but generated in the VPLMN.
NOTE 2:
Data and analytics exchange between HPLMN and VPLMN may be furter updated based on feedback from GSMA.
NOTE:
The user consent check procedure and security aspects will align with SA WG3’s conclusion during normative work.
For KI#3, the following use cases are supported:

-
VPLMN may consume analytics information generated by HPLMN: 
-
In home routed roaming scenarios, HPLMN analytics information (i.e. slice load level analytics, NF load analytics, etc.) can be leveraged by the AMF in the VPLMN for Network Slice selection and SMF selection for PDU Session management.
Editor's note:
It is FFS if the analytics information is analytics, analytics profiles or both.
-
UE-related analytics information provided by the HPLMN (e.g.. service experience analytics, etc.) can include statistics or predictions for outbound roaming UEs. 
-
HPLMN may consume analytics information generated by the VPLMN or request raw data and generate analytics on its own.
-
In home routed roaming scenarios,  analytics information with statistics or predictions for outbound roaming UEs can be leveraged by the H-PCF for QoS control of the PDU Session.

-
Analytics information of the VPLMN and the HPLMN (i.e. service experience analytics, slice load level analytics, etc.) can be leveraged by the H-PCF for decision of NSSP in URSP rules provisioned to the UE roaming in the VPLMN.

* * * End of Change * * * *

