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Abstract of the contribution: This contribution proposes updates on the evaluation of KI#3.
1. Discussion 
This contribution proposes changes on the evaluation for KI#3, based on the adopted solution updates in the SA2 #152e meeting.
2. Proposal

It is proposed to adopt the following changes in TR 23.700-81.   

*** Start of the 1st change ***

7.3
Key Issue #3: Data and analytics exchange in roaming case

7.3.1
Solution categorization

Solution #10, #11, #17, #37, #38, #39 and #40 are proposed for Key Issue #3 "Data and analytics exchange in roaming case", which are categorized as shown in Table 7.3.1-1.
Table 7.3.1-1: Solution Categories for Key Issue #3
	Categories
	Solutions

	General architectural enhancements
	10
	Support for Data and Analytics Exchange in Roaming Case, introducing a Gateway Exposure Function (GEF)

	
	38
	Interactions between VPLMN and HPLMN for restricted data collection and analytics retrieval

	
	39
	Architecture enhancements to support Data and analytics exchange in roaming case

	
	40
	Data and analytics exchange for roaming UEs, i.e. via the NEF

	Enhancements for specific use cases/functionalities/Analytics IDs
	11
	PDU session management in roaming scenarios using network analytics

	
	17
	NSSP in roaming scenarios using network analytics

	
	37
	Analytics Exchange in Home routed roaming case

	
	38
	VPLMN retrieves "UE analytics profiles" from HPLMN


7.3.2
Evaluation of solutions on general architectural enhancements
Table 7.3.2-1: Comparison of solutions on general architectural enhancements for KI#3 RRC_Inactive mode reception

	Sol
	Use Cases
	Main Principles
	Protection of Exposed data
	Main Impacts
	Open Issues

	10
	Exposure of both data and analytics from VPLMN to HPLMN and from HPLMN to VPLMN
	A new Gateway Exposure Function (GEF) is used as exit and entry point for request for data or analytics from.
	GEF is also responsible for data/analytics manipulation before sending to the other PLMN according to the regulatory constraints and operator policies
	new Gateway Exposure Function (GEF):

-
Send / receive inquiries or subscriptions for data or analytics to / from peer PLMN

-
data/analytics manipulation before sending to the other PLMN according to the regulatory constraints and operator policies
	It is ffs if the GEF is a standalone function or collocated with either NEF,DCCF or NWDAF.

It is ffs whether exit GEF is required.

It Is FFS to which extent the VPLMN can provide meaningful analytics for a new inbound roamer without historical data about the roaming user and with only limited access to input data sources in the HPLMN.

	38
	HPLMN may collect data from VPLMN. VPLMN may  consume analytics profiles  generated by HPLMN
	NWDAF serves as entry point for related requests. Analytics profiles are generated for each UE in advance in HPLMN.
	NWDAF serves as entry point for related requests and authorizes requests and restricts exposed data and analytical information.
	V-NWDAF:

-
Offer new data retrieval services that enable data retrieval by NFs from another PLMN:

-
Retrieve analytics profile for UE from H-NWDAF and extract and provide analytics based on it.

H-NWDAF:

-
Offer new analytics retrieval services that enable analytics profile retrieval by VPLMN.

-
Generate an "UE analytics profile" for each UE subscribed at HPLMN and store it in ADRF.

NRF:

-
Restrict access to other event exposure services and analytics services from outside the own PLMN and redirect to NWDAF data retrieval service at analytics retrieval service.

ADRF:

-
Store "UE analytics profiles".
	

	39
	H-NWDAF retrieves analytics or data for roaming users 
	H-NWDAF  retrieves analytics or data for roaming users from V-NWDAF via H-DCCFs and V-DCCF.
	V-DCCF checks whether user VPLMN is authorized to request the data or analytics
	Consumer in HPLMN (e.g. H- NWDAF):

-
subscribes to data/analytics information at the H-DCCF.
H-DCCF:

-
discover the V-DCCF from NRF;

-
requests data or analytics from V-DCCF.
V-DCCF:

-
checks if the consumer from HPLMN is authorized to obtain the data/analytics from the VPLMN.
-
collects data/ analytics from data provider(s) for the roaming UE(s).
-
sends the collected data/analytics to the VPLMN DCCF.
	It is FFS whether a new DCCF service may be appropriate to trigger the special checking by the VPLMN DCCF.

It is FFS how the V-DCCF obtains applicable policies for the peer PLMN.

	40
	Exposure of both data and analytics from VPLMN to HPLMN and from HPLMN to VPLMN
	NWDAF in HPLMN/VPLMN accesses the NFs or NWDAF in the other PLMN via NEF for data collection or analytics subscription and behaves as an untrusted AF for the other PLMN. The NEF maps S-NSSAI(s) of VPLMN and HPLMN against each other.
	The NEF in VPLMN verifies, operator policy, regulatory constraints and/or roaming for access from NWDAF in HPLMN.  The NEF in HPLMN verifies user consent, operator policy, regulatory constraints and/or roaming agreements.
	Consumer NF:

-
include indication for roaming UE and the PLMN ID.

NWDAF:

-
Support translation of S-NSSAI(s).

NEF:

-
translation of S-NSSAI(s).

-
check user consent, operator policy, regulatory constraints and/or roaming.
	It is FFS if NEF can expose the input data for all types of analytics or extensions are required.

It Is FFS to which extent the VPLMN can provide meaningful analytics for a new inbound roamer without historical data about the roaming user and with only limited access to input data sources in the HPLMN.


Solution #10, #38, #39 and #40 all suggest to use a central entry point for incoming requests for analytics and/or data, e.g. to authorize and filter those request and responses, to deliver the analytics and/or data. The differences are in the selection of the entry point:

Solution #10 introduces a new 5GC NF, i.e. Gateway Exposure Function (GEF), which is responsible for:

-
data/analytics exposure to other PLMNs, by enforcing constraints on the type and amount of data exposed to each PLMN according to roaming agreement;

-
obtaining the user consent for data collection where applicable.

Solution #38 proposes that the NWDAF serves as central entry point for related requests, authorizes requests and restricts exposed data and analytical information. That is, data and analytics information are exchanged between the H-NWDAF and the V-NWDAF directly.

Solution #39 proposes that the consumer NF (e.g. NWDAF or other 5GC NF) in HPLMN subscribes to data/analytics information of the VPLMN via the H-DCCF and V-DCCF. The V-DCCF checks whether the consumer NF from the HPLMN is authorized to obtain data/analytics from the VPLMN.

Solution #40 proposes that the NWDAF in HPLMN (/VPLMN) behaves as an untrusted AF to the VPLMN (/HPLMN) and performs data collection or analytics subscription from the VPLMN (/HPLMN) via the NEF. The NEF is responsible for authorizing the data collection or analytics subscription request, by checking user consent, operator policy, regulatory constraints and/or roaming agreements.

7.3.3
Evaluation of solutions on enhancements for specific use cases/functionalities/Analytics IDs

Table 7.3.3-1: Comparison of solutions for specific use cases/functionalities/Analytics IDs for KI#3 
	Sol
	Use Cases
	Main Principles
	Protection of Exposed data
	Main Impacts
	Open Issues

	11
	Analytics of HPLMN (Slice load level, NF load, etc.) can be sent to the VPLMN and used by the AMF in VPLMN for Network Slice and H-SMF selection for Home Routed PDU Session establishment.
	AMF contacts H-NWDAF via V-NWDAF
	Only analytics is exposed. Seem to assumes that exchanged analytics do not need to be filtered and restricted
	V-NWDAF
-
Interact with H-NWDAF.
	No considerations how to restrict exposed analytics



	17
	Analytics in VPLMN (i.e. Service Experience for an application and/or Network Slice, Network Slice load level, etc.) can be sent to the HPLMN and used by the H-PCF for decision of network slice selection policies within the URSP rule.


	The H-PCF requests analytics via H-NWDAF. The H-NWDAF maps slice info to VPLMN and interacts with V-NWDAF


	Only analytics is exposed. Seem to assumes that exchanged analytics do not need to be filtered and restricted
	PCF:

-
request analytics

-
updates the NSSP (as part of the URSP rules) to the UE for the UE using the PDU Session in the indicated Network Slice(s) to transmit the application in roaming scenarios.

H-NWDAF:

-
requests VPLMN analytics information from the V-NWDAF.

V-NWDAF:

-
provides VPLMN analytics information to the H-NWDAF.
	No considerations how to restrict exposed analytics

FS_UEPO, key issue 1, aims to enable the provisioning of URSP rules in the VPLMN by V-PCF for some cases, while for other cases the H-PCF is still used for provisioning UE policy to the UE roaming in the VPLMN.


	37
	No raw data but only analytics exchange allowed between HPLMN and VPLMN (in both directions) to reduce traffic. Example use case end-to-end service experience analytics
	H-NWDAF and V-NWDAF act as entry points for related requests. H-NWDAF can derive overall  analytics with V-NWDAF analytics as input, e.g. for end-to-end service experience analytics


	Only analytics is exposed. Seem to assumes that exchanged analytics do not need to be filtered and restricted
	H-NWDAF:
-
subscribe to VPLMN service experience analytics at V-NWDAF;

-
derive the E2E service experience analytics based on the service experience analytics in the visited network and the service experience analytics in the home network.

V-NWDAF:
-
Provide service experience analytics for VPLMN to H-NWDAF.
	Unclear how the user consent is checked and regulatory constraints and operator policies are considered.
It Is FFS to which extent the VPLMN can provide meaningful analytics for a new inbound roamer without historical data about the roaming user and with only limited access to input data sources in the HPLMN.

It Is FFS whether raw data aggregation can be an alternative to analytics to reduce signalling load

	38
	See Table 7.3.2-1:


Both Solution #11 and Solution #37 propose analytics information exchange for PDU Session management in home routed roaming cases:
-
both Solution #11 and Solution #37 proposes that the AMF uses slice load level analytics of the HPLMN for Network Slice selection, while Solution #11 also proposes that the AMF uses NF load analytics of the HPLMN for SMF selection;
-
Solution #37 proposes that the H-PCF uses service experience analytics of the HPLMN to adjust QoS parameters for the PDU Session.
Solution #17 proposes that the H-PCF uses service experience analytics (or slice load level analytics) of the VPLMN to decide on the NSSP in URSP rules provisioned to the UE roaming in the VPLMN.
Solution#38 contains the following two aspects:
-
the H-NWDAF collects VPLMN data from the V-NWDAF;
-
the V-NWDAF retrieves the "UE analytics profile" from the H-NWDAF for an inbound roaming UE and use it for determining analytics related to that UE for consumers NFs in the VPLMN;
where the data collection and "UE analytics profile" sharing between the PLMNs may raise security and privacy issues, and therefore rely on roaming agreements / operator policy and user consent.
*** End of the 1st change ***
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