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This clause specifies an optional feature that enables the 3GPP system to send to the Untrusted non-3GPP access network traffic profiles and instructions on how the access network (i.e., WLAN) may treat these traffic profiles.
The ePDG provides the AAA Server a traffic profile(s) and instruction(s) for a UE by using SWm Authorization. The AAA Server relays the traffic profile and instruction(s) to the WLAN via the SWa Re-Authentication and Re-Authorization procedure, per TS 29.273 [xxx].
For this release, this feature is specified for use with GTP on S2b. 
There are two types of traffc profiles: 
1) A traffic profile including UE IP address (local address assigned by WLAN) and the ePDG IP address; or
2) A traffic profile including UE IP address (local address assigned by WLAN), the ePDG IP address and IPSec SA(s), identifying any IPSec SA as described in clause 4.10.5.1, clause 4.10.5.2, and clause 4.12.
The instruction(s) include an indication to turn on/off a WLAN QoS mechanism. The instruction may require a specific trigger such as a specific QoS. The mapping between trigger and instruction is with the ePDG.
NOTE 1:	The WLAN may interpret this instruction and potentially use other information (e.g., subscription information) to select an appropriate WLAN QoS mechanism at the discretion of the WLAN.
NOTE 2:	The WLAN QoS mechanism is outside the scope of 3GPP.
NOTE 3:	For MPS, the instruction is an indication to turn on/off priority. The trigger is MPS specific QoS.
The ePDG sends the traffic profile and instruction(s) to the AAA Server and the AAA Server transfers this to the WLAN, as described in clause 7.X. 
SECOND CHANGE
7.X User Plane QoS Differentiation via Control Plane
This clause describes the procedures used for User Plane QoS Differentiation via Control Plane, per clause 4.10.X.
The ePDG sends a traffic profile and instruction(s) for a specific UE to the AAA server over SWm with an ePDG- initiated Authorization, per TS 29.273 [xx], and the AAA server transfers this to the WLAN over SWa using the SWa Re-authentication and Re-authorization, per TS 29.273 [xx]. In the case of roaming, this shall also include SWd between the AAA proxy and the AAA server.
NOTE:	In each case, a trigger may need to be specified for the ePDG that dictates the particular instruction. For example, in the case of MPS, the receipt of MPS specific QoS, depending on one of the following procedures, leads to a “Priority on” or “Priority off” instruction.
-	in clause 7.2.4, and in clause 7.6.3 for each additional PDN, when the ePDG receives an indication of a successfully created IPSec SA before step E.1, the ePDG sends to the AAA Server the traffic profile and a turn on instruction.
-	in clause 7.4 when the ePDG received an indication of a successfully deleted IPSec SA after step B.1, and similarly in clause 7.4.4 in step A.1, the ePDG sends to the AAA Server the traffic profile and a turn off instruction.
-	in clause 7.9.2, when the ePDG receives an indication of a successfully deleted IPSec SA in step 3a, the ePDG sends to the AAA Server the traffic profile(s) and a turn off instruction(s).
-	in clause 7.10, when the ePDG receives a successfully created IPSec SA in step 4, the ePDG sends to the AAA Server the traffic profile(s) and a turn on instruction(s).
-	in clause 7.11.1, when the ePDG receives an indication of a successfully deleted IPSec SA in step 4, the ePDG may send to the AAA Server the traffic profile(s) and an appropriate turn on/off instruction(s) depending on the change of the bearer QoS.
-	THIRD AND LAST CHANGE
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