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1 Overall description
SA2 thanks CT3 for their LS on Issues on exposing 5GS information to an untrusted AF (C3-224688 / S2-2208167) and provides the following answers to CT3 questions.

Question 1: Whether the fact that the internal 5GS information shall not be exposed to an untrusted AF is applicable to all the analytics events or only those that explicitly indicate this requirement?
SA2 answer to question 1:
SA2 reviewed the different analytics in TS 23.288 from the perspective of confirming the information that should be hidden to untrusted AF and agreed further corrections in CR in S2-2208991. 
While "DNN" and "S-NSSAI" should be hidden to untrusted AF when the untrusted AF does not understand these S-NSSAI and DNN, still the untrusted AF could request some analytics with S-NSSAI as analytics filter information if it understands the S-NSSAI. So, for these analytics that allow to expose S-NSSAI and DNN, the S-NSSAI and DNN could still be provided in the output analytics to the untrusted AF. This applies e.g. to service experience analytics, UE communication analytics and DN performance analytics. Regarding dispersion analytics, SA2 concluded that dispersion analytics bound by slice are not provided to untrusted AF.

Question 2: Is there any other information considered as internal 5GS information except "DNN", "S-NSSAI" and "UPF info"? Whether possible some internal 5GS information can be exposed to an external AF upon some agreements between the network operator and the external ASP (e.g. DNN and/or S-NSSAI shared by the slice dedicated SLA)?
SA2 answer to question 2:
Beyond "UPF info", "Serving anchor UPF info", "DNN" and "S-NSSAI", SA2 only found N4 session ID in UE communication analytics which is not needed to be exposed to the untrusted AF.

CT3 also noticed that NOTE 4 in Tables 6.4.3-1 and 6.4.3-2 of 3GPP TS 23.288 indicate that the "DNN" and "UPF info" shall not be included if the consumer of this analytics type is AF.
Question 3: Whether our understanding is correct that also this statement refers only to an “Untrusted AF” and whether the S-NSSAI needs to be included in the NOTEs?
CT3 understanding that the statement applies to untrusted AF is correct, and related corrections were agreed in CR in S2-2208991. Also, S-NSSAI was added to the notes in these tables, with clarification that S-NSSAI and DNN shall not be included if the untrusted AF did not provide them in the analytics filter information.

2	Actions
To CT3:
ACTION: 	SA2 kindly asks CT3 to take SA2 answers into account.
3	Dates of next TSG SA WG 2 meetings
3GPP TSG SA2#154	14th - 18th November 2022	Toulouse, France
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