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Abstract of the contribution: This paper proposes updated evaluation and conclusion for Key Issue #4, in case of hosting network is an SNPN, regarding the content of the hosting network selection information.
Discussion
A hosting network can be a PNI-NPN or a SNPN. 
This contribution proposes evaluation and conclusion for KI#4, in case of hosting network is a SNPN, regarding the content of the hosting network selection information.
Proposal
Add the following conclusion to TR 23.700-08.

*** BEGIN CHANGES ***
[bookmark: _Toc113020902]7.4.2	Evaluation for the content of the localized service information
Construct the information on localized service basis (Sol #11, #12, #13, #15, #24, #27, #31, #32, #34).
-	The information includes an element to distinguish different localized service (e.g. identifier, name of the localized service), validity conditions (time/location), associated hosting networks' information (e.g. hosting network identifier, temporary credential or credential type for accessing hosting network, CAG IDs, QoS, cost, information transmitted in the Hosting network's SIB, etc).
-	The localized service information may include either (a) a list of one or more Hosting Network Identifiers, or (2) information which is broadcasted by the Hosting Network (e.g. CAG IDs, localized service ID) used by the UE to select the Hosting network.
NOTE:	Credential provisioning mechanisms need to be evaluated by SA WG3.
-	The benefit of this principle is to provide UE/end user with relationship between localized services and hosting networks, so that it enables the possibility for UE/end user to make request on specific localized service and for network to inform UE what are the available localized services and over which hosting networks these localized services are provided.
Construct the information based on priority list for Hosting network selection (Sol #10, #14, #18, #25, #29, #30, #33, #36, #43).
-	The information is a new priority list for Hosting network selection. Each entry on the list includes hosting network identifiers, validity conditions (time/location), etc.
-	This principle requires other solution components (e.g. Sol #12, #13, #24) to complement, since the information does not include reference to the localized services available over the different hosting networks included in the priority list and therefore it assumes that either UE or the network providing this information knows beforehand which localized service end user intends to access or what are the localized services supported by the hosting network on the priority list.
The localized service information in Sol #22 provided by hosting network to UE, is not used for selecting hosting networks, but rather for UE to know how to access a service in the hosting network which can be addressed by existing functionality, such as URSP rules.
According to existing mechanisms, network selection and traffic offload (to another access network) are two separated mechanisms and controlled by different rules/policies. 
Normally, a UE would request to use a specific application (for a specific Localized service) when the UE is in the coverage of the corresponding hosting network. After a UE selects and accesses into a hosting network, the UE would obtain Allowed S-NSSAI from the hosting network. The UE can use the URSP (received from the home network or hosting network) to determine which S-NSSAI/DNN is used for a localized service.
To support a UE selecting and accessing into a hosting network, a hosting network list is needed.

[bookmark: _Toc113020911][bookmark: _Toc16839388][bookmark: _Toc21087547][bookmark: _Toc23326080][bookmark: _Toc25934686][bookmark: _Toc26337066][bookmark: _Toc31114363][bookmark: _Toc43392851][bookmark: _Toc43475650][bookmark: _Toc50559367][bookmark: _Toc54940734][bookmark: _Toc54952449][bookmark: _Toc57233901][bookmark: _Toc68069211][bookmark: _Toc101340469]8.4	Key Issue #4: Enabling UE to discover, select and access NPN as hosting network and receive localized services
Editor's note:	Conclusions for Key issue #4 are FFS.
8.4.X	Conclusions for the scenario where hosting network is a SNPN
Regarding the content of the hosting network selection information:
The hosting network selection information includes a prioritized list of one or more Hosting Network Identifiers (SNPN Id) and corresponding validity conditions (time/location).
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