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Abstract of the contribution: This paper aligns description and procedures in Solution #2 for TSC management, completes evaluation and updates conclusions accordingly.
1 Introduction
SA2#152e concluded on UPF Data collection to TSNAF/TSCTSF without a complete evaluation. This pCR completes evaluation and updates conclusions accordingly.
Furthermore, some misalignment and gaps have been identified in solution#2. This pCR proposes some updates on that solution.
2	Proposal
Update TR 23700-62 as follows:

[bookmark: _Toc96958838][bookmark: _Toc96964615][bookmark: _Toc97307769][bookmark: _Toc100835653][bookmark: _Toc101415484][bookmark: _Toc104549582][bookmark: _Hlk105604342]********** Start Changes*************
[bookmark: _Toc100835664][bookmark: _Toc101415495][bookmark: _Toc112753899][bookmark: _Toc113014119]6.2	Solution #2: <UPF event exposure service for TSC management>
[bookmark: _Toc100835665][bookmark: _Toc101415496][bookmark: _Toc112753900][bookmark: _Toc113014120]6.2.1	Key Issue mapping
This solution addresses KI 2.
[bookmark: _Toc100835666][bookmark: _Toc101415497][bookmark: _Toc112753901][bookmark: _Toc113014121]6.2.2	Description
The SMF and UPF may exchange TSC management information container, such as the user plane node Management Information Container (UMIC) and Port Management Information Container (PIMIC) over an N4 session. However, Port management information is transferred transparently via 5GS between TSN AF or TSCTSF and DS-TT in UE or NW-TT in UPF, respectively, inside a PMIC. User plane node management information is transferred transparently via 5GS between TSN AF or TSCTSF and NW-TT in UPF inside a UMIC. As a result, in order for TSC management information to be directly provided exchanged between to TSN AF or TSCTSF and DS-TTby/ NW-TT in UPF, the UPF event exposure service should be invoked. TSC management information can thus be exposed to TSN AF or TSCTSF via the UPF. 
With this solution, Tthe TSC management information can also be exposed to the NW-TT in UPF by TSN AF or TSCTSF continues to be provided transparently via PCF and SMF using N4.
Table 6.2.2-1: NF Services provided by UPF
	Service Name
	Description
	Example Consumer(s)

	Nupf_EventExposure
	This UPF service provide the support for event exposure.
	TSN AF, TSCTSF



Nupf_EventExposure service enables an NF (e.g. TSA AF or TSCTSF) to subscribe and get notified about UPF events for TSC management information. The following service operations are defined for the Nupf_EventExposure service:
-	Nupf_EventExposure_Subscribe.
-	Nupf_EventExposure_UnSubscribe.
-	Nupf_EventExposure_Notify.
The TSC management information event can be notified to TSN AF or TSCTSF. This UPF event notification may contain PMIC(s) and/or UMIC along with the associated NW-TT port number to exchange between TSN AF or TSCTSF and the UPF as described in clauses 5.8.2.11.14 and 5.28.3 of TS 23.501 [2]. TSN AF or TSCTSF subscribes and receives event notifications if specific port management information for a NW-TT port changes or user plane node management information changes. In other words, the UPF notifies TSN AF or TSCTSF if port management information or user plane node management information has changed that TSN AF or TSCTSF has subscribed for.
[bookmark: _Toc100835667][bookmark: _Toc101415498][bookmark: _Toc112753902][bookmark: _Toc113014122]6.2.3	Procedures
In this solution, procedures are proposed to (un)subscribe/notify the UPF event for TSC management information. The UPF is selected for a PDU Session serving TSC as described in clause 6.3.3.3 of TS 23.501 [2]. TSN AF or TSCTSF can identify the PDU session during the PDU session establishment procedure. Then, UPF/NW-TT triggers the N4 Session Level Reporting Procedure to forward the PMIC(s) and/or UMIC to SMF.
Two methods are proposed for subscribing UPF event exposure service as follows:
-	TSN AF or TSCTSF subscribes the UPF event (Figure 6.2.3.1-1).
-	Instead of TSN AF or TSCTSF, SMF subscribes the UPF event (Figure 6.2.3.2-1).
[bookmark: _Toc113014123]6.2.3.1	TSN AF/TSCTSF based UPF event subscription
This clause describes the procedure for TSN AF or TSCTSF to (un)subscribe the UPF event and receive the event notification for TSC management information. TSN AF or TSCTSF can apply the procedure of UPF selection by the NF targeting PDU session specified in clause 6.1.2.5.1 in solution #1 to discover the UPF with the PDU session.


Figure 6.2.3.1-1: UPF event exposure based on TSN AF/TSCTSF subscription
0.	Procedure of UPF selection by the NF targeting PDU session in Solution #1 is performed.
1.	TSN AF or TSCTSF sends Nupf_EventExposure_(Un)scribe service operation for TSC management information event to the UPF.
2.	The event notification is triggered if there are changes in UMIC/PMIC from the UPF/NW-TT or the PDU session is released.
3.	UPF sends the event notification for TSC management information over Nupf_EventExposure_Notify service operation to TSN AF or TSCTSF.
[bookmark: _Toc113014124]6.2.3.2	SMF based UPF event subscription
This clause describes how SMF can (un)subscribe the UPF event so that TSN AF or TSCTSF receives the event notification for TSC management information. The PDU Session Establishment as defined clause 4.3.2.2.1-1 of TS 23.502 [3] is used to establish a PDU Session serving for TSC. During this procedure, the SMF selects a UPF for the PDU Session that supports functions as defined in clause 5.28.1 of TS 23.501 [2]. As a result, the SMF may subscribe to the UPF event as a result of the PCF initiated SM Policy Association Modification as described in Figure 4.16.5.2-1 of TS 23.502 [3], rather TSN AF or TSCTSF.


Figure 6.2.3.2-1: UPF event exposure based on SMF subscription
1.	TSN AF or TSCTSF subscribes for TSN/TSC events using the Npcf_PolicyAuthorization_Subscribe operation. Subscription indicates that UPF direct report of TSC management information is preferred.
2.	If the PCF has received indication that UPF direct report is preferred or a Port Management Information Container for the PDU Session and related port number from the TSN AF or TSCTSF, the PCF issues a Npcf_SMPolicyControl_UpdateNotify request with possibly updated policy information about the PDU Session and/or target address for the notification when UPF direct report is preferred. Then, the SMF acknowledges the PCF request with a Npcf_SMPolicyControl_UpdateNotify response.
3.	SMF sends Nupf_EventExposure_(Un)scribe service operation for TSC management information event to the UPF. As an alternative, the SMF may configure direct reporting information (refer to the clause 7.5.2.9 of TS 29.244 [8]) on the UPF using N4 Session Modification procedure.
NOTE:	If the SMF does not configure direct reporting information during N4 Session Modification procedure (i.e. the UPF does not support direct reporting to TSN AF or TSCTSF), the UPF reports TSC management information to the SMF via the N4 interface.
4.	The event notification is triggered if there are changes in UMIC/PMIC from the UPF/NW-TT or the PDU session is released.
5.	UPF sends the event notification for TSC management information over Nupf_EventExposure_Notify service operation to TSN AF or TSCTSF.
[bookmark: _Toc113014125]6.2.3.3	Bridge information reporting
During the SM Policy Association Establishment procedure, if the PCF detects the request relates to SM Policy Association enabling integration with TSN or TSC, the PCF may provide policy control request trigger for 5GS Bridge Information. TSN AF can (un)subscribe TSC management information events to the UPF using the methods given above in this scenario.


Figure 6.2.3.3-1: UPF event exposure during 5GS Bridge information reporting
The procedure of 5GS Bridge information reporting in Figure F.1-1 of TS 23.502 [3] is performed with the following differences and clarifications:
1.	PDU Session Establishment as defined clause 4.3.2.2.1-1 of TS 23.502 [3] is used to establish a PDU Session serving for TSC.
2.	The SMF sends the information received in step 1 to the TSN AF or TSCTSF via PCF to establish/modify the 5GS Bridge. The TSN AF or TSCTSF subscribes for TSN events over the newly created AF session using the Npcf_PolicyAuthorization_Subscribe operation (step 2d).
	The TSN AF can use any PDU Session to subscribe with the NW-TT for bridge or port management information notifications. Similarly, the UPF can use any PDU Session to send bridge or port management information notifications.
3.	The procedure of UPF event exposure in Figure 6.2.3.1-1 or steps from 2 to 5 of Figure 6.2.3.2-1 is performed to use UPF exposure service for TSC management information between the UPF and TSN AF.
The TSN AF or TSCTSF may additionally provide an indication of event notification which contains a Notification Target Address when subscribing for TSN/TSC events to the PCF. The QoS Monitoring information may include an indication of local event notification which contains a Notification Target Address in a similar manner. According to clause 5.8.2.11.11 of TS 23.501 [2], the UPF reports the QoS Monitoring information via Nupf_EventExposure_Notify service operation, as indicated by the indication of local event notification. Therefore, the TSN AF or TSCTSF requests the UPF to directly report TSC management information event via Nupf_EventExposure_Notify service operation by either adding the indication of event notification in TSC management information or subscribing to the event notification via Nupf_EventExposure_Subscribe.
[bookmark: _Toc104782290][bookmark: _Toc113014126]6.2.3.4	Analysis of directly reporting TSC management information
UPF/NW-TT reports TSC management information event using the N4 Session Level Reporting procedure as specified in clause 4.4.2.2 of TS 23.502 [3]. The UPF shall give the TSC management information, as defined in clause 6.2.2, to the SMF when it detects the TSC management information event that needs to be reported. The SMF then initiates the SM Policy Association Modification procedure as described in clause 4.16.5.1 of TS 23.502 [3]. If the SMF has reported TSC management information, such as PMIC with port number or UMIC, then the PCF transparently transports the received PMIC and the related port number or UMIC to the TSN AF or TSCTSF as described in clauses 6.1.3.23 and 6.1.3.23a of TS 23.503 [4].
The definition of 5GS Bridge information is included in Table 6.1.3.5-1 of TS 23.503 [4], which may contain user-plane Node ID, UE-DS-TT residence time and Ethernet port or IP address for the PDU Session and/or PMIC and/or UMIC. Two procedures are introduced to handle 5GS Bridge information: 5GS Bridge information reporting in Figure F.1-1 of TS 23.502 [3] and 5GS Bridge configuration in Figure F.2-1 of TS 23.502 [3]. TSC management information is delivered by TSN AF or TSCTSF to configure TSC management information in UPF/NW-TT in a 5GS Bridge configuration. The 5G Bridge information reporting is connected to the reporting of TSC management information from UPF/NW-TT to TSN AF or TSCTSF from the perspective of the UPF event exposure service.


Figure 6.2.3.4-1: 5GS Bridge information reporting [3]
Step 2a of Figure 6.2.3.4-1 involves the SMF initiating SM Policy Association modification, and step 2b shows the PCF delivering the Npcf PolicyAuthorization Notify message to the TSN AF or TSCTSF. The PCF transmits 5GS Bridge information to the TSN AF or TSCTSF when it has the 5GS Bridge information received from SMF and has a subscription for the 5GS Bridge information Notification from the TSN AF or TSCTSF. The parameters in PMIC or UMIC are not handled by SMF/PCF during 5GS Bridge information reporting. With reference to steps 1 and 2 of Figure 6.2.3.4-1, the UPF/NW-TT can therefore provide event exposure services to directly report TSC management information events.
[bookmark: _Toc100835668][bookmark: _Toc101415499][bookmark: _Toc112753903][bookmark: _Toc113014127]6.2.4	Impacts on services, entities and interfaces
UPF:
-	Needs to support UPF event exposure service operations for TSC management information.
-	New event id for TSC management information is available to UPF.
SMF:
-	(Optional) May support UPF event exposure service operations for TSC management information.
PCF:
-	(Optional) May support UPF event exposure service operations for TSC management information by providing UPF direct reporting information to SMF.
TSF AF / TSCTSF:
-	Needs to support UPF event exposure service operations for TSC management information.
.

********** End Change*************
********** Start Changes************
[bookmark: _Toc112754007][bookmark: _Toc113014250]7.2	Evaluation for KI#2
There are 18 candidate solutions proposed to address key issue#2, i.e. except solution#1, from solution#2 to #19. These 18 solutions can be group as follows:
-	Group 1: How the UPF expose the data to the TSN AF/TSCTSF. The related solution is sol#2.
-	Group 2: How the UPF expose the data to NWDAF. The related solution is sol#7, 8, 9,10,11,12.
-	Group 3: How the UPF expose the data to NEF/AF. The related solution is sol#15, 18, 19.
-	Group 4: Generic issue related to UPF data collection. The related solution is sol#3,4,5,6,13,14,16,17.
UPF Data collection to TSNAF/TSCTSF
Solution#2 describes how TSN AF or TSCTSFto collect the UPF/NW-TT PIMIC/UMIC information via the UPF event exposure service. Currently this bridge information and its related operation code is encapsulated as awithin containers and sent by UPF to SMF over N4. to be forwarded to UPF. And only the NW-TT in UPF,  TSN AF and TSCTSF areis requested to understand the information in thoseat containers not the UPF. 
With this proposal, it means all the operation code defined in the container need be redefined in the UPF event exposure service. Also, it is unnecessary to introduce a new interaction mode between the SMF and UPF, i.e. activate the event exposure not via the N4 interface:. N7 and N4, if enhanced, can convey to UPF notification target information for direct report by UPF.
Solution#2 optimizes only part of the information exchange. Procedures via SMF and PCF are still needed for TSC Management Information transfer from TSN AF or TSCTSF to NW-TT in UPF and for exchange of TSC information between DS-TT in UE and TSN AF or TSCTSF. 
Proposal 1: do not specify an additional alternative for transferring TSC management Information which increases system complexity and adds very limited value.

UPF Data collection to NWDAF
For Group 2 solution, the data collection can be categorized into two types:
-	Direct subscription from UPF (sol#7, 11, 12), i.e. NWDAF directly subscribes the UPF data from the UPF.
-	Indirect subscription via SMF (sol#8, 9, 10, 12), i.e. NWDAF firstly subscribes the UPF data from the SMF, then SMF transfer the subscription information to the UPF. There one different on which message should be used between the SMF and UPF, N4 procedure? Or Nupf_EventExposure_Subscribe service operation?
Solution 9 propose SMF use Nupf_EventExposure_Subscribe for event subscription. Solution 8/10/12 propose SMF use the N4 procedure for event subscription. As the N4 interface support the data collection per existing specification, it is unnecessary to introduce a new type of interaction mode between SMF and UPF.
For the data collection for single UE case, as it always need search the related SMF first. If we want to terminate the subscription at the UPF, a new UPF discovery mechanism is to be defined, e.g. enhance the SMF event exposure service. However if the subscription is terminated at the SMF, no enhancement is expected. Hence in this case the UPF data collection subscription is more suitable to be terminated at the SMF.
Proposal 21: For the data collection related to single UE case, the UPF data collection subscription is preferred to be terminated at the SMF.
Proposal 32: For the subscription via the SMF, the SMF activate the data collection at the UPF via the N4 interface.
UPF Data collection to the NEF/AF
For Group 3 solution, all solution is related to the data collection related to one flow within one PDU session. The solution can be summarized as below:
-	Solution#15 describes how the direct subscription can be done via the BSF. It is unclear how the related flow information which need measurement is triggered?
-	Solution#18 describes how the QoS parameter information at the UPF can be exposed to the AF to find a way with lower latency and higher flexibility. The QoS parameters requested to be exposed by UPF are provision information that are configured in the UPF by 5GC for packet processing and can be identified by AF. This information is provisioned by the UPF without other operations by the SMF or AN.
-	Solution#19 describes how NEF do the subsequent subscription to the same QoS flow and how to use the direct UPF subscription to do the data collection from QoS Monitoring.
	For the AF do the subscription to the same QoS flow, AF is allocated Transaction Reference ID during the QoS monitoring initial request to identify service data flow. Subsequent request is used for updating current subscription with the same Transaction Reference ID. Local NEF can identify the request is for the same service data and invoke Nupf_EventExposure_Subscribe service operation directly.
	For the direct subscription to the UPF and UPF trigger the SMF action, it is unsuitable to trigger the UPF subscription directly. Normally this monitoring subscription is combined with the PCC rule and notified to the SMF. By doing that, the SMF can trigger the related action, e.g. PDU session modification. The input for the activate measurement also need consider the policy control from the PCF. So why not do the subscription via the SMF considering the UPF discovery may also need go via the SMF?
Proposal 43: For the data collection which need some action besides UPF, e.g. QoS flow characteristics measurement, the subscription should be terminated at the SMF.
Generic issue related to UPF data collection
For Group 4 solution, the solution is not bound to one specific type NF consumer. It can be considered in all UPF data collection case. The solution can be summarized as follows:
-	Solution#3 give some generic guidance on whether the UPF data collection should be the direct subscription or indirect subscription. It can be considered when the NF consumer do the UPF event subscription and not need be concluded individually.
-	Solution#4 describe that N4 interface need be enhanced to pass the related event filtering information to the UPF. It can be part of the data collection procedure.
-	Solution#5/#6 describe how to find the related UPF via the SUPI or IP address. It is more related to KI#1.
-	Solution#13 describe how the UPF event subscription can be updated if the UPF is changed. It may be more suitable to consider this procedure in the related context. For example if the UL-CL is released, no target UPF, how to consider this UPF subscription change case?
-	Solution#14 describe how to avoid performance impact due to the UPF data collection. Similar consideration is also considered at the Solution#11. There are at least two mechanisms can be considered, i.e. the NF consumer indicates the Reporting suggestion information in the Event subscription procedure and per Reporting suggestion information UPF can concatenate several notification message to the same notification endpoint in one notification message.
	By doing so it can greatly reduce number of the event reporting message and avoid the impact at the peak time especially avoiding event exposure impact to the normal UPF data packet transfer handling. This also give some flexibility to the UPF on when to report the collected data to NF consumer.
-	Solution#16 describe that when the UPF receives the event subscription it may notify to the SMF to verify whether the subscription is allowed or not. If the intention of this procedure is for service operation authorization, it can be done as part of the service operation discovery, which is defined by SA3 WG.
-	Solution 17 describe two case, i.e. the update/release directly to UPF or update/release indirectly via the SMF. For the update/release directly, similar issue about the authorization process via SMF/PCF.
Proposal 54: To reduce the event exposure impact to the UPF, it is suggested to introduce the Reporting suggestion information in the Event subscription procedure and per Reporting suggestion information UPF can concatenate several notification message to the same notification endpoint in one notification message.

********** End Change*************
********** Next Change************
[bookmark: _Toc112754010][bookmark: _Toc113014253]8.2	Conclusions for KI#2
The following interim conclusions are proposed for KI#2:
1.	Subscription to UPF events via SMF is the rule except for the cases listed in bullet 2; Subscription via SMF means the final consumer of UPF event notifications sends the subscription request to the SMF and then the SMF is doing a third-party subscription onto UPF on behalf of this final consumer. Conversely the notifications are directly sent by the UPF to the final consumer of UPF notifications.
NOTE 1:	Optimizing notifications is more important than optimizing subscriptions.
NOTE 2:	Subscriptions related with AoI are handled by SMF that subscribe/unsubscribe to the relevant UPF(s) on behalf of the final consumer based on whether the UE is in the target AoI. This allows the UPF not having to determine the AMF where to subscribe for UE presence in the AoI.
NOTE 3:	For event subscriptions requiring interactions with 5G AN, a solution where the UPF event consumer would directly subscribe to UPF and then UPF would ask SMF to send N2 SM signalling to 5G AN would be more complex and not bring advantage.
2.	Direct subscription to UPF (i.e. not requiring third party subscription to UPF via SMF) shall be possible for data collection where UPF is the source as defined in TS 23.288 [5], i.e. the following cases:
A.	TS 23.288 [5] Table 6.5.2-2: Data collected by NWDAF for UPF load analytics recalled in item 2 of Annex A of the TR.
B.	For analytics targeting "any UE" (possibly for specific DNN and or slices) and not related with an AoI or with a specific data flow.
NOTE 4:	This can relate to use cases such as Data collected by NWDAF for UPF load analytics, User Data Congestion Analytics, Data Volume dispersion analytics, WLAN performance analytics.
Editor's note:	Whether other direct subscriptions are possible is FFS.
3.	
Editor's note:	When a SMF is doing a third-party subscription on behalf of the final consumers of UPF notifications, it is FFS whether SBI and/or PFCP (TS 29.244 [8]) is used for interaction with UPF.
4.	In Rel18:
A.	the only defined consumers of UPF event SUBSCRIBE are SMF, and NWDAF.
B.	the only defined consumers of UPF event notifications are AF/NEF, TSNAF/TSCTSF and NWDAF.
Editor's note:	Whether AF/NEF can directly subscribe to UPF is FFS.
5.	UPF event exposure Service description: This service provides events related to PDU Sessions towards consumer NF. The service operations exposed by this service allow other NFs to subscribe and get notified of events happening on UPFs.
	The following events may be subscribed by a NF consumer:
-	Event: QoS monitoring. This event provides QoS Flow level performance information (information listed in Solution #8, clause 6.8.2).
-	Event: UserDataUsageMeasures. This event provides information of user data usage of the User PDU Session (information listed in Solution #7, clause 6.7.2).
-	Event: UserDataUsageTrends. This event provides statistical measurements (information listed in Solution #7, clause 6.7.2).
Editor's note:	The following part is FFS "Both UserDataUsageMeasures and serDataUsageTrends events provide measurement context (for example, time stamps for the packets and the measures) and information of the PDU Session. When the information refers to an application, the Application Id or Packet Filter Set is included".
6.	To determine which SMF to contact the final consumer of UPF events proceeds as follows:
-	If the event targets any UE, the final consumer of UPF events looks up the NRF to discover all suitable SMF(s) (e.g. SMF(s) that serve the target combination of DNN and S-NSSAI).
-	If the event targets a unique UE identified by its SUPI, the final consumer of UPF events sends Nudm_UECM_Get_Request (SUPI, type of requested information set to SMF Registration Info and the S-NSSAI and DNN) to UDM to get the SMF ID serving the target UE.
Editor's note:	If the consumer of NWDAF service doesn't provide the necessary parameters to NWDAF, for example, the DNN, S-NSSAI (these parameters are optional for NWDAF service defined in TS 23.288 [5]), how to discover the SMF in any UE situation without these parameters is FFS.
7.	For the UPF data collection, the event subscription includes Reporting suggestion information as described in Sol#14, which is used to assist the UPF event notification. Per Reporting suggestion information UPF can concatenate several notification messages to the same notification endpoint in one notification message.

********** End Changes*************
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