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Abstract: This paper proposes a solution for KI#4 & 5.
1. Introduction
This paper proposes a solution for Key Issues 4 and 5. The solution is a PDU Set Handling Service in the Application Layer of the UE communicating with a PDU Set Handling Service in the UPF. 
In the UL, the PDU Set Handling Service in the UE will send a PDU Set descriptor to the UPF in advance of sending PDUs in the UL. The UE will also mark individual PDUs with header information that is visible to the RAN.
In the DL, the PDU Set Handling Service in the UPF will send a PDU Set descriptor to the UE in advance of sending PDUs in the DL. The UPF will also mark individual PDUs with header information that is visible to the RAN.
The advantage of sending a PDU Set Descriptor in advance of sending the PDUs is that the headers of the individual PDUs will not need to be marked with as much information. Also, the PDU Set Descriptor can be structured so that it is extensible in future releases and the addition of new header fields in lower layer protocols can be avoided.
This solution proposes that the PDU Set Handling Service use the MASQUE protocol, which relies on HTTP/3 over QUIC.  
2. Text Proposal
It is proposed to capture the following changes in TR 23.700-60 v0.2.0.
* * * * First change, all new texts * * * *
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[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685][bookmark: _Toc97036719]6.X.1	Key Issue mapping
This solution addresses Key Issue #4, “PDU Set integrated packet handling” and Key Issue # 5, “Differentiated PDU Set Handling”.
This solution is a PDU Set Handling Service in the Application Layer of the UE communicating with a PDU Set Handling Service in the UPF. 
In the UL, the PDU Set Handling Service in the UE will send a PDU Set descriptor to the UPF in advance of sending PDUs in the UL. The UE will also mark individual PDUs with header information that is visible to the RAN.
In the DL, the PDU Set Handling Service in the UPF will send a PDU Set descriptor to the UE in advance of sending PDUs in the DL. The UPF will also mark individual PDUs with header information that is visible to the RAN.
The advantage of sending a PDU Set Descriptor in advance of sending the PDUs is that the headers of the individual PDUs will not need to be marked with as much information. Also, the PDU Set Descriptor can be structured so that it is extensible in future releases and the addition of new header fields in lower layer protocols can be avoided.
This solution proposes that the PDU Set Handling Service use the MASQUE protocol, which relies on HTTP/3 over QUIC.  

[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686][bookmark: _Toc97036720]6.X.2	Description
This solution supports UL and DL XR traffic including cases where UE and AS exchange XR traffic and also UE1-UE2 peer-to-peer links.
The solution proposes a PDU Set Handling Service in the UE and in the UPF. The principles of the solution are as follows:
· The UE hosts a PDU Set Handling Service Proxy Client.
· The UPF hosts a PDU Set Handling Service Proxy Server.
· A tunnel is established between the client and the server to carry XR flows. The tunnel is established using the MASQUE protocol, which relies on HTTP/3 over QUIC and supports efficient proxying of UDP flows.
· The HTTP/3 protocol is defined in draft-ietf-quic-http [32] and the extensions defined in:
· draft-ietf-masque-connect-udp [31] for supporting UDP proxying over HTTP;
· draft-ietf-masque-h3-datagram [33] for supporting HTTP datagrams; and
· draft-ietf-httpbis-h3-websockets [34] for supporting Extended CONNECT.
· The QUIC protocol is defined in the IETF specifications RFC 9000 [27], RFC 9001 [28], RFC 9002 [29] and the extension defined in RFC 9221 [30] for supporting UDP proxying over HTTP.
· In the UE, the Proxy Client is an HTTP/3 client
· In the UPF, the Proxy Server is an HTTP/3 proxy
· Once a HTTP/3 connection has been established between the Proxy Client and the Proxy Server, the Proxy Client will allocate a new bidirectional HTTP data stream for each data flow. Each bidirectional HTTP data stream is established by the Proxy Client sending an extended CONNECT to the Proxy Server to establish a session for the flow. 
· Once HTTP data stream is set up for a data flow, the Proxy Client and Proxy Server can send data packets to each other in unreliable HTTP datagrams. Each data packet carries a PDU or information about the PDU Set.
· The proxy client and server perform PDU set identification of inbound traffic (i.e., of UL traffic on UE and DL traffic on UPF).
The PDU Set Handling Service is configured in different granularities:
· Per flow information is exchanged between the proxy client and proxy server using MASQUE, e.g., using the extended CONNECT request and response. This information can include:
· A flow descriptor (e.g. an IP 3-tuple describing the flow between the UE and XR Application Server)
· Per PDU Set information is exchanged between the proxy client and proxy server. Per PDU set information, makes it possible for the receiver (i.e. UE or UPF) to handle the PDU set (e.g., transmit it towards AS or another UE) without re-generating the PDU set information from application headers (or without requiring the entire PDU set information to be present in all packets). Per PDU Set information can be sent in advance of sending the PDUs of the PDU Set, thus reducing the overhead of including the information in the header of each PDU of the set.
· Info for intra-PDU Set handling (i.e. KI#4, PDU Set integrated handling) 
· [bookmark: _Hlk103676252]PDU Set Sequence number (SN) (solution 7, 8, 9, 11, 12, 14, 19, 20, 21, 22)
· Start/End PDU of the PDU Set (solution 11, 12, 15, 18, 21, 22)
· PDU SN within a PDU Set (solution 11, 20, 22)
· Number of PDUs within a PDU Set (solution 9, 20) 
· Info for inter-PDU Set handling (i.e. KI#5, PDU Set differentiated handling)
· PDU Set importance (solution 7, 11, 14, 15, 18, 19, 22, 24)
· PDU Set dependency (solution 11, 14, 19, 22, 24) 
NOTE 1: 	Whether Per PDU Set information is sent in advance of sending the PDUs of the PDU Set, or included in the headers of the individual PDUs depends on what and how much information SA2 agrees is needed to describe a PDU Set and may be left as a stage-3 encoding decision.
· PDUs are communicated between the proxy client and proxy server. Per PDU information is sent with each PDU and is visible to the RAN. Per-PDU markings are set by the UE for UL traffic and by the UPF for DL traffic. In the DL, the UPF will populate the GTP-U header with information that can be used by the RAN for PDU Set handling. In the UL, UE includes the per PDU information in the PDU header which is visible to the RAN. This information can include:
· [bookmark: _Hlk103676434]PDU Set Sequence number (SN) may be sent in the Per PDU Set information and Per PDU information so that the Per PDU Set information and Per PDU information can be correlated.  
· PDU set first packet flag, last packet flag
· PDU sequence number (within the PDU set)
NOTE 2:	If any of the Per PDU Set information is useful to the RAN, then it may also be included in the Per PDU information (i.e. the PDU Header).
NOTE 3:	What information is encoded in the PDU Header (e.g. whether the information is useful to RAN) is left to RAN WGs.
NOTE 4:	How the PDU Header is encoded in the PDU is left to stage-3 (e.g. encoded using IP header options, DSCP code points, or other methods).
[bookmark: _Toc500949101][bookmark: _Toc92875663][bookmark: _Toc93070687][bookmark: _Toc97036721]6.X.3	Procedures
6.X.3.1 PDU Set based QoS handling

   
Figure 6.X.3.1-1: High-level Procedure of MASQUE-based PDU Set based QoS handling
The process includes the following steps:
1. The UE establishes a PDU Session. The UE provides a PDU Set Handling Service flag to request the PDU Set Handling Service on this PDU session.
2. SMF sends the N4 rules to UPF, including an indication that the PDU Set Handling Service is requested and including N4 Rules with extensions to support PDU Set related handling. The extensions to support PDU Set related handling include PDRs that are used to detect PDU Sets. 
3. UPF configures a proxy server to provide the requested PDU Set Handling Service.
4. UPF sends the proxy server information (e.g., IP address and port of the proxy server instance) to be used by the UE to connect to the proxy.
5. SMF sends a PDU session establishment accept message. The PDU Session Establishment Accept message includes the IP Address and Port number of the Proxy Server. The PDU Session Establishment Accept Message also includes QoS Rules and an indication that PDU Set Handling Service is enabled. The N2 Message includes QoS Profiles and an indication that PDU Set Handling Service is enabled. The QoS Rules and QoS Profiles include extensions to support PDU Set related handling. The extensions to support PDU Set related handling include rules that are used to detect PDU Sets. 
6-7. For each flow, the Proxy Client uses the IP Address and port number that were received in the PDU Establishment Accept message to establish a MASQUE connection with the proxy server. The proxy client initiates each new MASQUE sessions, by sending an HTTP CONNECT request including a “connect-udp” protocol parameter, and the Per flow information. The UE app can then send and receive UDP payloads of XR flows (e.g., RTP or SRTP packets) to/from the UE. The proxy client implements the PDU Set Handling Service including PDU set identification, and forwards encapsulated XR flows over MASQUE to/from the UPF. UPF forwards UDP traffic to/from the AS; this is shown in the following steps.
8. 	Upon receiving DL packets from the XR AS, based on received N4 rules or local configuration, the Proxy Server of the UPF identifies PDU sets and per-PDU set information listed above by matching RTP/SRTP header and payload. If the PDU is the first PDU in the set, then the Server Proxy will send a PDU Set Descriptor to the Proxy Client. The Proxy Server will then send the PDU to the Proxy Client. In the DL, the UPF will populate the GTP-U header with per PDU information that can be used by the RAN for PDU Set handling.
9. 	RAN applies PDU set based QoS handling, using the per PDU information.
10. Upon reception of the PDU, the proxy client can forward the XR traffic to the UE app.
11. When the proxy client receives UL traffic, the proxy client identifies PDU sets and per-PDU set information in a manner similar to the UPF in step 8. If the PDU is the first PDU in the set, then the Client Proxy will send a PDU Set Descriptor to the Proxy Server. In the UL, UE includes the per PDU information in the PDU header which is visible to the RAN. The UE applies PDU set based QoS handling. 
12. The RAN applies PDU set based QoS handling. 
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688][bookmark: _Toc97036722]6.X.4	Impacts on services, entities, and interfaces
This section lists impacts related to the proxy mechanism and the separation between per-packet and per-PDU set information.
SMF
· Receives a request to use the PDU Set Service in the PDU Session Establishment Request
· Provides QoS Rules to the UE that include extensions to support PDU Set related handling 
· Provides QoS Profiles to the RAN that include extensions to support PDU Set related handling 
· Provides N4 Rules to the UPF that include extensions to support PDU Set related handling 
· Receives XR proxy contact information from the UPF
· Sends XR proxy contact information to the UE
RAN
· Receives and applies QoS Profiles from the SMF that include extensions to support PDU Set related handling 
· Parses XR service markings 
UPF
· Receives N4 Rules from the SMF that include extensions to support PDU Set related handling 
· Sends XR proxy contact information to the SMF
· Creates, selects, configures, and operates MASQUE XR proxy instance
· Perform PDU set identification and creates PDU set descriptor
· Mark DL data packets with per-packet PDU set information 
UE
· Sends a request to use the PDU Set Service in the PDU Session Establishment Request
· Receives QoS Rules and XR proxy contact information from the SMF
· Implements the XR Proxy Client functionality
· Performs PDU set identification and creates PDU set descriptor
· Mark UL data packets with per-packet PDU set information
· Apply PDU set based QoS handling


* * * * End of changes * * * *
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