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1. [bookmark: _Toc50468387][bookmark: _Toc50468657][bookmark: _Toc50630903][bookmark: _Toc50468928][bookmark: _Toc50631405][bookmark: _Toc50467043]Discussion
This document updates solution 01 to resolve the following editor notes.
Editor's note:	It is FFS whether and how charging at VPLMN (reporting by V-UPF to V-SMF to V-CHF) can apply.
In this solution, the local traffic routing in VPLMN needs will be achieved, VPLMN may needs to know UE usage and charging at VPLMN is needed. The charging at VPLMN can be applied by V-UPF reporting usage information to V-SMF to V-CHF, and the usage information also needs to be reported by V-UPF to H-SMF via V-SMF, and H-SMF reports the usage to H-CHF for charging at HPLMN.
Editor's note:	Whether the EAS deployment information is contained in AF request is FFS.
It is assumed that EAS deployment information of VPLMN is not contained in AF request in step 1 in 6.1.2.1.
Editor's note:	It is FFS what the new PCC rules indicated in step 2 refer to and whether they replace N4 content that is sent from SMF to I-SMF over N16a (in case of traffic offload supported by an I-SMF) (I-SMF and V-SMF were so far modelled as supporting very similar behaviour).
The new PCC rule refers to the H-AF request may influence the traffic routing of the Home Routed PDU Session and H-PCF generates the related PCC rule. Since H-SMF retrieves the PCC rule from H-PCF for the first time during PDU Session establishment, the “new” PCC rule is inappropriate and will cause ambiguity, we change new PCC rule to PCC rule.
Editor's note:	It is FFS how PCC instructions sent by V-PCF to V-SMF interact with PCC interactions sent by H-PCF to H-SMF and translated into QoS rules sent by H-SMF to V-SMF.
In clause 6.1.2.2, we supplemented in step 5 that the UE uses a special DNN in the VPLMN for Home Routed PDU Session establishment request, this special DNN supports local traffic routing in VPLMN for Home Routed PDU Sessions. When V-SMF recognizes the special DNN, it will select a PCF in VPLMN and establish a SM Policy Association with it. The PCC instructions sent by V-PCF to V-SMF and PCC interactions sent by H-PCF to H-SMF will translated into QoS rules respectively and both stored in V-SMF until being updated by new policy such as when step 10 happens.
Editor's note:	It is FFS whether steps 6 to 10 take place for any DNS request.
V-UPF will detect whether there is a need to do local traffic routing in VPLMN according to the PCC rules provided by V-PCF, if yes, V-UPF sends the request to V-SMF, otherwise V-UPF forwards the traffic to H-UPF according to normal Home Routed PDU Session routing rules.
Editor's note:	It is FFS what is the trigger for V-SMF to decide to do the local traffic routing in VPLMN and whether this trigger is some PCC interaction with V-PCF, meaning that step 10 takes place before step 8.
As described above, V-SMF will receive the request to do local traffic routing in VPLMN from V-UPF which is the trigger for V-SMF. According to the feature and principle of Home Routed PDU Session, H-SMF should have the control of PDU session, so V-SMF should request for the authorization from H-SMF firstly and then request the policy from V-PCF. This requires operators in VPLMN enhance the control of V-SMF and optimize the protocol with operator in HPLMN.
Editor's note:	It is FFS how the V-SMF can indicate UE to resend the DNS Query message (this does not correspond to a standard DNS procedure and the V-SMF might not be able to inject User plane traffic into the TLS connection between the UE and its DNS server).
As described in step 15a, V-SMF updates the new EASDF address to UE, UE will refresh the EASDF related information and resend the DNS Query message. In step 6, the DNS Query message sent from UE targets at the HPLMN DNS server address provided by H-SMF to V-SMF to UE, therefore there is no TLS connection between the UE and its previous DNS server and there is no need for V-SMF to inject User plane traffic into the TLS connection which does not exist at all. It is suggested to remove the EN.
Editor's note:	Whether the V-SMF can handle the DNS Query (take the role of UE) is FFS.
In step 15b V-SMF does not handle the DNS Query take the role of UE, V-SMF updates the local DNS server address to UE and indicates UE to resend the DNS Query message to local DNS server.
2. [bookmark: _Toc2086459][bookmark: _Toc43806245][bookmark: _Toc50630907][bookmark: _Toc50631409][bookmark: _Toc43806552]Proposal
It is proposed to update solution 01 in TR 23.700-48.
[bookmark: _Toc97268159]* * * * Start of change * * * *
[bookmark: _Ref93394262][bookmark: _Toc101008259][bookmark: sol01]6.1	Solution 01 (KI#1): EAS discovery in Home Routed roaming scenario
[bookmark: _Toc101008260]6.1.1	Description
This solution is for Key Issue #1, which addresses 5GS improvements to support the UE access to an EHE in a VPLMN using a PDU Session with a PSA in the HPLMN including aspects related to:
-	how to authorize the PDU session to support local traffic routing to access an EHE in the VPLMN;
-	how to support Rel-17 edge computing related procedures, such as EAS (re-)discovery, as specified in TS 23.548 [3], clause 6;
The current standards only depict 5GS architecture for non-roaming and LBO roaming scenario supporting with UL-CL/BP. For Home Routed roaming scenario, the data flow of the UE needs to pass through the UPF of the VPLMN to the UPF of the HPLMN, the routing is controlled by SMF of the HPLMN, therefore the local traffic routing in the VPLMN cannot be achieved.
This solution proposes several ways to support UE access to VPLMN EHE in HR roaming scenarios according to different scenarios.
When HPLMN has the knowledge of EAS deployment information in VPLMN for specific services, H-SMF brings it to V-SMF during Home Routed PDU session establishment or modification, and V-SMF configures the V-EASDF according to the received EAS deployment information. H-SMF also sends the VPLMN ECS address and local traffic routing indication to V-SMF, and V-SMF performs EAS discovery and local traffic routing with V-EASDF.
When H-AF has the knowledge of V-AF request, it creates a new request with carrying V-AF application requirementIf V-AF related information changes during this process, the V-AF can notify the H-AF of the information, and the H-AF configures it to the H-SMF according to the AF requests to influence traffic routing procedure defined in TS 23.502 [9], clause 4.3.6.2. H-SMF will send the new policy informationPCC rule related with the AF request about the HR PDU session to V-SMF, H-SMF also sends the VPLMN ECS address and local traffic routing indication to V-SMF, and V-SMF will redo perform the EAS discovery and local traffic routing in VPLMN as described in TS 23.548 clause 6.2.3.2.3according to the updated configuration, e.g. select the UL-CL and local DNS server according to the DNAI or update the configuration of V-EASDF.
NOTE:	How the V-AF notifies the information to the H-AF is out of scope.
When HPLMN does not have the knowledge of EAS deployment information in VPLMN, after the H-SMF authorizes the V-SMF to perform local traffic routing, V-SMF retrieves the EAS deployment information of the VPLMN from the V-NEF and performs EAS discovery according to the EAS discovery procedure described in TS 23.548 [3].
In addition, the V-AF can also configure the V-SMF according to the AF influence on traffic routing procedure. In this case, during the HR PDU session establishment, the V-SMF needs to select a PCF in the VPLMN to establish the SM Policy Association. V-PCF may send the VPLMN ECS address obtained from V-AF to V-SMF.
The charging at VPLMN can be applied by V-UPF reporting usage information to V-SMF to V-CHF, and the usage information also needs to be reported by V-UPF to H-SMF via V-SMF, and H-SMF reports the usage to H-CHF for charging at HPLMN.
Editor's note:	It is FFS whether and how charging at VPLMN (reporting by V-UPF to V-SMF to V-CHF) can apply.
[bookmark: _Toc101008261]6.1.2	Procedures
[bookmark: _Toc101008262]6.1.2.1	EAS discovery when HPLMN has the knowledge of EAS deployment information in VPLMN
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Figure 6.1.2.1-1: HPLMN triggered EAS discovery in HR roaming scenario
1.	H-AF creates a new request with carrying V-AF application requirement and invokes a Nnef_TrafficInfluence_Create service operation and influences the traffic as described in TS 23.502 [9] clause 4.3.6.2 steps 1-4. It is assumed that EAS deployment information of VPLMN is not contained in AF request.
NOTE 1:	How V-AF sends application related information to H-AF is in SA6 scope. As an alternative, the V-AF may, depending on operator agreement, act as a non-trusted AF of the HPLMN (using NEF).
Editor's note:	Whether the EAS deployment information is contained in AF request is FFS.
2.	5GS establishes a Home Routed PDU Session. During PDU Session establishment, H-SMF retrieves the new PCC rules for which PDU Session may be impacted by the H-AF request for VPLMN from H-PCF using Rel-17 Npcf mechanisms, and sends Nsmf_PDUSession_Create response to V-SMF, which also includes an indication to authorize V-SMF to perform local traffic routing in VPLMN and, VPLMN ECS address and new PCC rules. The indication and VPLMN ECS address are obtained by H-SMF from H-UDM.
Editor's note:	It is FFS what the new PCC rules indicated in step 2 refer to and whether they replace N4 content that is sent from SMF to I-SMF over N16a (in case of traffic offload supported by an I-SMF) (I-SMF and V-SMF were so far modelled as supporting very similar behaviour).
NOTE 2:	The new PCC rules are sent from H-SMF to V-SMF over N16.
3.	Steps 1-6 in TS 23.548 [3] clause 6.2.3.2.3 are performed. In step 1 of clause 6.2.3.2.3, UL-CL will be inserted by V-SMF.
NOTE 3:	The local DNS server IP address will be configured to UE by V-SMF as described in TS 23.548 [3] clause 6.2.3.2.3 Option C based on the information provided in the AF request in step 1.
[bookmark: _Toc101008263]6.1.2.2	EAS discovery when HPLMN does not have the knowledge of EAS deployment information in VPLMN
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Figure 6.1.2.2-1: VPLMN triggered EAS discovery in HR roaming scenario
1.	EAS deployment Information provisioned from AF via NEF as described in TS 23.548 [3] clause 6.2.3.4.2.
2-3.	It is assumed that V-SMF has subscribed to EAS Deployment Information Change Notification from the V-NEF. The V-NEF invokes Nnef_EASDeployment_Notify to the SMF to provide the EAS Deployment Information.
4.	If V-AF related information changes, V-AF creates a new request and invokes a Nnef_TrafficInfluence_Create service operation and influences the traffic as described in TS 23.502 [9] clause 4.3.6.2 steps 1-4.
5.	UE establishes Home Routed PDU Session. During the HR PDU Session establishment, UE uses a DNNwhich supports local traffic routing in VPLMN for Home Routed PDU Sessions. When V-SMF recognizes the DNN, it will select a PCF in VPLMN and establish a SM Policy Association with it. The PCC instructions sent by V-PCF to V-SMF and PCC instructions sent by H-PCF to H-SMF will be translated into QoS rules respectively and both stored in V-SMF until being updated by new policy such as when step 10 happens.V-SMF needs to establish a SM Policy Association with a PCF in VPLMN.
Editor's note:	It is FFS how PCC instructions sent by V-PCF to V-SMF interact with PCC interactions sent by H-PCF to H-SMF and translated into QoS rules sent by H-SMF to V-SMF.
6.	UE sends DNS Query message to V-UPF.
7.	V-UPF will detect the DNS query based on the V-SMF configuring the data forwarding rule to the V-UPF for the traffic to be offloaded and notify V-SMF. V-UPF forwards the request to V-SMF.
Editor's note:	It is FFS whether steps 6 to 10 take place for any DNS request.
8.	V-SMF decides to do the local traffic routing in VPLMN and sends the request of local traffic routing in VPLMN to H-SMF via Nsmf_PDUSession_Update request, and also sends the capability of supporting EASDF indication to H-SMF. According to the feature and principle of Home Routed PDU Session, H-SMF should have the control of PDU session, so V-SMF should request local traffic routing from H-SMF firstly and then request the policy from V-PCF as described in step 10. This requires operators in VPLMN enhance the control of V-SMF and optimize the protocol with operator in HPLMN.
Editor's note:	It is FFS what is the trigger for V-SMF to decide to do the local traffic routing in VPLMN and whether this trigger is some PCC interaction with V-PCF, meaning that step 10 takes place before step 8.
9.	H-SMF sends the indication to authorize V-SMF to perform local traffic routing in VPLMN and the H-DNS for the traffic to be routed to HPLMN via or Nsmf_PDUSession_Update response. The indication is obtained by H-SMF from H-UDM.
10-11.	V-SMF sends Npcf_SMPolicyControl_Update request to V-PCF to retrieve the new policy impacted by the AF request.
12.	After authorized by H-SMF to perform local traffic routing in VPLMN, V-SMF selects V-EASDF.
13.	The V-SMF invokes Neasdf_DNSContext_Create Request to the selected V-EASDF.The DNS messages for the EC service to be offloaded to the VPLMN are configured to be handled as step 15a-16a. For other DNS messages, they are configured to be forwarded to the DNS server related to the HPLMN.
14.	The EASDF invokes the service operation Neasdf_DNSContext_Create Response.
15a.	If V-SMF has received the EAS deployment information in steps 2-3, V-SMF updates the EASDF address to UE and indicates UE to resend the DNS Query message to EASDF.
Editor's note:	It is FFS how the V-SMF can indicate UE to resend the DNS Query message (this does not correspond to a standard DNS procedure and the V-SMF might not be able to inject User plane traffic into the TLS connection between the UE and its DNS server).
16a.	Steps 7-19 in TS 23.548 [3] clause 6.2.3.2.2 are performed.
15b.	If V-SMF did not receive the EAS deployment information in steps 2-3, and V-SMF received the application related information (e.g. DNAI, local DNS server address), V-SMF updates the local DNS server address to UE and indicates UE to resend the DNS Query message to local DNS server.
Editor's note:	Whether the V-SMF can handle the DNS Query (take the role of UE) is FFS.
16b.	Steps 1-6 in TS 23.548 [3] clause 6.2.3.2.3 are performed.
6.4.3	Impacts on services, entities and interfaces
For 6.1.2.1
H-SMF:
-	Obtains the indication to authorize V-SMF to perform local traffic routing in VPLMN and VPLMN ECS address from UDM.
-	Sends the indication and VPLMN ECS address to V-SMF
H-UDM
-	In the UE subscription data, the indication and VPLMN ECS address are configured.
V-SMF:
-	Obtains the indication to perform local traffic routing in VPLMN from H-SMF
-	Obtain VPLMN ECS address from H-SMF.
-	Support to insert ULCL and local PSA UPF for local traffic routing in VPLMN
For 6.1.2.2
V-SMF
-	When V-SMF recognizes the DNN, it will select a PCF in VPLMN and establish a SM Policy Association with the V-PCF.
-	V-SMF send the V-PCF related PCC rules to V-UPF through N4.
-	Interact with V-EASDF by reusing the interface between SMF and EASDF defined in TR 23.548.
-	Request local traffic routing from H-SMF
-	Updates the EASDF address/local DNS address to UE and indicates UE to resend the DNS Query message to V-EASDF
V-PCF
-	Involved with the HR PDU session and provides PCC instructions to V-SMF
V-UPF
-	Detect the DNS query and notify to V-SMF.

-	Request local traffic routing from H-SMF
-	Updates the EASDF address/local DNS address to UE and indicates UE to resend the DNS Query message to V-EASDF
H-SMF
-	Sends the indication to authorize V-SMF to perform local traffic routing in VPLMN
-	H-SMF gets this indication from H-UDM

* * * *end of change * * * *
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