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Abstract of the contribution: This contribution proposes a solution to negotiate between AF and 5GS the details of the marking mechanisms used between AS and UPF.
1.
Discussion
In the last SA2#150E e-meeting, different solutions captured in the TR rely on different mechanisms for marking the PDU Sets that are exchanged between AS and UE. Some examples are reported below.

Clause 6.20.2.2 of TR 23.700-60 (Solution 20) contemplates the possibility for the AS to mark the PDU sets, one based on metadata generated by the AS and added to the PDU headers sent to the 5GS and another one based on the UPF being able to detect the (beginning and end of each) PDU set without the need for the AS to provide additional information:
The UPF can generate the metadata in the following ways:

-
Based on metadata generated by the AS. The metadata provided by the AS to the UPF may include similar information to the one included in the N3 PDU Set Metadata (see below) and it can be signalled in a proprietary or in a standardized way.

Editor's note:
Details of how the metadata is provided by the AS to the UPF (e.g. which protocol is used) are FFS.

-
Based on implementation specific ways. The UPF may generate the N3 PDU Set Metadata by analysing the UP data transferred by the AS and by applying, e.g. deep packet inspection.
Another example is from clause 6.7.3.2.2 (Solution 7), in which the AF indicates at least three options for the AS for marking the PDU sets sent to the UPF:

The AF sends information to 5GC to configure default and application specific information:|

1.
Classification for RTP (unencrypted header and payload).

The parameters configured include the following:

-
if NAL I flag set to 1, then PPM = high importance

-
NAL priority field values set for enhanced layers are mapped to PPM based on application preference for motion or quality.

-
if no configuration applies, default is PPM = low importance

2.
Classification for SRTP (unencrypted extended experimental header, encrypted payload).


The parameters configured are based on RFC 3550 [9] RTP extension header:

-
if I flag is set to 1, PPM = high importance.

-
if D flag is set to 1, PPM = low importance.

-
TID/LID/TL0PICIDX values mapped to PPM based on application preference for motion or quality.

-
if no configuration applies, default is PPM = low importance.

3.
Classification for SRTP (unencrypted header, encrypted payload).


The parameters configured include (one or more of) the following:

-
IPv6 flow label [12] values corresponding to application preference for importance of the PDU.

-
DSCP corresponding to application preference for importance of the PDU:


(e.g. if DSCP = d1, PPM = high importance):

-
sending IP port and corresponding importance in PPM.


(e.g. if sending port = p1, PPM = medium importance):

-
if no configuration applies, default is PPM = low importance.

These parameters are configured using PFD (Packet Flow Description) procedures in clause 4.18 of TS 23.502 [3] and clause 4.2.4 of TS 23.503 [4] as basis (AF -> NEF (PFDF) -> UDR). The SMF subscribes to PFDManagement services from NEF to retrieve the configuration as specified in clause 5.2.6 of TS 23.502 [3] (NEF Services). The SMF uses N4 PFD management procedure in clause 4.4.3.5 of TS 23.502 [3] to provision these PFDs in the UPF.
Finally, clause 6.12.3.2.1 (Solution 12) lists three different options to mark the PDU sets, two of which are based on metadata added by the AS in the PDU headers while the third one is based on the UPF identifying the PDU sets without the need for metadata from the AS:

If the PDU Set represents a video frame, the identification of the video frame can be realized via following options
Option#1: Identification based on RTP header

The format of RTP header is defined in RFC 3550 [9] as shown below:
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Figure 6.12.3.2-1: RTP header format defined in RFC 3550 [9]

In RTP headers, Marker (M) bit is set for the very last packet of the frame indicated by the RTP timestamp. Therefore, UPF can be based on the M bit to identify the start and end of a PDU Set/frame.

Option#2: Identification based on the RTP header extension

Based on the draft-ietf-avtext-framemarking [11], the extended RTP header format is shown as below. The "S" bit and "E" bit in the Frame Marking RTP header extension respectively represent the start and the end of a video frame. UPF can identify the start and end of a PDU Set/frame according to the "S" and "E" bits.
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Figure 6.12.3.2-2: RTP header extension format

NOTE 1:
The identification of a video frame based on the "S" and "E" bits in the RTP header extension also applies for scalable video streams.

Option#3: Identification based on the periodicity via UPF.

Alternatively, the UPF can also use the periodicity information as frame traffic pattern to identify the PDU Set/frame. The traffic pattern may also be detected by UPF. For example, the DL media traffic may be 60 PDU Sets per second, i.e. 60 FPS. Then the UPF can determine that it receives a PDU Set every 16.67 ms.
In order to prevent interoperability issues between 5GS and AF/AS and in order to optimize the flexibility of the 5GS when it comes to the support of PDU set and burst marking, it is necessary that the 5GS and AF/AS are able to negotiate protocol and related details to be used to exchange PDU Set and burst related metadata between AS and UPF.

This document proposes a solution to address this issue.
2.
Text proposal
It is proposed to agree the following changes vs. TS 23.700-60:
>>>>BEGINNING OF CHANGES<<<<
3.1
Terms

For the purposes of the present document, the terms given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Video Slice: A spatially distinct region of a video frame that is encoded separately from other regions in the same frame.

Editor's note:
The Video Slice definition above needs to be confirmed by SA WG4.

PDU Set: A PDU Set is composed of one or more PDUs carrying the payload of one unit of information generated at the application level (e.g. a frame or video slice for XRM Services), which are of same importance requirement at application layer. All PDUs in a PDU Set are needed by the application layer to use the corresponding unit of information. In some cases, the application layer can still recover parts of the information unit, when some PDUs are missing.

Multi-modal Data: Multi-modal Data is defined to describe the input data from different kinds of devices/sensors or the output data to different kinds of destinations (e.g. one or more UEs) required for the same task or application. Multi-modal Data consists of more than one Single-modal Data, and there is strong dependency among each Single-modal Data. Single-modal Data can be seen as one type of data.

NOTE 1:
This definition was taken from TR 22.847 [6].

Tactile Internet: A network (or network of networks) for remotely accessing, perceiving, manipulating, or controlling real or virtual objects or processes in perceived real time by humans or machines.
NOTE 2:
This definition is based on IEEE SA P1918.1 [7].
Data Burst: A set of multiple PDUs generated and sent by the application in a short period of time. It can be composed by one or multiple PDU Sets.
>>>>NEXT CHANGE<<<<
6.0
Mapping of Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues

	Solutions
	
	

	
	<Key Issue #4>
	<Key Issue #5>

	X
	X
	X


>>>>NEXT CHANGE<<<<
6.X
Solution #X: Negotiation of details of marking mechanisms for AS to UPF communication
6.X.1
Key Issue mapping

This solution addresses KI#4 and KI#5.
6.X.2
Description
In order to prevent interoperability issues between 5GS and AF/AS and in order to optimize the flexibility of the 5GS when it comes to the support of PDU set and burst marking, it is necessary that the 5GS and AF/AS are able to negotiate protocol and related details to be used to exchange PDU Set and burst related metadata between AS and UPF. This has three aspects:

1.
Setting policies in 5GS for which protocol to use for PDU set information between AS and 5GS in line with application support. This can either be arranged offline (e.g., based on Service Level Agreements) or via explicit signaling. 

2.
PDU session establishment enhancements to take into account the selected protocol for PDU set information.
3.
5GS exposure/confirmation to AF that such protocol is available to be used.
While aspects 2 is addressed by, among others, Solution 7, 12, 20 and 25, this solution focuses on aspects 1 and 3. Consequently, this solution is composed of two steps.
Step 1: negotiation of PDU set and/or burst marking mechanism between AF and CN.
To negotiate the marking mechanism between AF and CN, the AF subscribes to get the options for PDU Set and burst marking:
-
The AF subscribes to the 5GCN to obtain the list of options that the 5GS support.
-
The NEF stores/retrieves and exposes the options for PDU set marking and for burst marking (no marking, RTP header based, SRTP header based, non-standardized marking, etc.) to the AF.
-
The AF indicates to the PCF the options it prefers (e.g., no marking, RTP for PDU set marking and/or burst marking).
-
The PCF updates the PCC rules accordingly.
NOTE:
If the PCC rules describing the AF’s preferred options to mark the PDU Sets and data bursts between AS and UPF are already pre-configured in the PCF (e.g., per DNN/S-NSSAI, per AF ID, based on flow description, etc.) then no signaling is needed between PCF and AF.
Step 2: notification of selected PDU set and/or burst marking mechanism from SMF to AF.
The notification of the selected marking settings is based on the following steps:

-
The AF uses the Nnef_EventExposure_Subscribe to subscribe to the notification of the selected option for marking the PDU Sets and/or bursts.
-
The SMF dynamically retrieves the PCC rules from the PCF. The rules include the details of the AF preferred option for marking the PDU sets and/or bursts.

NOTE:
The SMF can also use the locally stored predefined PCC rules. In this case no interaction with PCF is needed, but it is assumed that such predefined PCC rules already include the AF preferred options for marking the PDU Sets/data bursts. 

-
The SMF selects and configures the UPF

-
The SMF selects the UPF based on marking method indicated in PCC rules. 

-
This may require the UPF to perform NF registration with NRF by indicating its capability for PDU sets marking. SMF performs NF discovery with NRF by querying the PDU sets and bursts marking option.

-
The SMF configures the UPF based on selected marking mechanism for PDU set and/or burst

-
Based on the selected UPF’s actual capabilities, the SMF then notifies to AF the selected method for marking by using the Nsmf_EventExposure_Notify message
6.X.3
Procedures

Step 1: negotiation of PDU set and/or burst marking mechanisms between AF and CN.
The AF requests to the 5GCN to provide the list of marking mechanisms by calling the Nnef_EventExposure_Subscribe service operation (see Figure 6.x.3-1).
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Figure 6.x.3-1: AF gets notified of supported PDU set and/or burst marking options
1.
The AF indicates as event ‘PDU set marking mechanism’ or ‘burst marking mechanism’ or ‘PDU set and burst marking mechanisms’.

2.
The NEF will then reply with a response message.
3.
The NEF retrieves from the network configuration (UDR or via OAM) the information indicating which marking mechanisms are available, i.e., are supported supported by the network.
4.
The NEF notifies the AF of the supported marking mechanisms, for example, ‘no marking’, ‘RTP header based’ and ‘non-standardized’. 
Figure 6.x.3-2 describes how the AF can indicate to the PCF the marking mechanisms it prefers. The procedure is based on the procedure for setting up an AF session with requested QoS (see TS 23.502 clause 4.15.6.6).
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Figure 6.x.3-2: AF indicates to PCF preferred marking options
1.
The AF indicates to the NEF the list of acceptable marking mechanisms from those previously indicated as supported by the network. For example, the AF indicates ‘no marking’ and ‘RTP header based’.
3.
The NEF forwards the list of acceptable marking mechanisms to the PCF.

6.
The PCF updates the PCC rules to take into account the AF’s acceptable marking mechanisms.
Step 2: notification of selected PDU set and/or burst marking mechanism from SMF to AF.
Figure 6.x.3-3 describes how the SMF notifies the AF of the selected marking method(s) for a certain PDU Set QoS Flow. The procedure is based on a modified version of the information flow for downlink data delivery status with SMF buffering (TS 23.502 clause 4.15.3.2.5).
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Figure 6.x.3-3: AF gets notified of selected marking option 
1-3.
The AF indicates as Event ‘PDU Set marking mechanism’, ‘Burst marking mechanisms’ or ‘PDU set and burst marking mechanisms’
4.

The SMF retrieves the PCC rules from the PCF and selects the UPF based on the ‘AF acceptable marking mechanisms’

8-9.
The SMF provides the selected mechanism(s) to the AF. As an example, the PCF can indicate PDU Set marking mechanism = ‘no marking’. 
6.X.4
Impacts on services, entities and interfaces
AF

Supports indication of new event for PDU set and/or burst marking settings

Receives lists of supported marking settings from PCF
PCF:
Supports indication from AF of new event for PDU set and/or burst marking settings
Sends lists of supported marking settings to AF
Extend PCC rules to include on AF preferred PDU Set and burst marking options
SMF:

Extend PCC rules to include on AF preferred PDU Set and burst marking options

Update of UPF selection logic based on preferred and supported PDU Set and burst marking options
Extension of Nsmf_EventExposure_Subscribe Support service operation
NEF

Support new monitoring event
Extension of Nnef_EventExposure_Subscribe Support service operation
UDM
Support new monitoring event
Extension of Nudm_EventExposure_Subscribe Support service operation
>>>>END OF CHANGES<<<<
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