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Abstract of the contribution: This contribution proposes a new solution on Localizing external UEs inside NPN with PLMN support.
1. Discussion 
This paper proposes a solution to KI#2 in TR 23.700-71 on enhanced positioning architecture for NPN deployment. Specifically it proposes a low complexity localization/tracking solution for external UEs/devices which come inside the NPN, using the PLMN the UEs/ devices are connected to.
2. Proposal

It is proposed to adopt the following text within TR 23.700-71.   

*** Start of the change ***

6.0
Mapping Solutions to Key Issues

Editor's note:
This clause describes the mapping between solutions and key issues.
Table 6.0-1: Mapping Solutions to Key Issues
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*** Next change (all new text) ***

6.X
Solution #X: Localizing external UEs inside NPN with PLMN support
6.X.1
Introduction

The NPN will commonly enforce a closed set of UEs, but in many instances external UEs and devices in the NPN premises (like visitors, contractors or vehicles in an Industry IoT site) will need to be localized and tracked for security purposes. It is more efficient to utilize the support of the PLMN (where these UEs and Devices are connected to) to carry out this localization and tracking, as proposed by this solution. Particularly, this solution addresses the question of ‘How to realize low complexity positioning procedure under NPN deployment?’ under the KI #2.
6.X.2
Functional Description
The functional block diagram for the solution is presented in Figure 6.X.2-1 below.
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Figure 6.X.2-1: Functional block diagram for Solution #X
The NPN is situated within the coverage area of the PLMN, so the PLMN connected UEs can be effectively localized and tracked by the PLMN. However, the Location Privacy Indication (LPI) for this localization/tracking has to be initiated by the NPN. When UEs register to enter the site using non-3GPP access (e.g. WiFi), this LPI can be obtained and then stored in the UDM2 via the AMF2 of the NPN. When the Location client or AF/NF issues the location request (through NEF), the GMLC2 will check the LPI in UDM2 and if it is granted, will identify the PLMN through UE context and issue the localization/tracking request to the GMLC1 as shown in the block diagram.

Editor’s Note: Aspects of this solution may need to be aligned with conclusions of FS_eNPN_Ph2 on Support of Non-3GPP access for SNPN (KI#2).
6.X.3
Procedures

6.X.3.1
Obtaining Location Privacy Indication (LPI)

As detailed above, the LPI will be obtained through non-3GPP access, as indicated by Figure 6.X.3.1-1 below. Figure 6.X.3.1-1 is based on clause 6.12.1-1 of TS 23.273 [5]. While the NAS message in step 1 assumed to be transparent to the access network, Figure 6.X.3.1-1 includes an illustration change introducing non-3GPP access related NFs for information purposes. The LPI will thus be requested at the UE/device registration process and the UE will initiate this hence the privacy setting procedure will be UE-initiated. As the steps are similar to the explanations in clause 6.12.1 of TS 23.273 [5], these are not repeated here.
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Figure 6.X.3.1-1: UE initiated privacy setting procedure

6.X.3.2
Obtaining location/tracking information through PLMN support
The call flow in Figure 6.X.3.2-1 shows how the location/tracking information request is handled as an Area triggered, deferred MT-LR (Mobile Terminated Location Request). Many steps in this procedure align with the call flow of Figure 6.3.1-1 of TS 23.273 [5]. The novel steps contained in Figure 6.X.3.2-1 are detailed below.

Steps 0a) and 0b): 
These steps indicate the UE registration and obtaining the LPI through non-3GPP access, as discussed above.

The LPI can be accessed and processed as per two options noted below.

As option A – The UE subscription and the LPI can be notified to the AF by the NEF in step 1a). Then an event exposure subscription request from the AF to the NEF2 can be made, with regards to deferred localisation of a given subscriber in step 1b). The NEF2 then forwards this as a location request to the GMLC2 of IIoT n/w in step 1c). Step 23) and subsequent steps are followed in the call flow for this option.

As option B - The GMLC2 can obtain the LPI information from UDM2 in the UE initiated privacy setting procedure (Figure 32) and the steps 1a), 1b) and 1c) can be skipped as required in option A above. The GMLC2 can also skip step 2 in this call flow and move onto step 3. If however the GMLC2 does not have this LPI, it would move onto step 2) to obtain the LPI from the UDM2. Thus step 2) is marked as an optional step. The remaining steps are followed in the same manner as in option A.

Step 3): The UE context is obtained by the GMLC2 from the UDM2. As this UE context will contain the PLMN ID the UE is connected to, the GMLC2 will know which PLMN to contact for localization/ tracking support.
Step 4): The GMLC2 contacts the relevant GMLC1 (of the UE PLMN) and makes the ProvideLocation Request.
Steps 5) to 18): The GMLC1 handles the request in the same manner a deferred MT-LR request is handled in clause 6.3.1 of TS 23.273 [5]. These details of the steps 5) to 18) are not repeated here.

Steps 19) and 20): The event notification is passed on by GMLC1 to GMLC2 and subsequently to the Localization AF/NF.

Steps 21) to 27): These steps are again similar to what is detailed in clause 6.3.1 of TS 23.273 [5] and hence not repeated here.

Steps 28) and 29): Again the event notification is passed on by GMLC1 to GMLC2 and subsequently to the Localization AF/NF.
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Figure 6.X.3.2-1: Call flow for the area triggered MT-LR for localising/tracking with PLMN support
6.X.4
Impacts on services, entities and interfaces
GMLC: 

GMLC functionality and the ‘Ngmlc_Location_ProvideLocation Request’ message

In the currently standardized roaming procedures, the HGMLC (of the PLMN which contains the UE registration) will request the VGMLC (associated with the serving node for the visiting UE) for localization services through the ‘Ngmlc_Location_ProvideLocation Request’ message. In this NPN scenario, the HGMLC (GMLC1 in this case) will receive the ‘Ngmlc_Location_ProvideLocation Request’ message from the NPN GMLC. The NPN GMLC does not qualify as a VGMLC as it does not provide a serving node for the UE. So the functionality of the GMLC in clause 4.3.3 of TS 23.273 [5] should include as addition as:
· At an HGMLC, receive location requests for an external UE to an NPN from the NPN or an AMF in the NPN based on deployment configurations.
The GMLC at the NPN should have the capability to initiate the ‘Ngmlc_Location_ProvideLocation Request’ message towards the HGMLC. 

Editor’s Note: Further impacts are FFS
*** End of the change ***
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