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Npcf and Namf enable the PCF to provide Access and Mobility Management related policies policy information to the AMF as well as to provide UE policy information to the UE via the AMF and support the following functionality:
-	Creation and Deletion of an AM Policy Association as defined in clause 4.16 of TS 23.502 [3];
-	Creation and Deletion of an UE Policy Association as defined in clause 4.16 of TS 23.502 [3];
-	Request for access and mobility management related policies policy information from the AMF to the PCF when a Policy Control Request Trigger related to Access and Mobility Management, UE access selection or PDU Session selection has been met as defined in clause 6.1.2.5;
-	Provision of access and mobility management decision related policy information from the PCF to the AMF as defined in clause 6.5;
-	Deletion of an AM Policy Association as defined in clause 4.16 of TS 23.502 [3];
-	Creation of an UE Policy Association as defined in clause 4.16 of TS 23.502 [3];
-	Notification of changes to the PCF when a Policy Control Request Trigger related to UE access selection and PDU Session selection has been met;
-	Request for DNN replacement from the AMF to the PCF when a Policy Control Request Trigger related to SMF selection management has been met;
-	Provision of DNN replacement decision from the PCF to the AMF;
-	Deletion of an UE Policy Association as defined in clause 4.16 of TS 23.502 [3];
-	Handling of transparent delivery of UE policy information from the PCF to the UE via the AMF.
The N15 reference point is defined for the interactions between PCF and AMF in the reference point representation.
* * * * Second change * * * *
6.1.1.3	Policy decisions based on network analytics
Policy decisions based on network analytics allow PCF to perform policy decisions taking into account analytics information defined for Analytics IDs listed in TS 23.288 [24]. The analytics information may be provided by NWDAF directly or via DCCF, depending on the deployment of NWDAF or DCCF. Local configuration in the PCF indicates if one or multiple or all Analytics ID(s) are retrieved either from NWDAF directly or using DCCF. The PCF uses the DCCF services and DCCF service operations to fetch, subscribe and unsubscribe to the Analytics IDs as described in clause 6.1.4 and clause 8 in TS 23.288 [24].
The PCF performs discovery and selection of NWDAF and DCCF as defined in TS 23.501 [2] and subscribes/unsubscribes to Analytics information as defined in TS 23.288 [24]. In addition, the AMF and/or SMF may include, in the AM/SM Policy Association establishment or modification procedures, the list of NWDAF instance IDs used for the UE or the PDU Session and their associated Analytics ID(s) consumed by the AMF or SMF respectively. The PCF may select those NWDAF instances as the ones to subscribe for their associated Analytics ID(s) for the UE for which those AM/SM Policy Associations are related to or may perform NWDAF discovery if the NWDAF for an Analytics ID not provided by the AMF or SMF is needed.
The following Analytics IDs are relevant for Policy decisions: "Load level information", "Service Experience", "Network Performance", "Abnormal behaviour", "UE Mobility", "UE Communication", "User Data Congestion", "Data Dispersion" and "WLAN performance". The PCF may subscribe to NWDAF as described below or alternatively, the PCF may use Ndccf_DataManagement_Subscribe including the "Analytics Specification" with the same information as provided in the Nnwdaf_AnalyticsSubscription_Subscribe, and optionally the PCF may include the NWDAF ID, e.g. if provided by AMF or SMF:
-	The PCF may subscribe to notifications of network analytics related to "Load Level Information" using the Nnwdaf_AnalyticsSubscription_Subscribe service operation including the Analytics ID "Load level information", the Analytics Filter "S-NSSAI" and the Analytics Reporting Information set to a load level threshold value. The PCF is notified when the load level of the Network Slice Instance reaches the threshold.
	The NWDAF service to retrieve the Load Level Information is described in clause 6.3 of TS 23.288 [24].
-	The PCF may subscribe to notifications of network analytics related to "Service Experience" using the Nnwdaf_AnalyticsSubscription_Subscribe service operation including the Analytics ID "Service Experience", the Target of Analytics Reporting "SUPI", "Internal Group Id" or "any UE", the Analytics Filter including one or more Application Identifier(s), one or more or "any" RAT Type(s) or Frequency value(s) and the Analytics Reporting Information set to service experience threshold value(s) for the RAT Type(s) and/or Frequency value(s). The PCF is notified on the Service Experience statistics or predictions including, for each Application Identifier, the list of SUPIs for which Service Experience is provided and the list of RAT Types and/or Frequency values for which the Service Experience applies. In addition, both spatial and time validity may be provided as well as the confidence of the prediction.
	The NWDAF service to retrieve the service experience (i.e. the average observed Service MoS) is described in clause 6.4 of TS 23.288 [24].
-	The PCF may subscribe to notifications of network analytics related to "Network Performance" using the Nnwdaf_AnalyticsSubscription_Subscribe service operation including the Analytics ID "Network Performance", the Target of Analytics Reporting "Internal Group Id" and the Analytics Filter including the Area of Interest. The PCF is notified on the Network Performance statistics or predictions including the Area of Interest. In addition, the confidence of the prediction may be provided.
	The NWDAF services to retrieve "Network Performance" as described in clause 6.6 of TS 23.288 [24].
-	The PCF may subscribe to notifications of network analytics related to "Abnormal behaviour" using the Nnwdaf_AnalyticsSubscription_Subscribe service operation including the Analytics ID "Abnormal behaviour", the Target of Analytics Reporting "SUPI", "Internal Group Id" or "any UE" and the Analytics Filter including the expected analytics type or the list of Exceptions IDs and per each Exception Id a possible threshold and other Analytics Filter Information if needed. The list of Exception IDs is specified in TS 23.288 [24].
	The NWDAF services to retrieve "Abnormal behaviour" analytics are described in clause 6.7.5 of TS 23.288 [24].
-	The PCF may subscribe to notifications of network analytics related to "UE Mobility" using NWDAF_AnalyticsSubscription_Subscribe service operation including the Analytics ID "UE Mobility", the Target of Analytics Reporting "SUPI", "Internal Group Id" and the Analytics Filter may include one or more "Area(s) of Interest". The PCF is notified on the UE Mobility statistics or predictions as defined clause 6.7.2 of TS 23.288 [24].
	The NWDAF services to retrieve "UE Mobility" analytics are described in clause 6.7.2 of TS 23.288 [24].
-	The PCF may subscribe to notifications of network analytics related to "UE Communication" using NWDAF_AnalyticsSubscription_Subscribe service operation including the Analytics ID "UE communication", the Target of Analytics Reporting "SUPI", "Internal Group Id" and the Analytics Filter may include one or more "Application Identifier(s)". The PCF is notified on the UE communication statistics or predictions including list of application(s) in use and corresponding characteristics, e.g. start time and duration time. In addition, the confidence of the prediction may be provided.
	The NWDAF services to retrieve "UE Communication" analytics are described in clause 6.7.3 of TS 23.288 [24].
-	The PCF may subscribe to notifications of network analytics related to "User Data Congestion" using NWDAF_AnalyticsSubscription_Subscribe service operation including the Analytics ID "User Data Congestion", the Target of Analytics Reporting containing a SUPI, indication requesting the identifiers of the applications that contribute the most to the traffic and the Analytics Filter may include Area of Interest, reporting threshold and maximum number of applications to be reported. The PCF is notified when the congestion level reaches the threshold. The notification can include the identifiers of the applications that contribute the most to the traffic.
	The NWDAF services to retrieve "User Data Congestion" analytics are described in clause 6.8 of TS 23.288 [24].
-	The PCF may subscribe to notifications of network analytics related to "Data Dispersion" using NWDAF_AnalyticsSubscription_Subscribe service operation including the Analytics ID "UE Dispersion Analytics" and the dispersion analytic (DA) type, i.e. Data or Transactions. The Target of Analytics Reporting containing "SUPI", "Internal Group Id" or "any UE", and the Analytics Filter may include a list of TA(s) or an Area of Interest, or a list of Cells, or an S-NSSAI or top heavy users. With the Data Volume Dispersion Analytics type, the PCF may calculate the average data rate in the network slice by subscribing to notifications of network analytics related to Data Volume Dispersion in the network slice for a duration of interest when it sets the Target of Analytics Reporting as "any UE" and the Analytics Filter as the S-NSSAI.
	The NWDAF services to retrieve "Data Dispersion" analytics are described in clause 6.10 of TS 23.288 [24].
-	The PCF may subscribe to notifications of network analytics related to "WLAN performance" using the Nnwdaf_AnalyticsSubscription_Subscribe service operation including the Analytics ID "WLAN performance", the Target of Analytics Reporting "SUPI", "Internal Group Id" or "any UE" and the Analytics Filter including the Area of Interest, SSID(s), or BSSID(s). The PCF is notified on the WLAN performance statistics or predictions. In addition, the confidence of the prediction may be provided.
	The NWDAF services to retrieve "WLAN performance" analytics are described in clause 6.11 of TS 23.288 [24].
Possible triggers for the PCF to subscribe to analytics information from the NWDAF may include:
-	Requests from AF/NEF;
-	AM Policy aAssociation establishment or modification request from the AMF;
-	SM Policy aAssociation establishment or modification request from the SMF;
-	Notifications received from UDR or CHF on UE subscription change;
-	Analytics information received.
The trigger conditions may depend on operator and implementation policy in the PCF. When a trigger condition happens, the PCF may check local configuration or evaluate operator policy to decide if any analytics information is needed and if so, initiate a subscription to the analytics information from the NWDAF directly or via DCCF, if deployed.
The PCF may, upon a request from AF/NEF for negotiation for future background data transfer, subscribe to the network analytics related to "Network Performance" from the NWDAF directly or via DCCF, if deployed to assist in determination of BDT policies as described in clause 6.1.2.4.
The PCF may, upon AM or SM Policy aAssociation establishment or modification request from the AMF or SMF, or based on notifications received from UDR or CHF on UE subscription change, decide that network analytics related to "Abnormal behaviour", "UE Mobility" or "UE Communication" of the UE is needed for policy decision and therefore subscribe to notifications of network analytics related to "Abnormal behaviour", "UE Mobility" or "UE Communication" of the UE from the NWDAF.
The PCF may, upon reception of analytics information, subscribe to other analytics information from the NWDAF directly or via DCCF, if deployed.
The PCF may use the network analytics information as input to its policy decision to apply operator defined actions for session management related policy control (as described in clauses 6.1.3), non-session management related policy control (as described in clause 6.1.2) and network slice related policy control (as described in clause 6.1.4.
Examples of operator policies including network analytics information as inputs for policy decisions included below:
-	Based on the notification of "Load Level Information" of the Network Slice Instance, the PCF may verify if the RFSP index value needs to be modified for a SUPI for which an AM Policy Association is created; this is based on operator policies in the PCF, as defined in clause 6.1.2.1.
-	Based on the "Service Experience" statistics or predictions, the PCF may check the 5QI values assigned to the Application, and may use this as input to calculate and update the authorized QoS for a service data flow template.
-	The PCF may use the network analytics related to "Network Performance" as input to calculate the background data transfer policies that are negotiated with the ASP, as defined in clause 6.1.2.4.
-	Based on the UE mobility statistics or predictions, the PCF may adjust Service Area Restriction as defined in clause 6.1.2.1.
-	The PCF may use the network analytics related to "Unexpected UE location" as input to determine the Service Area Restrictions defined in clause 6.1.2.1, "Suspicion of DDoS attack" or "Too frequent Service Access" to request the SMF to terminate the PDU Session as defined in clause 6.1.3.6, "Wrong destination address" to perform gating of a service data flow as defined in clause 6.1.3.6 and "Unexpected long-live/large rate flows" to perform QoS related policies such as gating or policing as defined in clause 6.2.1.1.
-	Based on the WLAN performance statistics or predictions, the PCF may update WLANSP as defined in clause 6.1.2.2.1.
-	Based on the "User Data Congestion" statistics or predictions including the list of applications contributing the most to the traffic the PCF may perform SM pPolicy Association modifications to update policies in the SMF for the PDU sessions handling traffic from those applications.
-	The PCF may use the network analytics on "Service Experience" for an Application Identifier, "any RAT type" and/or "any Frequency value" to determine the RFSP Index value for running this application, as described in clause 6.1.2.1.
-	The PCF may also use the network analytics as input to its policy decision to apply operator defined actions for example for the UE context(s) or PDU Session(s).
Examples of operator policies including combination of multiple network analytics as inputs for policy decisions are included below:
-	Based on the notification of application(s) in use, provided by "UE Communication" analytics, the PCF may request the "Service Experience" analytics (optionally per RAT Type and/or per Frequency) for each application in use as defined in the list of examples of operator policies that may include network analytics as input for a policy decision.
-	Based on the notification of "User Data Congestion", the PCF may further request the NWDAF directly or via DCCF, if deployed, to report the "Data Dispersion Analytics" of either a UE or just the Top Heavy UEs located at the congested area of interest. To mitigate the reported or predicted congestion at the area of interest, the PCF may perform:
-	AM pPolicy Association modification to update UE-AMBR, RFSP index and/or service area restriction, for those UEs reported as heavy users.
-	SM pPolicy Association modification to update the policies in the SMF for those UEs reported as heavy users.
* * * * Third change * * * *
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The access and mobility related policy control encompasses the management of service area restrictions, the management of the RFSP Index, the management of the UE-AMBR, the management of the UE Slice-MBR and the management of the SMF selection. This clause defines the management of service area restrictions and RFSP Index for a UE registered over 3GPP access. The management of service area restrictions for a 5G-RG or a FN-CRG using W-5GAN are specified in TS 23.316 [27].
The management of service area restrictions enables the PCF of the serving PLMN (e.g. V-PCF in roaming case) to modify the service area restrictions used by AMF as described in clause 5.3.4 of TS 23.501 [2].
A UE's subscription may contain service area restrictions, which may be further modified by PCF based on operator defined policies at any time, either by expanding a list of allowed TAIs or by reducing a non-allowed TAIs or by increasing the maximum number of allowed TAIs. Operator defined policies in the PCF may depend on input data such as UE location, time of day, information provided by other NFs such as an AF request to change the service coverage, network analytics from NWDAF, etc.
The AMF may report the subscribed service area restrictions received from UDM during Registration procedure or when the AMF changed, the conditions for reporting are that local policies in the AMF indicate that access and mobility related policy control is enabled. The AMF reports the subscribed service area restrictions to the PCF also when the policy control request trigger for service area restrictions changes, as described in clause 6.1.2.5, is met. The AMF receives the modified service area restrictions from the PCF. The AMF stores them and then uses it to determine mobility restriction for a UE. The PCF may indicate to the AMF that there is an unlimited service area.
The service area restrictions consist of a list of allowed TAI(s) or a list of non-allowed TAI(s) and optionally the maximum number of allowed TAIs.
NOTE 1:	The enforcement of the service area restrictions is performed by the UE, when the UE is in CM-IDLE state or in CM-CONNECTED state when in RRC Inactive, and in the RAN/AMF when the UE is in CM-CONNECTED state.
The management of the RFSP Index enables the PCF to modify the RFSP Index used by the AMF to perform radio resource management functionality as described in clause 5.3.4 of TS 23.501 [2]. The PCF modifies the RFSP Index based on operator policies that take into consideration e.g. accumulated usage, load level information per network slice instance, the indication that high throughput is desired for a specific application traffic or independently of the application in use and other information described in clause 6.1.1.3. The subscribed RFSP Index may be further adjusted by the PCF based on operator policies at any time.
The determination of the RFSP Index value requires to configure the PCF with the mapping of RAT Type and/or Frequency value to the RFSP Index that will be sent to RAN.
Operator policies in the PCF may determine that the access and mobility related policy information (e.g. RFSP index value or service area restrictions) can change at the start and stop of an application traffic detection, at the start and stop of a SM Policy Association to a DNN and S-NSSAI, or immediately. In the former case, the PCF subscribes to the SMF for application traffic detection as described in clause 6.2.2.5. In addition, when the PCF evaluates that the access and mobility related policy information need any changes, the PCF reports it to the AF if the AF has subscribed to the notification on outcome of service area coverage change as defined in clause 6.1.3.18.
For radio resource management, the AMF may report the subscribed RFSP Index received from UDM during the Registration procedure or when the AMF changed. The conditions for reporting are that local policies in the AMF indicate that access and mobility related policy control is enabled. The AMF reports the subscribed RFSP Index to the PCF when the subscription to the RFSP Index change to the PCF is met. The AMF receives the modified RFSP Index from the PCF.
NOTE 2:	The enforcement of the RFSP Index is performed in the RAN.
Upon change of AMF, the source AMF informs the PCF that the UE context was removed in the AMF in the case of inter-PLMN mobility.
The management of UE-AMBR enables the PCF to provide the UE-AMBR information to the AMF based on serving network policy. The AMF may report the subscribed UE-AMBR received from UDM. The conditions for reporting are that the PCF provided Policy Control Request Triggers the AMF to report subscribed UE-AMBR. The AMF receives the modified UE-AMBR from the PCF. The AMF provides a UE-AMBR value of the serving network to the RAN as specified in clause 5.7.2.6 of TS 23.501 [2].
The management of the SMF selection enables the PCF to instruct the AMF to contact the PCF during the PDU Session Establishment procedure to perform a DNN replacement, as specified in clause 5.6.1 of TS 23.501 [2]. To indicate the conditions to check whether to contact the PCF at PDU Session establishment (as specified in clause 6.1.2.5), the PCF provides the Policy Control Request Triggers SMF selection management and, if necessary Change of the Allowed NSSAI, together with SMF selection management related policy control information (see clause 6.5) during UE Registration procedure and at establishment of the AM Policy Association.
The PCF may update the SMF selection management information based on a PCF local decision or upon being informed about a new Allowed NSSAI. The AMF applies the updated SMF selection management information to new PDU Sessions only, i.e. already established PDU Sessions are not affected.
The optional management of UE-Slice-MBR enables the PCF to modify the value in the list of Subscribed UE-Slice-MBR assigned to a SUPI based on serving network policies, if the HPLMN permits based on roaming agreement. The AMF may report the Subscribed UE-Slice-MBR for each S-NSSAI of the VPLMN which maps to the Subscribed S-NSSAI received from UDM. The conditions for reporting are that the PCF provided Policy Control Request Trigger the AMF to report list of Subscribed UE-Slice-MBR. The AMF receives the authorized list of UE-Slice-MBR value for each S-NSSAI for which it has provided the Subscribed UE-Slice-MBR from the PCF. Then the AMF provides the authorized list of UE-Slice-MBR for the S-NSSAIs in the Allowed S-NSSAI to the RAN as specified in clause 5.7.1.10 of TS 23.501 [2].
The optional management of 5G access stratum time distribution enables the PCF for the UE to instruct the AMF about the 5G access stratum time distribution parameters, i.e., 5G access stratum time distribution indication (enable, disable). Optionally, when 5G access stratum time distribution or (g)PTP time synchronization is enabled, the PCF for the UE instructs the AMF about the Uu Time synchronization error budget.
In the case that the PCF for the UE (providing the access and mobility related policy information) and the PCF for the PDU Session of this UE (providing the Session Management related policies) are separate PCF instances, the following applies:
-	If the PCF for the UE determines that the access and mobility related policy information can change at the start and stop of an application traffic detection, the following applies:
-	The PCF for the UE may subscribes to be notified about the PCF binding information when a PCF for the PDU Session (of this UE) is registered in the BSF, including the SUPI, DNN, S-NSSAI. The DNN, S-NSSAI is either provided by the AF or locally configured in the PCF for certain Application Identifier(s). An alternative mechanism for the PCF for the UE to be notified of the PCF for the PDU Session of this UE is to request the AMF to send to the PCF for the PDU Session of the DNN, S-NSSAI, via SMF, the request for notification of SM Policy Association establishment. In this case, the PCF for the PDU Session should subscribe Request for notification on SM Policy Association establishment or termination Policy Control Request Trigger as described in clause 6.1.3.5 to get the binding information of PCF for the UE (as defined in clause 6.1.1.2.2).
-	When the PCF for the UE is notified that PCF for the PDU Session is registered, either via the BSF that provides the UE address, DNN and the PCF address, PCF instance Id and PCF set id if available or via PCF for the PDU Session when it received a request for notification from the SMF. The PCF for the UE may subscribe to the "start/stop of application traffic detection" event defined in clause 6.1.3.18 or trigger a policy decision if there is a SM Policy Association to the DNN, S-NSSAI.
-	The reporting of "start/stop of application traffic detection" to the PCF for the UE is used as input for a policy decision to change the access and mobility related policy information.
NOTE 3:	The PCF for the UE may subscribe to the notifications of newly registered PCF for the PDU Session and subscribe to the "start/stop of application traffic detection" events for multiple applications with different application identifiers. When PCF receives the notifications for multiple applications, the PCF for the UE can determine which AM access and mobility related policy information to apply based on local configuration and operator policy.
-	If the PCF for the UE determines that the access and mobility related policy information can change at the establishment and termination of a SM Policy Association to a DNN and S-NSSAI base on the notification sent by the BSF, the PCF may indicate to the BSF to report the registration of a PCF for the PDU Session when the first SM Policy Association is established and the deregistration of the PCF for the PDU Session when the last SM Policy Association is terminated for a DNN, S-NSSAI.
-	The PCF for the UE checks if an AF is subscribed to be notified on outcome of service area coverage change, using the related event defined in clause 6.1.3.18.
* * * * Fourth change * * * *
6.1.2.5	Policy Control Request Triggers relevant for AMF
The Policy Control Request Triggers relevant for AMF and 3GPP access type are listed in table 6.1.2.5-1 and define the conditions when the AMF shall interact again with PCF after the AM Policy Association Establishment or UE Policy Association Establishment.
The PCF provides Policy Control Request Triggers to the AMF indicating a specific UE (i.e. SUPI or PEI) in the Policy Association establishment and modification procedures defined in the TS 23.502 [3]. The Policy Control Request Triggers are transferred from the old AMF to the new AMF when the AMF changes.
The PCR triggersPolicy Control Request Triggers are not applicable any longer at termination of the AM Policy Association or termination of UE Policy Association.
Table 6.1.2.5-1: Policy Control Request Triggers relevant for AMF and 3GPP access type
	Policy Control Request Trigger
	Description
	Condition for reporting

	Location change (tracking area)
	The tracking area of the UE has changed.
	PCF (AM Policy Association, UE Policy Association)

	Change of UE presence in Presence Reporting Area
	The UE is entering/leaving a Presence Reporting Area.
	PCF (AM Policy Association, UE Policy Association)

	Service Area restriction change
	The subscribed service area restriction information has changed.
	PCF (AM Policy Association)

	RFSP index change
	The subscribed RFSP index has changed.
	PCF (AM Policy Association)

	Change of the Allowed NSSAI
	The Allowed NSSAI has changed.
	PCF (AM Policy Association)

	Generation of Target NSSAI
	The Target NSSAI has been generated.
	PCF (AM Policy Association)

	UE-AMBR change
	The subscribed UE-AMBR has changed.
	PCF (AM Policy Association)

	UE-Slice-MBR change
	The subscribed UE-Slice-MBR has changed.
	PCF (AM Policy Association)

	PLMN change
	The UE has moved to another operators' domain.
	PCF (UE Policy Association)

	SMF selection management
	UE request for an unsupported DNN or UE request for a DNN within the list of DNN candidates for replacement per S-NSSAI.
	PCF (AM Policy Association)

	Connectivity state changes
	The connectivity state of UE is changed.
	PCF (UE Policy Association)

	NWDAF info change
	The NWDAF instance IDs used for the UE or associated Analytics IDs used for the UE and available in the AMF have changed.
	PCF (AM Policy Association)



NOTE:	In the following description of the Policy Control Request Triggers relevant for AMF and 3GPP access type, the term trigger is used instead of Policy Control Request Trigger where appropriate.
If the Location change trigger are armed, the AMF shall activate the relevant procedure which reports any changes in location as explained in clause 5.6.11 of TS 23.501 [2] by subscribing with the Npcf_AMPolicyAssociation service or Npcf_UEPolicyAssociation service. The reporting is requested to the level indicated by the trigger (i.e. Tracking Area). The AMF reports that the Location change trigger was met and the Tracking Area identifier.
If the Change of UE presence in Presence Reporting Area trigger is armed, i.e. the PCF subscribed to reporting change of UE presence in a Presence Reporting Area, including a list of PRA ids. In addition, for "UE-dedicated Presence Reporting Area" a short list of TAs and/or NG-RAN nodes and/or cells identifiers is included. Then, the AMF shall activate the relevant procedure which reports any Change of UE presence in Area of Interest as explained in clause 5.6.11 of TS 23.501 [2]. The reporting is requested for the specific condition when target UE moved into a specified PRA. The AMF reports the PRA Identifier(s) and indication(s) whether the UE is inside or outside the Presence Reporting Area(s) to the PCF.
The Service Area restriction change trigger and the RFSP index change trigger shall trigger the AMF to interact with the PCF for all changes in the Service Area restriction or RFSP index data received in AMF from UDM. The reporting includes that the trigger is met and the subscribed Service Area restriction or the subscribed RFSP index provided to AMF by UDM, as described in clause 6.1.2.1.
The Change of the Allowed NSSAI trigger shall trigger the AMF to interact with the PCF if the Allowed NSSAI has been changed. The reporting includes that the trigger is met and the new Allowed NSSAI. The PCF may update RFSP index and/or SMF selection management related policy control information (described in clause 6.5) in the AMF based on the Allowed NSSAI.
The Generation of a Target NSSAI trigger shall trigger the AMF to interact with the PCF. The reporting includes that the trigger is met and the generated Target NSSAI. The PCF may generate RFSP index associated with the Target NSSAI.
The UE-AMBR change trigger shall trigger the AMF to interact with the PCF for all changes in the subscribed UE-AMBR data received in AMF from UDM. The reporting includes that the trigger is met and the subscribed UE-AMBR provided to AMF by UDM, as described in clause 6.1.2.1.
The Slice-UE-MBR change trigger shall trigger the AMF to interact with the PCF for all changes in the Subscribed UE-Slice-MBR for each subscribed S-NSSAI in the NSSAI with a Subscribed UE-Slice-MBR received at the AMF from UDM. The reporting includes that the trigger is met, the Subscribed UE-Slice-MBR value. The AMF shall provide both the S-NSSAI of the VPLMN and the mapped S-NSSAI of the HPLMN, alongside the related Subscribed UE-Slice-MBR. The V-PCF is configured with the UE-Slice-MBR for the mapping of the S-NSSAI of the HPLMN and the S-NSSAI of the VPLMN.
If the PLMN change trigger is armed, the AMF shall report it to the PCF to trigger the update of V2X service authorization parameters to the UE as defined in clause 6.2.2 of TS 23.287 [28] and to trigger the update of ProSe authorization parameters to the UE as defined in clause 6.2.2 of TS 23.304 [34]. The reporting includes the event with the serving PLMN ID.
If the SMF selection management trigger is set, then the AMF shall contact the PCF when the AMF detects that the UE requested an unsupported DNN and the PCF indicated DNN replacement of unsupported DNNs in the Access and mobility management related policy control information (see clause 6.5). The PCF shall select a DNN and provide the selected DNN to the AMF.
If the SMF selection management trigger is set, then the AMF shall contact the PCF when the UE requested a DNN within the list of DNN candidates for replacement for the S-NSSAI indicated in the Access and mobility management related policy control information (see clause 6.5). The PCF shall select the DNN and provide the selected DNN to the AMF.
If the Connectivity state changes trigger is set, then the AMF shall notify the PCF when the UE connectivity state is changed e.g. from IDLE to CONNECTED. The AMF then reset the trigger.
The NWDAF info change trigger shall trigger the AMF to interact with the PCF when the list of NWDAF Instance IDs used for the UE or associated Analytics IDs used for the UE at the AMF are changed in the AMF.
* * * * Fifth change * * * *
[bookmark: _Toc98913570]6.1.2.6	AF influence on Access and Mobility related management policies
[bookmark: _Toc19197333][bookmark: _Toc27896486][bookmark: _Toc36192654][bookmark: _Toc37076385][bookmark: _Toc45194831][bookmark: _Toc47594243][bookmark: _Toc51836874][bookmark: _Toc98913574]6.1.2.6.0	General
The AF influence on Access and Mobility related management policies refers to the AF capability to request a service area coverage or the indication that high throughput is desired for a UE.
Two methods enable the AF to influence Access and Mobility related management policies:
-	The AF requests a service area coverage for the UE and/or indicates that high throughput is desired, knowing that certain conditions are met, i.e. the application traffic needs a change of service area coverage or high throughput, as defined in clause 6.1.2.6.1.
-	The AF provides the service area coverage and/or the indication that high throughput is desired for one or multiple UEs that may or may not already be registered or fulfil certain conditions related to application traffic. This is considered when the AM Policy Association is established or via a modification of an AM Policy Association, as defined in clause 6.1.2.6.2.
The content of this clause applies to non-roaming, i.e. to cases where the PCF, AF, AMF and SMF belong to the Serving PLMN or AF belongs to a third party with which the Serving PLMN has an agreement. AF influence on Access and Mobility related management policies does not apply in the case of Home Routed or Local breakout roaming cases.
[bookmark: _Toc98913571]6.1.2.6.1	AF request Access and Mobility related Policy Authorization Control for a UE
The AF may subscribe to notifications when a PCF for the UE is registered in the BSF for a certain SUPI or GPSI.
The AF may contact, either directly or via NEF, the PCF for the UE to request notifications on the outcome of a service area coverage change (represented as a geographical area or a list of TA(s)) or the indication that high throughput is desired for UE traffic or both, for a SUPI or a GPSI. The request applies until the AF requests to terminate the request, or the AF request expires (according to relevant input provided by the AF), or the AM Policy Association is terminated. The AF may subscribe to notifications on the outcome of the service area coverage change to the PCF, according to the events described in clause 6.1.3.18. At the time the AF request expires, the PCF removes the context provided by the AF and then checks if the Access and Mobility related policies policy information needs to be updated at the AMF.
NOTE:	The assumption is that the AF also removes the context at the time the AF request expires.
When the AF contacts the NEF then the following mappings are performed by the NEF:
1)	The geographical area (e.g. a civic address or shapes) is mapped into a list of TAs determined by local configuration.
2)	The GPSI, if provided, is mapped to a SUPI according to the subscription information received from UDM.
The PCF takes the list of TAs as input for policy decisions, considering the list of TAs provided by the AF as allowed TAIs for the UE when calculating the service area restrictions, then checking operator policies to determine whether the service area restrictions need to be updated.
The PCF reports the outcome of a service area coverage change, including the list of allowed TAIs (that is mapped to a geographical area if the requests goes via NEF) and any changes to the AF, according to the events described in clause 6.1.3.18.
The PCF checks if the RFSP value index for a UE needs to be changed, as described in clause 6.1.2.1, using the indication that high throughput is desired. The PCF reports to the AF that the request was executed, but without reporting anything related to actually applied RFSP or throughput changes.
[bookmark: _Toc98913572]6.1.2.6.2	AF request to influence on Access and Mobility relatedManagement Policies
The PCF for the UE may subscribe at UDR to notifications on change of "Application Data" and "AM influence information", e.g. when the AM Policy Association is established.
The AF may request notifications on outcome of service area coverage change, represented by a geographical area, may indicate that high throughput is desired for one or multiple target UEs, which may be associated to an Application Identifier(s) or to a (DNN,S-NSSAI) combination (if no Application Identifier(s) or (DNN,S-NSSAI) combination is provided, the request applies independently of the application traffic), the AF transaction identifier (allowing the AF to update or remove the AM Policy influence data), a policy expiration time, and the Notification Correlation Id, then the NEF performs the following mappings where needed:
1)	The geographical area(s) are mapped into a list of TAs determined by local configuration.
2)	The GPSI, if provided, is mapped to a SUPI according to the subscription information received from UDM.
3)	External Group Identifier(s) are mapped to Internal Group Identifier(s).
The NEF stores the AF request in the UDR as Data Set "Application Data" and Data Subset "AM influence information".
The PCF calculates the service area restrictions as defined in clause 6.1.2.6.1, including the notification to the AF on the service area coverage as described in clause 6.1.3.18, in this case it is implicit subscription, to the AF using the Notification Correlation Id.
The PCF calculates the RFSP index value as defined in clause 6.1.2.6.1.
When the expiration time of the policy is reached or when the PCF receives a notification from the UDR that the policy has been deleted, the PCF re-evaluates the policies without consideration of the AM policy influence data of the expired policy and applies policies as defined in clause 6.1.2.1.
[bookmark: _Toc51836932][bookmark: _Toc98913646]* * * * Sixth change * * * *
6.5	Access and mobility related policy information
To enable the enforcement in the 5GC system of the access and mobility policy decisions made by the PCF for the control of the service area restrictions and RFSP Index, the 5GC system may provide the Access and mobility related policy control information from the PCF to the AMF.
Table 6.5-1 lists the AMF access and mobility related policy information.
Table 6.5-1: Access and mobility related policy control information
	Information name
	Description
	Category
	PCF permitted to modify in a UE context in the AMF
	Scope

	Aggregated maximum bite rate
	This part defines the aggregated maximum bite rate
	
	
	

	UE-AMBR
	This defines the UE-AMBR value that applies for a UE
	Conditional
(NOTE 5)
	Yes
	UE context

	List of UE-Slice-MBR
	This defines the List of UE-Slice-MBR (UL/DL) that each applies to the network slice of the UE.
	Conditional
(NOTE 8)
	Yes
	UE context

	Service Area Restrictions 
	This part defines the service area restrictions
	
	
	

	List of allowed TAIs.
	List of allowed TAIs
(NOTE 3) (NOTE 4).
	Conditional
(NOTE 1)
	Yes
	UE context

	List of non-allowed TAIs.
	List of non-allowed TAIs
 (NOTE 3).
	Conditional
(NOTE 1)
	Yes
	UE context

	Maximum number of allowed TAIs
	The maximum number of allowed TAIs.
(NOTE 4)
	Conditional
(NOTE 1)
	Yes
	UE context

	RFSP Index
	This part defines the RFSP index
	
	
	

	RFSP Index for Allowed NSSAI
	Defines the RFSP Index associated with Allowed NSSAI that applies for a UE
	Conditional
(NOTE 2)
	Yes
	UE context

	RFSP Index for Target NSSAI
	Defines the RFSP Index associated with Target NSSAI that applies for a UE
	Conditional
(NOTE 2)
	Yes
	UE context

	5G access stratum time distribution
	This part defines the 5G access stratum time distribution
	
	
	

	5G access stratum time distribution indication
	Defines if 5G access stratum time distribution via Uu reference point is enabled or disabled
	Conditional
(NOTE 9)
	Yes
	UE context

	Uu interface time synchronization error budget
	Indicates the Uu Time Synchronization error budget for 5G access stratum time distribution
	Conditional
(NOTE 10)
	Yes
	UE context

	SMF selection management
	This part defines the SMF selection management instructions
	
	
	

	DNN replacement of unsupported DNNs
	Defines if a UE requested unsupported DNN is requested for replacement by PCF
	Conditional
(NOTE 6)
	Yes
	UE context

	List of S-NSSAIs
	Defines the list of S-NSSAIs containing DNN candidates for replacement by PCF
	Conditional
(NOTE 6)
(NOTE 7)
	Yes
	UE context

	Per S-NSSAI: List of DNNs
	Defines UE requested DNN candidates for replacement by PCF
	Conditional
(NOTE 6)
	Yes
	UE context

	NOTE 1:	If management of service area restrictions by PCF is enabled.
NOTE 2:	If management of RFSP index by PCF is enabled.
NOTE 3:	Either the list of allowed TAIs or the list of non-allowed TAIs are provided by the PCF.
NOTE 4:	Both the maximum number of allowed TAIs and the list of allowed TAIs may be sent by PCF.
NOTE 5:	If management of UE-AMBR by PCF is enabled.
NOTE 6:	If SMF selection management by PCF is enabled.
NOTE 7:	The List of S-NSSAIs contains S-NSSAIs, valid in the serving network, of the Allowed NSSAI.
NOTE 8:	If management of UE-Slice-MBR by PCF is enabled.
NOTE 9:	If management of 5G access stratum time distribution is enabled.
NOTE 10:	If 5G access stratum time distribution or (g)PTP time synchronization is enabled.



The list of allowed TAIs indicates the TAIs where the UE is allowed to be registered, see clause 5.3.4 of TS 23.501 [2] for the description on how AMF uses this information.
The list of non-allowed TAIs indicates the TAIs where the UE is not allowed to be registered, see clause 5.3. of TS 23.501 [2] 4 for the description on how AMF uses this information.
The Maximum number of allowed TAs indicates the maximum number of allowed Tracking Areas, the list of TAI is defined in the AMF and not explicitly provided by the PCF.
The RFSP Index for Allowed NSSAI and RFSP Index for Target NSSAI defines the RFSP Index for radio resource management functionality.
The UE-AMBR limits the aggregated bit rate across all Non-GBR QoS Flows of a UE in the serving network.
The list of UE-Slice-MBR defines the list of authorized UE-Slice-MBR allocated for a UE, how it is enforced is described in clause 5.7.1.10 of TS 23.501 [2].
The DNN replacement of unsupported DNNs indicates that the AMF shall contact the PCF for replacement of an unsupported DNN requested by the UE.
The List of S-NSSAIs defines the S-NSSAIs, valid in the serving network, of the Allowed NSSAI that contain DNN candidates for replacement by PCF.
The List of DNNs defines the DNN candidates for which the AMF shall contact the PCF for replacement if such a DNN is requested by a UE.
The 5G access stratum time distribution indicates the 5G access stratum time distribution parameters to be indicated to the NG-RAN via AMF.
* * * * End of changes * * * *


