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Proposal
[bookmark: _Hlk513714389]This document addresses the editor's note related to the impact on the AMF and UE of solution 5.3 clause 6.9 as follows and also introducing minor editorial changes to increase readability: 
clause 6.9.3 Procedures
Editor's note: 	It is FFS how the AMF decides the value of timer for maintain the two registrations via non-3GPP access until the path switch is completed by the AMF itself, and whether the SMF may assist the AMF’s decision of the timer value.
Discussion: 
A timer indicating how long the network will maintain two registrations via non-3GPP access, can be an operator configured field local to the AMF.  The AMF can use this configured timer value to determine which non-3GPP access to release (i.e., de-register). 

Assistance from the SMF isn’t required, since the AMF is at the center of all signaling.   

Proposal 1: 
It is proposed to remove the EN and modify clause 6.9.3 step 4, as follows 
i) A timer value indicating how long the network maintains two registrations is provisioned in the AMF.  The AMF starts a timer and maintain the two registrations via non-3GPP access until the path switch is completed or until this timer is equal to the provisioned timer value.

Proposal 2: 
It is proposed to modify clause 6.9.4 AMF as follows 
i) A provisioned timer value indicating how long the network will maintain two registrations via non-3GPP accesses
ii) Use provisioned timer value to trigger a de-registration if expired prior to completion of a non-3GPP access path switch 


Start of Changes

* * * * First change * * * * 
[bookmark: _Toc100745556][bookmark: _Toc100746058]6.9.3	Procedures
Figure 6.9.3-1 below depicts the key steps of the solution, which enables the data traffic of an MA PDU Session to be switched from a non-3GPP access path using a N3IWF to a non-3GPP access path using a TNGF. The same steps can be used to switch the data traffic of an MA PDU Session between any non-3GPP access paths (using either N3IWF or TNGF).


Figure 6.9.3-1: Procedure for enabling data traffic switching between two non-3GPP access paths
1.	Optionally, the UE performs an initial 5G registration over 3GPP access in a PLMN. The selected AMF registers with UDM for 3GPP access and provides its GUAMI and RAT type = NR.
2.	The UE selects an N3IWF and performs an initial 5G registration over untrusted non-3GPP access in the same PLMN. The same AMF is selected, as the one in the previous step. The AMF registers with UDM for non-3GPP access and provides its GUAMI and RAT type = Virtual or WLAN. The AMF may indicate to the UE whether it supports registration for non-3GPP path switch (see further below).
Editor's note: 	It is FFS whether the AMF needs to provide this indication to the UE in order for UE to initiate step 4, or the AMF rejects this request if the AMF does not support this registration type in step 4.
3.	The UE requests an MA PDU Session, as specified in TS 23.502 clause 4.22.2. User-plane resource are established over 3GPP access and over untrusted non-3GPP access. Data traffic over the MA PDU Session is exchanged between the UE and UPF using the two accesses.
4.	The UE detects a trusted non-3GPP access network that supports 5G connectivity to the same PLMN. The UE decides to switch the data traffic transferred over the untrusted non-3GPP access of the MA PDU Session to the detected trusted non-3GPP access network. For this purpose, the UE initiates a 5G registration over trusted non-3GPP access using TS 23.502 clause 4.12a.2.2 step 1 to step 15 with the following differences and clarifications:
i)	and sets the registration type to "Non-3GPP path switch". 
-  This registration type indicates that the registration over trusted non-3GPP access is required for switching the data traffic of an MA PDU Session from one non-3GPP access path to another non-3GPP access path. 
	ii)	After the UE is registered via trusted non-3GPP access with registration type "Non-3GPP patch switch", the AMF does not release the existing registration via untrusted non-3GPP access. 
iii)	A timer value indicating how long the network will maintain two registrations via non-3GPP access is configured in the AMF.  The AMF may shall start a timer and it maintains the two registrations via non-3GPP access until the path switch is completed or until this timer expiresis equal to the configured timer value. 
-  As shown below (see step 9), when the timer expires, the AMF initiates deregistration via the TNGF.
Editor's note: 	It is FFS how the AMF decides the value of timer for maintain the two registrations via non-3GPP access until the path switch is completed by the AMF itself, and whether the SMF may assist the AMF’s decision of the timer value. 

5.	The UE initiates the non-3GPP path switch by requesting user-plane resources via trusted non-3GPP access. To request these user-plane resources, the UE sends a PDU Session Establishment Request via the TNGF, which contains request type = MA PDU Request and the identity of the existing MA PDU Session.
	The AMF sends an Update SM Context Request to SMF, which contains a "Non-3GPP path switch indication". This indication informs the SMF that the PDU Session Establishment Request is sent to enable path switching from the existing non-3GPP access of the MA PDU Session to a new non-3GPP access. The AMF inserts the "Non-3GPP path switch indication" in the Update SM Context Request because the UE is registered with type "Non-3GPP path switch" (see step 4).
	The SMF initiates the user-plane resources establishment over trusted non-3GPP access. 
6.	After user-plane resources over trusted non-3GPP access are established, the UE switches all uplink MA PDU Session traffic from untrusted non-3GPP access to trusted non-3GPP access. Similarly, the UPF switches all downlink MA PDU Session traffic from untrusted non-3GPP access to trusted non-3GPP access (for this the SMF modifies the existing N4 connection).
7.	The SMF sends an SM Context Status Notify message to AMF to indicate that the non-3GPP path switch has been completed.
8.	After receiving the SM Context Status Notify message, the AMF updates the UDM with RAT type = Trusted_WLAN for non-3GPP access. The AMF initiates deregistration procedure for untrusted Non-3GPP access (see TS 23.502 clause 4.12.3). Also, the AMF stops the timer that was started in step 4. After this step, the UE has only one 5G registration via non-3GPP access.
9.	If AMF timer started in step 4 expires, the AMF deregisters the UE via trusted non-3GPP access. After this step, the UE has only one 5G registration via non-3GPP access.

* * * * Second change * * * * 

[bookmark: _Toc100745557][bookmark: _Toc100746059]6.9.4	Impacts on Existing Nodes and Functionality
UE: 
· Trigger the switching from one N3GPP path to another N3GPP path is based on UE implementation.
Editor's note: 	FFS if the UE needs to be aware that the network supports this path switching capability.
· Use a new Registration Type when performing the switching during the registration procedure via the other Non-3GPP path.
AMF:
· Indicate to SMF that Non-3GPP path switching is required for the MA PDU session.
· A configured timer value indicating how long the network will maintain two registrations via non-3GPP accesses
· Configured timer value used to trigger a de-registration if a non-3GPP access path switch has not completed within the allotted provisioned time
SMF/UPF: 
· Perform the traffic switching from untrusted N3GPP access to trusted N3GPP access or vice versa.
UDM:
· UDM is only expected to be updated with the new RAT type information (e.g., from Virtual/WLAN to Trusted_WLAN) after the path switching has been performed successfully.
End of Changes
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