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Abstract of the contribution: Proposes a solution for supporting NSWO function in SNPN.
1	Background
Proposes a solution for inclusion in TR 23.700-08.
* * * * Start of Change * * * *
6.X	Solution X: Support for NSWOF in SNPN
[bookmark: _Toc97274376]6.X.1	Introduction
[bookmark: _Toc97274377]This solution addresses KI#2. 
The solution defines how the same credentials can be leveraged for devices accessing SNPN via NG-RAN and 5GC, and non-3GPP access network using Non-Seamless WLAN Offload Function (NSWOF). In case a device is connected via WLAN for the non-3GPP access network, NSWOF interfaces to the WLAN access network using the SWa interface as defined in TS 23.402 [1], and interfaces to the AUSF using the Nausf Service Based Interface (SBI) performing the protocol translation and the AUSF discovery. 
In case a device is connected via a residential gateway (e.g., FN-RG or 5G-RG), NSWOF support for wireline access that is being addressed in Rel-18 5WWC (e.g., Solution#22 in TR 23.700-17 [2]) is assumed. For example, NSWOF of wireline access interfaces to a 5G-RG using a SWa interface as referred in [2]. Based on this solution, the device connecting to 5G-RG is authenticated and authorized by the HPLMN of this device. The authentication procedure does not require 5GS registration because it is based on the NSWO authentication procedure specified in Annex S of TS 33.501 [9].”.
6.X.2	Functional Description
[bookmark: _Toc97274379]-	The architecture to support authentication via NSWOF will be as defined in clause 4.2.15 of TS 23.501 [3].
-    The procedures for AUSF discovery and selection by NSWOF will be as defined in clause 6.3.4 of TS 23.501 [3].
-    The functionality of NSWOF and the procedures applied for supporting WLAN connection or wireline connection using 5GS credentials for Non-seamless WLAN offload may be as defined in TS 33.501 [4] (e.g., in Annex S).
[bookmark: _Hlk98953248][bookmark: _Hlk102577173]-    When the 3GPP device wishes to use 5G NSWO to connect to the non-3GPP network (e.g., WLAN or Wireline access network) using its 5GS credentials associated with the SNPN, the NAI format for 5G NSWO access used will be as defined in clause 28.7.6 and 28.7.7 of TS 23.003 [5].
-    The SNPN and the non-3GPP network (e.g., WLAN or Wireline access network) provides access to the same Data Network e.g., internet or enterprise network
-    Seamless mobility between the SNPN and the non-3GPP network (e.g., WLAN or Wireline access network) is not supported by this architecture.
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Figure 6.X.2.1: Support for NSWOF for SNPN
6.X.3	Procedures
If the SNPN supports the architecture as in Figure 6.X.2-1, the UE can use the same permanent identity and credentials that are used for primary authentication with the SNPN to connect to the non-3GPP network (e.g., WLAN or Wireline access network) using the 5G NSWOF that interacts with AUSF within the 5GC of SNPN network to authenticate the UE.
1)  A connection is established between a 3GPP device and the SNPN network via NG-RAN and 5GC as defined in clause 5.30.2 of TS 23.501 [1].
2)  A connection is established between a 3GPP device and the non-3GPP network (e.g., WLAN or Wireline access network) that uses the same permanent identity and credentials that are used for primary authentication with the SNPN using the 5G NSWOF as defined in TS 33.501 [29] Annex S.
A N3GPP device may also use the same permanent identity and credentials for authentication via NSWOF to access the non-3GPP network (e.g., WLAN or Wireline access network).
Editor’s Note: A procedure of NSWO for wireline is FFS
The 3GPP device may establish connection towards either or both the non-3GPP network (e.g., WLAN or Wireline access network) and SNPN via NG-RAN and 5GC simultaneously.
6.X.4	Impacts on services, entities, and interfaces
UE:
-	Shall be able to support NSWO authentication (as defined in TS 33.501, Annex S) using the same permanent identity and credentials for primary authentication in SNPN via NG-RAN and 5GC, and the non-3GPP network (e.g., WLAN or Wireline access network).
RG
· Shall be able to support NSWO authentication (e.g.: leveraging the NSWO architectures defined for wireline access in Rel-18 5WWC) using the same permanent identity and credentials for primary authentication in SNPN via NG-RAN and 5GC, and the non-3GPP network (e.g., WLAN or Wireline access network).
No other impacts in the UE, NG-RAN, and 5GC are identified.
* * * * End of Change * * * *
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