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[bookmark: _Hlk526665839]Abstract of the contribution: This paper adds some Editor’s notes for the key issue “PDU Set integrated packet handling” for inclusion in TR 23.700-60.
Discussion
[bookmark: _Hlk93059962][bookmark: _Hlk94039492]The FS_XRM SID has a KI “PDU Set integrated packet handling” as agreed in S2-2201802. As per the KI description, 
[bookmark: _Hlk94089313][bookmark: _Hlk94089401][bookmark: _Hlk96351276]This key issue proposes to study PDU Set integrated packet handling in 5G network, in which the group of packets belongs to a same PDU Set will be handled in an integrated manner. 
Based on the related solution #16, the following changes are proposed for TR 23.700-60.
Proposal
It is proposed to add the following changes to TR 23.700-60.

*** Start of changes ***
[bookmark: _Toc101526180]6.16.1.2	Conditions for IP packets based on RTP
The conditions based on RTP header could be defined based on either one or a combination of the following fields.
Use of RTP Header extension information: RTP Header extensions can carry additional information on PDU Set type, codec type: RFC 3550 [9], RFC 3551 [20].
Use of marker bit in RTP header: the marker bit can identify the PDU Set boundaries. This information could be used along with a condition to map timestamp/payload type to identify IP packets belonging to a PDU Set. RFC 3550 [9].
Use of RTP header from hint track: ISO/IEC 14496-12 [22], TS 26.244 [23].
The conditions based on RTP payload: RFC 6184 [12], RFC 7798 [21].
Additional information derived from parsing of RTP payload header can identify PDU Set boundaries.
Determination of PDU Set start and end based on RTP Payload format RFCs.
[bookmark: _Hlk102550439]Editor's note: It is FFS whether setting of individual values in extended IP Filter set conditions allows the AF to specify relationships among RTP protocol fields of different packets, required to identify different patterns per PDU Set level and Payload Type.
AF could also specify an RTCP header parsing information to map RTCP packets to a different QoS Flow.
Editor's note: The need to provide conditions for RTCP packet matching other than current IP packet filter set needs to be clarified.
[bookmark: _Toc101526181]6.16.1.3	Condition for IP Packets based on SRTP
SRTP encrypts RTP payload only. Hence packet filter conditions can be specified using parsing of header information for SRTP streams.
The conditions based on SRTP header RFC 3711 [10] could be defined based on either one or a combination of the following fields.
Use of SRTP Header extension information - RTP Header extensions can carry additional information on PDU Set type, codec type
Use of marker bit in SRTP header – the marker bit can identify the PDU Set boundaries. This information could be used along with a condition to map timestamp/payload type to identify IP packets belonging to a PDU Set.
[bookmark: _Toc101526182]6.16.3	Impacts to existing nodes
NEF:
-	Enhancement to the TrafficInfluence Service to enable AF to specify additional packet filtering information.
SMF:
-	Configuring PDRs and QoS Rules based on packet filter sets with additional information.
PCF:
-	Use of additional information to derive packets filter set for PCC rules.
UPF:
-	Use of PDR with enhanced packet filter Sets to map downlink IP packets to QoS Flows.
UE:
-	Use of QoS Rules with enhanced packet filter Sets to map uplink packets to QoS Flows.
*** End of changes ***
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