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Abstract: A new solution for KI#2 to support exposing network congestion is proposed.
1. Introduction
In last meeting, KI#2 on Fast and efficient network exposure improvements was approved. 
This contribution proposes a solution to expose network congestion information to AF via local UPF/NEF.
As discussed in S2-2202403(Update on KI#2: Add use cases and scenarios), the following information needs to be exposed:
· For GBR QoS Flow, QNC needs to be exposed to AF via UPF/NEF. 
When NG-RAN determines that the GFBR, PDB, PER of the QoS profile cannot be fulfilled, the NG-RAN sends a notification towards SMF that the “GFBR can no longer be guaranteed” (or “GFBR can be guaranteed”), as well as the reference to the matching Alternative QoS Profile. The SMF forwards the notification to AF via PCF, NEF.
· For non-GBR QoS Flow, network congestion indication needs to be exposed to AF via UPF/NEF. The network congestion indication indicates the network congestion occurs.
The network congestion might happen in the whole RAN, a specific cell of the RAN or a specific QoS Flow. Different level of network congestion may request the application to react in different manners. For example, the application can decide to downgrade the services slightly (e.g. switch to a lower bitrate) when a light congestion happens, while when a heavy congestion happens, the application can decide to significantly downgrade or even tear down the service.
This paper proposes a solution to expose the above network congestion information to the AF via local UPF/NEF.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-48.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc97268159]6.0	Solution-Key issue matrix
The solutions in clause 6 can apply to one or more key issues described in clause 5 of this report. Table 6.0-1 describes the relationship between solutions and key issues.
Editor's note:	The table below will be updated with actual content when generating the TR with approved contributions. Page number is automatically updated to ease reference (ctrl-left click to reach the solution).
Table 6.0-1: Solution-Key issue matrix
	Solution
	Key issues

	Title
	(page)
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	KI#7
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* * * * Second change (All new) * * * *
[bookmark: _Ref93394262][bookmark: _Toc97268160]6.x	Solution x (KI#2): Exposure of Network Congestion
6.x.0	General
This solution corresponds to KI#2 on Fast and efficient network exposure improvements.
Based on the use cases and scenarios in clause 5.2.2, the following network congestion information needs to be exposed to AF via local UPF/NEF:
· QoS Notification Control. For GBR QoS Flow, RAN exposes “GFBR can no longer be guaranteed” (or “GFBR can be guaranteed”), as well as the reference to the matching Alternative QoS Profile to AF via local UPF/NEF.
· Network Congestion indication. For non-GBR QoS Flow, RAN exposes network congestion indication that indicates network congestion occurs to AF via local UPF/NEF.
· Network Congestion Level. This indicates the degree of RAN congestion. RAN exposes network congestion level to AF via local UPF/NEF.
NOTE 1: How to determine the network congestion level of a RAN node is up to RAN implementation.
NOTE 2: This solution targets to services with user plane packet transmission.
6.X.1	Procedure
Figure 6.x-1 shows the call flow for exposing network congestion information to AF via local UPF/NEF. 

[bookmark: _MON_1708631285] 
Figure 6.X.1-1: Network Congestion Information Exposure to AF via local UPF/NEF
The procedure is based on the Network exposure to Edge Application Server procedure in clause 6.4.2.1 of TS 23.548 [3]. 
0.	The UE establishes a PDU Session as defined in clause 4.3.2.2.1 of TS 23.502 [3]. A local PSA UPF is selected for this PDU Session.
1.	AF initiates setting up an AF session with required QoS procedure as defined in 6.4.2.1 of TS 23.548 [3].
The AF may subscribe to direct notification of network congestion for the service data flow to PCF. 
2.	The PCF makes policy information based on the AF request and initiates PDU Session Modification procedure as described in clause 4.3.3.2 of TS 23.502 [3], steps 1b, 3b, 4-8b. The PCF sends policy information to SMF.
	If the SMF receives the indication of direct notification of network congestion, the SMF invokes Namf_Communication_N1N2MessageTransfer service of AMF, and AMF sends N2 PDU Session Request to RAN to indicate the RAN to expose network congestion information via local UPF. Based on local configuration, the SMF can further determine whether to enable direct notification of network congestion for this QoS Flow to NG-RAN.
NOTE x: With this enhancement, the PCF can be configured to only enable the Notification control over User Plane for the QoS Flow subject to edge computing.
	The SMF sends network congestion detection indication to UPF to enable network congestion notification detection. A report updating threshold may be informed to the UPF. 
Editor’s NOTE: how the report updating threshold is determined is FFS.
	The N2 SM information also includes measure frequency, report threshold.
If there is no corresponding UL service data flow template for the service data flow, e.g., the service data flow has different QoS requirements for uplink and downlink, the SMF also indicates a different QoS Flow with corresponding UL service data flow template to the RAN for the reporting. The RAN exposures network congestion information via UL packets corresponding to the indicated QoS Flow.
3.	Based on local configuration and step 2, Tthe RAN determines network congestion information when network congestion occurs. The network congestion information can be any information listed in clause 6.X.1.
4.	In case the reporting condition is met, the RAN sends the network congestion information to the local PSA via the GTP-U header of corresponding UL packet.
	If the RAN is requested to report the network congestion information via a different QoS flow, the RAN sends the network congestion information via UL packets corresponding to the UL QoS Flow indicated by the SMF.
	If no UL packet can be used when report is needed, RAN generate a dummy UL packet for the report.
As described in clause 6.x.0, the network congestion information includes QoS Notification Control information (for GBR QoS Flow) and network congestion level/indication (for non-GBR QoS Flow).
NOTE: It’s up to RAN implementation to decide whether a changed network congestion information needs to be updated to the local PSA based on e.g. local configured update condition. 
NOTE: RAN can repeat the network congestion information to the local PSA multiple times to avoid loss of the report.
5. 	The local PSA exposures/updates the network congestion information to AF as described in step 4 of Figure 6.4.2.1-1 of TS 23.548 [3].
If a report updating threshold is informed by the SMF in step 2, local PSA updates the latest network congestion information to the AF when the difference between latest and previous reported network congestion information exceeds the report updating threshold.
NOTE: The AF logic after receive the network congestion information is not in the scope of this study.
[bookmark: _Toc23317651][bookmark: _Toc97528067]6.X.2	Impacts on services, entities and interfaces
AF:
-	Subscribe direct notification of network congestion information from 5GC.
SMF:
-	Indicate RAN to expose network congestion information via local UPF.
-	Indicate a UL QoS Flow for RAN to be used to expose network congestion information when there is no UL QoS Flow of the service data flow.
RAN:
-	Support expose network congestion information via local UPF.

* * * * End of changes * * * *
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