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1. Introduction
This contribution proposes a solution for KI#1: Accessing EHE in a VPLMN when roaming.
This solution shares some parts from the proposed solution X (KI#5): Solution with global EASDF
This solution proposes a global EASDF by using existing DNS infrastructure in a similar way as GSMA has specified RCS provisioning that works between operators. In RCS the UE Application retrieves the needed configuration from: 
http://config.rcs.mnc<MNC>.mcc<MCC>.pub.3gppnetwork.org 
there the UE replace the <MNC> and <MCC> with the MNC (Mobile Network Code) and MCC (Mobile Country Code) from the subscription. This solution is based on the similar principle, for example, GSMA owns the root of the DNS entry for the global EASDF there each operator has provided configuration for theirs EHE into the Global EASDF.
Current specification supports how the network modify or reject PDU Sessions, but it is only the UE that initiate a new PDU Session. In this solution the operator configures the Global EASDF either with the configuration the UE needs to establish a new (LBO) PDU Session or the address to the V-PLMN’s EASDF to allow traffic offloading to the local EHE from the HR PDU Session. 
2. Proposal
It is proposed to agree the addition to 3GPP TR 23.700-48 (all new).
[bookmark: _Hlk500857602][bookmark: _Toc43882368][bookmark: _Toc43882542][bookmark: _Toc21087536][bookmark: _Toc23326069][bookmark: _Toc25934659][bookmark: _Toc26337039][bookmark: _Toc31114286][bookmark: _Toc43392560][bookmark: _Toc43475356][bookmark: _Toc50558960][bookmark: _Toc54940315][bookmark: _Toc54952030][bookmark: _Toc57233478][bookmark: _Toc68068790][bookmark: _Toc92101434]* * * Start of change * * * 
[bookmark: Solution]6.x	Solution X (KI#1): PDU Session configuration from EASDF
[bookmark: _Toc93422591]6.X.1	Description
This solution addresses KI#1: Accessing EHE in a VPLMN when roaming. 
In this solution the UE uses a predefined FQDN to the EASDF that is shared between operators. For example, GSMA could host the root entry for this Global EASDF. This solution is based on that the Global EASDF supports either configuration for a local EASDF or configuration for the UE to set up a new PDU Session.
For a specific VPLMN, if the HPLMN require the UE to use a new (LBO) PDU Session to access the V-PLMN’s EHE then the HPLMN will configure the Global EASDF with configuration for the UE to use to set up a new PDU Session. When the UE initiates the new PDU Session then the UE will receive all needed configuration from the V-SMF for EAS discovery in the V-PLMN’s network. If the HPLMN instead uses HR PDU Session, then it will configure the Global EASDF with the IP address of the EASDF in the V-PLMNs network. The UE will then use that one to discover EAS(s) in the V-PLMN. This allows the V-PLMN to utilize local traffic routing to the V-PLMNs EHE according to the agreement between them.

[bookmark: _Hlk100300256]Editor’s note:	it is FFS whether there is and if yes  how to solve conflicts between the different global ESDADF configuration requests from different PLMN(s).
[bookmark: _Hlk100300549]Editor’s note:	it is FFS whether this configuration relates to the UE IP address AND thus that the GSMA EASDF will be involved for every roamer. Otherwise it is FFS how the GSMA EASDF determine which VPLMN the UE is using to reach the GSMA EASDF.
[bookmark: _Hlk100300348]The Global EASDF acts as a DNS server to provide the UE with either the IP address of the EASDF that the UE should use in the V-PLMN or the S-NSSAI/DNN combination that the UE will use to set up a PDU Session. 


If the HPLMN instead uses HR PDU Session, then it will configure the Global EASDF with the IP address of the EASDF in the V-PLMNs network. The UE will then use that one to discover EAS(s) in the V-PLMN. This allows the V-PLMN to utilize local traffic routing to the V-PLMNs EHE according to the agreement between them.
This solution does not utilize URSP rules for the UE to retrieve and set up new PDU Session.
Editor’s note: Alignment to the Rel-18 study FS_eUEPO is FFS.  
[bookmark: _Toc23254043]6.X.2	Procedures
6.X.2.1	Procedures for PDU Session configuration from EASDF 

Figure 6.x.2-1: Procedure for PDU Session configuration from EASDF
0. Pre-requisites: The UE have a Home Routed PDU Session and the HPLMN has configured the Global EASDF with appropriate configuration for supported Visitors EHE(s).
1. The UE perform a DNS query to the Global EASDF. Since this is a public FQDN to the Global EASDF the UE may use any locally configured DNS Server that in turn will use next DNS server in the DNS hierarchy until it goes to the Global EASDF. 
Editor’s noteNOTE 1:	The root FQDN for the Global EASDF and the structure of VPLMN/HPLMN’s identity in the query including the structure of how V-PLMN’s configuration is stored in the DNS will be specified during the normative phaseis FFS.
2. The Global EASDF responds with either the configuration the UE needs to set up a PDU Session in the V-PLMN or the IP address of the local EASDF.

If the V-PLMN uses existing PDU Session (HR PDU Session with local traffic routing) then the Global EASDF is configured with the V-PLMN’s EASDF. If the operators require a new LBO PDU Session, then the Global EASDF is only configured with the configuration the UE needs to set up the new PDU Session.
Editor’s noteNOTE 2:	The format and which DNS service record to use is FFSwill be specified during the normative phase.
Editor’s note:	How and what triggers the V-PLMN’s EASDF selection and related DNS handling rule configuration is FFS if the HR PDU session with local traffic routing is used.
NOTEx:	When the HR PDU session with local traffic routing is used, the V-EASDF sent to the UE via DNS response applies to the DNS query being handled. The subsequent DNS queries are sent to the Global EASDF for further handling, which may repeat step 2.
3. If PDU Session configuration was received, then the UE initiates a PDU Session Establishment procedure with the configuration received in previous step. The SMF may indicate to the UE the EASDF that the UE must use for this PDU Session according to 23.548 [3] clause 6.2.3.2.2 step 1 & 2.
4. The UE performs EAS Discovery, same as 23.548 [3] clause 6.2.3.2.2 step 7. In case the UE received an EASDF address during step 2 above, then the UE uses that address instead of the one provided by the PDU Session establishment.
5. EASDF sends the DNS Response(s) to the UE, same as 23.548 [3] clause 6.2.3.2.2 step 19
6. The UE application starts to utilize the provided EAS
[bookmark: _Toc23254044]6.X.3	Impacts on services, entities and interfaces
Editor’s note: This clause is FFS.
* * * End of change * * * 
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