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Abstract: This contribution introduces a solution of discovering of the same EAS for collections of UEs.
1. Discussion
There are use cases that UEs belonging to a non-predefined dynamic group should be treated the same way. For example, the Application client running on the UE are served by a particular application server which is the corresponding game hosting server i.e. Edge Application Server (EAS). This EAS provides gaming services and maintains individual UEs gaming profile, user level registration details, etc. These members could change dynamically over period of time. Also, due to maintenance purposes or due to overload situation EAS would require to be relocated to another one, thus moving all registered users to the new EAS.
In this solution, it solves the problem of discovering the same EAS for a group of UE that satisfied the pre-conditions.  There are the key points of the solution: 

-
Delivering the DNS query which belongs to collections of UE to the EASDF, and EASDF configures the same DNS message handling rules to these DNS query.
-
The SMF derives that the same DNS message handling rules should be applied to these DNS query according to UE location, FQDN, and etc.
2. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-48.
* * * * First change, all new texts* * * *

6.0
Mapping of Solutions to Key Issues

The solutions in clause 6 can apply to one or more key issues described in clause 5 of this report. Table 6.0-1 describes the relationship between solutions and key issues.

Editor's note:
The table below will be updated with actual content when generating the TR with approved contributions. Page number is automatically updated to ease reference (ctrl-left click to reach the solution).
Table 6.0-1: Solution-Key issue matrix
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6.X
Solution to Key Issue 4: Discovery of the same EAS for collections of UEs
6.X.1
Description
In order to realize the discovering the same EAS to collections of UEs, the following conditions should be satisfied: 
-
The same FQDN in DNS query or a group of FQDNs that can be resolved to a certain EAS IP address by DNS server. The same EAS can be mapped to one FQDNs or a group of FQDNs. Only the collections of the UEs request the same DNS query with these FQDNs, that the DNS server can provide the same EAS IP address. 
-
The collections of the UEs have the similar UE location. For example, in a stadium, some of the players can access the 5GC by the same gNB or a group of gNBs. According to the UE location information, the 5GC can identify that these UEs should be served by the same EAS. 
When the pre-condition above are guaranteed, that for the 5GC sides, the following procedures can be used to realize to discover the same EAS for these UEs: 
-
Use the same DNS server to resolve the FQDN. It needs the 5GC to deliver the same DNS server IP address to these UEs, for example, the EASDF or local DNS server. 

-
If the same local DNS server is selected, that whether the EAS will be resolved depends on the DNS server’s mechanism that out of scope.  
-
If the same EASDF is selected, that all these DNS query should be treated with the same way, that applied to the same DNS message handling rules. Whether and how the C-DNS or L-DNS to resolve the same EAS depends on the DNS server’s mechanism that out of scope.
-
Directly responses to the DNS query to UE. This way only applies to the EASDF. That if the EASDF identifies that the UE’s DNS query should be replied with the same EAS that other UEs use, the EASDF can directly response with the DNS query without have the DNS related procedure to DNS server. 
Table 6.X-1: Example of pre-conditions of configured the same EAS
	Pre-condition
	Actions to configured the same EAS to the UEs which satisfies the pre-condition

	UE location: 

· Cell ID: from XXX1 to XXX9

· DNAI: from XXA to XXE
· TAI

FQDN: 
· FQDN = ABC.com
	Action 1: DNS message handling rules

· Local DNS server = 10.1.1.1
· ECS option = X.X.X.X
Action 2: EAS IP address

· 192.168.1.1


6.X.2
Procedure
6.X.2.1
EASDF related procedure
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Figure 6.X.2-1: EASDF related procedure to discover the same EAS
0.
The SMF determines the pre-conditions of the UEs that should be configured with the same EAS. The pre-conditions are defined below: 
-
The same FQDN in DNS query or range of FQDNs that can be resolved to a certain EAS IP address by DNS server. The same EAS can be mapped to one FQDNs or a group of FQDNs. Only the collections of the UEs request the same DNS query with these FQDNs, that the DNS server can provide the same EAS IP address.
-
The collections of the UEs have the similar UE location, for example, the same UE location or the UE location in the optional scope. According to the UE location information, the 5GC can identify that these UEs should be served by the same EAS. The UE location includes: Cell ID, range of Cell ID, TAI lists, DNAI, range of DNAI, gNB ID, range of gNB ID, DNN, S-NSSAI. 
0.
The 5GC can deliver the same DNS server IP address to these UEs that satisfies the pre-conditions, for example, the EASDF.

1.
The UE sends a DNS Query message to the EASDF.
2.
The same procedure as step 8 defined in Figure 6.2.3.2.2-1 of TS 23.548[x]. The EASDF provides the FQDN in DNS query to SMF. 
3.
The same procedure as step 9 defined in Figure 6.2.3.2.2-1 of TS 23.548[x]. 

4.
The SMF recovers the UE location from AMF by Namf_EventExposure_Subscribe (event ID = UE location). The UE location information is used by SMF to identify whether this UE should be configured with the same EAS. 
5.
The AMF response to SMF. 

6.
The AMF notifies the SMF with the UE location information, including: TAI, Cell ID and etc. 

7.
SMF determines whether the UE is satisfied with the pre-conditions, according to UE location information and FQDN. The SMF can also recover the DNAI, PSA ID, DNN, S-NSSAI of the UE or the UE’s PDU sessions. If the UE location information is in the scope of UE location that defined in pre-conditions, and the FQDN is also in the scope of pre-defined scope, the SMF determines: 
-
Use the same DNS server to resolve the FQDN. The DNS query should be treated with the same way, that applied to the same DNS message handling rules.
-
Directly responses to the DNS query to UE. This way only applies to the EASDF. That if the EASDF identifies that the UE’s DNS query should be replied with the same EAS that other UEs use, the EASDF can directly response with the DNS query without have the DNS related procedure to DNS server.
8.
The SMF updates the DNS message handling rule to guarantee the same EAS discovery for this UE. The SMF invokes Neasdf_DNSContext_Update Request (DNS message handling rules) to EASDF, and the DNS message handling rules are the same as pre-defined of other UEs. 


For Option A, the DNS handling rule includes the same corresponding IP address to be used to build the EDNS Client Subnet option. For Option B, the DNS handling rule includes corresponding Local DNS Server IP address which is also the same as other UEs. 

9-15.
The same procedure from step 11 to step 19 as defined in Figure 6.2.3.2.2-1 of TS 23.548[x].

According to the enhancement from SMF, this UE can receive the same EAS IP address as other UEs which satisfies the pre-condition.

6.X.2.2
Directly DNS response to UE
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0-6.
The same procedure as indicated in Figure 6.X.2.1 from step 0 to step 6.

7.
SMF determines whether the UE is satisfied with the pre-conditions, according to UE location information and FQDN. The SMF can also recover the DNAI, PSA ID, DNN, S-NSSAI of the UE or the UE’s PDU sessions. If the UE location information in the scope of pre-defined UE location, and the FQDN is also in the scope of pre-defined scope, the SMF determines the discover the same EAS to this UE as other UEs in group. And SMF decides to have a direct DNS response to the UE.

8-9.
The same procedure as indicated in Figure 6.X.2.1 from step 8 to step 9. But SMF invokes Neasdf_DNSContext_Update Request (DNS message handling rules) to EASDF to directly response to the UE DNS query with the EAS IP address that other UEs are served. 
10.
The EASDF sends the DNS Response(s) to the UE with the same EAS IP address that other UEs are served.

6.X.3
Impacts on services, entities and interfaces

Editor's note:
This clause lists impacts to services and interfaces.
SMF:
-
Determines the pre-conditions of whether the collections of the UE should be configured with the same EAS.
-
Determines whether the UE is satisfied with the pre-conditions, according to UE location information and FQDN. The SMF can also recover the DNAI, PSA ID, DNN, S-NSSAI of the UE or the UE’s PDU sessions.

-
Decides to have a direct DNS response to the UE or configure the same DNS message handling rule to this UE DNS query, according to the configurations in the pre-conditions.
EASDF:
-
Directly response to the UE DNS query with the EAS IP address that other UEs are served.
* * * * End of changes * * * *[image: image3.png]
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