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FIRST CHANGE

[bookmark: _Toc20204692][bookmark: _Toc27895406][bookmark: _Toc36192509][bookmark: _Toc45193611][bookmark: _Toc47593243][bookmark: _Toc51835330][bookmark: _Toc83355940]5.2.13.2.4	Nbsf_Management_Discovery service operation
Service Operation name: Nbsf_Management discovery
Description: Discovers the PCF and PCF set selected for a PDU Session identified by the tuple (UE address(es), SUPI, GPSI, DNN, S-NSSAI), or discovers the PCF and PCF set selected for the UE identified by the tuple (SUPI, GPSI).
Inputs, Required: UE address (i.e. IP address or MAC address), [Required, for a PDU Session and for a UE], DNN [Conditional], S-NSSAI [Conditional], if the target PCF is for a PDU Session, MBS session ID as defined in TS 23.247 [78], [Required, for an MBS Session].
SUPI and/or GPSI, if the target PCF is for a UE.
NOTE:	For TSN scenarios the UE address contains the DS-TT port MAC address.
Inputs, Optional: If the target PCF is for a PDU Session, SUPI, GPSI.
Outputs, Required: PCF address(es), PCF instance ID [Conditional, if available] and PCF Set ID [Conditional, if available], level of Binding [Conditional, if available] (see clause 6.3.1.0 of TS 23.501 [2]), SMF instance ID and SMF set ID [Conditional, if available].
Outputs, Optional: None.
NOTE:	See NOTE 2.a in clause 5.2.13.2.2.


NEXT CHANGE (2)

[bookmark: _Toc20204690][bookmark: _Toc27895404][bookmark: _Toc36192507][bookmark: _Toc45193609][bookmark: _Toc47593241][bookmark: _Toc51835328][bookmark: _Toc83355938]5.2.13.2.2	Nbsf_Management_Register service operation
Service Operation name: Nbsf_Management_Register
[bookmark: _Hlk84507239]Description: Registers the tuple (UE address(es), SUPI, GPSI, MBS session ID, DNN, S-NSSAI, PCF address(es), PCF instance id, PCF Set ID, level of Binding) for a PDU Session or for a UE.
NOTE 1:	In some cases only subset of these parameters may be registered (e.g. UE address(es) will be registered only if PCF registration is for a PDU Session and for MBS sessions SUPI and GPSI are also not available).
Inputs, Required: [Required, if PCF registration is for a PDU Session], UE address(es), PCF address(es), DNN [Required, if PCF registration is for a PDU Session], S-NSSAI [Required, if PCF registration is for a PDU Session], MBS session ID as defined in TS 23.247 [78] [Required, if PCF registration is for a MBS Session].
UE address can contain IP address/prefix or MAC address as defined in TS 23.501 [2]. It can optionally include Framed Route information. W-5GAN specific UE IP address information is specified in TS 23.316 [53].
Framed Route information is defined in Table 5.2.3.3.1-1.
NOTE 2:	For TSN scenarios the UE address contains the DS-TT port MAC address.
Inputs, Conditional: SUPI [Required, if PCF registration is for a UE, otherwise it is optional]. SMF instance ID and SMF set ID.
NOTE 2.a:	In deployments where the SMF instance ID and SMF set ID can be needed as output of Nbsf_Management_Discovery, SMF instance ID and SMF set ID are mandatory inputs of Nbsf_Management_Register.

Inputs, Optional: GPSI, PCF instance ID and PCF Set ID, level of Binding (see clause 6.3.1.0 of TS 23.501 [2]).
NOTE 3:	DNN and S-NSSAI are not applicable when the PCF registration is for a UE.
NOTE 4:	It is up to stage3 to ensure an unambiguous error proof way for the BSF to differentiate between PCF for a PDU Session and PCF for a UE. This may or may not require providing the BSF additional parameter(s) when a PCF registers itself with the BSF.
Outputs, Required: Result indication, Binding Identifier for a PDU Session, or for a UE, or for an MBS session.
Outputs, Optional: None.


NEXT CHANGE (3)

[bookmark: _Toc20204644][bookmark: _Toc27895351][bookmark: _Toc36192454][bookmark: _Toc45193559][bookmark: _Toc47593191][bookmark: _Toc51835278][bookmark: _Toc83355888]5.2.8.3.1	General
Service description: This service provides events related to PDU Sessions towards consumer NF. The service operations exposed by this service allow other NFs to subscribe and get notified of events happening on PDU Sessions. The following are the key functionalities of this NF service.
-	Allow consumer NFs to Subscribe and unsubscribe for an Event ID on PDU Session(s);
-	Allow the NWDAF to collect data for network data analytics as specified in TS 23.288 [50];
-	Notifying events on the PDU Session to the subscribed NFs; and
-	Allow consumer NFs to acknowledge or respond to an event notification.
The following events can be subscribed by a NF consumer (Event ID is defined in clause 4.15.1):
-	UE IP address / Prefix allocation/change: The event notification may contain a new UE IP address / Prefix or an indication of which UE IP address / Prefix has been released.
-	PDU Session Establishment and/or PDU Session Release.
	The event notification may contain following information:
-	PDU Session Type.
-	DNN.
-	UE IP address/Prefix.
-	UP path change: a notification corresponding to this event is sent when the UE IP address / Prefix and / or DNAI and /or the N6 traffic routing information has changed.
	The event notification may contain following information:
-	the type of notification ("EARLY" or "LATE").
-	for both the source and target UP path between the UE and the DN, the corresponding information is provided when it has changed:
-	DNAI.
-	UE IP address / Prefix.
-	N6 traffic routing information,
-	PSA UPF identity and Locality.
NOTE 1:	UP path change notification, DNAI and N6 traffic routing information are further described in clause 5.6.7 of TS 23.501 [2].
-	QoS Monitoring for URLLC: the event notification may contain the QoS Monitoring report as described in clause 5.33.3.2 of TS 23.501 [2].
-	Change of Access Type; The event notification contains the new Access Type for the PDU Session.
-	Change of RAT Type; the event notification contains the new RAT Type for the PDU Session.
-	PLMN change; The event notification contains the new PLMN Identifier for the PDU Session.
-	Downlink data delivery status. The event notification contains the status of downlink data buffering in the core network including:
-	First downlink packet per source of the downlink IP traffic in extended buffering and Estimated maximum wait time.
-	First downlink packet per source of the downlink IP traffic discarded.
-	First downlink packet per source of the downlink IP traffic transmitted after previous buffering and/or discarding of corresponding packet(s).
-	QFI allocation: The event notification is sent when a new QoS flow is established within a PDU session and contains:
-	If the Target of Event Reporting is a PDU session, both the allocated QFI and either one of the following (Application Identifier or IP Packet Filter Set or Ethernet Packet Filter Set). The DNN, S-NSSAI corresponding to the PDU session are also sent.
-	If the Target of Event Reporting is a SUPI, both the allocated QFI and either one of the following (Application Identifier or IP Packet Filter Set or Ethernet Packet Filter Set) for each PDU session ID established for this SUPI. The DNN, S-NSSAI corresponding to each PDU session are also sent.
-	If the Target of Event Reporting is an Internal-Group-Id or any UE, multiple instances of the tuple (allocated QFI and either one of the following (Application Identifier or IP Packet Filter Set or Ethernet Packet Filter Set). PDU session ID, SUPI). The DNN, S-NSSAI corresponding to each PDU session are also sent.
-	Total number of Session Management transactions:
-	The total number of Session Management transaction is used to collect the number of SM transactions of a SUPI or Internal Group ID, for example Dispersion Analytics as specified in TS 23.288 [50]. The transaction count is incremented when the NAS transactions from PDU Session Establishment, PDU Session Authentication, PDU Session Modification and PDU Session Release procedures is concluded. Only the periodic reporting mode applies.
-	Information on PDU Session for WLAN (i.e. Access Type is Non-3GPP and RAT Type is TRUSTED_WLAN).
NOTE 2:	When the consumer NF is the NWDAF, the event QFI allocation is used to collect data for Observed Service Experience analytics and UE communication analytics as specified in TS 23.288 [50].
-	User plane status information: The event notification contains:
-	PDU Session ID.
-	User Plane Inactivity Timer (as specified in TS 29.244 [65]).
-	PDU Session status (activated, deactivated).
NOTE 3:	When the consumer NF is the NWDAF, the event user plane status information is used to collect data for UE Communication analytics as specified in TS 23.288 [50].
-	Session Management Congestion Control Experience for PDU Session: The event notification contains the data related to Session Management Congestion Control experience per PDU Session as described in TS 23.288 [50].
-	UE session behaviour trends (see clause 4.15.4.3); and
-	UE communications trends (see clause 4.15.4.3).
The target of the event may be identified by the (DNN, S-NSSAI) together with the UE address (IP or MAC address) or with a UE identity (SUPI or GPSI).
When the consumer NF is the NWDAF, the event Information on PDU Session for WLAN is used to collect data for WLAN performance analytics as specified in TS 23.288 [50].
When the consumer NF is the NWDAF, the event Session Management Congestion Control Experience for PDU Session is used to collect data for Session Management Congestion Control Experience analytics as specified in TS 23.288 [50].
Event Filters are used to specify the conditions to match for notifying the events (i.e. "List of Parameter values to match"). If there are no conditions to match for a specific Event ID, then the Event Filter is not provided. The following table provides as an example how the conditions to match for event reporting can be specified for various Event IDs for SMF exposure.
Table 5.2.8.3.1-1: Example of Event Filters for SMF exposure events
	Event ID for SMF exposure
	Event Filter (List of Parameter Values to Match)

	DNAI Change
	None

	PDU Session Release
	<Parameter Type = S-NSSAI, Value = S-NSSAI1>

	PDU Session Establishment
	<Parameter Type = S-NSSAI, Value = S-NSSAI1>

	QoS Monitoring for URLLC
	None

	QFI allocation
	<Parameter Type = DNN, Value = DNN1>
<Parameter Type = S-NSSAI, Value = S-NSSAI1>

	QFI allocation
	<Parameter Type = Application Identifier, Value = Application Identifier1>

	Transaction Count
	<Parameter Type = TAI, Value = TA1> (NOTE)
<Parameter Type = S-NSSAI, Value = S-NSSAI1>

	User plane status information
	<Parameter Type = Application Identifier, Value = Application Identifier1>
<Parameter Type = SUPI, Value = SUPI1>

	Information on PDU Session for WLAN
	<Parameter Type = Access Type, Value = Non-3GPP> && <Parameter Type = RAT Type, Value = TRUSTED_WLAN>

	Session Management Congestion Control Experience for PDU Session
	<Parameter Type = DNN, Value = DNN1>
<Parameter Type = S-NSSAI, Value = S-NSSAI1>

	NOTE:	Optionally the SMF can fetch the location information from the AMF but transaction information correlation at the location can also be achieved without it and through transaction information associated with the requested time period, which corresponds to the UE's time span at the location of interest.



The target of SMF event reporting may correspond to a PDU Session ID, an UE ID (SUPI), an Internal Group Identifier, an indication that any UE is targeted (e.g. on a specific DNN), or an indication that any PDU session is the target.
When acknowledgment is expected the SMF also provides Notification Correlation Information to the consumer NF in the event notification.
The consumer NF may provide the following event-specific information when acknowledging an event notification:
-	For UP path change event:
-	N6 traffic routing information related to the target DNAI.
NOTE 4:	Acknowledgement to a UP path change event notification is further described in clause 5.6.7 of TS 23.501 [2].



NEXT CHANGE (4)
[bookmark: _Toc68062002]4.15.z	AF specific UE ID retrieval
This clause contains the detailed description and the procedures for the AF specific UE ID retrieval. The AF specific UE ID is defined in 23.501 [2]].
NOTE:	After retrieving AF specific UE ID, the AF can invoke NEF provided services (e.g. location monitoring). 



Figure 4.15.z-1: AF specific UE ID retrieval
1.	AF requests to retrieve UE ID via the Nnef_UeId_Get service operation. The request message shall include UE address (IP address or MAC address) and AF Identifier, it may include AF Service Identifier, MTC Provider Information, DNN, S-NSSAI,. The MTC Provider Information identifies the MTC Service Provider and/or MTC Application.
NOTE 1:	The MTC Provider Information can be used by any type of Service Providers (MTC or non-MTC) or Corporate or External Parties for, e.g. to distinguish their different customers.
NOTE 2: 	The case where UE IP address provided by the AF to the NEF corresponds to an IP address that has been NATed (Network and Port Address Translation) is not supported in this release.
NOTE 3:	The NEF can validate the provided MTC Provider Information and override it to a NEF selected MTC Provider Information based on configuration. How the NEF determines the MTC Provider Information, if not present, is left to implementation (e.g., based on the requesting AF).


2.	The NEF authorizes the AF request. If the authorisation is not granted, the NEF replies to the AF with a Result value indicating authorisation failure; otherwise the NEF proceeds with the following steps. The NEF determines corresponding DNN and/or S-NSSAI information: this may have been provided by the AF or is determined by the NEF based on the requesting AF Service Identifier, MTC Provider Information.
3-4.	The NEF may use the Nbsf_Management_Discovery service operation with UE address and (DNN, S-NSSAI)  to retrieve the session binding information of the UE. If no SUPI is received in the session binding information from the BSF, the NEF replies to the AF with a Result value indicating that the UE ID is not available.
5.	The NEF interacts with UDM to retrieve the AF specific UE Identifervia the Nudm_SDM_Get service operation. The request message includes SUPI and at least one of MTC Provider Information or AF Service Identifier..
NOTE 4:	The NEF can validate the provided MTC Provider Information and override it to a NEF selected MTC Provider Information based on configuration. How the NEF determines the MTC Provider Information, if not present, is left to implementation (e.g., based on the requesting AF).
6.	The UDM responds to the NEF with AF specific UE Identifer.
7.	The NEF further responds to the AF with the AF specific UE Identifer.




NEXT CHANGE (5)
5.2.6.1	General
The following table shows the NEF Services and Service Operations:
Table 5.2.6.1-1: NF Services provided by the NEF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer(s)

	Nnef_EventExposure
	Subscribe
	Subscribe/Notify
	AF, NWDAF

	
	Unsubscribe
	
	AF, NWDAF

	
	Notify
	
	AF, NWDAF

	Nnef_PFDManagement
	Fetch
	Request/Response
	SMF

	
	Subscribe
	Subscribe/Notify
	SMF

	
	Notify
	
	SMF

	
	Unsubscribe
	
	SMF

	
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_ParameterProvision
	Update
	Request/Response
	AF

	
	Create
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Get
	Request/Response
	AF

	Nnef_Trigger
	Delivery
	Request/Response
	AF

	
	DeliveryNotify
	Subscribe/Notify
	AF

	Nnef_BDTPNegotiation
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Notify
	
	AF

	Nnef_TrafficInfluence
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Get
	Request/Response
	AF

	
	Notify
	Subscribe/Notify
	AF

	
	AppRelocationInfo
	Subscribe/Notify
	AF

	Nnef_ChargeableParty
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Notify
	Request/Response
	AF

	Nnef_AFsessionWithQoS
	Create
	Request/Response
	AF

	
	Notify
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Revoke
	Request/Response
	AF

	Nnef_MSISDN-less_MO_SMS
	Notify
	Notify
	AF

	Nnef_ServiceParameter
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Get
	Request/Response
	AF

	Nnef_APISupportCapability
	Subscribe
	Subscribe/Notify
	AF

	
	Unsubscribe
	Subscribe/Notify
	AF

	
	Notify
	Subscribe/Notify
	AF

	Nnef_NIDDConfiguration
	Create
	Request/Response
	AF

	
	TriggerNotify
	Subscribe/Notify
	AF

	
	UpdateNotify
	Subscribe/Notify
	AF

	
	Delete
	Request/Response
	AF

	Nnef_NIDD
	Delivery
	Request/Response
	AF

	
	DeliveryNotify
	Subscribe/Notify
	AF

	
	GroupDeliveryNotify
	Notify
	AF

	Nnef_SMContext
	Create
	Request/Response
	SMF

	
	Delete
	Request/Response
	SMF

	
	DeleteNotify
	Subscribe/Notify
	SMF

	
	Delivery
	Request/Response
	SMF

	Nnef_AnalyticsExposure
	Subscribe
	Subscribe/Notify
	AF

	
	Unsubscribe
	
	AF

	
	Notify
	
	AF

	
	Fetch
	Request/Response
	AF

	Nnef_UCMFProvisioning
	Create
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	Nnef_ECRestriction
	Get
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	Nnef_ApplyPolicy
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_Location
	LocationUpdateNotify
	Notify
	AF

	Nnef_SliceStatus
	Retrieve
	Request/Response
	AF

	Nnef TimeSynchronization
	ConfigUpdate
	Request/Response
	AF

	
	ConfigCreate
	Request/Response
	AF

	
	ConfigDelete
	Request/Response
	AF

	
	ConfigUpdateNotify
	Subscribe/Notify
	AF

	
	CapsSubscribe
	Subscribe/Notify
	AF

	
	CapsUnsubscribe
	Subscribe/Notify
	AF

	
	CapsNotify
	Subscribe/Notify
	AF

	Nnef_UeId
	Get
	Request/Response
	AF



***** Next Change *****
5.2.6.z	Nnef_UeId service
[bookmark: _Toc20204555][bookmark: _Toc27895254][bookmark: _Toc36192351][bookmark: _Toc45193464][bookmark: _Toc47593096][bookmark: _Toc51835183][bookmark: _Toc68062403]5.2.6.z.1	General
See clause 4.15.z.
5.2.6.z.2	Nnef_UeId_Get operation
Service operation name: Nnef_UeId_Get
Description: Get the UE identifier.
Inputs, Required: UE address (i.e. IPv4/IPv6 address or MAC address), AF Identifier.
Inputs, Optional: AF Service Identifier, MTC Provider Information
Outputs, Required: Result, AF specific UE Identifer if successful.
Outputs, Optional: None.



END OF CHANGES
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