SA WG2 Temporary Document

Page 4

SA WG2 Meeting #146E e-meeting
S2-2106907
Elbonia, 16 – 27 August, 2021
(revision of S2-216092r04)
Source:
CATT, Huawei, Ericsson
Title:
TS 23.304: AF Services used by 5G DDNMF
Document for:
Approval

Agenda Item:
8.8
Work Item / Release:
5G_ProSe / Rel-17
Abstract: This contribution proposes to add new service operation for AF initiated authorization update and update parameters of Naf_ProSe_AuthorizeDiscovery sevice operation (The Naf_ProSe_AuthorizeDiscovery sevice operation is moved from 23.502 to 23.304).
1.
Introduction
The “Direct Discovery Update Procedures” in clause 6.3.1.7 reuses the procedures defined in TS 23.303 clause 5.3.6A, and 5G DDNMF takes the role of the “ProSe Function”.
Specifically, in the “Revocation of Discovery Filters” procedure in TS 23.303 clause 5.3.6A.2.2, the ProSe Application Server sends an Authorization Update message to ProSe Function to revoke Discovery Filters in step 1, and ProSe Function sends an Authorization Update Result message to the ProSe Application Server to notify the revoke result.
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Figure 5.3.6A.2.2-1: Revocation of Discovery Filters for restricted discovery (roaming or non-roaming)


Update in r01:
#1 Under 5G service-based architecture, the Authorization Update and Authorization Update Result is proposed to be implemented as the following new AF service operations 
Naf_ProSe_DiscoveryAuthorizationUpdateNotify (from ProSe Application Server to 5G DDNMF)
Naf_ProSe_DiscoveryAuthorizationUpdate (from 5G DDNMF to ProSe Application Server)
Update in r02: move the changes in S2-2105735 to this paper:
The Naf_ProSe_AuthorizeDiscovery sevice operation defined in TS 23.502 (clause 5.2.19.3.2) includes inputs and outputs that are listed as required. However not all the parameters listed as required are required for all operations and are not always available and some output parameters are missing.

TS 23.304 delegates the authorisation procedures to TS 23.303 and the following parameters are used in the following cases:

Model A：

	
	open discovery
	restricted discovery

	Discovery Authorisation Request
	Request Type, ProSe Application ID, Application Level Container and Allowed number of suffixes, and returns Response Type and ProSe Application Code Suffix pool
	Request Type, RPAUID, Allowed number of suffixes (optional, if restricted Direct Discovery with application-controlled extension is used) and responds with Response Type, PDUID(s) and ProSe Application Code Suffix pool (optional, if restricted Direct Discovery with application-controlled extension is used)

	Monitor Authorisation Request
	Request Type, ProSe Application ID and Application Level Container, and responds with Response Type and Mask(s) for the ProSe Application Code Suffix(es) corresponding to ProSe Application ID.
	Request Type, RPAUID and Application Level Container and responds with Response Type, PDUID, N sets of Target PDUID - Target RPAUID - Metadata Indicator, Application Level Container and Mask(s) for the ProSe Application Code Suffix(es) corresponding to ProSe Application ID (optional, if restricted Direct Discovery with application-controlled extension is used).

	
	
	Request Type, RPAUID and Target RPAUID and responds with Response Type and Target PDUID.


Model B restricted discovery:

	Discoveree Authorization Request
	Request Type and RPAUID, and responds with Response Type and PDUID(s).

	Discoverer Authorisation Request

	Request Type, RPAUID and Application Level Container and responds with Response Type, PDUID and N sets of Target PDUID - Target RPAUID - Metadata Indicator

	
	Request Type, RPAUID and Target RPAUID and responds with Response Type, PDUID and Target PDUID


As can be seen, the only parameter that is common between all the requests is Request Type, and between all the responses is Response Type.

Therefore the following changes are needed: 

1) ProSe Application ID should be an optional input, as it is only used for open discovery.

2) The ProSe Application Code Suffix pool (used for open discovery), PDUID(s) and Target PDUID (used for restricted discovery) should be optional outputs.

Application Level Container should be added to the optional outputs.
2.
Proposal
It is proposed to capture the following changes into TS 23.304.
* * * * First change * * * * 
7.1.1
General

The following table illustrates the 5G DDNMF Services.

Table 7.1.1-1: Services provided by 5G DDNMF

	Service Name
	Service Operations
	Operation Semantics
	Example Consumer(s)

	N5g-ddnmf_Discovery
	AnnounceAuthorize
	Request/Response
	5G DDNMF

	
	AnnounceUpdate
	Request/Response
	5G DDNMF

	
	MonitorAuthorize
	Request/Response
	5G DDNMF

	
	MonitorUpdate
	Request/Response
	5G DDNMF

	
	MonitorUpdateResult
	Notify
	5G DDNMF

	
	DiscoveryAuthorize
	Request/Response
	5G DDNMF

	
	MatchReport
	Request/Response
	5G DDNMF

	
	MatchInformation
	Notify
	5G DDNMF

	
	
	
	

	
	
	
	



7.1.2.1
General

Service description: This service enables a 5G DDNMF to manage inter-PLMN ProSe Direct Discovery operations
* * * * Third change * * * *














7.x
AF Services

7.x.1
General

This service enables consumer NF to request authorization for Discovery Request. This service is also used by producer NF to update the authorization of discovery request.
Table 7.1.1-1: Services provided by 5G DDNMF

	Service Name
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Naf_ProSe
	DiscoveryAuthorization
	Request/Response
	5G DDNMF

	
	DiscoveryAuthorizationUpdateNotify
	Subscribe/Notify
	5G DDNMF

	
	DiscoveryAuthorizationResultUpdate
	Request/Response
	5G DDNMF


7.x.1
Naf_ProSe service

7.x.1.1
General

Service description: This service enables consumer NF to request authorization for Discovery Request. The AF may update the authorization information to revoke the Restricted ProSe Direct Discovery permission.
===Text moved from S2-2105735 with update, start=======
7.x.1
Naf_ProSe service

7.x.1.1
General
Service description: This service enables consumer NF to request authorization for Discovery Request.

7.x.1.2
Naf_ProSe_DiscoveryAuthorization service operation

Service operation name: Naf_ProSe_DiscoveryAuthorization
Description: Authorize Discovery Request from the consumer NF.

Input, Required: ProSe Application ID, Request Type.

Input, Optional: Application Level Container, Allowed number of suffixes, RPAUID, ProSe Application ID, Target RPAUID.
Output, Required: ProSe Application Code Suffix pool, Response Type, PDUID(s), Target PDUID.
Output, Optional: PDUID(s), Target PDUID, ProSe Application Code Suffix pool, Mask(s) for the ProSe Application Code Suffix(es) corresponding to ProSe Application ID, N sets of Target PDUID - Target RPAUID - Metadata Indicator, Application Level Container.

==== Text moved from S2-2105735 with update, end=======
7.1.x.3
Naf_ProSe_DiscoveryAuthorizationUpdateNotify service operation

Service operation name: Naf_ProSe_DiscoveryAuthorizationUpdateNotify
Description: The AF update the authorization information to revoke discovery permissions relating to some other users in the NF consumer.
Input, Required: Discovery type = "restricted", RPAUID, Banned RPAUID, Banned PDUID.
Input, Optional: None.
Output, Required: Result.
Output, Optional: None.
7.1.x.4
Naf_ProSe_DiscoveryAuthorizationResultUpdate service operation

Service operation name: Naf_ProSe_DiscoveryAuthorizationResultUpdate
Description: The NF consumer informs the AF of the revocation result because of update in authorization information.
Input, Required: Discovery type = "restricted", RPAUID, Banned RPAUID, Banned PDUID.
Input, Optional: None.
Output, Required: Result.
Output, Optional: None.
* * * * End of changes * * * *
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