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Abstract of the contribution: This paper discusses the update on the Node Level EAS Deployment Information Management.
1 Discussion

To reduce interaction frequency between SMF and EASDF considering the heavy DNS traffic, the concept of Node Level EAS Deployment Information Management was discussed and agreed during SA2#145 meeting. However further update on the related description is needed. 

1.1 The node level EAS Deployment information provisioning to the SMF

For how the AF provisioning the node level EAS Deployment information to the CN, there are following alternatives:

a) Option 1: Reusing the procedure of AF influence on traffic routing to support the node level EAS Deployment information provisioning;
b) Option 2: Using a procedure, similar to that of PFDF management, to support the node level EAS Deployment information provisioning.

If Option 1 is used, 
· For the related information exchanged between the AF and the CN, the DNS message can be taken as one kind of traffic, and the procedure of AF influence on traffic routing can be applied to any UE for accessing the application or DNN/S-NSSAI, so the logic for the procedure of AF influence on traffic routing can be applied to any UE to provide the node level EAS Deployment information via the NEF and to store the information into the UDR. The Node Level EAS deployment information is one kind of application data stored in the UDR. 
· For the related information exchanged between the UDR and the SMF, the node level EAS Deployment information is managed per node in the SMF. The Data Subset of AF traffic influence request information including the node level EAS Deployment information is notified to the PCF if it is subscribed. However, the existing SM policy e.g. the PDU Session related policy information or PCC rule is session level parameters. Therefore, for retrieving the Node Level EAS deployment information, the SMF can interact with the PCF for node level information exchanging. Therefore, the PCF needs to support the per node interaction with the SMF for the Node Level information provisioning.
If Option 2 is used, 
· the procedure similar to that of the PFDF management can be provided. The functionality for node level EAS Deployment information management is provided and located within the NEF, the related information exchanged between the AF and the CN is performed between the AF and the NEF, and the information can also be stored into the UDR. For the related information provided to the SMF, there are two ways:
· Option 2.1: the SMF can interact with the UDR directly. The SMF and the UDR are always within the same domain, the SMF can interact with the UDR directly but not via the NEF. Therefore, the UDR needs to support the per node interaction with the SMF for the Node Level information provisioning.
· Option 2.2: the SMF can interact with the NEF (and further involving the UDR), the Node Level EAS deployment information management is implemented by the NEF, there is no extra logic and new consumer required for the UDR. 
To summary the options above, 

	
	Solution description
	Pros
	cons

	Option 1
	1) the node level EAS Deployment information delivered from the AF: reusing the procedure of AF influence on traffic routing to include the related information;
2) the node level EAS Deployment information received by the SMF: retrieving the information from the PCF with new per node interaction between the SMF and the PCF.
	Reusing the procedure of AF influence on traffic routing;
	1) Adding complexity to the PCF

2) Low efficiency for the node level EAS Deployment information delivery, as the delivery path is longer as AF-NEF-UDR-PCF-SMF

	Option 2.1
	Partly Following the design of the PFDF management:

1) the node level EAS Deployment information delivered from the AF: per node interaction between the AF and the NEF and the related information can be stored in the UDR;
2) the node level EAS Deployment information received by the SMF: retrieving the information from the UDR with per node interaction between the SMF and the UDR.
	1) Partly reusing the logic of PFDF management, the UDR can push the related information to the SMF with higher efficiency for the information delivery than option 1 but lower efficiency than option 2.2.
2) No new logic required for the NEF
	1) New logic required for the UDR to have node level interaction with the SMF.
2) Lower efficiency to push the related information to the SMF (AF-NEF-UDR-SMF)

	Option 2.2
	Following the design of the PFDF management:

1) the node level EAS Deployment information delivered from the AF: per node interaction between the AF and the NEF and the related information can be stored in both the NEF and the UDR;

2) the node level EAS Deployment information received by the SMF: retrieving the information from the NEF with per node interaction between the SMF and the NEF.
	1) Reusing the logic of PFDF management
2) the NEF can push the related information to the SMF with higher efficiency for the information delivery. (AF-NEF-SMF)
3) No new logic required for the UDR or PCF
	The NEF needs to support the new logic for the node level EAS Deployment information management.


No matter which alternative is used for the node level EAS Deployment information provisioning, the content of it is the same, including the following comment information:

- the list of DNS server identifier (consisting of IP address and port) for each DNAI, and/or

- supported FQDN(s) for application(s) deployed in the EDNs or local DNs.

- IP ranges of the EASs in the EDNs or local DNs for each DNAI.
Proposal 1: If option 1 is agreed to be used, it is proposed to update the related description using the procedure of AF influence on traffic routing to support the node level EAS Deployment information provisioning as described in the contributions S2-2106290 for 3GPP TS 23.501, S2-2106291 for 3GPP TS 23.502 and S2-2106292 for 3GPP TS 23.548.
Proposal 2: If option 2 is agreed to be used, option 2.2 is proposed to be used and add new procedure, following the design of the PFDF management, for per node interaction between the AF and the NEF to support the node level EAS Deployment information provisioning, and to update the procedure for EAS Deployment Information Management in the SMF as described in the contribution S2-2106293 for 3GPP TS 23.548.
1.2 The node level EAS Deployment information provisioning to the EASDF

Based on the discussion from the 3GPP SA2#145e meeting, the node level EAS Deployment Information can be used to deduct the Node Leve DNS handling rules, and the related rules are provided per node to the EASDF. 

No matter how the related information is retrieved by the SMF, the information provided to the EASDF includes:
· For the DNS query messages, the related rule should include the information of the list of DNS server identifier (consisting of IP address and port) for each DNAI for forwarding DNS messages for any UE accessing the related applications.

· For the DNS response messages, the related rule should include the information of the Array of FQDN ranges and/or array of EAS IP address ranges for each DNAI the DNS response message reporting.
Proposal 3: It is proposed to update the procedure for EAS Deployment Information Management in the EASDF as described in the contribution S2-2106294 for 3GPP TS 23.548 accordingly.

1.3 The ENs related to the Node Level EAS Deployment Information Management
Discussion and proposals for the ENs related to the Node Level EAS Deployment Information Management is described as below:
Editor's note:
It is FFS whether the interaction between SMF and UDR needs to go via NEF.
Based on the discussion as above, if option 1 (Reusing the procedure of AF influence on traffic routing) is agreed, the interaction between the SMF and the PCF is proposed, if option 2.2 (Using a procedure, following the design of PFDF management) is agreed, the interaction between SMF and UDR needs to go via NEF. The related procedures will be updated accordingly based on the proposal 1 or proposal 2.
Editor's note:
If both modes push and pull are needed is FFS.
Editor's note:
It is FFS for the EASDF to retrieve node-level DNS message handling rules dynamically (e.g., when it receives the DNS Query from the UE).
For the SMF retrieving the Node Level EAS Deployment Information, the push and pull mode are needed as the retrieving can be triggered by the SMF e.g. when the cached information in the SMF becomes invalid, or the retrieving can be triggered by the AF/NEF e.g. dynamic update of the Node Level EAS Deployment Information from the AF. 

For the EASDF retrieving the Node Leve DNS handling rules deducted from the Node Level EAS Deployment Information, the SMF can manage the lifetime of the Node Leve DNS handling rules and following the logic of setting DNS handling rules, pushing the related information from the SMF to the EASDF is enough and there is no requirement seen for pulling the related information by the EASDF. For the case when the EASDF receives the DNS Query from the UE and there are no Node Leve DNS handling rules, it should be the case that the SMF has no related information and the DNS handling should follow the default handing e.g. forwarding the DNS Query towards a preconfigured DNS server/resolver for DNS resolution as specified in clause 6.2.3.2.2 of TS 23.548.
The related procedures will be updated according based on the proposal 1 or proposal 2 or proposal 3.
Editor's note:
It is FFS how to resolve the conflict between the node level DNS message handling rules and session level DNS message handling rules.
While both the node level DNS message handling rules and the session level DNS message handling rules are supported, and if there is conflict between them, it is proposed that the specific ones (the session level DNS message handling rules) can have higher priority than the general ones (the node level DNS message handling rules) and a related note is proposed to be added to reflect this in the contribution mentioned in proposal 3.
Editor's note:
It is FFS whether it is needed and how to support the feature related with "caching timer' and 'Allow Delay'.
The caching timer is usually used in the communication system for the information lifetime management and the allow delay is also usually used to optimize the signaling load. It also benefits the Node Level EAS Deployment Information management to have the related mechanism. It is proposed to keep them in the related procedures.
Editor's note:
It is FFS what information derived from the node-level EAS deployment information in SMF is included in the Node Leve DNS handling rules sent to the EASDF.
As discussed above, 

· For the DNS query messages, the related rule should include the information of the list of DNS server identifier (consisting of IP address and port) for each DNAI for forwarding DNS messages for any UE accessing the related applications.

· For the DNS response messages, the related rule should include the information of the Array of FQDN ranges and/or array of EAS IP address ranges for each DNAI the DNS response message reporting.
The related description will be reflected as proposal 3.
Proposal 4: It is proposed to solve the related ENs and update the related procedures accordingly.
2 Proposal
Proposal 1: If option 1 is agreed to be used, it is proposed to update the related description using the procedure of AF influence on traffic routing to support the node level EAS Deployment information provisioning as described in the contributions S2-2106290 for 3GPP TS 23.501, S2-2106291 for 3GPP TS 23.502 and S2-2106292 for 3GPP TS 23.548.

Proposal 2: If option 2 is agreed to be used, option 2.2 is proposed to be used and add new procedure, following the design of the PFDF management, for per node interaction between the AF and the NEF to support the node level EAS Deployment information provisioning, and to update the procedure for EAS Deployment Information Management in the SMF as described in the contribution S2-2106293 for 3GPP TS 23.548.
Proposal 3: It is proposed to update the procedure for EAS Deployment Information Management in the EASDF as described in the contribution S2-2106294 for 3GPP TS 23.548.

Proposal 4: It is proposed to solve the related ENs and update the related procedures accordingly.
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