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1. Discussion: 
This paper is to discuss/analyze why and how to support indirect communication between vertical network and public network.
[bookmark: OLE_LINK2]With the deployment of 5G system, industry-specific networks will become a key scenario. The demand that 5GC network functions (NFs) sink into 5G customized network and supporting communications between 5G customized network and public network are urgent. For the industry-specific network, there are several scenarios, e.g. UPF sinks into vertical network to fulfil the requirement of low delay, AMF sinks into vertical network to enable dedicated network slices, UDM which stores only subscription data of private network user sinks into vertical network to enable the enterprise to manage user subscription data.
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Figure 1: One scenario of the vertical network
Figure 1 has shown one scenario of vertical network. In this case, the vertical network and the public network belong to one PLMN, and UE can access the AMF on vertical network through specific network slice identifier (if the specific slice information is not configured, UE should access the AMF on the public network first and the AMF on the public network would redirect the signaling to the AMF on the vertical network). And in this case, UDM deployed on vertical network only stores the subscription data of private network user. Authentication procedure would still be performed in public network and subscription data that involves security issues is still stored in the UDM deployed on the public network.
[bookmark: OLE_LINK1]In the scenarios of vertical network, if there is no isolation between public network and vertical network, the public network may face some security risks and, in order to fulfil the requirements of different vertical network, lots of additional configurations may be needed in public network. Therefore, to protect the communications between the two networks and minimize the impact of the private network on public network, it’s necessary to support indirect communication through an isolation NF, so that public network and vertical network can be isolated and can communicate in a security way. 
In those scenarios mentioned above, the basic functions the isolation NF (e.g. SCP) need to support are topology hiding and message filtering, so that some private information of the public network such as NF instance id would not be exposed to the private network.
In the scenario where UDM, which stores only subscription data of private network users, sinks into the vertical network, the authentication and authorization procedures need to be performed on the public network. In this case, how the isolation NF support the communication between the customized UDM and public network, e.g. to identify which signaling should be forwarded to public network and which to private network, need to be studied.
Considering the mobility of UE, some UEs of vertical network may want to access public network after moving out of the service area of vertical network, or some UEs of vertical network may want to access both vertical network and public network simultaneously. How to support these requirements is also needed to be studied.

2. Differences with NPN
Current specification has defined some vertical network e.g. NPN to provide services to enterprises. However, the vertical network involved in this proposal does not refer to SNPN or PNI-NPN that has been defined in current specification. The vertical network here simply considers the sinking of different NFs into the campus. The following analyzes the differences between the scenarios in this proposal and the existing NPN solution.
1. SNPN is a network separated from operators’ network and it need a separate frequency. In this proposal, the private network and public network share the base station and belong to the same PLMN.
2. PNI-NPN is a network that relies on the public network. The deployment scenario of PNI-NPN is mainly to share all 5GC NFs of public network or share control plane NFs of public network, which can not fulfil the requirements of this proposal mentioned above. Another difference is that the scenarios in this proposal have no requirements for the UE, which means that UEs do not need to tell the network whether it supports NPN or CAG.
3. Conclusion and Proposals
According to above analysis, it’s necessary to using an isolation NF to isolate public network and vertical network, so that the deployment of vertical network would be flexible and the impact of vertical network on public network would be minimized. Therefore, it is proposed to study on enhancement of support for indirect communication between vertical network and public networks in Rel-18.
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