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Abstract of the contribution: This contribution proposes to add the high level QoS concept for L3 relay solution to TS 23.304.

1 Discussion
For a Remote UE accessing network via Layer-3 UE-to-Network Relay and N3IWF, the UE-to-Network relay and its serving PLMN can be taken as SNPN for the Remote UE, thus the QoS differentiation for the traffic flow is supported as specified in TS 23.501 [4] clause 5.30.2.7 as the following text:

NOTE:
QoS differentiation in the SNPN can be provided on per-IPsec Child Security Association basis by using the UE or network requested PDU Session Modification procedure described in TS 23.502 [3] clause 4.3.3.2. In the PLMN, N3IWF determines the IPsec child SAs as defined in TS 23.502 [3] clause 4.12. The N3IWF is preconfigured by PLMN to allocate different IPsec child SAs for QoS Flows with different QoS profiles.


To support QoS differentiation in the SNPN with network-initiated QoS, the mapping rules between the SNPN and the PLMN are assumed to be governed by an SLA including: 1) mapping between the DSCP markings for the IPsec child SAs on NWu and the corresponding QoS, which is the QoS requirement of the PLMN and is expected to be provided by the SNPN, and 2) N3IWF IP address(es) in the PLMN. The non-alteration of the DSCP field on NWu is also assumed to be governed by an SLA and by transport-level arrangements that are outside of 3GPP scope. The packet detection filters in the SNPN can be based on the N3IWF IP address and the DSCP markings on NWu.


To support QoS differentiation in the SNPN with UE-requested QoS, the UE can request for an IPsec SA the same 5QI from the SNPN as the 5QI provided by the PLMN. It is assumed that UE-requested QoS is used only when the 5QIs used by the PLMN are from the range of standardized 5QIs. The packet filters in the requested QoS rule can be based on the N3IWF IP address and the SPI associated with the IPsec SA.

2 Proposal

It is proposed to update TR 23.752 as follows.

*** First Change ***

5.7.2
QoS handling for Relay operations
Editor's note:
This clause will document the QoS handling for the UE-to-Network Relay, and UE-to-UE Relays.

5.7.2.2
QoS handling for Layer-3 UE-to-Network relay with N3IWF
When accessing 5GS via a Layer-3 UE-to-Network Relay with N3IWF, the Remote UE can request for PDU Session establishment or handover an existing PDU session to the N3IWF using UE requested PDU Session Establishment procedure defined in TS 23.502 [5] clause 4.12.5.

[image: image1.emf] 

PC  5  

Uu  

Re lay   UE   5GC  

N6  

UPF     ( R elay )  

Remote  UE  

Relay   UE  

N G RAN  

Remote   UE   5GC  

UPF   ( R emote )  

IPsec security association  

N3IWF  

End - to - end QoS for relay service  


Figure 5.7.2.2-1: End-to-End QoS support via Layer-3 UE-to-Network Relay with N3IWF
For the Remote UE's PDU session(s) established via N3IWF, QoS differentiation can be provided on per-IPsec Child Security Association basis. N3IWF determines the IPsec child SAs as defined in TS 23.502 [5] clause 4.12. The N3IWF is preconfigured to allocate different IPsec child SAs for QoS Flows with different QoS profiles.
Based on configuration, the N3IWF can use one of the options below for QoS support in Relay UE's serving PLMN:

-
a static QoS mapping mechanism;
-
a dynamic QoS signalling based mechanism. 
For the static QoS mapping mechanism, an SLA is established to govern the QoS handling between the Remote UE's 5GC and the Relay UE's 5GC, e.g. when the RSC is configured. The SLA can include the mapping between the DSCP markings for the IPsec child SAs with the Remote UE and the corresponding QoS, and N3IWF IP address(es). The non-alteration of the DSCP field between N3IWF and the Relay UE's UPF is also assumed to be governed by an SLA and by transport-level arrangements that are outside of 3GPP scope. The packet detection filters at the Relay UE's UPF can be based on the N3IWF IP address and the DSCP markings.
When the dynamic QoS signalling based mechanism is used by N3IWF, it works as follows:
-
When the Remote UE establishes or handovers a PDU session via the N3IWF as described in clause 4.12.5 of TS 23.502 [5], the PCF serving the PDU Session in the Remote UE's 5GC detects need for specific QoS and provides corresponding PCC rules to SMF in the Remote UE's 5GC. The resulted QoS information is provided to N3IWF in step 2b of clause 4.12.5 of TS 23.502 [5]. The N3IWF determines the IPSec Child SA(s) and signals to the Remote UE, as in step 4 of clause 4.12.5 of TS 23.502 [5] via IKE signalling including the PDU Session ID, the QFI(s), optionally a DSCP value, and optionally the Additional QoS Information specified in clause 4.12.5 of TS 23.502 [5]. The PDU Session Establishment Accept message will be sent to the Remote UE as in step 5 of clause 4.12.5 of TS 23.502 [5].
-
Based on Additional QoS Information received from the N3IWF, the Remote UE determines whether it is necessary to request for QoS session modification for the dedicated QoS Flows toward the UE-to-Network Relay as described in clause 5.7.2.1. The Remote UE also provides the N3IWF address, DSCP and the SPI as the traffic filter to enable filtering and mapping of DL traffic towards the right PDU Session/QoS Flow within the Relay UE's 5GC. 
NOTE: 
This mechanism allows to communicate GBR related parameters such as GFBR and MFBR from the PCF of the Remote UE via the N3IWF and the Remote UE to the Relay UE. The Relay UE would be able to request the GBR resources from its serving network using UE requested PDU session modification as in clause 4.3.3. of TS 23.502 [5]. 
-
If the UE-to-Network Relay performs the PDU Session Modification procedure, the PCF in the Relay UE's 5GC authorizes the QoS parameters. If the PDU Session Modification procedure authorized the requested QoS parameters, the UE-to-Network Relay acknowledges the Remote UE over PC5.
-
The PSA UPF in the Relay UE's 5GC maps the DL traffic from IPSec Child SA tunnel to appropriate PDU Session/QoS Flow considering SPI and N3IWF address (filters provided by the Remote UE).
-
The Remote UE's or the Remote UE's 5GC may initiated PDU Session Modification procedures as specified in 4.12.6 of TS 23.502 [5]. When the Remote UE received QoS information from the N3IWF, the same interactions between the Remote UE and UE-to-Network Relay, and between the UE-to-Network Relay and its 5GC as described above apply. 
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