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	Reason for change:
	According to the conclusions in TR 23.748, clause 9.4, it has been agreed to introduce to exposes the QoS monitoring results to local AF via local NEF.

But as indicated in Section 6.2.5 and 6.3.14 of TS 23.501, the function of NEF selection or discovery is still faced to NEF. 

In current version, NEF which is pointed here, doesn’t not emphasised as whether centralized of localized NEF. If both centralized and localized NEF deployed, for a specific local AF, it can be served by both the centralized NEF and localized NEF. One possible scenario is, AF discovers multiple NEFs, and AF randomly select one to trigger AF session with QoS. But, if AF requires a QoS monitoring reports by via local NEF, another NEF relocation to L-NEF is needed.

Secondly, the current parameters used for NEF selection cannot differentiate the localized or centralized. Besides the parameters above, L-NEF has a special position characteristic, in local and near the AF. This is why introduces the L-NEF for fast QoS provision.

At last, according to TS 23.548, the QoS monitoring report is sent via L-NEF to AF and the L-NEF and AF are located in the same area. Identify the same location of both AF and L-NEF is needed and these parameters should be reflected in the procedure of discovery of L-NEF.

	
	

	Summary of change:
	It is necessary to add more parameters, for example location related parameters, to exactly discovery of local NEF, also to different from the NEF selection. The local NEF selection can be both applied to operator’s domain AF and 3rd party AF.

The potential location parameters added to L-NEF discovery are UE location, DNAI and AF location. For 3rd party AF, during the DNS query, in order to discovery the nearest L-NEF, ECS option is needed.

	
	

	Consequences if not approved:
	The AF would not be able to discover the local NEF quickly and accurately. 
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* * * Start of Change 1 * * *
[bookmark: _Toc20150188][bookmark: _Toc27846996][bookmark: _Toc36188127][bookmark: _Toc45184034][bookmark: _Toc47342876][bookmark: _Toc51769578][bookmark: _Toc59095930]6.2.5	NEF
[bookmark: _Toc59095931]6.2.5.0	NEF functionality
The Network Exposure Function (NEF) supports the following independent functionality:
-	Exposure of capabilities and events:
	NF capabilities and events may be securely exposed by NEF for e.g. 3rd party, Application Functions, Edge Computing as described in clause 5.13.
	NEF stores/retrieves information as structured data using a standardized interface (Nudr) to the Unified Data Repository (UDR).
-	Secure provision of information from external application to 3GPP network:
	It provides a means for the Application Functions to securely provide information to 3GPP network, e.g. Expected UE Behaviour, 5G-VN group information and service specific information. In that case the NEF may authenticate and authorize and assist in throttling the Application Functions.
-	Translation of internal-external information:
	It translates between information exchanged with the AF and information exchanged with the internal network function. For example, it translates between an AF-Service-Identifier and internal 5G Core information such as DNN, S-NSSAI, as described in clause 5.6.7.
	In particular, NEF handles masking of network and user sensitive information to external AF's according to the network policy.
-	The Network Exposure Function receives information from other network functions (based on exposed capabilities of other network functions). NEF stores the received information as structured data using a standardized interface to a Unified Data Repository (UDR). The stored information can be accessed and "re-exposed" by the NEF to other network functions and Application Functions, and used for other purposes such as analytics.
-	A NEF may also support a PFD Function: The PFD Function in the NEF may store and retrieve PFD(s) in the UDR and shall provide PFD(s) to the SMF on the request of SMF (pull mode) or on the request of PFD management from NEF (push mode), as described in TS 23.503 [45].
-	A NEF may also support a 5G-VN Group Management Function: The 5G-VN Group Management Function in the NEF may store the 5G-VN group information in the UDR via UDM as described in TS 23.502 [3].
-	Exposure of analytics:
	NWDAF analytics may be securely exposed by NEF for external party, as specified in TS 23.288 [86].
-	Retrieval of data from external party by NWDAF:
	Data provided by the external party may be collected by NWDAF via NEF for analytics generation purpose. NEF handles and forwards requests and notifications between NWDAF and AF, as specified in TS 23.288 [86].
-	Support of Non-IP Data Delivery:
	NEF provides a means for management of NIDD configuration and delivery of MO/MT unstructured data by exposing the NIDD APIs as described in TS 23.502 [3] on the N33/Nnef reference point. See clause 5.31.5.
A specific NEF instance may support one or more of the functionalities described above and consequently an individual NEF may support a subset of the APIs specified for capability exposure.
NOTE:	The NEF can access the UDR located in the same PLMN as the NEF.
The services provided by the NEF are specified in clause 7.2.8.
The IP address(es)/port(s) of the NEF or L-NEF may be locally configured in the AF, or the AF may discover the FQDN or IP address(es)/port(s) of the NEF by performing a DNS query using the External Identifier of an individual UE or using the External Group Identifier of a group of UEs or using ECS option, or, if the AF is trusted by the operator, the AF may utilize the NRF to discover the FQDN or IP address(es)/port(s) of the NEF as described in clause 6.3.14.
For external exposure of services related to specific UE(s), the NEF resides in the HPLMN. Depending on operator agreements, the NEF in the HPLMN may have interface(s) with NF(s) in the VPLMN.
When a UE is capable of switching between EPC and 5GC, an SCEF+NEF is used for service exposure. See clause 5.17.5 for a description of the SCEF+NEF.


* * * Start of Change 2 * * *
[bookmark: _Toc20150242][bookmark: _Toc27847050][bookmark: _Toc36188182][bookmark: _Toc45184093][bookmark: _Toc47342935][bookmark: _Toc51769637][bookmark: _Toc59095991]6.3.14	NEF Discovery
The NF consumers may utilize the NRF to discover NEF instance(s) unless NEF information is available by other means, e.g. locally configured in NF consumers. The NRF provides NF profile(s) of NEF instance(s) to the NF consumers.
NOTE:	The NEF discovery and selection procedures described in this clause are intended to be applied by NF consumers deployed within the operator's domain.
The following factors may be considered for NEF selection:
-	S-NSSAI(s).
-	Event ID(s) supported by AF (see clause 6.2.6, TS 23.288 [86] clause 6.2.2.3 and TS 23.502 [3] clause 5.2.19).
-	AF Instance ID, Application Identifier.
-	External Identifier, External Group Identifier, or domain name.
Besides the factors above, the following factors may be extrally considered for L-NEF selection:
-	ECS options.
-	DNAI(s).
-	UE location information (e.g.: Cell ID or TAI).
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