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[bookmark: OLE_LINK25]Abstract: This contribution propose to enhance NEF to support functionality of UAS AF.
1. Introduction/Discussion
UAS AF is a new NF introduced during the study of UAS, and its functionality has several similar business logic as the NEF. For example, interaction with the AF (USS) for the purpose of UAV authentication, translation of external ID to 3GPP identifier for a UE, and vice versa.
NEF is proposed to support the functionality of UAS AF, which can reuse the implementation as much as possible. It is not required that legacy (rel-16 and pre rel-16) NEF are upgraded to support UAS AF. One possibility is a rel-17 NEF can only support UAS AF functionality. 
The idea is very much similar as for rel-16 UPF, only IPUPS feature maybe supported by the UPF.
2. Text Proposal
It is proposed to capture the following changes vs. TS 23.256.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc343594455][bookmark: _Toc372246780][bookmark: _Toc64385452][bookmark: _Toc66381061]4.3	Functional entities
[bookmark: _Toc66381062]4.3.1	General 
In addition to the 5GS functional entities defined in TS 23.501 [2] and the EPS functional entities defined in TS 23.401 [5], the following functional entities are defined for UAS.
[bookmark: _Toc66381063]4.3.2	UAS NF
[bookmark: OLE_LINK11]UAS Network Function (UAS NF) is not a standalone NF. It is supported by an NEF in the operator’s network.
NOTE: if operator support UAS service, it can deploy one or more NEF to support of UAS Network Function.
[bookmark: _Hlk64292295]The UAS Network FunctionNF is used for external exposure of services to the USS. The UAS-NF makes use of existing NEF/SCEF exposure services for UAV authentication/authorization, for UAV flight authorization, for UAV-UAVC pairing authorization, and related revocation; for location reporting, and control of QoS/traffic filtering for C2 communication.
For external exposure of services related to specific UAV(s), the UAS NF resides in the VPLMN, in order to interface with country specific USS(es). 
When CAPIF is supported by the UAS NF, the UAS NF supports the CAPIF API provider domain functions as specified in TS 23.222 [4].
To support re-authentication request by USS, the UAS NF stores information as to whether the re-authentication is towards an AMF or SMF/SMF+PGW-C.
* * * * End of changes * * * *
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