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Abstract of the contribution: This paper discusses How the SMF getting the DNS related information for supporting edge computing
1 Discussion

In 3GPP TS 23.548 clause 6.2.3, describing the solution for EAS (Re-)discovery over Session Breakout Connectivity Model, the diversion of DNS message is provided by EASDF based on the ECS option or the Local DNS server address provided by the SMF, but how these information for the PDU session is gotten by the SMF is not specified and there is the following EN

Editor's note: The sentence above means that the EASDF gets the FQDN(s) from SMF. How the SMF getting the FQDN(s) with DNS related information e.g. the ECS option or the Local DNS server address needs to be clarified in AF influence on traffic routing procedure specified in TS 23.502 [3].
The paper discusses how the SMF getting the DNS related information, which is also used as DNS configuration information so that the local DNS server(s) corresponds to the DNS message(s) can be sent to the EASDF.

1.1 The ways for the SMF getting the DNS related information.
Due to dynamic and static DNS deployment and application deployment, there can be two ways for SMF getting the DNS related information:
· the dynamic way, for which the DNS service provided by either MNO or 3rd party serves edge applications. The DNS server can be deployed dynamically and it also should support to dynamically add/modify/delete new domain names for supported and deployed applications. Therefore, ECSP should be able to (re-)configure the DNS related information dynamically so that the SMF/EASDF can properly selects appropriate DNS server to forward DNS query. 
· the static way, the DNS related information can be predefined into the SMF.
Proposal 1: Both dynamic and static DNS configuration information provisioning should be supported.
1.2 Dynamic DNS configuration
1.2.1
Content of dynamic DNS configuration information

The agreed solution for EAS (Re-)discovery over Session Breakout Connectivity Model aims at the use cases for the KI# for server discovery, involving locally deployed DNS server(s) serving resolving FQDN(s) into different Edge Servers in different local serving area. So the DNS configuration information should include the following information:

(1) information of a list of DNS server(s);

(2) a list of one or more FQDNs supported by each DNS server, wherein each FQDN is associated with an application; 
(3) a serving area supported by each DNS server, the serving area can be a list of DNAI(s).
1.2.2
Procedures for AF providing DNS configuration information

To reuse the existing mechanism as much as possible, AF influence on traffic routing procedure can be improved to provide the DNS related information, where the DNS service provider or the Edge Computing Service Provider knowing the DNS configuration information acts as AF for configuring DNS configuration information.

Following the logic AF influence on traffic routing procedure, the DNS configuration information can be sent from the AF, stored in UDR and sent to SMF as policy information about the PDU Session (via SM Policy Association Establishment or SM Policy Association Modification procedure). However, the following issues should be discussed for specifying the related procedure:

- the detail of the DNS configuration information sending from AF to NEF and stored in UDR.
- the detail of the DNS configuration information retrieving by the SMF.
1) the DNS configuration information sending from AF

For the DNS configuration sending from AF to NEF and stored in UDR, referring to the following comparison for the existing traffic routing information and the required DNS configuration information, taking the related information for example application APP1 and APP2 with the example deployment depicted below. Normally the DNS server can serves all the applications with the same DNN/S-NSSAI in the same area as it is now configuration per PDU session, so the example deployment show the normal case. No requirement is seen for the case that configuring DNS information per traffic flow. 
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Figure 1 Example deployment of DNS and Edge server

In the example, L-DNS1 serving the application deployed in within DNAI1/EDN1 and DNAI2/EDN2, L-DNS2 serving the application deployed in within DNAI3/EDN3 and DNAI4/EDN4.

The following tables gives the description for the existing traffic routing information per application and the required DNS configuration information for the locally deployed applications.

Table 1 Existing traffic routing information per application
	DNN 1+S-NSSAI 1

	APP1 (FQDN 1)
	APP 2 (FQDN 2)
	…

	DNAI 1, route information 1
	DNAI 1, route information 1
	

	DNAI 2, route information 2
	DNAI 2, route information 2
	

	DNAI 3, route information 3
	DNAI 3, route information 3
	

	DNAI 4, route information 4
	DNAI 4, route information 4
	


Table 2 Required DNS configuration information
	DNN 1+S-NSSAI 1

	L-DNS server 1, DNAI list (DNAI 1, DNAI 2), FQDN list (FQDN 1 for APP1, FQDN 2 for APP2)

	L-DNS server 2, DNAI list (DNAI 3, DNAI 4), FQDN list (FQDN 1 for APP1, FQDN 2 for APP2)


The DNS message can be taken as one kind of traffic, to reusing the AF influence traffic routing information provisioning, the requirement list in Table 2 can be met with the options:
A) DNS configuration information is included as addition of N6 Traffic Routing requirements
As example, the related requirement can be implemented into the parameter of N6 Traffic Routing requirements as shown below, merging requirement of Table 2 into Table 1, which is to configure the DNS configuration information per DNN/S-NSSAI, and/or Application, and DNAI.

Table 3 Improved traffic routing information to include DNS configuration per application
	DNN 1+S-NSSAI 1

	APP1 (FQDN 1)
	APP 2 (FQDN 2)
	…

	DNAI 1, route information 1, L-DNS1
	DNAI 1, route information 1, L-DNS1
	

	DNAI 2, route information 2, L-DNS1
	DNAI 2, route information 2, L-DNS1
	

	DNAI 3, route information 3, L-DNS2
	DNAI 3, route information 3, L-DNS2
	

	DNAI 4, route information 4, L-DNS2
	DNAI 4, route information 4, L-DNS2
	


B) Based on option A) the wildcard for traffic filtering indicating the related information can be applied to all the traffic flows(applications). 
As example, the related requirement can be implemented into the parameter of N6 Traffic Routing requirements as shown below, merging requirement of Table 2 into Table 1, which is to configure the DNS configuration information per DNN/S-NSSAI, and/or Application, and DNAI.

Table 4 Improved traffic routing information to include DNS configuration per application
	DNN 1+S-NSSAI 1/ wildcard for traffic filtering

	DNAI 1, route information 1, L-DNS1, FQDN list (FQDN 1 for APP1, FQDN 2 for APP2)

	DNAI 2, route information 2, L-DNS1, FQDN list (FQDN 1 for APP1, FQDN 2 for APP2)

	DNAI 3, route information 3, L-DNS2, FQDN list (FQDN 1 for APP1, FQDN 2 for APP2)

	DNAI 4, route information 4, L-DNS2, FQDN list (FQDN 1 for APP1, FQDN 2 for APP2)


C) DNS configuration information is included as a parameter of AF traffic influence request information, which is standalone from N6 Traffic Routing requirements. The As example, the related requirement can be implemented as listed in Table 2 to configure the DNS configuration information per DNN/S-NSSAI and DNS server. 
Based on the implementation above, the option B) is a compromised way of reusing the existing logic of traffic routing information provisioning and with as less information duplication as possible, option C) is optimal with maintaining the least record for configuring the DNS configuration information, as in the example case 2 AF transactions (each with four records per DNAI) are needed for option A), 1 AF transaction with 4 records per DNAI is needed for option B), and 1 AF transaction with 2 records per DNS server is needed. 

 Proposal 2: Option C) is proposed to be used for AF provisioning DNS configuration information.

2) the DNS configuration information retrieving by the SMF
For the existing traffic routing information, it can be provided/modified/deleted to the SMF via PCC rule as part of policy information about the PDU Session as listed below:
	Information name
	Description
	Category
	PCF permitted to modify for a dynamic PCC rule in the SMF
	Differences compared with table 6.3. in TS 23.203 [4]

	Rule identifier
	Uniquely identifies the PCC rule, within a PDU Session.

It is used between PCF and SMF for referencing PCC rules.
	Mandatory
	No
	None

	Service data flow detection
	This part defines the method for detecting packets belonging to a service data flow.
	
	
	

	Precedence
	Determines the order, in which the service data flow templates are applied at service data flow detection, enforcement and charging. (NOTE 1).
	Conditional (NOTE 2)
	Yes
	None

	Service data flow template
	For IP PDU traffic: Either a list of service data flow filters or an application identifier that references the corresponding application detection filter for the detection of the service data flow.

For Ethernet PDU traffic: Combination of traffic patterns of the Ethernet PDU traffic.

It is defined in TS 23.501 [2], clause 5.7.6.3
	Mandatory (NOTE 3)
	Conditional

(NOTE 4)
	Modified

(packet filters for Ethernet PDU traffic added)

	…
	
	
	
	

	AF influenced Traffic Steering Enforcement Control (NOTE 18)
	This part describes information required for AF influenced Traffic Steering.
	
	
	

	Data Network Access Identifier
	Identifier(s) of the target Data Network Access (DNAI). It is defined in TS 23.501 [2], clause 5.6.7.
	
	Yes
	Added

	Per DNAI: Traffic steering policy identifier
	Reference to a pre-configured traffic steering policy at the SMF
(NOTE 19).
	
	Yes
	Added

	Per DNAI: N6 traffic routing information
	Describes the information necessary for traffic steering to the DNAI. It is described in TS 23.501 [2], clause 5.6.7 (NOTE 19).
	
	Yes
	Added

	Information on AF subscription to UP change events
	Indicates whether notifications in the case of change of UP path are requested and optionally indicates whether acknowledgment to the notifications shall be expected (as defined in TS 23.501 [2] clause 5.6.7).
	
	Yes
	Added

	Indication of UE IP address preservation
	Indicates UE IP address should be preserved. It is defined in TS 23.501 [2], clause 5.6.7.
	
	Yes
	Added

	Indication of traffic correlation
	Indicates that the target PDU Sessions should be correlated via a common DNAI in the user plane. It is described in TS 23.501 [2], clause 5.6.7.
	
	Yes
	Added

	…
	
	
	
	


The PCC rule is provided for the identified traffic flow or application, and there is “Precedence” (preconfigured in SMF or provided by the PCF) applied to each PCC rule, furthermore the DNS configuration is normally configured per PDU session which means it is the same for applications within the same PDU session. Therefore, the DNS configuration information is proposed be provided as PDU Session related policy information which is applicable to the whole PDU Session respectively.
Proposal 3: DNS configuration information is proposed to be sent to the SMF as PDU Session related policy information as part of policy information about the PDU Session while it is provided/modified/deleted. 

2
Proposals
Proposal 1: Both dynamic and static DNS configuration information provisioning should be supported.
Proposal 2: Option C) (DNS configuration information per DNN/S-NSSAI and DNS server) is proposed to be used for AF provisioning DNS configuration information.

Proposal 3: DNS configuration information is proposed to be sent to the SMF as PDU Session related policy information as part of policy information about the PDU Session while it is provided/modified/deleted. 
The detail of the update for the related specification is provided in the following contributions:
· S2-2102594 for TS 23.548
· S2-2102595 for TS 23.501
· S2-2102596 for TS 23.502
· S2-2102597 for TS 23.503
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