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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc68015637][bookmark: _Toc20204189][bookmark: _Toc27894878][bookmark: _Toc36191956][bookmark: _Toc45193046][bookmark: _Toc47592678][bookmark: _Toc51834765][bookmark: _Toc59100591][bookmark: _Toc20204672][bookmark: _Toc27895386][bookmark: _Toc36192489][bookmark: _Toc45193591][bookmark: _Toc47593223][bookmark: _Toc51835310][bookmark: _Toc59101136][bookmark: _Toc27846729][bookmark: _Toc36187860][bookmark: _Toc45183764][bookmark: _Toc47342606][bookmark: _Toc51769307][bookmark: _Toc59095659]5.15.11	Network Slice Admission Control Function
5.15.11.1	General
The Network Slice Admission Control Function (NSACF) monitors and controls the number of registered UEs and/or the number of PDU sessions per network slice for the network slices that are subject to Network Slice Admission Control (NSAC).
NSACF instances are structured as a as two-tier hierarchy architecture and every NSACF instance is configured as either primary or secondary NSACF for one S-NSSAI.
Note:  	Per operator’s policy it is possible that one primary NSACF can be responsible for more than one network slice. 
The primary NSACF is configured with the maximum number of UEs and/or the maximum number of PDU sessions per network slice which are allowed to be served by each network slice that is subject to NSAC. It is responsible for monitoring, controlling and managing NSAC of one particular network slice in the whole PLMN.
The secondary NSACF is connecting the AMFs/SMFs in a certain region of the PLMN with the primary NSACF(s) responsible for the network slices. The secondary NSACF is responsible for monitoring of one or more network slices in a certain region. The secondary NSACF can become responsible for controlling and managing NSAC of a network slice in a certain region based on instructions from the primary NSACF responsible for that network slice.
The AMF/SMF within the same region of the PLMN is only interacting with one secondary NSACF for all slices subject to NSAC. The AMF/SMF in different region of the PLMN may interact with different secondary NSACF.
The primary NSACF of a specific network slice can provide a local maximum number to a secondary NSACF which instructs the secondary NSACF to perform NSAC up to that number locally instead of interacting with the primary NSACF. If no local maximum number is provided or the local maximum number is fully used up, the secondary NSACF interacts with the primary NSACF. The primary NSACF of a specific network slice can set and change the values for the local maximum for the related secondary NSACFs individually.
[bookmark: _Toc68015638]5.15.11.12	Maximum number of UEs per network slice admission control
The NSACF controls (i.e. increase or decrease) the current number of UEs registered for a network slice so that it does not exceed the maximum number of UEs allowed to register with that network slice. The secondary NSACF also maintains a list of UE IDs registered with a network slice that is subject to NSAC. 
When the current number of UEs registered with a network slice is to be increased, the secondary NSACF first checks whether the UE Identity is already in the list of UEs registered with for that network slice and if so, accepts the AMF request (as the UE has already been admitted successfully to this network slice). If the UE Identity is not in the list, it the secondary NSACF checks whether the local maximum number of UEs per network slice for that network slice has already been reached and if so, interacts with the primary NSACF. If the local maximum number has not been reached, the secondary NSACF increases the current number of UEs registered for that network slice and adds the UE Identity to the list.
When the primary NSACF receives a request for NSAC from the secondary NSACF, it checks whether the global maximum number of UEs for that network slice has already been reached. If this is not the case, the primary NSACF provides or changes the local maximum number for that network slice in the response to the secondary NSACF. 
When the current number of UEs registered with a network slice is to be decreased, the secondary NSACF first checks whether the UE Identity is already in the list of UEs registered for that network slice and if so, decreases the current number of UEs registered for that network slice and removes the UE Identity from the list.
The AMF triggers a request to a secondary NSACF instance for maximum number of UEs per network slice admission control when the UE's registration status for a network slice subject to NSAC may change, i.e. during the UE Registration procedure in clause 4.2.2.2.2 in TS 23.502 [3], UE Deregistration procedure in clause 4.2.2.3 in TS 23.502 [3], Network Slice-Specific Authentication and Authorisation procedure in clause 4.2.9.2 in TS 23.502 [3], AAA Server triggered Network Slice-Specific Re-authentication and Re-authorization procedure in clause 4.2.9.3 in TS 23.502 [3], and AAA Server triggered Slice-Specific Authorization Revocation in clause 4.2.9.4 in TS 23.502 [3].

* * * * Second change * * * *
[bookmark: _Toc68015999][bookmark: _Toc20150241][bookmark: _Toc27847049][bookmark: _Toc36188181][bookmark: _Toc45184092][bookmark: _Toc47342934][bookmark: _Toc51769636][bookmark: _Toc59095990]6.3.22	NSACF discovery and selection
Multiple instances of NSACF may be deployed in a network.
The NF consumers shall utilise the NRF to discover NSACF instance(s) unless NSACF information is available by other means, e.g. locally configured in NF consumers.
The secondary NSACF discovery and selection functionality is implemented in AMF, SMF. The following factors may be considered by the NF consumer for a secondary NSACF selection:
-	Preferred locality (e.g. geographical location, data center), which are associated with the location of the AMF or SMF instance.
The primary NSACF discovery and selection functionality is implemented in secondary NSACF. The following factors may be considered by the NF consumer for the primary NSACF selection:
-	S-NSSAI(s).
Editor's note:	Whether there are multiple NSACFs for one network slice or NSACF is per slice or per PLMN and whether more parameters are needed for NSACF selection are still TBD.
* * * * End of changes * * * *
