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Abstract: This contribution provides a Network Slice Admission Control Function (NSACF) architecture to reduce the interactions between the AMFs and multiple NSACF instances.
1. Introduction
For KI#1 of eNS_Ph2, there are following ENs about the multiple NSACF instances support.
In TS23.501, Clause 6.3.22,
Editor’s note: Whether there are multiple NSACFs for one network slice or NSACF is per slice or per PLMN and whether more parameters are needed for NSACF selection are still TBD.
In TS23.502, Clause 4.2.11,
Editor's Note:	if one S-NSSAI the number of the UE/PDU session is managed by several different NSACF, it is FFS how to assure the AMF reaches the same NSACF and how to coordinate the number of UE among the NSACF(s).
In TS23.502, Clause 5.2.21,
Editor's Note:	It is FFS how to support in case multi NSACF is supported, e.g. discover the same NSACF, coordination of the local maximum number among NSACF. 
Based on the discussion at SA2#143e meeting, it remains to be defined that if multiple NSACF instances are needed, how to support NSAC and how these instances will coordinate the number of registered UEs/PDU Session among each other? 
2. Discussion
2.1	Overview
Per the conclusion agreed in SA2#143e, the Network Slice Admission Control Function (NSACF) is defined to support KI#1:‘maximum number of UEs per network slice admission control’.
There are however a couple of issues with the current approach:
· The AMF may have to interact with multiple NSACFs (including discovery, signalling, state information) if the NSACF which manages the SLA number is expected to be separated. 
· An NSACF may have to support a high amount of service requests, potentially one serves all AMF in the PLMN
· NSACF need be able to handle high amounts of signalling at certain times/events (e.g. morning hours, plane landing, train arriving, etc.). Same as to the AMF if the NSACF manages the SLA number is per S-NSSAI separated. 
· The signalling between regionally distributed AMFs and a central NSACF may take some time in a large network.
All the above issues can be mitigated by using a hierarchical NSACF architecture consisting of regionally distributed NSACFs which reduce the interactions between the AMFs and the central NSACFs hosting the budget of the slice.
2.2	Hierarchical NSACF Architecture
2.2.1 High Level Principles and Architecture
The hierarchical NSACF architecture is proposed with the following principles:
· NSACF instances are structured as a two-tier hierarchy architecture and every NSACF instance is configured as either primary or secondary NSACF.
· A primary NSACF (representing the higher level of the hierarchy) is responsible for monitoring, controlling and managing NSAC of one particular network slice in the whole PLMN.
Note 1:  	Per operator’s policy it is possible that one primary NSACF can be responsible for more than one network slice. 
· A secondary NSACF (representing the lower level of the hierarchy) is connecting the AMFs/SMFs in a certain region of the PLMN. The secondary NSACF can become responsible for monitoring, controlling and managing NSAC of one or more network slices for the AMFs/SMFs. 
· The AMF/SMF is only interacting with one secondary NSACF for all slices subject to NSAC. The secondary NSACF interacts with those primary NSACFs which are responsible for the slices indicated in the AMF/SMF request and subject to NSAC. 
· A primary NSACF of a specific network slice provides instructions to the secondary NSACF(s) to monitor the amount of UEs/PDU Sessions for the S-NSSAI and to admit a new UE/PDU Session up to an amount defined by a local maximum (which is set by the primary NSACF).
· A secondary NSACF will execute the instructions and performs the monitoring and NSAC locally. The secondary NSACF will only interact with the primary NSACF when certain event occur, e.g. when the local maximum is fully used up.
· A primary NSACF of a specific network slice can set and change the values for the local maximum for the related secondary NSACFs individually.  The secondary NSACF can manage the local maximum received for the indicated S-NSSAI, e.g. requesting a higher local maximum or indicating that a lower local maximum is sufficient. 
· The secondary NSACF maintains the list of UE IDs that were received from the AMFs/SMFs in its region.
The two-tier hierarchy of multiple NSACF instances is illustrated in Figure 2.2.1-1.


Figure 2.2.1-1: Example for hierarchy of multiple NSACF instances with 4 slices and 6 regions.
2.2.2	Procedures and Interactions in the NSACF hierarchy
During the first NSAC check for an S-NSSAI subject to NSAC (based on the UE’s request to the allowed S-NSSAI during registration or PDU session management procedure), the AMF/SMF triggers a slice availability check with the appropriate secondary NSACF. The discovery and selection of an appropriate secondary NSACF shall be based on the region of the PLMN where the AMF/SMF belongs to. 
The AMF/SMF is then requesting NSAC from the selected secondary NSACF and provides all S-NSSAIs subject to NSAC during the interaction. 
When the secondary NSACF receives a request for NSAC from an AMF/SMF, the secondary NSACF performs the following actions for each of the received S-NSSAIs individually:
· If this is the first NSAC check for an S-NSSAI, the secondary NSACF discovers the primary NSACF responsible for this S-NSSAI (which stores the information of the slice SLA parameters of the maximum number of allowed registered UEs and/or established PDU Sessions). Afterwards, the secondary NSACF sends an NSAC request to this primary NSACF and secondary NSACF acts based on the response received from the primary NSACF.
· If this is not the first NSAC check for an S-NSSAI, the secondary NSACF checks the local maximum and accepts the request if the local maximum is not yet reached. Only when the local maximum is fully used, the secondary NSACF will interact with the primary NSACF.
When the primary NSACF receives a request for NSAC from a secondary NSACF, the primary NSACF provides a local maximum to the secondary NSACF. The local maximum is derived from the SLA value. If a local maximum cannot be derived for the secondary NSACF at this point in time (as the SLA value is almost reached or the primary NSACF does not want to provide a new local maximum to this secondary NSACF), the primary NSACF makes the NSAC decision for this individual UE. 
The primary NSACF can set and change the values for the local maximum for every secondary NSACFs individually and at any point in time. It is also possible to provide a local maximum same as the existing request number of secondary NSACF. So that the secondary NSACF is forced to forward every new NSAC request to the primary NSACF (this may be necessary for example when there are many secondary NSACFs involved while most of them are handling only a few UEs of a slice).  
The primary NSACF can also subscribe to a reporting of the monitored amount of UEs per slice from the secondary NSACFs. This reporting can be one-time, periodic or threshold based so that the primary NSACF can use the most appropriate reporting for the current situation (with respect to the number of secondary NSACFs that are active for this slice and their expected amount of UEs or PDU Sessions).
To summarize, the primary NSACF of an S-NSSAI allocates and manages a local maximum for each of its one or more secondary NSACF instances. A secondary NSACF instance will receive a local maximum for each of multiple S-NSSAIs, each from the responsible primary NSACF. The secondary NSACF is distributed in different geographical locations. 
2.2.3	NSACF discovery and selection
In a two-tier hierarchy of multiple NSACFs architecture, a secondary NSACF discovery and selection for the allowed S-NSSAI(s) subject to NSAC is initiated by the AMF/SMF. The AMF/SMF shall utilise the NRF to discover secondary NSACF instance(s) unless the secondary NSACF information is available by other means, e.g. locally configured in NF consumers. 
For the same region, AMF/SMF should discover and select the same secondary NSACF. 
For the primary NSACF, they are discovered per the related S-NSSAI. In one PLMN for one S-NSSAI there is only one set of the primary NSACF. 
2.2.4	Mobility handling
When the UE move from one region to another region, the responsible secondary NSACF may change and AMFs have to update the secondary NSACF they are interacting with.
During AMF relocation due to a UE mobility, the existing used secondary NSACF (for this UE) is transferred to the target AMF as part of the UE context. The target AMF checks whether it uses the same secondary NSACF and if so, the secondary NSACF does not need to be updated. If the secondary NSACF selected by the target AMF is a different one, the target AMF updates its secondary NSACF with respect to the UE ID for the S-NSSAI(s) the UE is registered for. The NSACF adds the UE into the list of registered UEs. In addition, the target AMF informs the source AMF about its secondary NSACF so that the source AMF can detect the need for an NSACF update as well and interacts with its secondary NSACF to update the list of registered UEs. Hence, the responsible secondary NSACF of the source AMF removes this UE ID from the list of registered UEs. 
3. Conclusion and proposal(s)
Based on the discussion, we have shown that the currently described direct interaction between AMF and central NSACFs hosting the SLA number of the slice has severe drawbacks. Assuming that the slice SLA feature will typically be used for slices with a high amount of UEs (e.g. 10000…100000…1000000), it can be expected that the signalling (and corresponding performance) impacts on the AMFs and NSACFs can be drastic. Consequently, the following is proposed to TS 23.501 and TS 23.502 to reduce the overall amount of interactions between the AMFs and the NSACFs.
· A two-tier hierarchy of NSACF with a primary NSACF instance (per S-NSSAI) and multiple secondary NSACF instances (per region) shall be used for NSAC.
· The interaction between the primary and secondary NSACF instances shall be standardized to enable local NSAC performed by the secondary NSACFs and for the reporting of the current status of slice SLA parameter.
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