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Abstract of the contribution: This contribution proposes the USS could optionally provide policies or rules to UAS NF when it subscribes for the AOI event report.
1. Discussion

The SA1 UAS requirements as described in TS22.125 include the following description:
[R-5.2.1-004] Based on MNO policies and/or regulatory requirements, the 3GPP system shall enable the UTM to take over the communication used to control the UAV.
The conclusion of SA2 TR for KI#4 has been agreed to be based on the sol#25 with the following agreements:
-
Be preconfigured or receives from UTM/USS the traffic routing policies, when the location of UAV or the UAV presence in the monitoring area matches a policy, UAVF based on the policy indicates SMF to take the appropriate network layer actions, e.g. revoke the connectivity between UAV and UAV controller, steering the traffic toward/ from the UAV to UTM/USS/TPAE for further analysis, etc. UAVF considers those policies as active and ongoing instructions from UTM/USS without constant or repeated triggers/requests from UTM/USS. The traffic routing policy includes 3GPP UAV ID(s) (e.g. GPSI or External Group Identifier) to identify the UAV(s)/UAVC(s) and the corresponding network layer actions e.g. revoke the resources of the related C2 communications.
Based on the agreement above, one could consider when the UAV moves into an area which is not allowed it to fly, the 3GPP network should be allowed to take the appropriate network layer actions according to the pre-provisioned policies and rules from USS without constant or repeated triggers/request from USS.  The USS provided policies or rules could be revoking the resources of the related C2 communications as captured in the agreement in the TR.  
The intent of this PCR is to address the following two editor’s notes in clause 5.3.1.2. as follows: 

	Editor's note:
It is FFS whether UAS NF would be provided with policies or rules while the USS subscribes for the event report.

Editor's note:
Further details on the USS provided policies or rules w.r.t. AOI event report is FFS.


2. Proposal

It is proposed to agree the following text in the TS 23.256.
* * * Start of Change * * * *

5.3.1.2
UAV Presence Monitoring Mode

For UAV presence monitoring mode, the USS/TPAE may subscribe for the event report of UAV moving in or out of the geographic area (e.g., longitude/latitude, zip code, etc). The request includes target 3GPP UAV ID and geographic area info. 
If the requested geographic area info can be mapped to 3GPP defined area , such as a list of Tracking Areas or a list of cells as currently supported by 3GPP network as the Area Of Interest, UAS NF subscribes to AMF/MME for reporting the presence of the UAV in Area Of Interest using existing AMF/MME procedures, otherwise UAS NF subscribes to GMLC deferred location for periodic event to get the location report of the target UAV and decides the event of UAV moving in or out of the geographic area by comparing the location report from GMLC with the geographic area info. Upon receiving the report from AMF/MME or detecting the change of the UAV presence in the geographic area, the UAS NF notifies USS/TPAE for the UAV presence in the geographic area. The USS may provide policies or rules to UAS NF based on the received event notification.  If the traffic routing policies or rules were provided to UAS NF, when the location of UAV or the UAV presence in the monitoring area matches a policy, UAS NF based on the policy indicates SMF to take the appropriate network layer actions, e.g. revoke the connectivity between UAV and UAV controller, steering the traffic toward/ from the UAV to USS/TPAE for further analysis, etc. UAS NF considers those policies as active and ongoing instructions from USS without constant or repeated triggers/requests from USS. The traffic routing policy includes 3GPP UAV ID(s) (i.e. GPSI(s)) to identify the UAV(s) and the corresponding network layer actions e.g. revoke the resources of the related C2 communications.


* * * End of Change * * * *
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